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The authors regret to inform that some small issues are found
n two figures ∼Figs. 8 and 9, and attach our new figures as
elow. The main differences are described as follows:
(a) Experimentation is conducted for a short time (180 s)
(b) Attack traffic is launched at 30 s.
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(c) Mitigation starts at 40 s.
(d) Legitimate traffic is completely recovered at around 50 s
berShip-IoT: A Dynamic and Adaptive SDN-Based Security Policy Enforcement
ation Computer Systems (2020), https://doi.org/10.1016/j.future.2020.08.040.

https://doi.org/10.1016/j.future.2020.08.040
http://www.elsevier.com/locate/fgcs
http://www.elsevier.com/locate/fgcs
https://doi.org/10.1016/j.future.2019.05.049
mailto:weme@dtu.dk
https://doi.org/10.1016/j.future.2020.08.040


2 R. Sahay, W. Meng, D.A.S. Estay et al. / Future Generation Computer Systems xxx (xxxx) xxx

ig. 9.

c

F

The authors would like to apologize for any inconvenience
aused.
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