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Abstract

In this paper, we propose a generalized framework for modétie behavior of promi-
nent congestion-control protocols. Specifically, we defigeneral class of loss-based
congestion-control (LB-CC) mechanisms and demonstratentiany variants of TCP,
including those being proposed for high-speed networksnigeto this class. Second,
we develop a stochastic model to predict the transfer timdditk transmissions by
any protocol belonging to the LB-CC class—our model predicith the mean as well
as the variability in the transfer time. Our model is appiesto a wide set of transfer
types and network capacities. We validate our model thraxgénsive simulations
under controlled settings, as well as with comprehensivéPivorkloads.

We use our empirical analysis to also provide insights iete@gal important issues,
including: (i) identifying the settings under which preugly-proposed TCP models
are accurate, and (ii) identifying the conditions underckhonly steady-state anal-
ysis can be sufficient in modeling transfer performance. @ameralized framework
provides a powerful tool that can be used in the design, aisalgnd comparison of
next-generation transport protocols. We demonstratéotimiefit by comparing promi-
nent TCP proposals for high-speed networks.
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1. Introduction

TCP is the most widely-used transport protocol in the Irgefth]. Analytical mod-
els that accurately predict the performance of a TCP tramsfa given Internet path
are needed for several reasons. First, such models can éhéousederstand how well
Internet’s dominant transport protocol works under défémetwork and end-host set-
tings. Second, such models are useful in distributed rgutameworks that, for a
given TCP transfer, select the best path from a candidafg]séthird, these models are
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an essential ingredient in distributed computing framéwwersuch as the GRID [3]—
that need to incorporate the cost of network transfers angtseomputations in de-
ciding how to distribute heavy-duty scientific computatioRinally, TCP models lie at
the basis of the design of TCP-friendly congestion contrethanisms [4, 5].

The TCP protocol itself is subject to change over time as newesions are de-
veloped and deployed [6, 7, 8, 9, 10, 11, 12]. A TCP perforreanodel is most
useful when it incorporates this diversity and can be usettopare the different ver-
sions. Many TCP performance models have been proposed|itettagure over the last
decade [13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23, 24, 25, 2&jortunately, many of
these models can be applied to very few (and often no moreathe)wariants of TCP.
Furthermoreall these models predict either an expected steady-stategtipatior an
expected transfer time for a given TCP transfer—none oftlestimate thegariability
in the transfer times. In this paper, we propose a class oféZ®rmance models that
address these limitations.

Specifically, we make the following contributions. Firsteiormulate a simple
framework that characterizes several TCP protocol vasidntparticular, we define a
general class of loss-based congestion-control (LB-CGhaeisms and demonstrate
that many variants of TCP, including those being proposedhiigh-speed networks,
belong to this class. Second, we develop a stochastic modeiledict the transfer
time for bulk transmissions by any protocol belonging toltBeCC class—our model
predicts both the mean and the variability in the transfaeti Our model is appli-
cable to short as well as long transfers and is applicablearerdiverse settings of
transmission capacity than previous models. We validatermdel through extensive
simulations under controlled settings, as well as with caahpnsive HTTP workloads.
Third, through computations and simulations, we identifg settings under which
previously-proposed TCP models are accurate. In partiondraw insights into the
question:when is steady-state-only analysis sufficient for modetiegperformance
of TCP connections®ur generalized framework provides a powerful tool that lsan
used in the design, analysis, and comparison of next-gemeraansport protocols.
We demonstrate this benefit by comparing prominent TCP mapdor high-speed
networks.

The rest of this paper is organized as follows. In Section€pwutline our model-
ing objectives and approach. The LB-CC class is defined itic3e8. In Section 4,
we present our transient analysis model for the LB-CC clag® model is validated
using extensive simulations and real traces in Section Sektion 6, we discuss the
computation efficiency of our model, and in Section 7, theliappility of steady-state
analysis. We summarize our conclusions in Section 8.

2. Objectives and Approach

TCP performance models help predict the time it would tak&aaosfer a given
number of bytes between two Internet hosts. In this seciverderive the requirements
that such models should satisfy and discuss the state oftleexisting models. To
inform this discussion, we begin by briefly reviewing the ibasechanisms used in
TCP and the factors that impact TCP performance.



2.1. The Transmission Control Protocol

TCP provides a reliable, in-order byte-stream service fdiegtions. TCP senders
transmit application bytes in chunks, callsegmentsand receivers send cumulative
acknowledgment6ACKSs) to indicate the successful receipt of each segmerust L
segments are detected and retransmitted on the receipt lGpletypically three)
duplicate ACKs (referred to as Fast Retransmit) for eadiegments. Additionally,
a timeoutis used to trigger retransmission of segments that are rotoadedged.
TCP receivers guarantee in-order delivery to the appbodiy buffering segments that
arrive out-of-order.

TCP also provides flow control and congestion control seioanFEor this, it em-
ploys a window-based sending mechanism in which sendeitstimmmaximum num-
ber of unacknowledged segments they transmit to a valueelyaime Send Window
(W). In order to provide flow-controlV is not allowed to grow more than the flow
control limit, K, which is the minimum of the sender and receiver-advertigedow
sizes. TCP implements congestion control using three kifidsechanisms to main-
tainW: (i) increasing/V on receiving indications (ACKs) of successful segmentdran
missions;(ii) detecting the occurrence of congestion on the path betweesender
and receiver; angiii) responding to congestion indications by redudidg Different
versions of TCP differ in the mechanisms and policies thatused for each of these
three tasks. Most TCP variants—including Tahoe, Reno [3ACK, Scalable [10],
High-speed [28], and BIC [11]—rely on packet losses to detengestion. Some
versions—such as Vegas [6] and Fast-TCP [9]—additionally on increase in seg-
ment round-trip times to detect the onset of congestionliEikEongestion Notifica-
tion (ECN) can also be used to signal congestion in the nétwor ECN-enabled TCP
Reno sender will redudd/ upon receiving a congestion signal in the same manner as
it would on detecting a segment loss.

TCP versions differ more significantly in how they updétgsee Section 3). The
general principle, though, is that TCP senders are moreeasgiye in reducing their
send window on detecting congestion than they are in ingrgasin the absence
of congestion. In addition, most TCP versions definglawv Startphase in order to
achieve fast start-up behavior. In Slow Stait,is incremented aggressively until it
reaches the slow-start threshd®l When the window is abov8 a TCP sender is said
to be in theCongestion Avoidangghase.

2.2. Factors that Impact TCP Performance

The throughput of a TCP session at any given time is goverpéuHvalue oiV as

well as the time it takes for all segments in the window to g&hawledged. A number

of factors impact the growth aV. First, differentTCP versiongeact differently to
indications of successful transmission or to indicatiohg€angestion. As a result,
they differ in the send window they maintain and, consedyegtiite throughput they
achieve. Second, sin@é is incremented only when ACKSs are received, the latency and
rate at which ACKs arrive directly impacts throughput—tbeder it takes for ACKs

to arrive, the slower is the TCP transfer. This implies th@PTthroughput depends



directly on the pathound-trip timesand bottleneck transmission capaciy Third,
packet losseare used as congestion indicators and result in an aggeessiuction
in W, and consequently, TCP throughput. Fourth, $bad and receive buffer limjts
and the rate at which the receiving end of an applicationwmes data, impose a limit
on theW and, hence, throughput. Finally, the sender’s settin§ mfipacts the rate
at which the send window gets incremented initially, esglécior transfers that are
short.

It follows that the performance of any TCP session will depen the exact nature
in which it encounters the factors mentioned above. Belogvputline several obser-
vations related to the diversity with which the above fagtoccur in the Internet and
use these to derive our modeling objectives.

2.3. Modeling Objectives

e Incorporating TCP Variants:  TCP congestion control has undergone several
enhancements, since it was originally proposed in [29]. [&vhewer versions
are getting widely deployed, several different TCP versioray co-exist in the
Internet simultaneously [6, 7, 27]. Furthermore, with tidewent of high-speed
networks, several researchers are proposing new variéiitS® to enable it to
efficiently use network bandwidth [8, 9, 10, 11, 30]. A TCP rabid most useful
when it can incorporate several of these variants and, lplgskelp in comparing
these. This leads to the following modeling objective.

Objective 1. A TCP model should be applicable to different and newer ver-
sions of the protocol.

e Incorporating Variability: ~ TCP connections can experience significant statis-
tical variability around average network properties sushaund-trip times and
packet losses [31, 32]. A performance model that estimaibstbe expected
transfer time may, therefore, be far off from taetualperformance experienced
by a given TCP connection. Itis, therefore, important to aistimate the amount
by which the two quantities may differ. The estimation asa@ytself, however,
should be computationally simple for it to be usable in gcact

Objective 2. A TCP model should efficiently estimate not just the expected
performance of a transfer, but also the amount by which theag@erformance
may deviate from the expected behavior.

e Incorporating Network Speeds: The Internet is extremely diverse in the
types of edge networking technology used and the end-tdsettteneck link
capacities present. Internet users may sit behirkibg® phone modem lines
and engage mostly in text-based email and browsing apigiicat Other home
users sitting behind broadband technology, such as ADSlablecmodems,

1The bottleneck transmission capacity of a path is definedeaminimum of the transmission capacities
of all links on the path.



have a bottleneck capacity of a few megabits per secondataito them and
may engage in the download of large audio and video files.darganizations
and commercial enterprises may have local area networke ofakD/100 Mbps

or even Gigabit Ethernet technology. Finally, new netwdr&sg deployed for
scientific computing with extremely large data sets, haveratito-end capacity
of more than a few gigabits per second [33]. A TCP performanacdel should

not only incorporate the diversity in link technologiesg®et in today’s Internet,
but also be applicable to future ultra-high-speed networkhis leads to the
following modeling objective.

Objective 3. A TCP model should incorporate end-to-end bottleneck capac
ity and be applicable to paths with different types of edgeogking technology—
ranging from phone modem lines to high-speed gigabit optfiicars.

e Incorporating Transfer Settings: ~ TCP transfers can be extremely diverse in
the size of the transfer [34] as well as the end-host setfimggarious protocol
parameters. For instance, the total number of bytes tratesirin a bulk TCP
transfer can vary from as few asB@ as much as several megabytes. While
short transfers account for a majority of Internet conmetsj long transfers ac-
count for a majority of bytes transferred [35]; hence, itngbrtant to model
both types. Furthermore, different operating systemudiff the default initial
settings ofS, the slow-start threshold, ard, the maximum limit on congestion
window size. This leads to our next modeling objective.

Objective 4. A performance model should be applicable to all types of TCP
transfers—independent of the size of transfer and endgrotcol parameter
settings.

A TCP performance model is most useful when it meets all ofabeve objectives
and, thus, caters to the diversity inherent in the Internet.

2.4. State of the Art

Many analytical models for TCP have been proposed over stalecade [13, 14,
15, 16, 17, 18, 19, 20, 21, 22, 23, 24, 25, 36]. One way to catagthese is based
on whether they condusteady-stater transientanalysis of TCP connections. We
discuss only a few of these below.

A simple formulation for the steady-state throughput of &i3CP transfer, as a
function of round-trip time and loss rate, was initially peated in [18]. More com-
prehensive steady-state models were subsequently dedeiogl3, 15, 19, 20, 21,
22, 23, 24]. One distinguishing feature for some of thesbésway in which packet
losses are modeled—in [21], the authors conduct fluid arsabfSTCP window size
behavior by modeling the arrival of packet loss signals a®iasen process. The
model proposed in [13] allows for the incorporation of geh@and correlated distribu-
tions for losses. Perhaps the most prominent steady-stateghput model for TCP
was presented in [23], in which the authors modeled the TCRyEstion Avoidance
phase using a Markovian model and correlated losses. Thik imoorporated the



impact of retransmission timeouts, fast retransmit, andyeéel acknowledgments on
TCP throughput. The model was validated by comparing withattual throughput
achieved by several TCP connections instantiated acredsittrnet. There have also
been recent attempts at developing generalized steatysstadels that incorporate
two or more variants of TCP [14, 24, 25].

The category of transient TCP analysis has seen less worRE1@6]. The model
in [16] has received much attention, in which the authorgmotéd TCP modeling to
transient analysis of the initial Slow Start phase in orderdcurately derive the transfer
time for short-lived connections. For long transfers, thedel incorporated the steady-
state throughput formulation from [23] for estimating tlegmaining transfer time for
connections that entered Congestion Avoidance. The auttemonstrated that their
formulation was more accurate than past work for not onlyristransfers, but also
when the packet loss rates were very low. It may, therefoeefalr to say that the
model in [16] is among the most comprehensive TCP modelsttist today.

While many recent models have been well-validated in séveadistic scenarios,
none of them satisfy simultaneousiyl of the objectives derived in Section 2.3. In
particular, several past models mostly incorporate thgestion-control mechanisms
in TCP-Reno and are not directly applicable to other TCPigass(Objective 1). Sec-
ond, to the best of our knowledgal] past models predict only the average-case per-
formance for a given TCP transfer—they do not estimate thi@bility in transfer
times (Objective 2). Thus, past models fail to cater to thedean dynamics in In-
ternet traffic conditions. Thirdnoneof the past models incorporate the impact of
bottleneck transmission capacities on TCP performancehande, are accurate for
only limited types of edge-networking technologies (Ohjec3). Finally, the anal-
yses in [13, 14, 15, 17, 18, 19, 20, 21, 22, 23, 24, 25] mode} te steady-state
behavior of long-lived TCP connections and hence, are nplicgble to the major-
ity of Internet connections (Objective 4). Furthermor@ngient models that switch
to steady-state formulations for long transfers, do notjadeely deal with the issue
of when to switch. We substantiate several of the above vasens about past work
with analysis and simulations in Sections 5 and 6.

2.5. Our Approach

In order to simultaneously achieve all of our modeling obyes, we use the fol-
lowing key ideas:

e We incorporate protocol diversity by first defining an abstdass ot.oss-based
Congestion Contro{LB-CC) mechanisms. Our definition is fairly general and
we show that several TCP variants, including those beinggsed for high-
speed networks, belong to the LB-CC class. We then develagyareterized
stochastic model that predicts, for any member of the LB-@Ss; the time it
would take to transfer (TTT) a given number of bytes on a givdéernet path.

¢ We conduct transient analysis of TCP—that does not assuatiersirity in TCP
window size dynamics—and that predicts the transfer tima fBCP connection
accurately, irrespective of the transfer size. Our trarisi@alysis is compute-
intensive for long transfers—we enhance it with a simple ma@ism for detect-
ing steady-state and switching to a steady-state estimafitransfer time. Our



resulting model is both computationally efficient as welhasurate for long and
short transfers.

e We estimate the deviation of actual performance from thdipted performance
by modeling both the expected value as well as the standaidtus in TTT.
Our formulation of TCP window dynamics as a semi-Markov psxis funda-
mental to our ability to compute these performance metrics.

e We explicitly model the impact of the bottleneck transnasstapacity on the
minimum spacing between ACKs. This allows us to pace TCP-tdokking”
and, consequently, its throughput.

In what follows, we define the LB-CC class in Section 3 and gmé®ur models in
Sections 4.

3. The LB-CC Class

Two requirements guide our definition of an abstract framéar different TCP
variants. First, the definition should capture as many Betdimechanismsommorto
different versions as possible. This will allow analysisdacted using the framework
to be accurate. Second, the definition should be genericgénsa that it allows the
incorporation of the differences between current TCP veisias well as many new
protocol variants.

Recall from the discussion in Section 2.1 that many TCP uésishare mechanisms
such as use of Fast Retransmit, a flow-control limit, and toev Start phase. They
may, however, differ in techniques used to detect congegsegment loss or increase
in delays), as well as the window updating functions. In traper, we focus on TCP
versions that use only segment losses to detect conge¥tgeneralize the window-
updating functions of all such protocols by defining the LB-€lass below. In the rest
of this paper, we denote the slow-start threshol&tpe flow-control limit on window
size byK, and the send window By/.

Definition 1. A transport protocol is said to belong to the class of LossdmhCon-
gestion Control (LB-CC) protocaols, if the sender employss fibllowing policies for
updating its send window and slow-start threshold:

e On receiving the acknowledgment for the successful trassam of a segment,
the sender updates its send window as follows:

~ min{W+ fy(W),K}, if W<S
W_{ min{WJrfi(W),K}, if W>S (1)

where(W + f;(W)), for i = 1,2, are non-decreasing functions of W. S does not
get updated on the receipt of an ACK for a successful trarsams



e On receiving the indication of a packet loss through mudtigliplicate acknowl-
edgments, the sender reduces W and S as follows:

~f ma{w—g:(W),1}, if W<S

W_{ maX{W—gi(W),l}, if W>S (2)
[ max{w —gs(W),1}, if W<S

S_{ maX{W—gj(W),l}, if W>S 3)

where g(W) are positive functions such that for all W3®V) > g1(W) and
094(W) > g2(W), and (W — gi(W)) are non-increasing functions of W, foH
1,2,3,4.

e On receiving the indication of a packet loss through retraission timeouts, the
sender reduces W and S as follows:

[ max{W—hy(W),1}, if W<S
W= { max(W — ho(W) 1}, if W > S (4)
S_ max{W —hg(W),1}, if W<S 5
—{ max(W — hy(W). 1}, if W >S )

where h(W) are positive functions such that for all Wg(WV) > hy(W) and
ha(W) > hp(W), and (W — h;(W)) are non-increasing functions of W, foei
1,2,3,4.

Observe that our definition of the LB-CC class is quite genand can incorporate
many new protocol designs in addition to those existing yodzelow, we illustrate
how several TCP variants map to the LB-CC class.

TCP-Reno.Reno senders alternate between the two stages—Slow Stb@ages-

tion Avoidance—of congestion control [27]. Reno senderplesna multiplicative-
increase multiplicative-decreagi®IMD) window updating policy during Slow Start,
and aradditive-increase multiplicative-decregselicy during Congestion Avoidance [37].
Specifically, when segment losses are detected using tligidicate ACKs, Reno
senders use Fast Recovery to effectively reduce their wirgize by half. Reno maps

to the LB-CC class with the following parameters:

fl(W) = 1; fz(W) =

n(W) = g(W) =

hi(W) = hy(W) = W

93(W) = ga(W) = hg(W) = hy(W) = ¥

L
w
w

TCP-Tahoe.The design of TCP-Tahoe [29] predates that of Reno. Reno@mspin
additive-increasgolicy during Slow Start and multiplicative-increasgolicy during
Congestion Avoidance. In response to packet losses ddtbgtduplicate ACKs as
well as retransmission timeouts, Tahoe senders reduagentimeiow size to 1 segment.



Tahoe uses Fast Retransmit, but not Fast Recovery. Talewefdhe, maps to the LB-
CC class with the following parameters:

fL(W)=1; fo(W)=
a(W) = g2(W) = hy(W) = hp(W) = W-1
(W) = ga(W) = hg(W) = hyW) = ¥

Scalable TCP (S-TCP)Scalable TCP proposes to achieve high utilization in high-
speed networks by adding an MIMD window update region (whercbngestion win-
dow is above a threshold) to the Reno SS and CA phases [10]. It maps to the LB-CC
class with the following parameters:

(W) = 1
aWw) =9
h (W) = h(W) =
gs(W) = hg(w) = ¥

v if SSW<L
_ 2 <
gZ(W)—{ 0.875W, if W>L

High-speed TCP (HSTCPHigh-speed TCP is a generalized form of Scalable TCP,
in which the MIMD increment and decrement functions are peaterized as fol-
lows [28]:

l .
I w if S<W<L
fZ(W)_{ W), it W>L
v if SSW<L

G2(W) = { NW)W, if W>L

where,y andA, are functions of the current window size, the loss prolighas well
as several parameters. In real implementations, it is gegthat these functions be
looked up from a pre-computed table. A recommended set ainpaters is specified
in [28], which yields the following forms for these functisn

log(W) — log(L)

MW= 05 0 g Whign) — Tog(L)
vw) = 2w I

wherep(W) = 0.078/W2 andWhigh = 83,000. We use the above forms in our evalu-
ations in Section 7.
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Square Root Fair TCP (SRF)SRF TCP is also designed for achieving high-utilization
in high-speed networks, and additionally aims to achievadgbCP-friednliness and
minimize RTT-unfairness [12]. Specifically, it advocatescuare-root function for
window-dynamics in the high-speed region and maps to theCBelass with the
following parameters:

|3, if SKW<L
gZ(W)_{ bWE, if W>L

wherea = —%, B= % anda, b are positive constants. The recommended values for
these ara = 1.25 andb = 15 [12].

4. A Transient Model for the LB-CC Class

In this section, we first formulate the behavior of an LB-C@Qder as a semi-
Markov process, and then compute performance metrics—ifgdly, the mean and
variance in time to transferbytes in a bulk transfer. Below, we describe each of these
steps in detail.

4.1. Formulating a Semi-Markov Process

We assume that in a bulk transfer, the TCP sender alwaysiengackets of the
same sizd3, which is equal to thenaximum segment size

State Variables.Recall that one of our modeling objectives is to develop aehttht
is simple to use for deriving TCP properties. One of the fitstles in achieving this
objective is that the state of an LB-CC TCP sender at anyttisiepresented using two
quantities: the send windoW(t) and the Slow Start threshof{t) (see Definition 1).
Keeping track of two variables is significantly more complean keeping track of only
one variable. The challenge thenlgw can we reduce the complexity of tracking two
variables?

We meet this challenge by exploiting the fact that the statgableS(t) is used
only whenW(t) < S(t). FurthermoreS(t) is updated to a function of onlw(t),
and one which does not depend on past valueS(igf These two facts collectively
imply that we need not keep track 8ft) for any time instants at whichW(t) > S(t).
This results in a significant gain in efficiency, since theyasituations in whichS(t)
needs to be modeled is either at the beginning of a sessi@iterrthe occurrence of

11



a timeout? We rely on standard TCP terminology below, in which the TC&&m is
said to be inslow-startphase whe(t) < S(t), and incongestion avoidancghase
whenW(t) > S(t).

Modeling Discrete State Updatesince TCP is an event-driven protocol, state updates
can be modeled using discrete time steps. Most past modstsloipusing the approx-
imation that state variables get updated once eflaglt, where a flight is typically
defined as the time interval between the transmission of itsepiacket of the current
window and the receipt of its acknowledgment. The flight tiorais approximated
by themeanRTT of the path between the TCP sender and receiver. In peattow-
ever, TCP senders do not use the notion of flights, but uptetestate on the receipt
of everyACK or on detecting packet losses or time-outs. We accyrateldel such
behavior as described below.

Let U be the time when thath acknowledgment is received. L\ = W(Up—)
be the window-size of the session just before tiie acknowledgment is received.
Similarly, defineS, = S(Up—). We assume window-size dependent packet losses: we
denotep, (W) as the probability for a sender to receive a third duplicaBXAn the
n" ACK event, andpr(W,) as the probability for a timeout to follow immediately
after thent" ACK is received. Thus, ifo. and pr do not depend on the window-
size, the model reduces to independent and identicallyiluliséd packet losses. Note
that these probabilities do not depend on the valu&.ofo summarize, we assume
that thenth acknowledgment indicates a packet loss via multipleidaggd ACKs with
probability p (Wh), a packet loss via timeout with probabilipt (W) and a successful
transmission with probability  p(W,), wherep(Wh) = pL(Wh) + p1(Wh).

With the above assumptions and notation, we can mod€](itvg, S,),n > 0} pro-
cess as discrete-time Markov chainRecall that we do not need to keep trackSpf
during the congestion avoidance phase. We exploit thidsfasettingS, =W, as long
as the process stays in the congestion avoidance phase.

For brevity, we use the following notation:

fi (W) = min{w+ fi(w),K}, i=1,2,

g (w) =max{w—gi(w),1}, i=1,...4,
hy(w) = max{w—hj(w),1}, i=1,...,4

Clearly fj, g andh;, are bounded below by 1 and abovekoyWe further assume that
g, andh; are bounded above Hy< K.2 Thus the state space of thé\p, S,),n > 0}
processig(w;s) : 1<w<s<L}uU{(ws):1<w=s<K}. This state space grows
as the square df , but only linearly inK. This allows computing efficiencies in the
analysis of connections with lardge especially in high-speed networks.

2lt is important to note that although in practic¥) gets updated on detecting losses through multiple
duplicate ACKs, we need not model it. This is becauég) andS(t) are set to thesamevalue in response
to such events. Sind&(t) is not less thaig(t), therefore, we need not track the latter quantity.

3This formulation fits in nicely both with current protocofsr which L = K, as well as for high-speed
protocols, for whichL_ is the low threshold [28, 10].

12



Using the above framework, the transition equations fo{{W&, S,),n > 0} pro-
cess are given below.
Congestion Avoidance (CA) Phase: For1<w<K

Wh=w, S =w)
- (Wn+1,5ni1) _
(f2(w), f2(w)), w. p. 1— p(w)

(w), f
=4¢ (9,(W),9,(W)), w.p.p(w) (6)
(w),h

Slow-gtart (SS) Phase: For 1<w<s<L

Wh=w,§ =)
- (Wn+1731+1)
(f1(w),s), w. p. 1— p(w), if fy(w) <s
) (fa(w), fa(w)), w. p. 1—p(w), if fi(w) >s @)
) (g,(w),9,(W)),  w.p.pL(w)
(hy(w),hg(w)),  w. p. pr(w)

Note that the functiongs andgs do not play any role in these transition equations.
This implies that we can restrict our attention to LB-CC prmtls withgs = g; and

04 = Q2.

Modeling the Time Between Updatels order to compute time-related performance
metrics such as the transfer time of a session, we also neswdelU,, or more
specifically, the time between the receipt of acknowledgsiésy, 1 — Up. If we as-
sume that acknowledgments are uniformly distributed withiflight, then the time
between acknowledgments at titnean be approximated aRT T/W(t), whereRTT

is the mean RTT. Indeed, this is precisely what is done in wask, where the in-
stantaneous throughput is modeled as the inverse of thigiguaamelyW (t) /RTT.
Unfortunately, this formulation ignores the impact of teteck transmission capacity
on the spacing between ACKs. In particular, if the minimuangmission capacity
among all links on the paths between the sender and recsi@eitihen the segments
will be spaced on an average at leBgC time units apart when delivered to the re-
ceiver, whereB is the segment size. Consequently, ACKs received at theesevitl
also have the same minimum spacing. Another way to desdribéehavior is that
when the window size grows beyond thelay-bandwidth produ¢RT T« C/B) of the
path, the bottleneck transmission capacity of the pathlimit TCP throughput. The
time between two acknowledgments is, therefore, estintated

a(Wh) = max{RTT/W,, B/C}

Lettro be the average timeout duration for the TCP session. Wepocate the im-
pact of timeouts by assuming that if thth acknowledgment indicates a timeout, the
next acknowledgmentis delayed by an additional tifige This is a crude but satisfac-
tory method of accounting for the fact that no new segmemdransmitted during a
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timeout. Also, during Fast Retransmit, the sender retrésgire lost segment, before
sending out new packets at its reduced window. Thus, we s¢e th

{ o (Wh) w. p. 1— p(Wh)
Unri—Un=4q aWo)+RTT w. p. p(Wh) 8)
a(Wh) +tro  w. p. pr(Wh)

With this formulation we see thd{W(t),S(t)),t > 0} is a semi-Markov process. This
probabilistic structure allows us to compute many desierfigpmance measures in an
easy fashion. In particular, we are interestedinthe time to transfen segments
successfully. Below, we compute the mean and variancg, éér an LB-CC TCP
session.

4.2. Computing Mean Transfer Time
Define, for the CA and SS phases, respectively:

Tn(W) = E(Ta|W(0) =w,S(0) =w), 1<w<K

Tn(W,S) = E(Th|W(0) =w,S(0) =s), 1<w<s<L
Note that the expected transfer time while in CA madgw), does not depend upon
the value of thés, This greatly simplifies the computation. Also note thateithe TCP
session starts in staf@/(0) = 1,5(0) = L), the time to sendh packets successfully is
given bytn(1,L).

Now letu(w) be the expected time until the next acknowledgment, givahdhr-

rent window isw. From Equation (8), we get

uw) =a(w)+tro pr(w)+RTTp (w), 1<w<K.

Now condition on the time to receive this acknowledgment.takes an expected
amount given byu(w). When it arrives, the state of the session changes according
to Equations (6) and (7). If the acknowledgment indicatascaass, we need to trans-
mit n— 1 more packets; else we need to transmihore packets. Putting all these
events together, we get the following equations:

To(W) = u(w)+ (1— p(w))Tn1(f2(w))

+p1 (W) Th(hp (W), hy(w))

+pL(W)Tn(g,(W)), 1<w<K 9)
(W) = uW)+(1—pWw))tn1(fi(w),s)

)7, 1< fi(w) <s<L (10)
Th(Ws) = u(w)+(1 )

+PL(W)Ta(g, (W), 1< fa(w) =s<L (11)
We have the following initial conditions:

To(w) =0, To(w,s)=0.
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Sincert,, appears on both sides of the Equations (9), (10), and (1Ineed an efficient
method of computing the above quantities. One such methodise iterations, which
we explain for Equation (9). Assume that 1(w) is known for all 1< w < K. Let
Tno(w) = 0 for all 1 <w < K and compute

Tnkra(W) = U(W)+ (1= p(w))Tn-1(f2(w))
+P1 (W) Tnk(ha(W), hy(w)
FPLW)Tk(g,(W)), 1<w<K (12)
Itis easy to see that the above iteration is a contractiorping@nd a&k — oo, T, k(W)
approachesny(w) geometrically at the rate mag(w)). This is a very rapid conver-

gence, especially when the loss probabilities are smathallyi we can recursively
obtaint, starting with the initial conditiomp = 0.

4.3. Computing Variance in Transfer Time
Next we derive the second momentigf Define

on(W) = E(T2W(0) =w,S(0) =w), 1<w<K
on(Ws) = E(TZW(0) =w,S(0) =), 1<s<w<L

The variance of the time to semdgackets is then given by
V(n) = On(l, L) - (TH(L L))z
By doing the same type of first step analysis as for the first emapwe get

on(W) = E[TZW(0) =w,S(0) = w]
= (1—p(w))E[(a( )+Tn_71) B
IW(0) = fo(w), S(0) = fo(w)]
+pL(WE[(a(w) +RTT+Tp)?2
IW(0) = g,(w),S(0) = g,(wW)]
+pr(WE[(a(W) +tro+Th)?
IW(0) = hy(w),S(0) = hy(w)]
1<w<K (13)
on(w,s)= E[TJW(0) =w,S(0) =
= (1—pW)E[(a(w)+ T 1)?
IW(0) = f1(w),S(0) =
)

|—|H

+pL(WE[(a(w) +RTT+T,)2
IW(0) = g,(w),S(0) =g, (w)]
+pr(WE[(a(W) +tro+ Tn)?

W(0) = hy (W), S(0) = hg(w)],
1< fi(w) <s<L (14)
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on(ws)= E[T7W(0) =w.S(0) =
= (1—p(wW))E[(ct(w) + To-1)?
W(0) =s,50) =5
+PLWE[(a(W) +RTT+Ty)?
W(0) = g,(w), S(0) = g, (W)]
+pr(WE[(a(W) +tro+Tn)?
W(0) = hy(w), S(0) = hs(w)]
1< fiw)=s<L (15)
After tedious algebra and using Equations (9), (10), andl @id using the notation
v(w) = RT T pL (W) + tfopr (W) —a(w)®, 1<w<K,

the above equations reduce to

on(W)
= V(W) + 20(W)Tn(W) + 2tropt (W) T (hy (W), hy(w))

+2RT T .(W)Tn(g,(W)) + (1— p(W))n-1( f2(W))
+PL(W)On (G, (W) + pr (W)0n(hy(W), hy(w)),
1<w<K (16)
on(W,S)

= V(W) + 20 (W) Th(W,S) + 2tropr (W) Tn (hy (W), ha(w)
+2RTT . (W)Ta(g,(W)) + (1 — p(w))on-1(f1(W),s)
+PL(W)On(g, (W) + pr(W)an(hy (W), hs(w)
1< fi(w)<s<L 17)
on(W,S)
= V(W) + 20 (W)Tn(W,S) + 2tropr (W) Tn(hy (W), hg(W))
+2RTT p(W)Tn(9,(W)) + (1 = p(W))0n-1(S)
+PL(W)on(g, (W) + pr (W)on(hy (W), hs(w)),
1< fi(w)=s<L (18)

These equations have the same structure as the equatiahe fimean transfer time,
and hence can be solved by the same iterative, recursiviefash

4.4. Modeling p and tro

Retransmission timeouts are a TCP-specific mechanism e$igrd of which im-
pactspr, the probability of a timeout event, aigh, the average duration of a timeout.
In [23], the following formulation is suggested for estinmat pr andtro from the
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| Figure | Observedy | Computedpr | Observedor |

1 0.994 % 0.059 % 0.983 %
2 0.994 % 0.059 % 0.077 %
3 0.989 % 0.058 % 0.063 %
4 0.991% 0.058 % 0.186 %
5 0.093 % 0.001 % 0.002 %
6 2.938 % 0.479 % 0.370 %
7 4.961 % 1.306 % 0.960 %

Table 1: Comparison of Computed and Observed Valugs of

packet loss probabilityp:*

1—p3)(1+p3(1— p~3
pT(W):min{l,( Gl +p‘§v P ))} (19)
1-p
2 3 4 5 6
tTo:T01+ p+2p +4p1t£|30p + 16p°+32p (20)

wherep; = 1— p andT O is the value of the average single timeout. The probability
of receiving loss indication via multiple duplicate ACKstleen computed ag (w) =
p—pr(w).

The above formulation has been used in other TCP modelingteffsee for ex-
ample, [16]). Our experimental evaluations in Section Saat®, however, that this
formulation is inaccurate when packet loss rates are vegh [p is greater than 1-
3%). In the absence of a more accurate formulation in theatiiee, we too adopt
the above for our experimental validations in Section 5—é&w®v, we emphasize that
any improved formulation can be directly applied to our maiiece it does not make
any restrictive assumptions abopit. For example, to model TCP SACK (selective
acknowledgements), we could replgeeandp, with those from [38].

4.5. Modeling ECN

It is important to mention that TCP behavior in an ECN-endbietwork is not
explicitly addressed in this paper. However, extendingltBeCC framework to in-
corporate ECN would be a fairly straightforward exercise. the extended frame-
work, (i) on receiving an ECN congestion-signal, the TCP sender waddceW
exactly as in Equations (2) and (3)ii) pe(Ws) would be the probability of receiv-
ing an ECN congestion-signal; arfili) the analysis would reformulate to include:
P(Wh) = pL+ Pe + pr, andUn 1 —Un = a(Wh) W.p. 1— p(Wh) + pe(Wh).

5. Model Validation

We have implemented the model presented in Section 4 usingdtlab program-
ming environment [39]. We use the Matlab implementation atidate our model,

41t is assumed in [23] thap(w) is independent ofv; hence, we denote it simply asin the formulation.
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Figure 1: 5&bps 100msRTT, 0.01 loss.

henceforth referred to as the LB-CC model, in two differesttisgs: (i) validation

against simulation of a single TCP connection with cargfathntrolled network set-
tings; and(ii) validation against TCP connections simulated using a cehw®sive
HTTP workload. We use NS-2 for our simulations [40]. We conmegtae accuracy of
our model to the one proposed in [16], henceforth referrestie “Cardwell” model.

5.1. Single-connection Simulations

Validation Methodology.We validate the ability of our model to accurately capture
the impact of five factors—namelg (bottleneck),p (loss), RTT,K (window size
limit), and the protocol version—on the transfer time of &bUCP transfer. For each
combination of these factors, we riMjn, whereNsim > 100, simulations of a TCP
connection that transfers 1000 segments, each of sizeBl4§@r a linear 2-hop path
between the sender and receiver. We set all link capacigjeal ¢o the desire@ and
the sum of link propagation latencies to the desired mininRifh. Note that the actual
RTTs will be variable due to buffering at the router. We sabjhe TCP connection,
referred to as;\1, to independent random packet losses with the desired pilipa
p. Router buffers are well-provisioned to avoid additionatket drops due to buffer
overflow. The maximum window size limit is set to the desiked

At the end of theNg,, simulations, we compute the average value of the per-
connectionp (see Table 1). We then feed this quantity into the LB-CC andi®all
models and computg, for both. We also compute the varianéén) in transfer time
using our model LB-CC. We then compare these quantities tmtifiesE[T,] and
Var[T,] estimated from the simulations. Unless explicity mengidnall validations
are conducted using TCP Renfy §, andh functions defined in Section 3).

Impact of Bottleneck CapacitiedVe simulate five kinds of networking technologies:
56Kbps(phone modems),.34Mb ps(broadband ADSL), 18bps(Ethernet), 5Mbps
(VDSL, 802.11), and 10dbps(fast Ethernet). For each kind of network, we subject
the single TCP connectiof to a round-trip propagation latency of 1i6and a packet
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loss probability of 001 (these choices will be justified later in this sectiol)is set
equal to the delay-bandwidth product.

Figures 1-3 plot the transfer time metrics as a function efrtamber of segments
transmitted in topologies with capacities ofldéps 1.54Mbps and 10Mbps (In all of
the figures, the LB-CC model is labeled M1, and the Cardwelliehés labeled M2.)
The results with 5Mbpsand 100/bpswere similar to the 1Bbpsexperiment and
have been omitted due to space constraints. We find that 6T and Cardwell
track the average transfer time of connections quite weligit link capacities. At low
link capacities, however, Cardwell is unable to track thpawt of bottleneck capacity
on ACK spacing, and hence under-predicts the expectedérairae.

Recall from the discussion in Section 4 that the impact oflsbwttleneck ca-
pacities on TCP throughput increases when the window gravget than the delay-
bandwidth product. To better illustrate this effect, weuse the 58bpstopology,
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but simulate a TCP connection wikh= 44 segments This window size far exceeds
the delay-bandwidth product of the topology, but represarikely scenario, in which

TCP connections use default operating system settingard-igplots the results of this
experiment. We find that the ability of Cardwell to estimdte transfer time accurately
worsens even further in this case. The LB-CC model is, howelse to estimate the
transfer time fairly accurately for all settings@fandK.

The LB-CC model also tracks the standard deviatiofyireasonably well. In some
cases, though, the deviation in the simulation transfeegirare higher—we expect
these to reduce if we increadgm. It is interesting to note that the deviation with
K = 44 (Figure 4) is much lower for both simulations and the LB-@@Gdel, than in
Figure 1. We believe that this is because vith= 44, A; has a greater likelihood of
receiving three duplicate ACKs and, hence, suffers a lowenlyer of timeouts (see
Table 1). Timeout events are likely to add significant valigito transfer times.

In our validation experiments below with different lossamtind RTTs, we restrict
our attention to a Idbpstopology and seK to the delay-bandwidth product. This
helps ensure a fair comparison of LB-CC and Cardwell—usisignallerC or largerk
is likely to bias the results against Cardwell.

Impact of Loss Rates and RTTmternet loss probabilities can range from less than
10~ (medium errors) to more than@® (congestion and wireless links). End-to-end
RTTs can also vary from a few to hundreds of milliseconds. rileoto validate our
model under a diverse set of loss rates and RTTs, we simusateoh 10Mb pstopology
with three kinds of end-to-end propagation latencieswd(metropolitan networks),
100ms(cross-country transfers), and 2088(inter-continental transfers). (Note that the
actual RTTs will vary due to buffering at the router.) We then different experiments,

in which we subjech; to different loss probabilities—specifically,dd01, 0001, Q01,

5The maximum window that can be advertised without usingaesfitions is 6&B. With 1460-byte
segments and no extra options, the window size can be at Fesinents.
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0.03, and 005.

Figures 3, 5, and 6 plot the transfer metrics for arh®@pology with loss prob-
abilities of Q01, 0001, and @3, respectively. We find that both LB-CC and Cardwell
are equally good at modeling loss probabilities @f0or lower in a 1Mbpstopology.

At higher loss probabilities, however, both models undedpct TCP transfer time.
Table 1, which lists the values @ observed in the simulations against those com-
puted using Equation (19), shows that at high loss rates¢dhgputed values opr
can be fairly inaccurate. We believe that this inaccuracgsponsible for the under-
estimation by both models. In order to validate our conjetwe use as input to our
model the observed values pf from Table 1—Figure 6 also plots the resultant pre-
dictions of transfer time (labelled &8; — p)—we find that an accurate value pf
ensures that the model is fairly accurate even at high ldss.r&dVe emphasize again
that this indicates only a need for more accurate modelirgyadt high loss rates and
does not say anything about the relative accuracy of LB-GC@ardwell at different
loss rates.

We find that the LB-CC model tracks the deviation in simulatiansfer times well
for loss probabilities lower than.01. We also find that the end-to-end RTTs do not
influence the accuracy of our model, except at the high Idss r@oted above. In the
remaining validation experiments, we restrict our atemtio a loss probability of no
more than (1.

Validation with Different Protocols.All validations presented so far have been con-
ducted with TCP Reno. We also validate our model for four otti CC protocols,
namely, Tahoe, Scalable TCP, High-speed TCP, and SquarteHaoor CP. We sim-
ulate a Tahoe TCP connection on aMlipstopology—the latter three protocols are
also simulated at 10@bpsand 1Gbpstopologies (since these protocols are designed
for high-speed networks). We subject each topology to diffeloss rates ranging from
0.00001 to 001, and RTTs ranging from h@sto 200ms

We find that the LB-CC model tracks the simulation resultseqwiell in all of these
experiments (we omit the plots due to space constraints).

5.2. HTTP Workload Simulations

The validations conducted in Section 5.1 do not incorpottaeimpact of com-
peting cross-traffic on the performance of a given TCP cotimec In this section,
we present validation results from several simulationgdoeted with an empirically-
derived HTTP workload model [41].

Experimental MethodologyWe simulate extensive two-way HTTP traffic workload
generated on the topology depicted in Figure 8. Each ciradeheexagon in the figure
representdive “clouds” of HTTP clients or serverd.¢., end systems sharing an ag-
gregation link). The dashed lines represent the directicheflow of data traffic in
the network. Regular traffic is generated by circles 0 anddbteaverses all routers.
Cross-traffic is generated by circles 1-4 and shares onlyliokevith regular traffic.
This topology, first proposed in [42], allows us to simulatel¢o-end paths with mul-
tiple congested links and different offered loads. In addito the link propagation
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Figure 9: Relative Error with HTTP Simulations

delays, the routers have been modified to delay segments kgdadimount on a per-
connection basis—this allows us to simulate TCP connestiath different minimum
RTTs and, thus, represent large networks.

We use the PackMime model [41] to generate synthetic webcralMe also use
PackMime to generate an empirical minimum RTT distributidfle run several ex-
periments in which we simulate 1-3 bottleneck links and gaeeHTTP workloads
ranging from 50% to 90% of the bottleneck capacity. Thesesrents help us sam-
ple a very diverse set of TCP connections, with loss proliesilranging from (008
to more than M4 and round-trip times ranging from BGto 400ms

Validation. We consider all TCP connections simulated as regular traffmve and
for each, record (total number of segments transferred) apdtransfer time) and
compute the values @, pr, and meattiro. We then feed these quantities to the LB-CC
model and compute the predicted transfer tifie~C, for each connection. Figure 9

. . . . . _TLB-CC
plots the cumulative distribution of the relative errorsergputed asi”TT”f). We
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find that our model track$, reasonably well. For instance, the prediction accuracy is
within 0.1 of the simulations for 80% of the connections.
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6. Achieving Computational Efficiency

One limitation of our iterative model is that the complexfycomputingr, is linear
in n, the number of segments to be transferred. This is not treeveils most past TCP
models, since they rely osteady-statenalysis for computing the (constant) mean
TCP throughput for long transfers. However, a TCP transfay transmit quite a few
segments before it attains steady-state throughput—stbisgecially true in high-speed
networks. For accurately modeling short transfers, tloeegft is important to conduct
transientanalysis of the kind presented in Section 4. In order to agtsenultaneously
modeling accuracy as well as computational efficiency, wethe approach of(i)
detecting when a TCP transfer has attained steady-statg (i@dnusing steady-state
throughput to predict its remaining transfer tim&he basic idea here has been used
even in past work—indeed, the model in [16] switches to adstestate prediction
model as soon as the sender leaves the initial Slow Starephse key difference,
however, is in deciding when to switch.

Our approach is based on the following key insight. The slopthe 1, curve
converges as increases; Figure 11, which plots the instantaneous twowgB /1, —
Tn-1) for theM; curve in Figure 3, illustrates this. This implies that akeme value of
n, T, can be approximated by a linear functionrofWe use this insight in improving
the efficiency of our model as follows. For each valuepive compute the slope of
the transfer time curve ag), = T, — T,_1. The above observation on convergence of
the slope implies thap, — Y1 converges to 0. Lel; denote the smallest value of
n such thatp, — Yn—1 < €. Then, for any specifiable we approximate the curve for
all values ofn > N by a straight line of slopé,, such that the line passes through
the point(Ng,Tn, ). Using this idea, we have reduced the complexity of computin
to a tunable valueO(min(n,Ng)). In fact, the graphs plotted in Section 5 have been
computed using = 1012,
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When is Steady-state-only Analysis Usable?

Observe that models that rely only on steady-state anabfSISCP work fairly
well for bulk transfers that are long. A natural question $& &: how long does a
TCP transfer have to be before a steady-state-only anatgsisaccurately predict its
transfer time?

Figure 11 also plots the average through@st= nB/1y, as a function of for the
experiment depicted in Figure 3 (U ps G 100msRTT, 0.01 p). ©, converges to the
steady-state throughp@®,,, asn increases. It follows that steady-state analysis can be
used for all connections large enough, such ®gais reasonable close ©.. With
this understanding, and usi® goopas a reasonable approximation@f, we answer
the question raised above as follows.

For any givend, we find the smallest value of—denoted byNs—such that®; —

O« < d, foralli > Ns. In Figures 10(a), 10(b), and 10(c), we pitas a function o€,
RTT, andp, respectively. In each figure, we plot curvesder 0.01,0.03,0.05,0.1. We

find thatN; increases witlC and RTT. To put this observation in the proper perspective,
recall that we seiK equal to the bandwidth-delay product for all of these experits.
Thus, K is higher for topologies with large€ and RTT, and it is expected that a
connection will take longer to grow up to a window sizekof Ns decreases ap
increases. We expect this to be the case because the statelgv@rage window size

is likely to be lower at high loss rates, and hence, is atthfaster.

Perhaps the most surprising observation is Myatan be as large as several 1000s
of segments, even fa¥ = 0.1. This implies that models that rely only on steady-
state analysis are likely to be accurate only for transteger than several megabytes.
Internet traffic analysis in [35] shows that such transfeay mccount for less than 1%
of HTTP transfers in the Internet. Our results, thus, higtlithe importance of using
transient analysis to model short connections.
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7. Example Model Application: Comparison of High-speed Prdocols

In this section, we illustrate the usefulness of the LB-C&hfework by using it
to evaluate the relative performance of several recentpgsed “high-speed” vari-
ants of TCP congestion-control. Our aim is not to providempgehensive evaluation
of these protocols, but simply to illustrate in some exanggitings how the LB-CC
framework can help draw fundamental observations aboui¢havior of the protocol.
We consider a set of diverse network topologies in whichth@ bottleneck transmis-
sion capacity is set to either 100 Mbps, 1 Gbps, or 2.5 Ghpth€ RTT is set to either
10 ms or 100 ms, and (iii) the packet loss rate can take on sahrging from 107
to 10-3. We model three prominent high-speed protocols—namelyhSipeed TCP
(HSTCP), Scalable TCP (S-TCP), and Square Root Fair TCP }SBRd compute
the time to transfer 100,000 segments (100 MB worth of dégures 12(a), 12(c),
and 12(e) plot the computed values for bottleneck capaaifi€¢ 00 Mbps, 1 Gbps, and
2.5 Gbps, respectively. Each figure is a 3-dimensional flohe transfer time as a
function of the packet loss probability and the path RTT.

We also compute the value of the instantaneous throughpdéfined in Section 6,
attained by each of the protocols after transmitting 100 $&gments. Figures 12(b),
12(d), and 12(f) plot this quantity using the 3-dimensioneW. Note that the direction
of both the x- and y-axes is reversed from the three corrafipgrplots for transfer
time.

We find that:

e As expected, a higher packet loss rate as well as a largerR¥rhincrease
the transfer-time and decrease the instantaneous thratigivel attained after
transmitting the 100,000 segments.

e With large RTTSs, high link capacity does not have a signifideapact on the
transfer-time or the instantaneous throughput level aelieThis is because the
link capacity impacts the performance of a transfer onlgrafihe congestion-
window has reached a value equal to the bandwidth-delayugtodihis product
is quite large on large-RTT networks (larger than the cotigiesvindow value
that is attained after sending only 100,000 segments).ratamce, we find that
the throughput level achieved in quite similar in a 100 ms RETfwork across
the three values of bottleneck capacity studied.

e Under all network conditions, SRF always outperforms HSEBR S-TCP (in
both the transfer-time as well as instantaneous throughptrics).

e S-TCP and HSTCP provide similar performance in severalscaséowever,
HSTCP provides lower transfer times in high-speed netwarkpecially when
the RTTs are high.

In contrast, the instantaneous throughput achieved by Bi§@igher than that
of HSTCP in topologies with neither too large nor too low baitdth-delay prod-
ucts (100 Mbps capacity and 100 ms RTT, or Gbps capacity amis1RTT).

e In a 100 Mbps network, all protocols are able to attain a 10(p8Mworth of
throughput when loss rates are low and RTTs are small—haweben both of
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these quantities have large values, none of the protodalis dhat throughput
after transmitting only 100,000 segments.

In higher-speed networks, even with low loss rates and sRTalls, only SRF is
successful in attaining a throughput equal to the bottlkeicapacity after trans-
mitting 100,000 segments.

We reiterate again that our purpose is not to provide a congmsve evaluations of
these three protocols, but merely to illustrate the powehefLB-CC framework in
drawing several fundamental insights (such as those laesge) about protocol per-
formance.

8. Concluding Remarks

In this paper we present the design of a class of performandeis that predict
the transfer time for bulk TCP transfers under diverse regdtiof loss rates, round-
trip times, end-to-end bottleneck capacities, protocohpeeter settings, and protocol
versions. We do so in two steps. First, we define the genexs$ df Loss-based Con-
gestion Control (LB-CC) protocols and demonstrate thatyfa@P variants, including
those being proposed for high-speed networks, belong socthss. We then develop
a stochastic framework to compute the mean and variancansfer time for any LB-
CC protocol. We validate our model against extensive sitiaria and show that it is
accurate under more diverse settings than past models.

Our work leads to a number of useful modeling guidelinesstFour evaluations
indicate that the bottleneck transmission capacity cae haignificantimpact on TCP
performance in low-speed networks. It should, therefoegnborporated in TCP anal-
ysis. Second, unlike what was previously assumed, the piiitigeand impact of re-
transmission timeouts can take a range of values for a giaeket loss rate. Since
timeouts impact TCP performance significantly, this implieat either accurate tech-
niques should be developed to relate timeout probabilifyatcket loss probability, or
the two should be treated independently in TCP analysis. $gethe latter approach
in this paper. Finally, our computations indicate that medeat rely only on steady-
state analysis may be applicable only to connections thaster more than several
megabytes. This underscores the importance of analyzifjsittansient behavior.

We believe that the generalized LB-CC framework is a powedol that can be
used in the design and analysis of next-generation trahppatocols. In particular,
our model provides the opportunity of evaluating the impddatifferent combinations
of fi, gi, hy on TCP performance in high-speed networks. Furthermoeestihchastic
framework developed in Section 4 facilitates the derivatibadditional metrics, such
as the distribution of\,. As part of future work, we plan to systematically evaluaie t
impact of each model parameter on such quantities. Firvedlyylan to derive empirical
models of per-connection losses and round-trip times aadusframework to study
their impact on real-world TCP performance.
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