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Abstract1 - In the current Internet there are two main
types of intra-domain multicast routing protocols: dense
mode and sparse mode. Dense mode protocols construct
shortest path trees from a sender to receivers while sparse
mode protocols construct shared trees rooted at a certain
router, called core or RP (rendezvous point), to which all
senders of a certain group send their packets in order to be
transmitted to all receivers along such shared tree. These
kinds of trees are well suited for wide-area networks,
because we are sending information only to interested
receivers and we maintain the same routing state for each
group, independently of the number of senders, and only on
the routers along the shared tree. While solving important
scalability problems, such trees bring other drawbacks;
mainly traffic concentration and delay. In current stan-
dards, PIM-SM[1] and CBT[2], no algorithms are specified
to choose such RPs. In this paper we present an approach to
select the best set of RPs that minimizes traffic concentra-
tion while limiting the maximum delay.

I. INTRODUCTION

With the appearance of new applications, like TV over

Internet, videoconferencing, distributed interactive simulation

(DIS), multi-player gaming, interactive distance learning, etc,

point-to-multipoint and multipoint-to-multipoint connections

have become a necessity. To avoid sending repeated informa-

tion to each receiver, with the consequent waste of bandwidth,

the source sends unique multicast packets that are replicated

downstream by routers when they find non-common paths for

the different receivers. Some protocols have appeared to sup-

port these kind of connections, depending on the distribution,

sparse or dense, of the receivers. The dense-mode protocols

use specific delivery trees from the source to the receivers,

while the sparse-mode protocols concentrate the traffic in cer-

tain RPs (rendezvous points), one per group, from which one

tree for each group is built.

Dense-mode protocols, like DVRMP[3] and PIM-DM[4],

use a flood and prune algorithm to find where the receivers

are located and to construct the direct shortest path from the

sender to each of the receivers (sender-oriented algorithm).

The state for each (Source, Group) pair is maintained in all

routers, independent of whether they are placed or not along

the shortest path to receivers. It allows a new receiver to join

(graft) the shortest path tree for a certain (S, G) pair at any

time. Otherwise, MOSPF[5] avoids such a flooding by main-

taining a complete map of where the receivers are in each

router. Such protocols are suitable for single-sender groups

where the receivers are densely distributed along the domain.

But this protocol architecture presents serious scalability

problems with the number of senders and groups especially in

WANs, where the receivers are sparsely distributed along the

domain.

In order to improve such scalability problems sparse-mode

protocols use the concept of rendezvous point. An RP is a

router that acts as a meeting point between all the senders and

receivers of the same group. Thus, one shared tree is built from

the RP to all the receivers, allocating group state information

only in the routers along the shortest path from each receiver

to the RP, that means, along the reverse path. The same tree is

valid for all the senders, because all the sources of the same

group send the information to the same RP. From the RP, the

information is disseminated to the receivers along the shared

tree. The group-to-RP mapping is flooded to the entire domain

using a Bootstrap algorithm[6], that allows all the DRs, desig-

nated routers2, mapping all members of a group to the same

RP.

While bringing advantages in scalability issues, sparse

mode protocols have also some drawbacks as traffic concentra-

tion around RPs and longer delays than in dense mode

[7](triangular routing problem). Besides, PIM-SM and CBT,

do not specify any criteria to choose the RPs.

In this paper we present an approach to assign priorities to

the different C-RPs, candidates to became rendezvous point, in

order to make PIM-SM choose the set of RPs minimizing traf-

1. This work is done in collaboration with TranSwitch SA. 2. Routers with attached hosts



fic concentration while limiting maximal delay. The rest of the

paper is organized as follows. In section II we present the state-

of-the-art in core selection methods. In section III we show our

algorithm and in section IV. we state some demonstrations. In

section IV we present an example and we explain results of

simulations. Finally, we present some conclusions and some

highlights for further investigation in section IV.

II. CORE SELECTION METHODS

The currently implemented shared-tree protocols, CBT and

PIM-SM do not use an efficient method to chose the core (RP)

for each group [8]. A RP is pseudo-randomly assigned to each

group using a hash function that ensures that no more than four

consecutive groups will map to the same RP. Such a method

avoids an unequal distribution of groups between all the RPs

when the number of groups is large. The hash function is also

designed to bring the minimal disruption of groups (changes in

the group-to-RP mapping) when there is a change in the set of

C-RPs[6]. The C-RPs are assigned administratively and fight

to become an RP for a certain pre-configured range of groups

and with a pre-configured priority. Thus, the first question that

arises is, what is the priority to be assigned to each router in

order to optimize shared trees?

All the studies been made until now show how to choose the

core (RP) in order to minimize the delay or even the link

cost[9]. In orther to reach such goals migration algorithms

have been created in order to “change” the RP assigned to a

certain group when another RP fits better delay require-

ments[10][11][12][13][14]. The practical application of these

methods depends on:

• The availability of the information about senders and

receivers.

• Efficient and reliable methods of changing the core when

the participant distribution changes.

Having information about group participants is difficult.

Besides, changing the core depending on the group partici-

pants can bring undesirable instabilities and loss of data while

changing the core[6]. All these drawbacks lead the currently

implemented protocols (PIM-SM and CBT) to use random

core selection methods.

III. MINIMIZING TRAFFIC CONCENTRA-

TION

Currently, priorities of C-RPs are assigned by hand. Higher

priorities are given to “best connected” routers in order to

have a good distribution of traffic among links. The set of

routers with the highest priorities is elected as the set of RPs.

Using a hash function, each group pseudo-randomly maps to a

certain router of such a set. The first question that arises with

such an algorithm is what are the routers that give the best dis-

tribution of traffic among available links. Traffic concentra-

tion is not taken into account by group-based methods, where

the core is placed in the topological center of the members of

a group in order to minimize delay. When having widely dis-

tributed senders and receivers, such methods may bring us

high traffic concentrations, that increase delay due to queue-

ing[10]. As we may have a huge number of different groups,

equally distributed in number among the entire set of RPs, we

can assume “a priori” an equal distribution of traffic among

RPs and an homogeneus distribution of senders and receivers

of all groups mapping to a certain RP. In such conditions, we

will show a method that will allow us to know the set of RPs

minimizing traffic concentration. This method will assign pri-

orities to the different C-RPs, improving the performance of

shared tree methods, without any modification of the protocol

(PIM-SM or CBT).

A The Algorithm

We can represent a network as a graph ; where

is the order of (number of vertices or nodes) and is the

size of (number of edges or links). Such a graph (e.g. Fig.

1) can be entirely represented by a square matrix, the Adja-
cency Matrix , where each component represents the exist-

ence “1” or inexistence “0” of an edge between two vertices.

We may also have components bigger than 1, representing the

weight3 of the link [15][16].

For our algorithm we have designed two more matrices, the

Broadcast Matrix and the Combination Matrix. Each row of

the Broadcast Matrix represents the “generic” usage of links

when choosing the corresponding vertex as a RP for certain

groups having, globally, members distributed uniformally

along the graph4. To get such vectors, we send one packet

from the selected vertex to all the other vertex with attached

3. Link cost

4. The Graph represents a domain or autonomous system running PIM-

SM or CBT
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hosts, and we note the usage of each link. Thus, for the graph

in Fig. 1, the Broadcast Matrix will be:

where the rows represents the vertices {v0, v1, v2, v3} and the

columns represents the edges {e0, e1, e2, e3}. We are assum-

ing a link cost of “1” for all the links. For different link costs

we only need to multiply the link cost of an edge to the com-

ponents of the corresponding column. Similarly, we can

“adapt” the components of the Broadcast Matrix to other

paramethers (g.e. bandwidth). From this matrix, we want to

find the combination of rows minimizing the usage of links.

Such an addition  of nodes will accomplish:

(1)

for all other combinations of nodes, where

, and is the criteria to choose the best

set; to minimize the average usage of links and to

penalize high concentration in few links. As generating all the

combinations is quite arduous for graphs with hundreds or

nodes and gives as a result only the best combination of

nodes, we have designed an heuristic to progressively gener-

ate local best sets and eliminate nodes; this heuristic is based

on the fact that edges linking the analyzed subset of nodes will

have the highest values, because we are broadcasting packets

from such nodes in order to extract the components of their

corresponding rows in the Broadcast Matrix. If we minimize

the values for such links, we will also have a minimum when

combining this subset with another one, minimizing another

different subset of links. Thus, we reduce the computation

cost while achieving the goal of classifying nodes in groups

depending on “how good” they are in terms of link usage. To

reach such a goal, we create the Combination Matrix. Each

row of this matrix represents the best combination of the node

corresponding to this row and all its neighbours; remember

that such a neighbourhood is represented in the Adjacency
Matrix.

Thus, for the graph in the Fig. 1, the Combination Matrix
is:

As for all the nodes, the best combination is , this node is

elected as the best set of RPs for this graph. We assign the

next priority to . In this case, we have found the solu-

tion in the first iteration. All-zero columns in the Combination
Matrix, represent nodes to be eliminated. For bigger graphs,

we need several iterations, eliminating in each one a certain

set of nodes that is “labeled” with the same priority. In order

to go on the next iteration, we will modify the Adjacency
Matrix, representing the new generated neighbourhood, when

not taking into account the eliminated nodes. From this new

Adjacency Matrix and the Broadcast Matrix we are able to

generate a new Combination Matrix. Again we eliminate the

nodes corresponding to all-zero columns. Iterations finish

when the Combination Matrix has no all-zero columns.
Finally, we extract the best set of nodes from the remaining

ones, assigning to them the highest priority. We assign to the

others the next priority level. The pseudo-code of the algo-

rithm is presented in Fig. 2.

IV. DEMONSTRATIONS

In this section, we present two special types of graphs dem-

onstrating, for each of them, what are the best set of vertices

to be elected as RPs.

A Radial-Tree graphs

An example of radial tree is presented in Fig. 3(a). In this

type of graph, only the central node is elected as the best set of

RPs. The demonstration comes from the fact that nodes with

only one link will be eliminated by the node to whiche they

are attached. We can see such a situation in the Broadcast
Matrix , where (first row) is a node with only one link

attached to the node (second row), is the number of ver-

tex and is the number of edges. As has all the compo-

nents lesser or equal than , applying (1) will be
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do
{
     for (i=0; i<num_vertex; i++)
   {
        //take into account vertex i and its neighbours
       extract_best_subset_of_nodes;
       write_it_as_a_row_in_Combination_Matrix;
   }

   eliminate_vertex; //assign priority
   generate_new_Adjacency_Matrix;

}while (all-zero-columns_in_Combination_Matrix);
extract_best_subset_of_nodes; //assign best priority
assign_next_priority_to_remaining_nodes;

Fig. 2.  Algorithm to assign priorities to C-RPs
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eliminated in the first iteration, with the consequent assigna-

tion of the lowest priority.

B Complete Graphs

An example of complete graph[16] is presented in Fig.

3(b). In this type of graph, all the nodes are directly connected

to each other. Thus, in the Broadcast Matrix, it is accom-

plished that

(2)

where is the number of rows and the different columns.

In such a situation, when aplying (1), all nodes will be elected

as the best set of RPs.

C Other Graphs

Any other connected5 graph[16] has characteristics

“between” radial tree and complete graphs. Thus, any number

of vertices between and will be elected as the best set of

RPs, for all connected graphs.

IV. SIMULATIONS

As an example we have generated a graph of 20 vertices

with a Waxman distribution model, using an average node

degree of 3 (Fig. 3), in order better reflect a realistic network

structure[17]. All simulations using exponential factors

( ) give the same results (table I), representing verti-

ces from lowest to highest priority. We have generated differ-

ent graph structures with GT-ITM6 (random, Waxman,

transient-stub and hierarchical), with different number of ver-

tices and node degrees, and run simulations with Network

Simulator7. In all our simulations, the two highest priority

vertices have an eccentricity[8] that accomplishes:

(3)

That means that even if recovering RP failures with second

priority vertices, we will have a maximum delay between

senders and receivers of . In Fig. 4, we differenti-

ate four levels of centering. Level1 (topological centers[8] of

the graph: 2, 6, 9, 10, 11, 13, 15, 18), level 2 (0, 5, 14, 16, 17),

level 3 (1,3,8) and level 4 (peripheral nodes: 4, 7, 12, 19). In

our example, nodes with highest priority are all in level 1 (all

are centers of the graph), and nodes with the next priority are

in levels 1 and 2.

IV. CONCLUSIONS AND FURTHER

STUDY

In this paper, we have presented an algorithm to systemati-

cally assign priorities to C-RPs in a PIM-SM domain in order

to minimize traffic concentration in links, also limiting the

maximum delay to , even when having RP fail-

ures. This gives us a good criterion to compare PIM-SM with

other multicast routing protocols.

In PIM-SM, priorities are pre-configured in routers, and

asymetries in the traffic mapped to each RP or non-uniformity

in group members’ distribution cannot be efficiently managed

by PIM-SM. Core migration algorithms also bring some prob-

lems, as we have explained in section II. Our future work will

5. Any two vertices are linked by a path in G
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be focused in the use of several RPs per group, in order to bet-

ter distribute traffic along the network and better assume non-

uniform distribution of senders and receivers.
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Table I: Assigned priorities to nodes of the Waxman graph

Priority Vertices

0 1, 4, 6, 7, 12, 19

1 0, 3, 8

2 14

3 2, 5, 10, 11, 16, 17

4 9, 13, 15, 18


