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Abstract—This paper proposes and investigates the conceptis desirable to allow as many links as possible to transmit

of a safe carrier-sensing range that can guarantee interference-
safe (also termed hidden-node-free) transmissions in CSMA
networks under the cumulative interference model. Compard
with the safe carrier-sensing range under the commonly assned
but less realistic pairwise interference model, we show tha
the safe carrier-sensing range required under the cumulatie
interference model is larger by a constant multiplicative fctor.
For example, if the SINR requirement is 10dB and the path-
loss exponent is4, the factor is 1.4. The concept of a safe
carrier-sensing range, although amenable to elegant andigal
results, is inherently not compatible with the conventionapower-
threshold carrier-sensing mechanism (e.g., that used in IEE
802.11). Specifically, the absolute power sensed by a nodethe
conventional mechanism does not contain enough informatio
for it to derive its distances from other concurrent transmitter
nodes. We show that, fortunately, a carrier-sensing mechasm
called Incremental-Power Carrier-Sensing (IPCS) can reafe
the carrier-sensing range concept in a simple way. Insteadfo
monitoring the absolute detected power, the IPCS mechanism
monitors every increment in the detected power. This means
that IPCS can separate the detected power of every concurrén
transmitter, and map the power profile to the required distance
information. Our extensive simulation results indicate that IPCS
can boost spatial reuse and network throughput by more than
60% relative to the conventional carrier-sensing mechanism. ast
but not least, IPCS not only allows us to implement our safe
carrier-sensing range, it also ties up a loose end in many oén
prior theoretical works that implicitly assume the use of a @rrier-
sensing range (safe or otherwise) without an explicit desigto
realize it.

Index Terms—carrier-sensing range, cumulative interference
model, CSMA, WiFi, IEEE 802.11, SINR constraints, spatial
reuse.

|. INTRODUCTION AND OVERVIEW

together in an interference-safe (or collision-free) manfhe
problem of interference-safe transmissions under thedioar
tion of a centralized TDMA (Time-Division Multiple-Acceps
scheduler has been well studied (e.g., see [1]-[6]). Less
well understood is the issue of interference-safe trarsoris
under the coordination of a distributed scheduling protoco

The CSMA (Carrier-Sense Multiple-Access) protocol, such
as |IEEE 802.11, is the most widely adopted distributed
scheduling protocol in practice. As the growth of 802.11- net
work deployments continues unabated, we are witnessing an
increasing level of mutual interference among transmissio
such networks. It is critical to establish a rigorous coricap
framework upon which effective solutions to interferersede
transmissions can be constructed.

Within this context, this paper has three major contritngio
listed as follows (more detailed overview is given in the
succeeding paragraphs):

1) We propose the concept of safe carrier-sensing
rangethat can guarantee interference-safe transmissions
in CSMA networks under theumulative interference
model

2) We show that the concept is implementable using a
very simple Incremental-Power Carrier-Sensing (IPCS)
mechanism.

3) We demonstrate that implementation of safe carrier-
sensing range under IPCS can significantly improve
spatial reuse and network throughput as compared to the
conventional absolute-power carrier sensing mechanism.

Regarding 1), this paper considers the cumulative interfer

Due to the broadcast nature of wireless channels, sighce model (also termed physical interference model in [7])
nals transmitted over wireless links can mutually intefelin which the interference at a receiver nodeonsists of the
with each other. How to optimize spatial reuse and netwogmulative power received from all the other nodes that are
throughput under such mutual interferences has been an dQrrently transmitting (except its own transmitter). Thisdel

tensely studied issue in wireless networking. In particuta
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is known to be more practical and much more difficult to
analyze than the widely studied pairwise interference rhode
(also termed the protocol interference model in [7]) in the
literature. Under the cumulative interference model, addet
simultaneously transmitting links are said to be intenfiese
safe if the SINRs (Signal-to-Interference-plus-Noiseid&tat
the receivers of all these links are above a threshold. Gaven
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set of linksL in the network, there are many subsets of linkspatial reuse and the overall network throughput. Forgipat
S C L, that are interference-safe. The set of all such subsetigh IPCS, the required separation between any pair of activ
F = {S | the SINR requirements of all links are satisfjed transmitters remains constant as iaée carrier-sensing range
constitutes the feasible interference-safe state spacecén- which is independent of the number of concurrent transmis-
tralized TDMA, all subsets are available for schedulingd arsions. Indeed, our simulation results indicate that coeghéo
a TDMA schedule is basically a sequen¢8;)}_, where the conventional carrier-sensing mechanism, IPCS mesimani
eachS; € F. For CSMA, because of the random andmproves the spatial reuse and the network throughput bgmor
distributed nature of the carrier-sensing operations by ithan60%.
dividual nodes, the simultaneously transmitting lin&§™
may or may not belong toF. Let F¢% = {8¢° A. Related Work
simultaneous transmissions of links 'S are allowed by In the literature, most studies on carrier sensing (e.¢- [8
the carrier-sensing operatipnThe CSMA network is said to [13]) are based on the pairwise interference model. Forla lin
be interference-safe iFCS C F. This is also the condition under the pairwise interference model, the interferencas f
for the so-called hidden-node free operation [8]. Howetrgs, the other links are considered one by one. If the interfezenc
issue was studied under the context of an idealized pairwf§@m each of the other links on the link concerned does not
interference model [8] rather than the practical cumuéatiause a collision, then it is assumed that there is no amtiisi
interference model of interest here. In this paper, we shéwerall. Ref. [8] established the carrier-sensing rangeired
that if the carrier-sensing mechanism can guarantee tieat # prevent hidden-node collisions in CSMA networks under
distance between every pair of transmitters is separateal b{he pairwise interference model. The resulting carrierssey
safe Carrier-sensing rangehen]-'cs C F can be guaranteed range is too optimistic and can not eliminate hidden-node
and the CSMA network is interference-safe even undercgllisions if the more accurate cumulative interferencedeio
cumulative interference model. We believe that the saféerar is adopted instead.
sensing range established in this paper is a tight uppetbounA number of recent papers studied the CSMA networks
and achieves good spatial reuse. Another issue is how to i#ider the cumulative interference model (e.g., [14]-[1&})
plement the concept of safe carrier-sensing range in pectiearlier unpublished technical report of ours [17] derived t
This brings us to 2) above. In traditional carrier sensinggfe carrier-sensing range under the cumulative intevéere
based on power threshold (e.g., that of liasic modén IEEE model. The technical report, however, did not include tHeSP
802.11), the absolute power received is being monitoreth THealization presented in this paper. Neither did Ref. [[¥4}
power consists of the sum total of powers received from all tidddress the implementation of a carrier-sensing rangedbase
other transmitters. It is impossible to infer from this albse ©n power detection. Ref. [14] studied the asymptotic capaci
power the exact separation of the node from each of the otiféfarge-scale CSMA networks with hidden-node-free design
transmitters. This leads to subpar spatial reuse. Fortypate The focus of [14] is on “order” result rather than “tight” et
show that a simple mechanism that monitors the incrementlr example, ifyo = 10dB anda = 4, the safe carrier-sensing
power changes over time, IPCS, will enable us to map tfi@nge derived in [14] i8.75dmax. In this paper, we show that
power profile to the required distance information. We dadi  Setting the safe carrier-sensing rangestd7d,,.x is enough
that this contribution, although simple, is significant timat o prevent hidden-node collisions.
it shows that the theoretical concept sdfe carrier-sensing ~ The authors in [15], [16] attempted to improve spatial reuse
range can be implemented rather easily in practice. It als¥nd capacity by tuning the transmit power and the carrier-
ties up a loose end in many other prior theoretical works the&nsing range. Although the cumulative interference model
implicitly assume the use of a carrier-sensing range (safei® considered in [15], [16], spatial reuse and capacity are
otherwise) without an explicit design to realize it. That isanalyzed based on carrier-sensing range. In particulay, th
IPCS can be used to irnpiernent the required Carrier-senswumed that the transmitters of concurrent transmissiks |
range in these works, not just osafe carrier-sensing range can be uniformly packed in the network. As discussed in
here. Without IPCS, and using only the conventional carrighis paper, such uniform packing can not be realized using
sensing mechanism, the results in these prior works woulte current 802.11 carrier-sensing mechanism. Therefioee,
have been overly optimistic. Given the implementability ofesults in [15], [16] are overly optimistic without an appre
safe carrier-sensing range, the next issue is how tight tA& carrier-sensing mechanism. IPCS fills this gap so tiet t
Simuitaneousiy transmitting nodes can be packed_ theoretical results of [15], [16] remain valid. We summariz
This brings us to 3) above. In the conventional carridhe key related models and results in the literature in Tible
sensing mechanism, in order that the detected absoluterpowel he rest of this paper is organized as follows. Secfion II
is below the carrier-sensing power threshold, the semaratiPresents the cumulative interference model and the carrier
between a newly active transmitter and other existing acti$ensing mechanism in the current 802.11 protocol. Seclibn |
transmitters must increase progressively as the numberdgfives the safe carrier-sensing range that successfeNgpts
concurrent transmissions increases. That is, the cost -of en_ _ ,
suring interference-safe transmissions becomes progesss This paper focuses on the incremental-power carrier-sgr#CS) mech-

- ) - > 8 anism under the cumulative interference model. But IPC$qsed in this
higher and higher in the “packing process”. This reduceaper can also deal with the pairwise interference model.



TABLE | o : o
SUMMARY OF THE RELATED WORK T; or R;. This is because either DATA or ACK transmission

on link ; will cause interference to link;.

Interference Pairwise Cumulative .. . . . .
Models Interference Model Interference Model B. EX'Stmg Carrier Sensmg Mechanism in 802.11

Absolute power many (e.g., [8], (15]. (16] If the_re. exists_ alink; € £ suc_h that. not t_>otH:[1) andl(2)

carrier sensing [10]) ' are satisfied, this means there is collision in the netwark.

Incremental power This paper This paper 802.11, carrier sensing is designed to prevent collisios tdu

carrier sensing simultaneous transmissions that cause the violation bkeit
(@ or (). In this paper, we assume carrier sensing by energy

detection. Consider a link. If transmitter7; senses a power

the hidden-node collisions under the cumulative interieee P°°(T;) that exceeds a power threshdRd,, i.e.,
model. Sectiof 1V presents the IPCS mechanism. Setfion V PCS(T)) > Py, 3)

evaluates the performance of IPCS in terms of spatial reuse

and network throughput. SectiénlVI concludes this paper. thenZ; will not transmit and its backoff countdown process
will be frozen. This will prevent the DATA frame transmisgio
Il. SYSTEM MODEL onl;.

A. Cumulative Interference Model In most studies of 802.11 networks, the concept of a carrier-

We represent links in a wireless network by a set of distine"Sing rang€’Sk is introduced. The carrier-sensing range
and directed transmitter-receiver pats= {l;,1 < i < |£|}. CSR is mapped from the carrier-sensing power threstjd
Let 7 = {T,1 <i < |L]}andR = {R;,1 < i < |L|} P\ =
denote the set of transmitter nodes and the set of receiver CSR = (P_) :
nodes, respectively. A receiver decodes its signal suttdbss ] ) th _
if and only if the received Signal-to-Interference-plusipe  €onsider two links,/; and /;. If the distance between
Ratio (SINR) is above a certain threshold. We adopt tﬁ@nsmltteréﬂ- andT; is no less than the carrier-sensing range,
cumulative interference model, where the interferencéhés t'-€-
sum of the received powers from all transmitters excepits o d(T;,T;) = CSR, (4)
transmitter. We assume that radio signal propagationsilo then7; and7; can not carrier sense each other, and thus can
the log-distance path model with path loss exponent 2. jnitiate concurrent transmissions between them. The sgrw
The path gainG(7;, ;) from transmitterT; to receiverR; relationship can be generalized to a set of lig#s5 C £. If
follows a geometric model: the condition in[(4) is satisfied by all pairs of transmistén
G(T), Ry) = d(Ty, Ry)~, setSC_S, then all Iinks_inSCS can transmit concurrently. -
Setting an appropriate carrier-sensing range is crucial to
whered(T;, R;) is the Euclidean distance between nodés the performance of 802.11 networks. dfSR is too large,
and R;. spatial reuse will be unnecessarily limited. dfSR is not
In 802.11, each packet transmission on a lingonsists of a large enough, then hidden-node collisions may occur. The
DATA frame in the forward direction (frorff; to R;) followed underlying cause of hidden-node collisions are as follows.
by an ACK frame in the reverse direction (frof) to 7;). The A number of transmitters transmit simultaneously because
packet transmission is said to be successful if and onlytifi bocondition [4) is satisfied by all pairs of the transmitters.
the DATA frame and the ACK frame are received correctifdowever, there is at least one of the links does not satisfy
Let £’ (£") denote the set of links that transmit concurrentlgither [1) or[2). As a result, collisions happen and theiearr
with the DATA (ACK) frame on linkl;. Under the cumulative sensing mechanism is said to have failed in preventing such
interference model, a successful transmission onllimeeds collisions.

to satisfy the following conditions: We now define asafe carrier-sensing rangéhat always
) D prevents the hidden-node collisions in 802.11 networkseund
P, - G(T;, R;) > TS
NT S PGS, R >, (DATA frame) (1) the cumulative interference model.
0t A Definition 1 (Safec'S Reymuiaivd: Let S¢S C £ denote a
;€L
d subset of links that are allowed to transmit concurrentigiern
an a carrier-sensing rangéSR. Let 79 = {S“S} denote all

P - G(Ri, Ty) > 0. (ACK frame) (2) Such subsets of links in the network. @SR is said to be a

N+ > P -G(S;,T) SafeC'S Reumulativelf for any S€ € F¢S and for any linkl; €
LieL” SYS, both conditions[{1) andl2), with’ = £” = S5\ {I,},

whereP; is the transmit powerV is the average noise power,are satisfied.

and~, is the SINR threshold for correct reception. We assume For analysis simplicity, we assume that the background

that all nodes in the network use the same transmit pddver noise powerN is small compared with interference and thus

and adopt the same SINR thresheld For a link/; in £’ or can be ignored. We will consider Signal-to-Interferencéidra

L", S; represents the sender of lilk, which can be either (SIR) instead of SINR.



[1l. SAFE CARRIER-SENSINGRANGE UNDER CUMULATIVE  This means the cumulative interference powers frignand
INTERFERENCEMODEL I3 will corrupt the DATA transmission on; due to the

In this section, we derive a sufficient threshold fBafe- msufﬁuent .SlR atR. Thls.mexgmple sr;owsﬁ_th_at tsfttmg thet

CS Reumuiaive When discussing the hidden-node free desigﬁgmgr-sensmg range as | .( ) IS not sulficient to preven

ollisions under the cumulative interference model.

[8], it is required that the receivers are operated with thé . .
“RS (Re-Start) mode” (see Appendixl A for details). In th? We next esf[abhsh gthreshold fsafECSR.c”m“.'a“"eso that
he system will remain safe under cumulative interference.

following discussion, we also make the same assumption. Theorem 1-The settin
Ref. [8] studied the safe carrier-sensing range under the ' 9

pairwise interference modeThe threshold is given as follows: SafeC'S Reumulatve= (K + 2)dmax, (6)
Safe€'S Rpairwise = (yoé + 2) Aimax, (5) where e
wheredax = rlnazcd(Ti,Ri) is the maximum link length in K= (670 (1 + (ﬁ) m)) : ()
i €

the network. However, the pairwise interference model dogssufficient to ensure interference-safe transmissioneuthe
not take into account the cumulative nature of interferenceumulative interference model.

from other links. The threshold given inl (5) is overly optitic Proof: The proof is given in AppendikIB. [ ]
and not large enough to prevent hidden-node collisions unde Condition [6) provides a sufficiently large carrier-segi
the cumulative interference modeds illustrated by the three-range that prevents the hidden-node collisions in CSMA

link example in Fig[L. networks. Therefore, there is no need to sef’8R larger
than the value given i 16).
d A _______________ 4d @d * ..... o ]/ @ Let us compareSafe€ S Reumulative With S¢’9‘feCSf:fpairwise
T, ™R, max T, maxpR, max - R,"maxT, with different values ofy, and «. For example, ify, = 10
ACK anda = 4, which are typical for wireless communications,
h L L, SafeCSRpairwise = 3.78 - dmax,
Fig. 1. Setting the carrier-sensing rangeSaeC'S Rpaimise is insufficient Safe€'S Reumuative= 5.27 * dmax-

to prevent hidden-node collisions under the cumulativerfetence model .
P Compared withSafe€'S Rpainise Safe€'S Reumulative €S t0

be increased by a factor @f4 to ensure successful transmis-
In Fig.[d, suppose that the SIR requiremegt= 8 and the sions under the cumulative interference model.
path-loss exponent = 3. According to [(5), it is enough to  Given a fixed path-loss exponeat both Safe€’'S Rpairwise
set the Carrier-sensing range(aﬁ)é + 2) dmax — 4dmax and and SafeCSRcumu|ative increase in the SIR I’equil’eme%.
3 This is because the separation among links must be enlarged

the carrier sensing power threshaltl, = P; (4dmax) = = )
4 . max t tal SIR t t. F leqit= 4, h
0.0156P,d_3 . In Fig.[d, there are three linkg$;, I, andls 0 meet a farger arget. ror exampiee! we have

max*

with the same link length,.,... The distancel(R,, R;) equals Safe€’'S Rpairwise = (2 + %i) Amax,
2dmax and the distancel(71, R3) equalsdd,,.x. Since the L

. 1
dlstanced(Tl, T2) = ddmax = ('YOi + 2) dmax, from @). we SafeCSRcumulative: 2+ <%'YO> Amax-
find that 77 and T, can simultaneously initiate transmissions 3

since they can not carrier sense each other. We can verify hgie ratio 0fSafe€’S Reumuiative 10 Safe€’S Ryainise is
the SIR requirements of both DATA and ACK transmissions

on/; andl, are satisfied. This mearls and [, can indeed Safe€'S Reumuiative 2 + (%vo)i

successfully transmit smultgr_u_eously. o SafeC'S Rparmise 5 +7%
Suppose that; wants to initiate a transmission whéh 0

is sending a DATA frame tdR; and R, is sending an ACK which is an increasing function of,, and converges to a

frame toT». TransmitterT; senses a poweP““(T3) given constant asy, goes to infinity:

3

by 1
‘m Safe€’'S Reumulative — lim 2+ (%70) *
PCS(T3) = Pt : (5dmax)73 + Pt : (8dmax)73 Yo—>00 SafeCSRpairwise Yo—>0 2+ ,YO%
=0.00995 - P,d 2 < Py,. ”e
. L. == ~ 1.8348.
This means thaf; can not sense the transmissionsipand ( 3 )

l5, and can initiate a DATA transmission. However, when all

. : SafeC'S Reumulative i
these three links are active simultaneously, the SIRats Fig.[d shows the ratlém as a function of fhe SR

requirementsy,. Different curves represent different choices
P (dpmax) ™3 of the path-loss exponent The ratio>3e€ S amuawe jncreases

Pt (6dmax)73 + Pt (2dmax)73 =TT < o- Safe's Rpainvise

when~, increases orv decreases. For each choicecafthe
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Fig. 3. Conventional carrier-sensing mechanism will reddlce spatial

Fig. 2. The ratio ofSafeC’S Reumulative to SafeC'S Rpainwise reuse in 802.11 networks. Link is placed based on the absolute power
sensing mechanism in current 802.11, and lifkis placed based on the
Safe€'S Reumulative @S €nabled by our IPCS mechanism.

ratio converges to a constantasgoes to infinity. This shows

that, compared with the pairwise interference model, tfie sanirq jink is located on the middle line between and
carrier-sensing range under the cumulative interferenoglein ;, Based on the carrier-sensing range analysis, the require-
will not increase arbitrarily. ments ared(T},T}) > Safe€’SReumuiaive and d(T}, T) >

: . . tion of I, shown in Fig[B. Furthermore, as the number of links
We now discuss the implementation 8&fe€’S Feymuiaive increases, a tight packing of the concurrent transmittells w

we .f'rSt de;cnbe thg d|ff|cul-ty of |mpllement|ng .the Saferesult in a regular equilateral triangle packing with sidiedth

carrier-sensing range ial(6) using the existing physicaiea Safe'S Roymuaive The “consumed area” of each transmitter

sensing mechanism in the current 802.11 protocol. Then,a constgjrr:tu;tilc;n byl — Y3SafeC's R
-2

we propose a new Incremental-Power Carrier-Sensing (IPd% : . cumlative .
. . I ow, let us consider the location requirement of the third
mechanism to resolve this implementation issue.

link I3 under the carrier-sensing mechanism of the current
A. Limitation of Conventional Carrier-Sensing Mechanism 802.11 protocol. In order to have concurrent transmissions

In the current 802.11 MAC protocol, given the safe carriefVith bothl, andl,, the cumulative power sensed iy due
sensing rangeSafe€'S Reumuiaive the carrier-sensing powert0 transmissions of both linkg and !, should be no larger
thresholdP;;, is set as than P, i.e.,

Py, = P, - (Safe€'S Reymuaivd - 8) POS(Ty) = Py - d(Ts,T1)“ + P - d(T5,T2) ™

_ 9. —a
Before transmitting, a transmittéf; compares the power it =2 Pd(T5,T1)"" < Pu,

sensesPCS(Ti), with the power threshold’;.. A key disad- \yhere p,), is given in equation[{8). So the minimum distance

vantage of this approach is that's (T;) is a cumulatlve_power requirement oni(T3, 1) andd(T3, Tb) is

from all the other nodes that are concurrently transmitfirige

cumulative nature makes it impossible to tell whetRér® (T;) AN N

is from one particular nearby transmitter or a group of fiir-od(T3, T1) = d(Ts, T2) = (2E> = 2= -Safe€’S Reumulaiive

transmitters [18]. This reduces spatial reuse, as illtedrédy

the example in Fid.]3. as shown in Fig.[03. Since« is always greater than
There are four links in Fidl3, witlbafe€' S Reumuiative S€t 1, the requirement of the separation between transmit-

as in [6). In Fig[B, the distancé(Ty,T>) is equal toSafe- ters is increased fron$afe€'S Reymuiative (i-€., d(T4,T3)) to

C'SReumuiative From [3), we find thafl;, and7y can not carrier 2% Safe€'S Reumulative (i.e., d(Ty,T3) and d(T»,T3)). The re-

sense each other, thus they can transmit simultaneously. quirement on the separation between transmitters wilktiase
First, consider the location requirement of the third linrogressively as the number of concurrent links increas®s,

l5 that can have a concurrent transmission with bigtland the corresponding packing of transmitters will be more and

lo, assuming that each transmitter can perfectly differémtiamore sparse. As a result, spatial reuse is reduced as theenumb

the distances from the other transmitters. Suppose that tifdinks increases.



Another thing to notice is that the order of the transmissio®ATA or receives ACK. The power being sensed increases
of links also affects spatial reuse in the conventionaliearr if a link starts to transmit, and decreases if a link finishes
sensing mechanism. Consider the three liikks/, andis in  transmission. As a result, the power sensed by transniitter
Fig.[3 again. If the sequence of transmissionglis l2,l3}, denoted byP“*(t), is a continuous function of time
as discussed abové;, 7, and13 sense a power no greater In IPCS, instead of checking the absolute power sensed at
than P,,, and thudy, l> andls can be active simultaneously.time ¢, the transmitter checks increments of power in the past
If the sequence of transmissions on these link§lisls, 1}, up to timet. If the packet duratiort,,.ke: (including both
however, bothl, and T3 sense a power no larger thdf,. DATA and ACK frames and the SIFS in between) is a constant
But the cumulative power sensed By in this case is for all links, then it suffices to cheék the power incremeshis-

a o ing the time windowlt — t,qcket, L. Let {t1, 10, -+ ,tp, -

PO3(Ty) = Py - d(T5, 1)~ + Py - (T3, Th) degnote the time \i?,l[stanges when thé power being iensed
=P, (2% SaleC'S Rumuaive)  + P (Sale€'S Roumuaind *  ChANGES, and{ALTE(11), APCS (1), - APTS(ty). - -}

denote the corresponding increments, respectively. InS|PC
:gpth > Py, transmitter?; will decide the channel to balle at time¢ if

the following conditions are met:
Therefore T} will sense the channel busy and will not initiate

S . ) ) cs
the transmission ori;. The spatial reuse is unnecessarily A5~ (tx) < P, Vig such thatt — tpacrer < tx < £, (9)
reduced becau?emthere would have been no collisions’had\yhere p,,, is the carrier-sensing power threshold determined
decide to transmil. according toC'SR; otherwise, the channel is deemed to be
_ _ _ . P . o o
B. Incremental-Power Carrier-Sensing (IPCS) Mechanism PUSY SinceAP=(ty) is negative if a link stops transmission
some time;, we only need to check the instances where
0e power increments are positive.
By checking every increment in the detected powércan
separate the powers from all concurrent transmitters, and c
p the power profile to the required distance information.

We propose an enhanced physical carrier-sensing me
anism called Incremental-Power Carrier-Sensing (IPCS)
solve the issues identified in sectibn TV-A. Specificaltiie
IPCS mechanism can implement the safe carrier-sensingra

accurately by separating the detected powers from muItiqﬁe this way, IPCS can ensure the separations between all

CO?ﬁlé:reeg:;rﬁswjlgcei;;ental causes for collisions in a CSMtAansmitters are fight in accordance with Theofdm 1.
Theorem 2:If the carrier-sensing power threshold;, in

network. Besides hidden nodes, collisions can also hapqﬁg N
. ' ) IPCS mechanism is set as:
when the backoff mechanisms of two transmitters count down
to zero simultaneously, causing them to transmit togeithate Py, = P, (Safe€'S Reumuative © (20)

that for the latter, each of the two transmitters is not aware . . . .
that the other transmitter will begin transmission at theesa Where Safe€’S Reumuiative IS the safe carrier-sensing range in

time. Based on the power that it detects, it could perfect&g)' then 'T IS suf_‘f|C|e?t to prevenéhlldden-node collissamder
be safe for it to transmit together with the existing activE'e cUmulative interterence model.

transmitters, only if the other transmitter did not decige t  Frof: The proof is given in AppendikIC. u
join in at the same time. There is no way that the carrier- o

sensing mechanism can prevent this kind of collisions. This P (0

paper addresses the hidden-node phenomenon only. Tceisolat PO

the second kind of collisions, we will assume in the follogin PSS (1)

discussion of IPCS that no two transmitters will transmit 3o

simultaneou® Conceptually, we could imagine the random > ¢
variable associated with backoff countdown to be contisuou | 7 2

rather than discrete, which means that the starting/ending
one link’s transmission will coincide with the startingéting Fig. 4. The power sensed by transmitif as a function of time
of another link’s transmission with zero probability.
The key idea of IPCS is to utilize the whole carrier-
sensing power history, not just the carrier-sensing powena Let us use Fig]3 again to show how IPCS can implement
particular time. In CSMA networks, each transmitifgrcarrier the safe carrier-sensing range successfully. We set thigcar
senses the channel except during the time when it transnsigssing power threshold,;, as in [20). We will show that the
location requirement of the third link under IPCS is the same
T This corresponds to the exposed-node phenomenon.

> ; as indicated by the safe carrier-sensing range (locdtian
fCollisions due to simultaneous countdown-to-zero can bklgd by an y 9 9 ( El

exponential backoff mechanism in which the transmissi@bability of each F19- [3). The transmitter of the third link will only initiatés
node is adjusted in a dynamic way based on the busyness ofetix@ni.

In WiFi, for example, the countdown window is doubled aftacle collision. §This assumption is used to simplify explanation only. Inerah we could
The probability of this kind of collisions can be made smaithwa proper check a time window sufficiently large to cover the maximumcket size
design of the backoff mechanism among all links.



transmission when it senses the channel to be idle. Itsecarri
sensed power is shown in Figl. 4. Without loss of generalit 1
suppose that link; starts transmission beforig. The third 0.9
transmitter detects two increments in its carrier-senseuep
at time instances; andt, which are due to the transmissions
of 77 andT5, respectively. In the IPCS mechanism, the thir 0.7
transmitter will believe that the channel is idle (i.e.,dincstart
a new transmission) if the following is true:

o
)

spatial reuse
o
(9]

throughput per unit area (Mbps)

APS(t1) = Pud(T3, T1) ™ < P, (11) 04
AP (ty) = Pd(T4, To) ™ < Py, 03 —o—1IpCS 12
% —A— Traditional CS
SubstitutingP;;, in (I0) to [11), we find that the requirements R N IR theorectical result (optimal)| |
in (1) are equivalent to the following distance requiretsen 01
0 . ‘ ‘ : o
d(T?:7T1) > SafecSRcumulative 0 5 10 bor of | iS . 20 25
d(T/ TQ) > SafeCSR i average number ot links per unit area
3 = cumulative

So the third link can be located at the positiorig)fas shown Fig.5. Spat_ial reuse and network throughput under IPCStanddnventional
. . . . . CS mechanisms
in Fig.[3, instead of far away at the location &f as in the
conventional carrier-sensing mechanism.
Compared with the conventional carrier-sensing mechagnism
the advantages of IPCS are
1) IPCS is a pairwise carrier-sensing mechanism. In tR€. and the correspondingafec’S Reumuiative €quals117.6m
IPCS mechanism, the power from each and every copased on[{6). That is, the carrier-sensing power threshold
current link is checked individually. This is equivalent toPun = P: (Safe€'S Reumutaive~ * = 5.23 x 10~ "mW.
checking the separation between every pair of concurrentn Fig. [3, we plot spatial reuse and network throughput
transmission links. With IPCS, all the analyses based gmder IPCS and the conventional CS mechanisms. Simulation
the Concept of a Carrier-sensing range remain valid. results show that network throughput is proportional tdla|ba
2) IPCS improves spatial reuse and network throughptiguse. So we plot these two results in the same figure.
In the conventional carrier-sensing mechanism, the life define a “unit area” as the “consumed area” of each
separation requirement increases as the number of coctive” transmitter under the tightest packing. Giv8afe-
current links increases. In IPCS, however, the link'SRcumuaive = 117.6m, according to the carrier-sensing
separation requirement remains the same. Furthermd)ge analysis, the “unit area” i&>Safe€ SR2 1 aive =
because IPCS is a pairwise mechanism, the order of thé97 x 10*m?. The x-axis is the average number of links (i.e.,

transmissions of links will not affect the spatial reuse.all links, including active and inactive links) per unit aras
we vary the total number of links in the whole square. That

V. SIMULATIONS RESULTS is, the x-axis corresponds to the link density of the network

We perform simulations to evaluate the relative perfoithe left y-axis is the spatial reuse, or the average “activd’
mance of IPCS and conventional Carrier Sensing (CS). @iensity in the network. The optimal value of the spatial esus
our simulations, the nodes are located within in a squaige 1, which is shown as a dashed line in Fig. 5. The right
area of300m x 300m. The locations of the transmitters arey-axis is the throughput per unit area.
generated according to a Poisson point process. The lengtlt is clear from Fig[b that IPCS outperforms the conven-
of a link is uniformly distributed betweeh0 and20 meters. tional CS. The improvement becomes more significant when
More specifically, the receiver associated with a trantanit the network becomes denser. At the densest point in thesfigur
is randomly located between the two concentric circles spatial reuses under IPCS and conventional CS9 a4 and
radii 10m and20m centered on the transmitter. We study th8.5834, respectively. The network throughputs per unit area are
system performance under different link densities by vagyi 6.66 M bps and 4.08M bps, respectively. Using conventional
the number of links in the square from to 200 in our CS as the base line, the IPCS improves spatial reuse and
simulations. network throughput by more tha0%.

The simulations are carried out based on the 802.11bUnder the conventional CS, in order to make sure the cu-
protocol. The common physical layer link rate i$Mbps. mulative detected power is no larger than the power threshol
The packet size 14460 Bytes. The minimum and maximum Py, the packing of concurrent transmission links will become
backoff windowCW,;,, andCW,., are 31 and 1023, respec-more and more sparse as additional number of links attempt
tively. The slot time i20us. The SIFS and DIFS arH)us and  to transmit. Under IPCS, this does not occur. As a result, the
50us, respectively. The transmit powét, is set asl00mIV. improvementin spatial reuse is more significant as the ogtw
The path-loss exponent is 4, the SIR requirement, is becomes denser.



We also find that when the network becomes denser aoan sense the signal transmitted frdin Suppose tha€’'SR
denser, spatial reuse under IPCS becomes very close to ithset large enough to guarantee the SINR requirements on
theoretical result. The small gap is likely due to the faettth andl, (both the DATA frames and the ACK frames). T
link which could be active concurrently under IPCS does nttansmits first, thenR, will have sensed the signal @f, and
exist in the given topology. The probability of this happemni the default operation in most 802.11 products is tRatwill
decreases as the network becomes denser. not attempt to receive the later signal frofa, even if the
signal fromT5 is stronger. This will cause the transmission
on link Iy to fail. It is further shown in [8] that no matter

In this paper, we derive a threshold on the safe carridrow large the carrier-sensing range is, we can always come
sensing range that is sufficient to prevent hidden-nodg-colup with an example that gives rise to transmission failuifes,
sions under the cumulative interference model. We show thhe “Receiver-Capture effect” is not dealt with properhhi§
the safe carrier-sensing range required under the cumweilatkind of collisions can be solved with a receiver “RS (Re-Btar
interference model is larger than that required under theode”. With RS mode, a receiver will switch to receive the
pairwise interference model by a constant multiplicataetér. stronger packet as long as the SINR threshgldor the later

We propose a novel carrier-sensing mechanism calltok can be satisfied.

Incremental-Power Carrier-Sensing (IPCS) that can redlie

safe carrier-sensing range concept in a simple way. The IPCS
checks every increment in the detected power so that it can _ ) )
separate the detected power of every concurrent transmitte  Proof: With the receiver's RS mode, in order to prevent
and then maps the power profile to the required distanfélden-node collisions in 802.11 networks, we only need
information. Our simulation results show that IPCS can boo® Show that condition[{6) is sufficient to guarantee the
spatial reuse and network throughput by more th@¥ satisfaction of both th_e _SIR _requwemerﬂ (1) ahd (2) of all
relative to the conventional carrier-sensing mechanisithén the concurrent transmission links. _
current 802.11 protocol. Let S©S denote a subset of links that are all_owed to transmit

One future research direction is to further tighten the saf@ncurrently under theSafec's Reumuaive Setting. Consider
carrier-sensing range according to the topology inforamati @Y two links/; andl; in §°%, we have
In this paper, we have assumed a common safe carrier- d(T;, T;) > Safe€'S Reymuatve= (K + 2)dmax.-
sensing range for all transmitters. Allowing the carriensing
range to vary from transmitter to transmitter accordingtte t Because both the lengths of linksand!; satisfy
local network topological structures may improve §pa§mlse _ ATy, R) < dinaxs d(T;, R;) < dina,
further. In this paper, we have not considered virtual earri '
sensing (i.e., the RTS/CTS mode in 802.11). Ensuring hiddete have the following based on the triangular inequality
node _free operation under virt_ua! ca_rrier sensing is rather d(Tj, Ri) > d(T;, T;) — d(Ty, Ri) > (K + 1)dmas,
complicated even under the pairwise interference model (se
[11] for details.) The study of interference-safe transioiss d(R;, Ty) > d(Ti, Tj) — d(Tj, Rj) > (K + 1)dmax;
for virtual carrier sensing under the cumulative interfere d(R;,R;) > d(R;,T;) — d(T}, R;) > Kdmax-
model is a subject for further study.

VI. CONCLUSION

APPENDIXB
PROOF OFTHEOREM[I]

We take the most conservative distanf@l,,., in our
APPENDIX A interference analysis (i.e., we will pack the interferefinks

THE NEED FORRS(RE-START) MODE in a tightest manner given th&afe€'S Reumuiaive in (6))-

. . . . Consider any two linkg; andl; in S¢S, The following four
It is shown in [8] that although the carrier-sensing ran%equalities are satisfied: '

is sufficiently large for the SINR requirements of all nodes

transmission failures can still occur due to the “Receiver- d(T;,Tj) > Kdmax, d(Ti, R;) > Kdmax,
Capture effect”. d(Tj,R;) > Kdmax, d(Ri, Rj) > Kdmax.
o can carrier sense each other— Consider any link; in S¢5. We will show that the SIR
Q.q A 4 _____ d P requirements for both the DATA frame and the ACK frame
r, "R, ‘ o R, “max T, can be satisfied. We first consider the SIR requirement ef th
H .
Ficannot carrier sense each otl er—-{ DATA frame The SIR atRZ is:
i isi ; Bd  (T;, R
Fig. 6. Collision due to “Receiver-Capture effect” SIR =
Z Ptdia (Sja R’L)
1,€8CS j#i

For the received signal power we consider the worst case

Take a two-link case shown in Figl 6 as an example. Hllatd(T- Ri)—d So we have

Fig. [8, d(T1,T2) > CSR and d(T1, R:) < CSR. So the
transmittersl’, andT;, can not carrier-sense each other, Byt Pd (T}, R;) > P, - d % (12)

max"*



To calculate the cumulative interference power, we comside
the worst case that all the other concurrent transmissis i
have the densest packing, in which the link lengths of all
the other concurrent transmission links are equal to zero.
In this case, the links degenerate to nodes. The minimum
distance between any two links §° is Kd,,.,. The densest

packing of nodes with the minimum distance requirement is.

the hexagon packing (as shown in Hig. 7).

If link /; is the first layer neighbor link of link;, we have
d(Sj, R;) > Kdmax. Thus we have

1

T Ko
and there are at most 6 neighbor links in the first layer.

If link [; is the second layer neighbor link of link, we
haved(S;, R;) > V3K dmax. Thus we have

—a B 1 Cu

- ﬁpdmax’
(VBE)™

Pid=* (S, R;) < Pi(Kdmax) * . Pd™

max?

Pd= (S5, Ri) < Po( V3K da )

@ First layer link

O Second layer link
\ \ / @ Third layer link
o ( J o o

Fig. 7. The packing of the interfering links in the worst case

and there are at most 12 neighbor links in the second layer.

If link [; is thenth layer neighbor link of link; with n > 2,
we haved(S;, R;) > @n - Kdmax. Thus we have
\/g @ Ptd_a

- 1
Ptd_a (Sj7 Rz) < Pt <_anmax> = o - a max;?
2 (ﬁnK)

2
and there are at most:. neighbor links in thenth layer.
So the cumulative interference power satisfies:

Z Pd“ (SJ,RZ)

1;€8C5 j#i
1 (e} o0 2 (e}
<|6-(—= + 6n Pd_~
() () ) e
1 « o0 2 (67
=6 — 1+ n| — - Pd=“
(K) < = ( 3n ) tUmax
1 [0 2 o OO 1 [0
=6 — 1+ (= - B
6<K)( (2) ;n(n>)
1\“ 2\ 1
=6 — 1+ | — CPde
6 (K) ( ( 3) ;na—l> tUmax
1\“ 2\* 1
<6 | — + [ — . —a
<6 (K) (1 ( 3) 0_2) P (13)
Pd=¢
=, (14)
Y0

where [IB) follows from a bound on Riemann’s zeta functio

and [14) follows from the definition of in (7).

The proof that the SIR requirement of the ACK frame on
link [; can be satisfied follows a similar procedure as above.
So for any linkl; in the concurrent transmission link st
condition [®) is sufficient to satisfy the SIR requiremeothe
successful transmissions of both its DATA and ACK frames.
This means that, together with the receiver's RS mode, eondi
tion (@) is sufficient for preventing hidden-node collis®in
CSMA networks under the cumulative interference modsl.

APPENDIXC
PROOF OFTHEOREMI[Z

Proof: Consider any linki; in the link set£. Transmitter
T; will always do carrier sensing except when it transmits
DATA frame or receives ACK frame. We show that condi-
tion (I0) is sufficient to prevent hidden-node collisions i
the following two situations, which cover all the possible
transmission scenarios:

1) Link [; has monitored the channel for at ledgt ie:
before its backoff counter reaches zero and it transmits.

2) Link I; finishes a transmission; then monitors the chan-
nel for less thar,,...: when its backoff counter reaches
zero; then it transmits its next packet.

Let us first consider cagé)1l

We show that for the links that are allowed to trans-
mit simultaneously, the separation between any pair of
transmitters is no less than the safe carrier-sensing range

According to [I2) and[{14), we find that the SIR of theSafeCSRcummaﬁve We use inductive proof method. Suppose

DATA frame of link I; at the receive?; satisfies:

Ptdia (TZ, Rl) Pt s d e
SIR = max _ .y,
S Pd (S, R) - Pt
leSCS,j;éi Yo

that beforel; starts to transmit, there are already links
transmitting and they are collectively denoted by the link
set S¢S, Without loss of generality, suppose that these
links begin to transmit one by one, according to the order
li,la,- - Iy For any linkl; € S©%, lett; andt/ denote the

This means that the SIR requirement of the successfithes when linki; starts to transmit the DATA frame and the

transmission of the DATA frame on link can be satisfied.

ACK frame, respectively.



In our inductive proof, by assumption we have

d(T;,Ty) > Safe€'S Reymuaive Vi, k € {1, -+, M}, j #k M

(15)
We now show that conditiod (15) will still hold after link
starts its transmission.

Before link{; starts its transmission, transmittErmonitors
the channel for a time period ofy,cke:. SO T; at least
sensesM increments in the carrier-sensing powBf *(t) [4]
that happen at timéi,t,,--- ,t) when the links inS¢%  [g)
start to transmit their DATA frames. There may also be some
increments in thePCS(¢) that happen at}, t),--- ,t;, if the 6]
links in S¢S start to transmit the ACK frames before lirik
starting it transmission. In the IPCS mechanism, at least th
following M inequalities must be satisfied ¥; can start its
transmission:

(2]

(3]

(8]

APES(t;) < Py, for j=1,---, M. o
9
Because

APES(t;) = Pd(T;, T;) ™, ol

Py, = P, (Safe€ SReumutative [11]
we have

d(TZ, Tj) Z SafeCSRcumL”ative fOI’ j - 17 e ,M. [12]

13
Thus, we have shown that the separation between any p[ai;

of transmitters in the link setS¢S U I; is no less than
Safe€'S Reumulative &fter link I; starting transmission.

Now let us consider cagé):2

Before starting the transmission of tfie: + 1)th packet,
link [; first finishes the transmission of theth packet (from (16
time ¢;(m) to ¢;(m) + tpacker), and waits for a DIFS plus
a backoff time (from time; (m) + tpacker 0 t:(m + 1)). Let
S5 denote the set of links that are transmitting wiigstarts (7]
the (m + 1)th packet at time;(m + 1). Consider any linki,
in setS¢°. Because the transmission time of every packet [#]
the network ist,.cke:. We know that the start time; of the
concurrent transmission on link must range front;(m) to
ti(m + 1), i.e.,ti(m) < tj < ti(m + 1)

If £;(m) + tpacker < tj < t;(m + 1), this meang; is in
the DIFS or the backoff time of link;. During this period,
transmitter7; will do carrier sensing. The IPCS mechanism
will make sure that the distance betwe&nand7} satisfies
d(Tia Tj) > SafeCSRcumulative

If ti(m) < t; < t;(m) + tpacket, this meang; falls into
the transmission time of theath packet of linki;. During
the transmission time7; is not able to do carrier sensing
because it is in the process of transmitting the DATA frame
or receiving the ACK frame. However, the transmitgrwill
do carrier sensing before it starts to transmit at titmeThe
carrier sensing done by; can make sure that the distance
betweenT; and T} satisfiesd(T;,T;) > Safe€'S Reumulative

So for any link ; in S, we have d(T;,Tj)
Safe€'S Reumulative

[15]

>

10
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