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Abstract—Network operators connect their backbone networks providers, and so there is little point in increasing theacity
together at peering points. It is well known that the peering points  of the links. Even if the operator wanted to increase theipger
are the most congested parts of the backbone network. Netwlr i ks it is hard to know how large to make them. The size
operators have little incentive to provision them well, and have T . )
few tools to decide how best to route traffic over them. of the links depepds not only on the future behavior of their

In this paper we propose how peering networks can be OWN F:ustomer;, it also depends on thg number, beha.wor, and
congestion free, so long as we know the total amount of traffic location of their peer’s customers, which they are unlikely
between them. In particular, we propose the use of Valiant pe able to estimate. If they estimate badly, then some links
Load-Balancing (VLB), which has been previously studied for i pe swamped, while other links sit idfe.

individual backbone networks. In our approach, the backbone L
networks do not need to use VLB internally—they simply load- In summary, it is not clear how a network operator could

balance traffic over their peering links. Our analysis shows how Size their peering links so as to give good performance at a
the load-balancing should be done, and we conclude that no other reasonable price, and in the absence of such a method they do
method is more efficient than VLB in achieving a congestion-free not have much incentive to over-provision instead.
network. In this paper we propose a solution. First, we show a
l. INTRODUCTION simple mechanism (based on a technique called “Valiant Load
Balancing”, or VLB) that allows us to size peering links
A. Background so as to prevent all congestion, regardless of the particula
Today, most congestion in backbone networks takes plasaths or traffic matrices between two networks. We just need
on the peering links between network operators [5], [1].sThto estimate the total amount of traffic between them. This
is because peering links tend to be under-provisionied; then leads to a simple evolutionary model, in which new
the network operators use links that are too small to caregpacity can be added to any peering link and will improve the
all the traffic during peak periods. It might be surprisinatth performance of the whole network. Second, we will show that
operators do not just increase the capacity of each link this mechanism is the most efficient and cost-effective veay t
over-provision them — so the network will perform bettemprevent congestion in peering networks.
After all, each operator’s backbone network is heavily ever ) )
provisioned — often by an order of magnitude or more [4f- Valiant Load-Balancing
Operators over-provision their backbone networks becafise In the early 1980s, L.G. Valiant proposed the idea of routing
three main types of uncertainty: (Buture traffic. When packets through random midpoints for the communication
they deploy a network, it will have to operate for severamong sparsely connected parallel computers [14], [15]. In
years, even as an unpredictable number of new customessent years, VLB was used to design Internet routers with
start to use the network, and as new applications create ne#vformance guarantees [2], [3], [6], as well as in achigvin
traffic patterns; (2failures and re-routing. When links and high worst-case performance without sacrificing average- a
routers fail, traffic is routed, and any link might have tdest-case performance in interconnection networks [14y- S
carry additional traffic; and (3Rueueing delay.Customers eral groups independently applied the idea of Valiant Load-
do not like queueing delay and will frequently move to ®8alancing to backbone network design and traffic engingerin
new operator with lower delay and jitter performance. All ofo efficiently support all possible traffic matrices [10]],[§7],
these factors provide ample incentive for an operator ta-ov¢g], [16], [17].
provision their backbone network — at considerable add#io The Homogeneous Cas€lo illustrate VLB in a backbone
cost — making the network easier to manage, have a longtwork, consider the mesh of long-haul links (represebted
deployment lifetime, and to keep their customers happy. the cloud) in Figure 1 that interconnedt backbone nodes.
So why don't operators over-provision the peering link€urrent backbone networks have abdut= 50 nodes. The
too? Apparently, they do not have enough of an incentive betwork is hierarchical, and each backbone node connects
do so. If a user’s traffic is traversing two networks, and the
performance is poor, the customer cannot tell which back&bon IMatters are made worse by the common and seemingly cheeky practic
. . . . of hot-potato routing[12], [13], in which network operators push traffic to
network is at fault, or if the peering links are congestedt N%eir peer’'s network as soon as they can, so as to minimize #teiiotheir
knowing which network to blame, the user is unlikely to s\itc own network.



Fig. 3. Valiant Load-Balancing in a heterogenedisnode network.

Fig. 1. A hierarchical network withV backbone nodes

at a maximum rate of and receive% of the traffic from

N N Jr every node, the traffic on each link due to the second hop is
also at mostg;. Therefore, the full-mesh network (with link
capacities%) can support all traffic matrices. The advantage
of VLB for the backbone operator is that they can design
their network knowing only the capacities of the access spde
without knowing anything about the traffic patterns or how
they evolve over time. The cost is that the total network has
twice the capacity needed, if we knew the actual traffic matri
It is clear today that backbone operators have little ideatwh
traffic matrices to expect, which explains (in part) why they
use five or ten times the minimum capacity. As we have shown
elsewhere, VLB networks can be very easily designed to
Fig._ 2. Valigint Load-Balancing in a network @¥ identical nodes each continue working when links and nodes fail, with much lower
having capacity capacity requirements than existing backbone networkp [18

The Heterogeneous Caséf course in practice, the capac-

an access network to the backbone. We assume we an(tXNOf each access network is different. VLB can be extended

(roughly) the total capacity of each access network. guite easily to the heterogeneous case [17]. Uniform load-

W t the traffic d d bet the backb balancing is no longer the best solution, and it is better to
¢ represent the taflic demand between the DackboRgy pajance by sending different amounts of traffic to each
nodes by aV x N traffic matrix, where\(i, j) is the average

. i node, as a function of the size of the nodes. To illustratg thi
rate of traffic from nodei destined to nodeg. We say the &

) . . . consider theN-node network shown in Figure 3. The access
network cansupporta traffic matrix if the capacity between

. ! o . capacities of the nodes , T2, ..., TN, ande;; is the link
andj (either directly or indirectly) is greater thax(i, j). cagacity from nodse to nggee;% N €ij

We will start with the simple (but unrealistic) homogeneous The interconnection capacity;,
case where all the backbone nodes have the same capagity
r. In this case, a VLB network consists of a full mesh of
logical links with capacity2-, as shown in Figure 2. Traffic l; = Z Cij- (1)
entering the backbone is load-balanced equally acrosa/all Jig#i
one- and two-hop paths between ingress and egress. A pagifd total capacity of the networlf,, is simply
is forwarded twice in the network: In the first hop, a node N
uniformly load-balances each of its incoming flows to all the I — Zl' _ Z .

N nodes, regardless of the packet destination. Load-baignci — ! R

can be done packet-by-packet, or flow-by-flow, and each node

r/ \r

is the total capacity of all
'links between nodéand other nodes, i.e.,

)

4,517

all packets are delivered to the final destinations. bring to the network R, is given by

VLB has the nice characteristic that it can support all teaffi N
matrices that do not oversubscribe a node. Since the ingpmin R= Z 4. 3)
traffic rate to each node is at mastand the traffic is evenly i=1

load-balanced toNV nodes, the actual traffic on each link , o ) )
We assume that a node can send traffic to itself without usipgatwork

_due to the first hOp rOUt"_]g is at mogt. The Secon_d hop resource, so we sef; = co. Equivalently, we can set the diagonal entries
is the dual of the first. Since each node can receive traffitany given traffic matrix to zero.



The ratio L/R is a measure of the cost of the network.
For example, in the homogeneous case, if we know the traffic
matrix, we can set;; = \;; and L/R = 1; if we do not
know the traffic matrix and must support all of them, then
L/R=2—2/N with VLB.

In the heterogeneous case, we will ugblivious load-
balancing, where flows are split according to timernal
load-balancing parameterg;, i = 1, 2,..., N, regardless
of the flow's source and destination nodes. This scheme has
the fewest parameters to set and so is simple to configure
in practice. A portionp; of all flows are load-balanced to
intermediate nodeéin first-hop routing; the intermediate nodeg9- 4. Two VLB networks connect at a set of peering nodes. fital

. . - S . amount of traffic exchanged between the two networks is no niene 8,
then deliver the traffic to the final destinations in seconf-h ;' portiony, of the peering traffic is exchanged at node
routing. Thefirst-hop traffic on link (¢, j) is the traffic from
node: that is load-balanced to node and is at most;p;.
The second-hograffic on link (4, 7) is the traffic for nodej  When minimum network fanout is achieved all the nodes have
that is load-balanced via nodeand is at most;p;. Therefore the same fanout, which is equal to the rafigR, a number
the maximum amount of traffic on linki, j) is r;p; + r;p;, between one and two.
so the required capacity on lin, j) is

Network 1 RI; Network 2

C. Peering Networks

Cii = TiD;i + TiDi, 4 . : ;
_ Y _ij Jpl_ @) In this paper we show how to interconnect two peering
the interconnection capacity of nodes networks so as to minimize congestion between them. In
I, = Z cij =i+ Rp; — 2rip;, (5) partk_:ular, we show that if traffic_ is Ioad-balanced over all
Joi the links between them, there will be no congestion if (and

only if) the total peering capacity is greater than the total
N traffic between them. While we will use VLB between the
two networks, they do not need to use VLB internally. But if
L= Zli - Z G = 2 (R - Z”pi> ' ©) they do use VLByinternaIIy, the performance of theypeering
=l i ! traffic will be just as good as the performance of the internal
Equation (6) says thal.,/R < 2 for a heterogeneous traffic.
network running VLB no matter what the load-balancing syppose two VLB networks are connected by a subset of
parameters are. In [17] we used the notiomefwork fanout their nodes (the peering nodes), as shown in Figure 4. For the
to design a VLB scheme that achieves balanced traffic amogigse of description, we use the same numbering on the peering
the nodes, which we summarize here. _ nodes in both networks. The traffic exchanged between the two
We define théanoutof node: to be f; = I, /r;, the ratio of - networks ispeering trafficand the total amount is no more than
nodes’s interconnection capacity to its access capacity. Singg in each direction.

the interconnection capacity is used for both first-hop and\e introduce theeering load-balancing parameteqs, i =
second-hop traffic, the fanout is at least one, and it measuies N, such that a portion; of the peering traffic

the amount of responsibility the node has to forward othggtween the two networks is exchanged at nadsaturally,
nodes’ traffic relative to its size. If the fanouts of two nede,, _  if ; is not a peering node. Le® represent the set of

P =

are the same, then the larger node forwards more traffic,hmh&geering nodes.
is a desired property. Our goal is to equalize the fanoutdlof a e peering load-balancing parameters together with the
the nodes. ] maximum peering traffic between the two networks,,

Let network fanoutf be the maximum fanout among allyetermine the size of the peering links: the required capaci
nodes, i.e..f = max; f;. Then the network fanout not only 4t the peering link at nodeis R,q;. Suppose the peering links
shows how efficient thg network is but also indicates hoWa e the required capacities, then if the peering traffioasii
balanced the network is, because a smaller network fan@Uisnced across the peering links according to the pramti

and the total interconnection capacity of the network is

means that the nodes must have similar fanouts. =~ ;" and the total amount of peering traffic between the two
From [17], the minimum network fanout under oblivious,eqyorks does not excee,, there will be no congestion on
load-balancing is the peering links.
min f = 1+ 1 7 @) In what follows, we explore in detail how to use Valiant

Load-Balancing to route peering traffic. First, assumingt th
the peering load-balancing parameters are given, how @n th
N networks provision their internal links to support the pegr

i = R—2r; . @) traffic? Second, what is the most efficient way to split the
Dok R_T—;rk traffic over all the peering links, and how should this demisi

PN
i=1 R—2r,

with load-balancing parameters




originated from node, ¢ the amount of local (non-peering)
traffic destined to nodé andc? the amount of peering traffic
destined to nodé. The quantities are bounded:

Network 1 Network 2

r? < min(r;, Rp) 9)
rt+ P <o (10)
¢ < wmingr, Ry) (11)
d+cd < n 12)

(1) (2) irat. _
Fig. 5. Delay sensitive load-balanced peering, in whichripgetraffic is L?t tij and t?j represent the .fIrSt hOp_ and Seconq hOp
load-balanced over all peering links and traverses exacté/hop in each of traffic from nodei to nodej, respectively. In first-hop routing,

the two backbones. The heave lines represent the links thavdrom node node: sendsp; of its local traffic andg; of its peering traffic
N of Network 1 to node 1 of Network 2 traverses. to nodej, i.e.

1
t,(;j) =rlp; +1Pq;.
be made between two competing networks? These queStiﬁW%econd-hop routing, node delivers p; of node j’s local
are explored in Section Il and Il respectively. traffic andg; of nodej’s peering traffic, i.e
7 g ey
II. PROVISIONING INTERNAL LINKS FOR PEERING 42 b
TRAFFIC i = PG TG

The extra requirement of routing peering traffic may require We maximizetg;) given the bounds (9-12) and have
higher capacity inside the networks. In this section we m&su

that the peering parameters are fixed, for example, because a TiPj; Pj 2 4
they are determined by negotiation between the two networks™8X%i;" = i 4 > pjs B 21
and given in contacts, and consider only one of the two pgerin ripj + Bp(dj —pj)s 45 > pjs By <

networks. which can be compactly written as
Peering traffic that originates from the network can be ) .
treated as traffic destined to the peering nodes and peering ™Maxt;;" =Tip; + min(r;, Rp)(max(p;, ;) — p;)-
traffic that enters thg network can pe tregted as trgffic Ori%imilarly we have
nated from the peering nodes. This is equivalent to incngasi
the capacity of a peering node by the maximum amount of maxtz(?) = r;p; +min(r;, R,)(max(p;, ¢;) — ps).

peering traffic it handles. So if we replaegwith So the total capacity of linki(j) is

(1) (2)
] )
ripj + ripi + min(ri, R,)(max(py, g;) — pj)

ré = ri By + maxt

¢ij = maxt
in Equations (7) and (8), we can find the required link capacit
within the network. )

At first glance, it would seem that peering traffic has to +min(ry, Rp)(max(p;, ¢;) — pi)-

traverse both networks twice, if they use VLB. This seemg s the capacity required to support only local traffic, lu
inefficient, and could lead to unacceptable latency. Lyckilsome extra terms.
there is a simple way to avoid this—we can take advantage ofgjven the peering load-balancing parametgrswe want
the multiple peering points, and load-balance over all#fies! o find the local load-balancing parameterssuch thatc;;
between the networks. This way, traffic need only traversé egs minimized. We first observe that, is likely to be bigger
network once (as it does today). Since all Tier 1 1ISPs peér Wihan the node capacities. R, is the total amount of traffic
each other, a packet needs to traverse at most two backboggs.two network exchanges and can be a large portion of the
With one hop in each backbone, peering traffic traverses thgwwork's total trafficR, while the node capacities are likely
network at most twice and has a delay similar to that of thg make up only a small fraction @, on the order ofL.

traffi<_: _that stays within a VLB ba(_:kb(_)n_e. We call _thie_lay- If we assume thaR, > r; for all , then we have
sensitive load-balanced peeringhich is illustrated in Figure
5 cij = rimax(pj, qj) + r; max(pi, gi),

Now the peering traffic originating in the network must b%nd the minimume;; is achieved whep; = g; for all i. So the

rout_ed to th_e peering nodes in one hop; similarly, th? p.g.er”&ptimal capacity allocation in a network with peering traffi
traffic entering the network must be routed to the destinatio .

one hop. Assuming that non-peering traffic is routed acogrdi
to the internal load-balancing parameters like before, Wk w
calculate how much capacity is required to route all thditraf ~ Sinceg; is zero if nodei is a non-peering node;; = 0 if

We user! to represent the amount of local (non-peering)oth nodei and nodej are non-peering nodes. The network is
traffic originated from node, r!’ the amount of peering traffic now a two-tiered one: in the center is a full mesh connecting

Cij = Tiqj + T (13)



the peering nodes; on the edge are the non-peering nodés, eadhis is equivalent to

connecting to all of the peering nodes. R_9
. . e — Ty
Setting the local load-balancing parameters to be the same minimize f= max <1 +q , ) (15)
as peering load-balancing parameters means that only &re pe _ ' i
ing nodes will serve as intermediate nodes to forward traffic subjectto Y g, =1
Peering nodes are often the largest nodes in the network, so i€P ‘
they should have larger responsibilities in forwardindfita >0, i€P

.NOW the result in th|s_ section shows that the 9pt|mql Way This optimization can be solved analytically. Rewrite Equa
is to only let the peering nodes to forward traffic. This h on (14) as

the additional benefits of requiring fewer links and redgcin Ty

network complexity. ¢ =1 R—2r;’ (16)
1. FINDING THE OPTIMAL PEERING LOAD-BALANCING ~ and we have
- - PARAMETERS - | Z(fi _ 1)R _7“12Ti _ Z = 1. 17)
In this section we determine the optimal peering load- i€P i€P
balancing parameters, namefy, for the two networks that So the positive linear combination gf is a constant, and in
peer with each other. order to minimizemax; f; we must havef; = fo = ... =
We know from [17] that minimizing the total link capacity f,, = f. Equation (17) becomes
in general does not lead to a nice topology. It will likely uks r
in a “star”, which has a single point of failure. So we will use (f-1) Z R _127”‘ =1,
the network fanout as our optimization objective because ou ieP !
goal is to design a balanced network. which in turn gives
We will first try to find the optimal peering parameters for
one network, assuming that the other network would agree to min f =1+ 5 7 (18)
what this network determines. Then we look at the case of JEP R=2r;
optimizing for both networks at the same time. The formal is The load-balancing parameters are:
useful when the two ASes are cooperative; the latter useful
when the two ASes are competing. The objective we use here =, i€P
is to minimize network fanout. However, other objectives ca Pi == OZ-"E” SR ‘P (19)

be used according to the design goals.
e . . . . This is similar to the case without peering traffic except
A. Finding the Optimal Peering Parameters in a Single VLR 4t only the peering nodes have nonzero load-balancing
Network parameters.
We continue to assume thdt, is greater than the nodes The link capacities are
capacities so that Equation (13) gives the optimal link cipa

ci; in a network with peering. So the interconnection capacity Cij = Tidj T 74 (20)
of nodei is B. Finding the Optimal Peering Parameters in Two VLB
N Networks
b= Z cij =i + ¢i(R =24 Now we optimize across two networks, still assuming that
J=Li7i the amount of peering traffidz,, is greater than the capacity
and the fanout of nodéis of any node in both networks. We use superscripts (1) and
3 R— 9r: (2) to differentiate the two networks. Network 1 hasnodes
fi=—=1+gq - - (14)  of capacitiesr"), ", ... +{’; Network 2 hasM nodes of
' ' capacitiesr\® r{? ... . Thus, R® = >N ) and

Thus, the fanout of a non-peering node is one because0, R — ZM e

and the fanout of a peering nodes is great than one becaus:lahe seitﬂofl péering nodes in Network 1 and Network
q; > 0.

(1) (2) i i -
We minimize the network fanout: 2 are 73 and P2, res%?ctwely, ?Qr;d the peering load
balancing parameters afe, '} and{q;”’'}, respectively. For

minimize f — s <1+q¢R2ri) the simplicity of nota?tion,. we assume that the two nodes
i=1 i connected by a peering link have the same number, so we
N have P() = P(2) = P. The peering links are bidirectional,
subject to ZQi =1 and for efficient use of these links, we assume that the
i=1 two nodes that directly peer with each other have the same
¢ =0, i=12...,N peering traffic load-balancing parameter, iqé?,) = qZ@) = q,

=0, i1¢P i1=1,2,...,n.



In minimizing fanouts, we only need to consider the peeringpdes is bigger than without peering traffic because they are
nodes. The fanout of a peering node is given by Equation (1&rwarding more traffic than before. Now the network fanout
We minimize the maximum fanout of all the nodes in botdepends on the peering nodes and there is no bound on how

networks: big it can be, but having more peering nodes leads to a smaller
RO _ 9,1 network fanout.
minimize f = max <max (1 +ql-(1)i> , When two networks are jointly optimized, the network
€p L fanout only becomes bigger. Now we have
R@>—2A”>) M )
max | 1+ ¢—5—— o . T, r;
i (2) ; = @; o< MIn R .
< ( " b (R(l) - 27"§1) R(®) — 27',52)>
subject to Z =1 For each peering node pair, the node that is a smaller fractio
i€P of the total capacity of the network it belongs to dominates

>0, i=1,2....n

the expression. Consider the simple case where Network 1
The expression for the maximum fanout in both networkas/N identical nodes and Network 2 ha¢ identical nodes.

can be simplified as If Network 1 has more nodes, i.eN > M, then the nodes
o 1) pe) @) in l_\le_two_rk 1 dominate. So for N_etwork 1, the r_esult of the
f =max | 1+ ¢ max RV =2 7 R 2 optimization is as if it were done without con_S|der|ng Netlwo
g ' r,§1> 7 72(2) 2. In this simple example the load-balancing parameter are

hi | hat th CP=q; = % if node: is a peering node, whereis the number
Colmpare t r|1$ to_(1_5) an? we can t():lonc gde that the Opt'"%ﬁ peering nodes. This is optimal for both networks and the
solution to the minimum fanout problem Is fanout of Network 2 is even smaller than that of Network 1.

min f =1+ 1 1) But if the nO(_jes are not_ identical ir_1 eat_:h _netv_vork, N_etwork 2
] (D (2) may not achieve its optimal capacity distribution. This mea
2 iep min (R<1>12r51>’ R(2):2r§2)> the larger network tends to have an advantage in dominating
and the optimal peering load-balancing parameters are :)h;a?ﬁgg :?tlon for determining the peering load-balagei
min( M o ) If the two networks are cooperative, then other forms of
rM —2r (V" RR) 2 () icp tradeoffs can be used. For example, if one network has limite
G=9 5. min( ) - r? m) ’ (22)  resources compared to the other network, then parameters ca
R =2 R —org ) be determined according to this network instead of by joint
0, i¢P optimization.

C. Discussion

IV. CONCLUSIONS
From Equation (7) to Equation (18) to Equation (21),

I . : N Valiant Load-Balancing seems like a promising way to
as more conditions are considered in the optimization, t}a%sign congestion-free backbone networks, but clearlyires
minimum network fanout increases. '

When th . v int | trafi Il nod aguite a radical rethinking by a network operator. A VLB
: en there Is only internal traflic, ‘all Nodes SEIVe g, pone network is essentially over-provisioned by aofaat
intermediaries and the fraction of traffic that nodforwards

two; while this is much less over-provisioning than in cuatre
IS networks, we realize this can be a pill emotionally diffictat
swallow.

On the other hand, VLB seems like quite a straightforward
way to provision and route peering traffic between backbone
networks, and requires no over-provisioning between thien.
just need to know the total expected load of traffic between
E;ee networks, and we do not need to know the specific routes

T3
R — 27"1’ '
This function increases faster than linear7in so the re-
sponsibility of forwarding traffic tends to concentrate hret
larger nodes. This is the desired situation because laga
usually play more important roles in the network. For exampl
they may serve a large number of customers or could
gateways to other networks. The load-balancing paramet

of the form (23) correspond to a network fanout of less th% route traffic inside each backbone. Current hop-by-hop

2 [17]. routing schemes do not support arbitrary load-balancimgyes
Peering traffic usually dominates internal traffic, so when 9 PP Y w

: L : , . need tunnels for the VLB peering traffic. MPLS technology
peering traffic is considered, the optimal strategy is to ded : . :
the peerina nodes forward traffic. This aqain leads to provides a flexible way to set up tunnels in the backbone and
P 9 ' g is used by several Tier 1 ISPs today. So the technical clyslen
T

, in adopting VLB within a network and between networks is
R =2 minimal. An alternative way to provide tunnels for VLB is
but only for the peering nodes. The load-balancing pararsiet¢hrough TDM circuits on the optical fibers. This approach wil
for non-peering nodes are zero. The fanout of the peeripgove economical in the long run as the datarate on optical

Ppi X (23)

y will take in either network.
f VLB is deployed today, then some thought is needed

Di = q; X



fibers increase and IP routers have a harder time to keep up,
therefore providing economic incentives to adopt VLB.

V. ACKNOWLEDGMENT

This research was funded by NSF under ITR award ANI-
0331653, the Stanford Clean Slate Program, and the Lillie
Family Stanford Graduate Fellowship.

We thank John Chuang and Ramesh Johari for our discus-
sions with them on VLB.

REFERENCES

[1] A. Akella, S. Seshan, and A. Shaikh. An empirical evalortof wide-
area Internet bottleneckSIGMETRICS Perform. Eval. Re81(1):316—
317, 2003.

[2] C.-S. Chang, D.-S. Lee, and Y.-S. Jou. Load balancediBifkvon Neu-
mann switches, Part |: One-stage bufferi@@mputer Communications
25(6):611-622, 2002.

[3] C.-S. Chang, D.-S. Lee, and C.-M. Lien. Load balancedkiiff-

von Neumann switches, part Il: Multi-stage bufferingComputer

Communications25(6):623-634, 2002.

C. Fraleigh. Provisioning IP Backbone Networks to Support Delay

Sensitive Traffic PhD thesis, Department of Electrical Engineering,

Stanford University, 2002.

[5] N.Hu, L. E.Li, Z. M. Mao, P. Steenkiste, and J. Wang. Laegtinternet

bottlenecks: algorithms, measurements, and implicationBrdn. ACM

SIGCOMM pages 41-54, New York, NY, USA, 2004. ACM Press.

I. Keslassy, S.-T. Chuang, K. Yu, D. Miller, M. Horowit). Solgaard,

and N. McKeown. Scaling Internet routers using opti€soceedings

of ACM SIGCOMM, Computer Communication Revi8®(4):189-200,

October 2003.

[7] M. Kodialam, T. V. Lakshman, and S. Sengupta. Efficient aobust
routing of highly variable traffic. IrHotNets 11, November 2004.

[8] M. Kodialam, T. V. Lakshman, and S. Sengupta. Maximum thigug
routing of traffic in the hose model. IRroc. IEEE INFOCOM April
2006.

[9] H. Nagesh, V. Poosala, V. Kumar, P. Winzer, and M. Zirngibbad-
balanced architecture for dynamic traffic. @ptical Fiber Communica-
tion ConferenceMarch 2005.

[10] F. B. Shepherd and P. J. Winzer. Selective randomized badancing
and mesh networks with changing demandsurnal of Optical Net-
working, 5:320-339, 2006.

[11] A. Singh. Load-Balanced Routing in Interconnection Network3hD
thesis, Department of Electrical Engineering, Stanfordversity, 2005.

[12] R. Teixeira, A. Shaikh, T. Griffin, and J. Rexford. Dynasi of
hot-potato routing in IP networks ACM SIGMETRICS Performance
Evaluation Review32(1):307-319, 2004.

[13] R. Teixeira, A. Shaikh, T. Griffin, and G. M. Voelker. Netrk sensitivity
to hot-potato disruptions. lProc. ACM SIGCOMM pages 231-244,
New York, NY, USA, 2004. ACM Press.

[14] L. G. Valiant. A scheme for fast parallel communicati&AM Journal
on Computing 11(2):350-361, 1982.

[15] L. G. Valiant and G. J. Brebner. Universal schemes forajbar
communication. INACM Symposium on Theory of Computimpgges
263-277, New York, NY, USA, 1981. ACM Press.

[16] R. Zhang-Shen and N. McKeown. Designing a Predictablterhet
Backbone Network. IHotNets I, November 2004.

[17] R.Zhang-Shen and N. McKeown. Designing a predictamierhet back-
bone with Valiant Load-BalancingThirteenth International Workshop
on Quality of Service (IWQoS2005.

[18] R. Zhang-Shen and N. McKeown. Designing a Fault-Taleidetwork
with Valiant Load-Balancing. IrProc. IEEE INFOCOM April 2008.

[4

[6



