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Abstract—Emerging 802.11p vehicle-to-vehicle (V2V) networks
rely on periodic Basic Safety Messages (BSMs) to disseminate
time-sensitive safety-critical information, such as vehicle position,
speed, and heading – that enables several safety applications and
has the potential to improve on-road safety. Due to mobility,
lack of global-knowledge and limited communication resources,
designing an optimal BSM broadcast rate-control protocol is
challenging. Recently, minimizing Age of Information (AoI) has
gained momentum in designing BSM broadcast rate-control
protocols. In this paper, we show that minimizing AoI solely
does not always improve the safety of V2V networks. Specifically,
we propose a novel metric, termed Trackability-aware Age of
Information TAoI, that in addition to AoI, takes into account the
self risk assessment of vehicles, quantified in terms of self tracking
error (self-TE) – which provides an indication of collision risk
posed by the vehicle. Self-TE is defined as the difference between
the actual location of a certain vehicle and its self-estimated
location. Our extensive experiments, based on realistic SUMO
traffic traces on top of ns-3 simulator, demonstrate that TAoI
based rate-protocol significantly outperforms baseline AoI based
rate protocol and default 10 Hz broadcast rate in terms of safety
performance, i.e., collision risk, in all considered V2V settings.

Index Terms—V2V networks, 802.11p, DSRC, Tracking Error,
Collision Risk, Information Freshness, Age of Information

I. INTRODUCTION

Vehicle-to-Vehicle (V2V) communications is envisioned as
one of the key enablers for Intelligent Transportation Systems
(ITS), mainly due to its potential of improving on-road safety
in tomorrow’s smart cities [1]. The two major standards for
V2V communications are the IEEE 802.11 based Dedicated
Short Range Communication (DSRC) and LTE-based Cellular-
V2X (C-V2X). DSRC uses 802.11p to establish a decen-
tralized network where every vehicle transmits at fixed time
intervals, usually 100 ms [2]. C-V2X, on the other hand,
was developed in the Release 14 of 3GPP and is a cellular
technology with the additional capability of using sidelink
interface PC5 for direct V2V communications. Newer versions
of both DSRC and C-V2X are being developed, respectively
called as 802.11bd and NR-V2X [2].

The three major applications that will be supported by
V2V communications are - (i) Safety Applications - vehicles
periodically broadcast their kinematics parameters (such as
vehicle position, speed etc.) in messages called Basic Safety
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Messages (BSMs) [3], (ii) Cooperative Message Applications
- these are cooperative traffic efficiency messages controlled
by traffic management systems with the objective of improving
traffic flow [4], and (iii) Media Sharing - vehicles can share
infotainment content in a peer-to-peer fashion [5]. In this work,
we consider a 802.11p V2V network communicating using
DSRC standard where the focus is on safety applications.
BSMs carry time-sensitive safety-critical information such as
the sender vehicle’s location, speed and heading, which upon
reception, allows a receiving vehicle to accurately localize
the nearby sender vehicles. Thus, BSMs enable several safety
applications like cooperative collision warning (CCW) [6],
electronic emergency brake light (EEBL) [7] and slow/stopped
vehicle alert (SVA) [8] by minimizing the number of collision
risky situations. Therefore it is critical that the location in-
formation in a BSM is up-to-date and fresh, as old location
information doesn’t provide any benefit from a safety point-
of-view. To quantify this freshness of information, Age of
Information (AoI) has been introduced as a new metric and is
defined as the time elapsed since the last BSM was generated
[9]. In the context of safety applications and BSMs, lower
AoI means fresher location information which makes AoI
one of the key indicators to measure the performance of time-
sensitive safety applications in V2V networks.

In recent years there has been a growing body of research
on minimizing the AoI in V2V networks (and various other
communication networks) [9]–[19]. For instance in [9], the
authors propose a distributed broadcast rate control algorithm
for a DSRC network that minimizes system AoI by iteratively
minimizing the locally computed AoI at each vehicle. Refer
to Sec. II for detailed discussion on related works. These prior
works propose to minimize AoI and present AoI based rate
control algorithms with the consideration that lower AoI will
always result in better safety performance in V2V networks.

However in this work, we demonstrate that minimizing AoI
does not always improve on-road safety performance in V2V
networks. This is mainly because AoI solely depends upon
the time instants of the BSM generation and reception [20],
and does not take into account – (i) Value of BSM information
- does the reception of a BSM at a certain receiving vehicle
actually reduce the collision risk posed by the sender vehicle?,
and (ii) Current knowledge of the receiver vehicle – what
does the receiver already know about the sender vehicle, for
example, using tracking capability (as per SAE J2945 [21])?
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To counter these shortcomings of AoI , we propose a novel
metric, termed Trackability-aware Age of Information (TAoI),
that jointly considers AoI and the self risk assessment of
vehicles, measured as the self trackability of the vehicles. In
general, trackability refers to how accurately the location of
a vehicle can be estimated by a neighbor1 vehicle (based on
its most recently received BSM), and better trackability means
better on-road safety (as shown in Sec. III). However, since
802.11p V2V networks are decentralized networks, we con-
sider that each vehicle assesses its own trackability behavior
(i.e., either trackable or non-trackable) at certain pre-specified
time intervals, termed measurement intervals, and piggybacks
this information in the BSM broadcasts. This allows the
receiving vehicles to identify the trackability behavior of
sender vehicle. Our extensive simulation experiments based
on realistic SUMO traffic traces and ns-3 network simulator
show that the proposed TAoI based BSM broadcast rate
control protocol significantly outperforms both the baseline
10 Hz broadcast rate (up to 40%) and AoI based rate control
algorithm (up to 12%), in terms of improving on-road safety,
i.e., collision risk reduction, in all considered V2V scenarios.
Furthermore, we also witness that the packet delivery ratio is
much better in case of TAoI compared to that of AoI , with
similar or lower usage of communication channel resources. To
the best of our knowledge, this is the first work that proposes
to improve on-road safety of V2V networks by jointly taking
into account – the AoI and self risk assessment of vehicles.

The rest of the paper is arranged as follows: Sec. II discusses
related works and Sec. III presents the system model. Sec. IV
provides a brief background on AoI followed by its limitations
when considered for safety of vehicles. Sec. V presents an
overview of proposed metric TAoI , while Sec. VI discusses
the details of TAoI aware rate control algorithm. Sec. VII
describes the results, followed by conclusions in Sec. VIII.

II. RELATED WORK

Rate (or broadcast interval) control has been actively in-
vestigated as a means of reducing the AoI in vehicular
networks. The analytical model formulated by Baiocchi et
al. in [15] uses the connectivity graph of the network to
demonstrate the relationship of average system AoI with
vehicle density and broadcast intervals. Llatser et al. [16]
considered a convoy of vehicles and analysed the change
in AoI with changing broadcast intervals and convoy size.
A similar case of platooning was considered in [17] where
the European Telecommunication Standards Institute’s (ETSI)
Decentralized Congestion Control (DCC) was analysed in
terms of AoI performance - it was shown that DCC’s AoI
can be improved by modifying its broadcast intervals to target
a specific Channel Busy Ratio (CBR). In [19], Vinel et al.
show that 100ms broadcast interval for Cooperative Awareness
Messages (CAM), European equivalent of BSM, reduces AoI
better compared to mobility based CAM triggering process
defined in ETSI EN 302 637-2 [22]. Our work is closest

1neighbor vehicle means vehicles within the radio transmission range.

to [9] where a decentralized broadcast rate control algorithm
was implemented that improves the system AoI , by iteratively
minimizing the locally computed AoI at each vehicle.

In addition to rate control, other approaches that have
been used to improve AoI are piggybacking neighbor’s in-
formation [10], Eigen-vector Centrality (EvC) of the topology
[14], optimal contention window [13], machine learning [23]
etc. However considering we focus on rate control, these
approaches are out-of-scope with respect to our paper.

The prior works has several limitations – (i) none of
these AoI based rate control protocol works evaluate how
AoI improves the on-road safety metric, i.e., collision risk
reductions. It is worth noting that very recently the authors
in [18] performed experimental analysis on AoI and safety
metrics. However, they consider a simplistic highway model
which does not capture the realistic vehicle mobility behaviors.
(ii) On similar lines, most of existing work consider over-
simplified vehicle mobility models, with no lane changing or
acceleration/deceleration behaviors, and finally (iii) prior work
adopt a risk-neutral approach to AoI - where each vehicle
is given the same importance in reducing their AoI . In this
work, we address these limitations by proposing a novel TAoI
metric and subsequently a TAoI based broadcast rate control
protocol for improving on-road safety of V2V networks.

III. SYSTEM MODEL

Our system model consists of N vehicles moving in an m
lane rectangular road as shown in Fig. 1. Each vehicle u ∈ N
moves with a certain velocity su ∈ (0, smax]. The movement
of each vehicle is implemented using the Krauss’ mobility
model [24], which regulates its acceleration (and deceleration);
and the lane changes are integrated as per [25]. Unlike existing
literature, this ensures a realistic representation of real-world
driver and vehicle mobility behaviors.

DSRC equipped 
vehicles

BSMs broadcasted 
to all neighbor 

vehicles

Fig. 1: System model: A simple 802.11p based V2V network

Each vehicle uses 5.9 GHz DSRC wireless technology that
has been designed to support vehicular safety applications
(such as CCW, EEBL and SVA) in V2V networks [26]. DSRC
uses existing IEEE 802.11p standard as its PHY and MAC
layers; mainly because of the widespread availability of IEEE
802.11 chipsets as well as its performance and cost savings.
We assume each vehicle is equipped with a single 10 MHz
DSRC radio, and the transmission power is fixed. Vehicu-
lar safety applications rely heavily on periodic broadcast of
BSMs which contain the vehicle’s position, heading, and other
information about the transmitting vehicle. Without loss of



generality, consider that each vehicle u broadcasts its BSM
at periodic time intervals of ∆ (usually 100 ms) which can
take any random value in [∆min,∆max]. It means that there
is at least ∆ inter-reception delay between two consecutive
BSMs from a vehicle u received at a neighboring vehicle v.
Moreover, since u broadcasts its BSM as per Carrier Sense
Multiple Access (CSMA) scheme followed by 802.11p [27],
it leads to additional communication delay, (i.e., queuing delay,
transmission delay, and propagation delay), denoted by x, at
receiving vehicle v. Because of both ∆ and x, the information
in u’s BSM is relatively outdated (or stale) by the time it
is received by the neighboring vehicle v. The lack of fresh
or up-to-date information at a receiver may lead to wrong
positioning of sender vehicle, i.e. v will not be able to localize
u correctly and presents a potential on-road safety hazard.

To address this, a promising solution is to enable a receiving
vehicle v to track (or estimate) u’s current location during
these inter BSM reception times (in time instants of no BSM
receptions). As per SAE J2945 [28], a linear extrapolation
based on the last known velocity, position and heading as per
the most recent BSM received can be used to estimate the
sender vehicle’s current location. However, note that a linear
extrapolation will not always work well if the vehicle being
tracked doesn’t have a fixed linear mobility behavior. This
will give rise to a non-negligible error at a vehicle v while
estimating the location of neighboring vehicle u, which we
call Tracking error (TE). See Sec. III-1 for details. Lower TE
value means that v is able to track u (or estimate u’s location)
relatively well, and vice versa. This tracking error across all
the vehicles is then used to calculate the on-road safety of
V2V networks, measured as Collision risk. See Sec. III-3.

1) Tracking Error (TE), τe,uv: τe,uv is defined as the dif-
ference between the ground truth location of the sender vehicle
u and the sender’s location as estimated by its neighboring
vehicle v. Let the most recent BSM received at v from u was
generated at time t′. Then at any time t > t′, v can estimate
u’s current location as (x̂uv(t), ŷuv(t)) where

x̂uv(t) = xu(t′) + su(t′) cos(θu(t′))δt

ŷuv(t) = yu(t′) + su(t′) sin(θu(t′))δt
(1)

where δt = (t− t′), and (xu(t′), yu(t′)), su(t′) and θu(t′) re-
spectively denote u’s location, speed, and heading information
contained in the last BSM received from u. Then the TE τe,uv
that v has in tracking u at time t is calculated as -

τe,uv(t) =
√

(xu(t)− x̂uv(t))2 + (yu(t)− ŷuv(t))2 (2)

where (xu(t), yu(t)) is the ground truth location of u at t.
Note vehicle u may not see the same TE in tracking vehicle
v, i.e., τe,vu(t) 6= τe,uv(t), because v’s BSM may have been
generated at different time, say t′′ where t′′ 6= t′, and also v’s
location, speed and heading may be different to that of u.

The average TE that v has in tracking u in a certain time
window T can be computed as

τe,uv =
1

T

∫
T

τe,uv(t) (3)

Significance. The concept of TE is used to compute the
Collision Risk as described later in this Sec. III-3.

2) Self Tracking Error (Self-TE), τp,u: Self-TE τp,u is the
difference between the actual location of a certain vehicle
u, and the self-estimated location of the same vehicle. It is
periodically calculated after a certain time interval and this
pre-specified time interval at which τp,u is (re) computed
is referred to as measurement interval (tMI ). We utilize the
same linear extrapolation approach (used in TE) that uses the
position, speed and heading at (t − tMI) to estimate the u’s
current location as (x̄u(t), ȳu(t)) at time t where -

x̄u(t) = xu(t− tMI) + su(t− tMI) cos(θu(t− tMI))tMI

ȳu(t) = yu(t− tMI) + su(t− tMI) sin(θu(t− tMI))tMI

(4)
The self-TE of u at time t, denoted by τp,u(t), is -

τp,u(t) =
√

(xu(t)− x̄u(t))2 + (yu(t)− ȳu(t))2 (5)

Significance. This concept of self TE is the basis for iden-
tifying the trackability behavior (i.e., either trackable or non-
trackable) of a certain vehicle at each measurement interval
tMI . This is the first step of our proposed TAoI rate control
protocol. Refer to Sec. V for more details.

3) Collision Risk: Here we describe how we compute on-
road safety of V2V networks, measured as Collision Risk and
is inspired from the risk model developed in [18].

In V2V networks, Time To Collision (TTC) is an important
safety metric due to which each vehicle continuously monitors
the TTC to the neighboring vehicles [29]–[32]. TTC for a
pair of vehicles is defined as the time needed for the distance
between them to become zero, which denotes a potential colli-
sion between them. Mathematically, TTC can be computed as
the ratio of distance between u and v and their relative velocity.
See Fig. 2. High TTCs mean that there is no immediate threat
of collision between u and v given the current distance and
relative velocity between them and vice-versa.

Vehicle vVehicle u

Potential Collision based on error in TTC

TTC =
𝑫𝒊𝒔𝒕𝒂𝒏𝒄𝒆 𝒃𝒆𝒕𝒘𝒆𝒆𝒏 𝒖 𝒂𝒏𝒅 𝒗

𝑹𝒆𝒍𝒂𝒕𝒊𝒗𝒆 𝒗𝒆𝒍𝒐𝒄𝒊𝒕𝒚 𝒃𝒆𝒕𝒘𝒆𝒆𝒏 𝒖 𝒂𝒏𝒅 𝒗

Fig. 2: TTC Calculation

Now given the TE (τe,uv) that a v has in tracking u, the
error in TTC, denoted by δTTCuv , between the pair u−v can
be calculated as [18]–

δTTCuv(t) =
τe,uv(t)

suv(t)
(6)



where suv(t) is the relative velocity between u and v at t.
The significance of δTTC for collision avoidance has been
studied in [33]. Specifically, a certain on-road situation can
be considered collision risky (or dangerous) whenever the
δTTC for any pair of vehicles exceeds the threshold value
of δTTCthresh, where δTTCthresh is the time needed for the
driver to react to the possible collision and bring the vehicle
to a stop. Thus, δTTCthresh is computed as -

δTTCthresh = treact + tbrake (7)

where treact is 1s and refers to the time taken by the driver
to respond to the situation and apply the brakes [18]. tbrake
is the time taken by the vehicle to come to a complete stop
after the brakes have been applied. Taking the deceleration for
a vehicle as a = 4.6m/s2 [18] makes tbrake = s/a where s is
the velocity of the vehicle. A key difference from the study
done in [18] is that in this work, s is not fixed for the entire
simulation duration and changes with time for each vehicle.

Given δTTCuv and δTTCthresh, the collision risk for each
vehicle pair u - v at any time t can be computed as -

CRuv =

{
1 δTTCuv(t) > δTTCthresh

0 otherwise
(8)

Using Eq. 8, we count the number of instances between each
pair of vehicles in which δTTC exceeded δTTCthresh, as the
measure of overall on-road safety of the V2V network. Note
that δTTC is directly proportional to TE, τe, between each
pair of vehicles in the network (See Eq. 6). Thus, it is critical
the τe between every pair of vehicles is minimized in order to
enhance on-road safety performance of V2V networks.

IV. AGE OF INFORMATION AND SAFETY PERFORMANCE

In this section, we briefly describe Age of Information
(AoI) and then discuss the limitation of AoI based rate control
approach on the safety performance of V2V networks.

A. Age of Information (AoI)

First introduced in [9], Age of Information (AoI) is used
to quantify the freshness of information at a destination node
(i.e. a receiving vehicle) about some measurements. generated
by the source node (i.e. a sender vehicle). More formally, AoI
in V2V networks can be defined as the time elapsed since the
last successfully received BSM at the receiving vehicle was
generated at the sender vehicle. In order to better understand
the AoI , let us look at Fig. 3 which depicts a realization of
AoI , denoted by AoIuv(t), at the receiving vehicle v as a
function of time when a sender vehicle u transmit BSMs using
a first come first serve (FCFS) discipline. Let t′ denote the
generation time of most recent BSM at sender vehicle u, then
AoI at receiving vehicle v at current time t is calculated as

AoIuv(t) = t− t′ (9)

Note that AoIuv(t) is a zigzag-like function with a slope
of 1 between the BSM inter-reception intervals and is reset

ti’ ti t'i+1 ti+1

A
o
I u
v(
t)

Fig. 3: Evolution of AoIuv at v based on the BSMs received
from u. The generation and reception times of the ith BSM are
denoted by t′i and ti, which makes the overall delay for that
BSM = (ti − t′i). The (i+ 1)

th BSM is generated at t′(i+1),
and therefore the BSM broadcast interval is given by ∆ =
(t′i+1− t′i). There is no BSM reception between ti and t(i+1),
and the AoI grows linearly in this interval (ti+1 − ti) known
as inter BSM reception interval.

to the end-to-end delay in each time instance when u’s new
BSM is successfully received at v.

Using Eq. 9, the average AoIuv between vehicle v and
vehicle u can be calculated as the total area under the AoIuv(t)
plot normalized by the observation interval T [9], i.e.

AoIuv =
1

T

∫
T

AoIuv(t) (10)

Consider that v has Nv ⊆ N neighboring vehicles, i.e., u ∈
Nv where N is the total number of vehicles. Then the average
AoI at a receiving vehicle v can be computed as follows.

AoIv =
1

|Nv|
∑
u∈Nv

AoIuv (11)

Finally, the system AoI with N vehicles can be calculated
across N (N − 1) unique pairs of sender and receiver as:

AoI =
1

N (N − 1)

∑
v∈N

∑
u∈Nv

AoIuv (12)

From the above discussion, it is evident that AoI is less
when the receiver vehicle receives BSMs frequently from the
sender vehicle. As the reception of frequent BSMs means the
receiver has knowledge of the most recent location of the
sender, a less AoI means less TE. Therefore minimizing the
system AoI in Eq. 12 should improve the safety of all the
vehicles in the network. However, when practical constraints
like limited communication resources, i.e., channel capacity
and different mobility behaviors of vehicles are considered, a
lower system AoI may not always result in improved safety
performance as we shall see in Sec. IV-B.

B. Limitations of AoI on Safety Performance

Let us consider a simple V2V scenario with two vehicles
u and v. For ease of understanding, we make the following
assumptions for our considered V2V scenario -
• Channel capacity is limited to one BSM transmission at

any time - it means at any given time t, only one vehicle
can broadcast its BSM.



• There is no additional communication delay involved (
x = 0) - it means the inter-BSM reception intervals
between a receiver v and sender u is equal to ∆, where
∆ is the BSM broadcast interval.

• The back-off time is taken as ∆. If u broadcasts at time
t = ∆, and another sender vehicle v senses the channel
busy, then v will attempt its next transmission at 2∆.
Thus, the instants of transmission will be t1 = ∆, t2 =
2∆, and so on, where either u or v gets to transmit.

Under these assumptions, AoI can be computed as -

AoI(t+ ∆) =

{
0, if a BSM is received
AoI(t) + ∆, otherwise

(13)

Lets consider that the mobility behavior of u and v is given
by the following equations -

yu(t) = 2t, ẏu(t) = 2

yv(t) = t2, ẏv(t) = 2t
(14)

where y(t) and ẏ(t) are the position and velocity at time t
respectively. Both u and v will estimate each other’s current
locations as ŷvu(t) and ŷuv(t), respectively using Eq. 1. Then
the TE that u has in tracking vehicle v (τe,vu) and v has in
tracking vehicle u (τe,uv) at time t is given by Eq. 2.

Let us now see how AoI and an alternative rate control
strategies treat AoI and TE in this simple V2V scenario.
Under AoI based rate control strategy: both u and v
should be allowed an equal access to the channel resources
to broadcast their BSMs so that the system AoI is minimized.
However, given the restriction of at most 1 transmission at
any time, it is intuitive that the optimal way of minimizing
AoI would be to allow u and v to broadcast their BSM at
alternate intervals. E.g. if u transmits at time instance t1, then
v transmits at t2 followed by u at t3, and v at t4, and so on.
Lets consider ∆t = 1 for the ease of presentation.

The resulting AoI and TE is shown in Table I. Time instants
in red are u’s broadcast instants (and rest are v’s).

From Eq. 10, AoIuv = 3
6 = 0.5. Similarly, AoIvu = 0.5.

Then from Eq. 12, system AoI is

AoI =
AoIuv +AoIvu

2
= 0.5

For TE, Eq. 3 gives τe,uv = 2
6 ≈ 0.33 , τe,vu = 15

6 = 2.5.
Under an alternative rate control strategy: where u trans-
mits at t1 and then v gets to transmit in the remaining time.
The resulting AoI and TE are shown in Table II. The average
AoI and TE at v are as follows -
AoIuv = 15

6 = 2.5 and AoIvu = 1
6 ≈ 0.17 ⇒ AoI = 1.334

Similarly, τe,uv = 2
6 ≈ 0.33 and τe,vu = 9

6 = 1.5.
Regarding safety performance, the difference in TE in the
two strategies occur for τe,vu at t4 and t6. The calculation
of τe,vu(t4) is explained here - In the AoI scheme, u receives
a BSM from v at t2 when yv(t2) = 4, ẏv(t2) = 4. At t3,
δt = t3 − t2 = 1 and u estimates v’s location as per Eq. 1 as

ŷvu(t3) = yv(t2) + ẏv(t2)× 1 = 8

TE at u is calculated as τe,vu(t3) = yv(t3)−ŷvu(t3) = 9−8 =
1. As v doesn’t transmit at t3, u again estimates v’s location
at t4 from BSM it last received at t2 using Eq. 1 as -

ŷvu(t4) = yv(t2) + ẏv(t2)× 2 = 12

where δt = t4 − t2 = 2. Then TE τe,vu(t4) = yv(t4) −
ŷvu(t4) = 16− 12 = 4.

The τe,vu(t4) in the alternate strategy is less because v gets
to transmit at t3 unlike in the AoI strategy. Hence u estimates
v’s location at t4 with δt = t4 − t3 = 1 as -

ŷvu(t4) = yv(t3) + ẏv(t3)× 1 = 9 + 6× 1 = 15

and the new TE is τe,vu(t4) = yv(t4)−ŷvu(t4) = 16−15 = 1.
In this way, τe,vu reduces from 4 to 1, thereby improving
safety, even though system AoI has degraded (1.334 > 0.5)
when the alternative rate control strategy is used.

TABLE I: AoI rate control strategy
Time t1 t2 t3 t4 t5 t6

AoIuv(t) 0 1 0 1 0 1
yu(t) 2 4 6 8 10 12
ŷuv(t) 0 4 6 8 10 12
τe,uv(t) 2 0 0 0 0 0
AoIvu(t) 1 0 1 0 1 0
yv(t) 1 4 9 16 25 36
ŷvu(t) 0 0 8 12 24 32
τe,vu(t) 1 4 1 4 1 4

TABLE II: Alternative rate control strategy
Time t1 t2 t3 t4 t5 t6

AoIuv(t) 0 1 2 3 4 5
yu(t) 2 4 6 8 10 12
ŷuv(t) 0 4 6 8 10 12
τe,uv(t) 2 0 0 0 0 0
AoIvu(t) 1 0 0 0 0 0
yv(t) 1 4 9 16 25 36
ŷvu(t) 0 0 8 15 24 35
τe,vu(t) 1 4 1 1 1 1

Based on these discussions, we can make the following key
observations – even though u’s AoI at v (AoIuv) is lower
in AoI based rate control strategy compared to that of the
alternative one, v incurs the same TE (τe,uv) in tracking u
in both the strategies. It means minimizing AoIuv in the AoI
based rate control strategy did not help in improving u’s safety.
On the other hand, AoIvu is lower in alternative rate control
strategy and it leads to a significant reduction in TE, τe,vu,
which will promisingly improve safety of v.

This is because, as shown in Eq. 14, u does not change its
mobility behavior (i.e., speed and heading), or in other words,
u is trackable. It means, after v receives the first BSM from
u at t1, v accurately estimates u’s current location at times
t2, . . . t6 and thus, leading to τe,uv = 0 for the remaining
time, even in the absence of fresh BSM receptions. This fact is
being harnessed by the alternative rate control strategy where
after allotting a single transmission for v, all the remaining
times (t2, . . . t6) are allotted to v. As v’s mobility behavior
keeps changing with time (i.e., v is non-trackable), location
estimation doesn’t perform well in tracking v due to which



frequent BSM receptions are required at u from v to enable
better tracking of v so that τe,vu is reduced.

Because the non-trackable vehicles have high TE and as a
result are likely to have a higher value of collision risk (Sec.
III-3), we call these risky vehicles. Similarly, the trackable
vehicles are called non-risky vehicles.

From the above V2V scenario (and key observation), it is
clear that minimizing AoI does not always improve the safety
of V2V networks. It becomes critical to take into account the
trackability of vehicles. With that, the following deductions
can be made about the relation between AoI and safety in the
context of vehicular networks -
• AoI minimization is not important for non-risky vehicles

that can be tracked well by its neighbors.
• For risky vehicles, AoI minimization will improve the

TE, and thus, on-road safety of the network.

V. TRACKABILITY AWARE AOI (TAOI ) METRIC

To address the shortcomings of AoI , we propose a novel
Trackability aware AoI (TAoI) metric that accounts for both
AoI and trackability (i.e., risky or non-risky) of neighboring
vehicles for improved safety performance of V2V networks.
To get the trackability information about the neighboring
vehicles, a certain vehicle v can compute the TE τe,uv for
each neighbor u at instants of BSM receptions using Eq. 1 and
Eq. 2. However, this TE approach has two major limitations
– (i) a vehicle learns the value of TE only at BSM reception
instants, where the inter-BSM reception time intervals may be
very large (100’s of milliseconds), and (ii) additional com-
munication overheads in V2V networks, because the receiver
vehicle which computes TE, has to send back the feedback
(with TE information) to every neighboring vehicle.

A better approach to measure trackability (or riskiness) is
to do self risk assessment by utilizing self TE τp,v as vehicles
having high self TE are likely to have high TE. It is computed
locally at each vehicle, and does not suffer from the afore-
mentioned limitations. Each vehicle identifies itself as a non-
risky or risky vehicle based on its self-TE value, and shares
this information with neighboring vehicles by piggybacking it
along with its BSM. Based on this information, every vehicle
is aware of which of the neighborhood vehicles are risky.

For a sender-receiver pair u-v, calculation of the instanta-
neous and average TAoI is similar to the calculation of AoI .
At any time t, TAoIuv at v with respect to u is given by

TAoIuv(t) = AoIuv(t)× I(τp,v ≥ τp,th) (15)

where AoIuv(t) is AoI at v with respect to u and is computed
using Eq. 9. I(τp,v ≥ τp,th) is an indicator function that equals
1 only when the self TE τp,v exceeds a fixed threshold τp,th
and is 0 otherwise. Therefore, TAoI takes on the value of
AoI when τp,v is greater than τp,th, otherwise it is 0.

Similarly, the average TAoI for the pair u-v over the
observation interval T is calculated as:

TAoIuv =
1

T

∫
T

TAoIuv(t) (16)

Then the average TAoI at v becomes -

TAoIv =
1

|N r
v |

∑
u∈N r

v

TAoIuv (17)

where N r
v ⊆ Nv is the set of risky neighboring vehicles of v

and can be computed as follows -

N r
v = {u|I(τp,u ≥ τp,th), u ∈ Nv} (18)

Finally the system TAoI across all the vehicle pairs is -

TAoI =
1

N (N − 1)

∑
v∈N

∑
u∈N r

v

TAoIuv (19)

In the example presented in Sec. IV-B, we briefly discuss
how TAoI based rate control strategy will always reduce the
TE of each neighboring vehicle (whether risky or not), and
thus, is a promising metric for improved on-road safety.
• The value of TAoIvu(t) at vehicle u is 0 because u iden-

tifies itself a non-risky vehicle, i.e., I(τp,u ≥ τp,th) = 0
for τp,th > 0. Therefore it does not need to transmit
BSMs frequently (or at lower broadcast interval ∆u) to
reduce its TAoIvu. This doesn’t harm u’s safety because
once v receives u’s BSM, then v learns u’s non-riskiness
behavior; and the obtained u’s information (i.e., location,
speed, and heading) contained in BSM will allow v to
track it accurately. Here, u only needs to broadcast fresh
BSM only once unless it changes its mobility behavior.

• At vehicle v, TAoIuv(t) = AoIuv(t) because v identifies
itself as a risky vehicle, i.e., I(τp,v ≥ τp,th) = 1. Here,
v must broadcast its BSM as frequently as possible to
minimize its TAoIuv (or AoIuv). This will reduce τe,uv
and ensures v’s safety. Note that since u does not need
to transmit unless its mobility behavior is changed, v can
utilize the additional channel resources to transmit more
frequently and thus, further reducing TAoIuv (or AoIuv),
and improving the overall on-road safety of the network.

To summarize, TAoI metric harnesses the capability of
tracking or estimation (using linear extrapolation as per SAE
J2945) and enables a non-risky vehicle to broadcast its BSM
with much lower priority, i.e, at higher inter broadcast intervals
∆, and a risky vehicle with higher priority, i.e., at much
lower ∆. This will greatly reduce the TE corresponding to
risky vehicles without compromising the TE of the non-risky
vehicles, and thus improve the overall safety of V2V networks.
Problem Overview. The problem of designing an optimal
rate control strategy that minimizes system TAoI can be
formulated as an Integer Linear Programming (ILP) problem.

At each time t ∈ T , let C(t) denote the total channel
capacity in V2V networks and N r

v (t) denote the list of
risky vehicles in the neighborhood of any vehicle v. Note,
N r

v (t) does not include v’s non-risky neighbors, for which
I(τp,u ≥ τp,th) = 0 where u ∈ Nv . Finally, let rv(t) denote
the rate at which v’s broadcasts BSMs, and it can be calculated
as rv(t) = 1

∆v(t) . Here ∆v(t) is the inter broadcast interval
of v at time t. Since ∆ ∈ [∆min,∆max], rv ∈ [rmin, rmax].



Objective function. The objective is to minimize the overall
system TAoI across all vehicles over the entire time period.

min
rv(t)

∑
t∈T

1

N (N − 1)

∑
v∈N

∑
u∈N r

v

TAoIuv(t) (20)

subject to
∑

u∈(Nv∪v)

ru(t) < C(t),∀v ∈ N , t ∈ T (21)

rmin ≤ rv(t) ≤ rmax,∀v ∈ N , t ∈ T (22)

Constraints. Eq. 21 constrains that the sum total of broad-
cast rate of all vehicles in the vicinity must be less than
the total channel capacity. Eq. 22 restricts the broadcast rate
between the minimum and maximum allowable rates.

Intuitively, the above ILP formulation will provide a cen-
tralized optimal solution to the TAoI minimization problem.
However, it is highly impractical in our considered 802.11p
based V2V networks because of lack of global information.
The exact calculation of system TAoI at any given time
t, given in Eq. 20, requires knowledge of TE τe,uv for all
vehicle pairs in the network. However, each vehicle v can only
estimate TE τe,uv for its neighboring vehicles based on the
BSMs it receives from those vehicles. Furthermore, it assumes
the knowledge of vehicle’s mobility and channel information
at future time instants, which is largely impossible to obtain
in any time-varying network, including V2V networks.

Thus, we propose a novel TAoI based rate control al-
gorithm that attempts to minimize system TAoI of V2V
networks in a decentralized manner, as shown in Sec. VI.

VI. TAoI -BASED RATE CONTROL ALGORITHM

This section presents the decentralized TAoI rate control
algorithm, which allows each vehicle to determine its broad-
cast time interval ∆ (where ∆ ∈ [∆min,∆max]) such that the
locally measured average TAoI is minimized. Our algorithm
is run at each vehicle at every measurement interval tMI .
However, note that tMI does not need to be synchronized
across all the vehicles in the network.

The algorithm operates in two steps – first, each vehicle
identifies itself as a risky or non-risky vehicle by computing
its self TE, and shares this information with the neighboring
vehicles. Second, based on this knowledge of the risky and
non-risky vehicles in their neighborhood, each vehicle adapts
its broadcast interval ∆ so as to minimize the locally measured
average TAoI . The details of the algorithm are as follows:
Step 1: Vehicle Self-Risk Assessment. As depicted in Algo-
rithm 1, each vehicle v utilizes Eq. 5 and calculates its self-TE
τp,v , based on its actual and self-estimated location every tMI

(See line 1). Depending upon on the self-TE value, v identifies
itself as a non-risky vehicle (i.e., I(τp,v ≥ τp,th) = 0) or
a risky vehicle (i.e., I(τp,v ≥ τp,th = 1), and sets a self
riskiness flag respectively as 0 or 1. See lines (2 - 7). Following
this, v piggybacks this information in all its BSMs broadcasts
in line 8 so that the neighboring vehicles are aware of v’s
self riskiness behavior. As the vehicle’s riskiness (risky or
non-risky) behavior may change over time, as also previously

discussed, the entire algorithm (including this step) is (re) run
at the beginning of every tMI .

Algorithm 1 Self Assessment of riskiness at node v
Input: At vehicle v under consideration at time t - actual location
(xv(t), yv(t)), self-estimated location (x̄v(t), ȳv(t))
Output: Set the flag for riskiness as 1 or 0.

1: Calculate the Self Tracking Error τp,v using (xv(t), yv(t)) and
(x̄v(t), ȳv(t)) based on Eq .5.

2: if I(τp,v ≥ τp,th) == 1 then
3: Mark v as a risky vehicle
4: Set riskiness flag = 1
5: else
6: Mark v as a non-risky vehicle
7: Set riskiness flag = 0

8: Piggyback the riskiness flag in all the BSMs broadcast between
current tMI and next tMI .

Algorithm 2 TAoI-based Rate Control at vehicle v
Input: Average of the broadcast intervals of all neighbor vehicles
∆avg , TAoIv of the previous tMI denoted by TAoI ′v , action taken
in the previous tMI Ω, broadcast interval change factor β, previous
broadcast interval ∆′

v .
Output: New broadcast interval ∆v for node v

1: Calculate AoIv and TAoIv for the current tMI using Eq. 11 and
Eq. 17 respectively.

2: if AoIv > 2∆avg then . if channel is congested
3: αv = INCR
4: if I(τp,v ≥ τth) == 0 then . If v is non-risky
5: αv = SAME
6: else if I(τp,v ≥ τth) == 1 then . If v is risky
7: if |N r

v | == 0 then . no risky neighbors
8: αv = DECR
9: else if TAoIv < TAoI ′v then . if TAoIv has improved

10: new action αv = Ω
11: else if TAoIv > TAoI ′v then . if TAoIv has degraded
12: new action αv = Ωc

13: else if TAoIv == TAoI ′v then . no change in TAoIv
14: new action αv = SAME
15: if αv == INCR then
16: ∆v = β∆′

v

17: else if αv == DECR then
18: ∆v =

∆′
v
β

19: else if αv == SAME then
20: ∆v = ∆′

v

21: return ∆v

Step 2: Broadcast Rate Adaptation. In this second step, our
algorithm iteratively minimizes the locally measured average
TAoIv at each vehicle v by adapting the broadcast interval,
i.e., ∆v at each tMI through one of the following three
possible actions2 – (i) DECR - decrease broadcast interval,
(ii) INCR - increase broadcast interval, and (iii) SAME -
maintain broadcast interval. The pseudocode for this step is
presented in Algorithm 2.

As shown in lines 2-3, each vehicle v first checks for
channel congestion, and the congestion criteria is adopted
from Kaul et al. [9]. If the channel is congested, v will
unequivocally increase its broadcast interval ∆v to avoid

2Note that the concept of utilizing these actions for rate adaption in inspired
by the AoI rate control algorithm proposed in [9].



congesting it further. Then lines 4-5 check if v is non-risky,
for which ∆v is unchanged. Otherwise v is a risky vehicle
(line 6), and the special case where v has no risky neighbors
is handled in lines 7-8 : v will reduce its ∆v as a risky vehicle
should transmit its BSMs frequently. The lines 9 - 12 forms
the core of the algorithm where TAoIv for the current and
previous tMI are compared. If TAoIv has improved based on
the previous action, the previous action is repeated. Otherwise,
the complimentary of the previous action is selected, where
INCR and DECR are compliments of each other. If there is no
change in TAoIv , action chosen is SAME as shown in lines
13 - 14. Finally, lines 15-20 are used to calculate the new
broadcast interval based on the action selected in the above
steps. The factor by which the intervals change if the action
was INCR or DECR is given by β. The new broadcast interval
returned is maintained until the end of current tMI .

Note there are three controlling parameters in the TAoI
based rate control algorithm, as discussed below.
• Interval change factor (β). β is used to calculate the new

broadcast interval from the previous broadcast interval.
When intervals are increased (action is INCR), the new
interval is obtained by multiplying the old interval with
β and vice-versa. We set β=1.1 as per [9].

• Measurement Interval (tMI ). tMI is set at 1s. It can
be higher or lower depending on how frequently the
network changes. Even though tMI=1s is a low value
for evaluating TAoI in a network as a vehicle may not
have received enough BSMs to get a correct estimate of
its local TAoI , smaller values of tMI helps the network
to minimize AoI (and hence TAoI) faster [9].

• Self TE threshold τp,th. As per the recommendations
made in the SAE-J2945 [21], we set τp,th = 0.5m.
However for practical considerations, this can be adjusted
to reflect how accurate the location information needs to
be, or in other words, what is the threshold for being
classified as a risky vehicle. For τp,th = 0, TAoI = AoI .

The calculation of the optimal β and tMI are beyond the scope
of this study and will investigated as a part of our future work.

Time Complexity. Intuitively enough, Algorithm 1 has a
running time complexity of O(1). The time complexity of the
Algorithm 2 is O(N ). This is because the algorithm computes
TAoI at vehicle v for each of the neighboring vehicles, which
may be the total number of vehicles in the worst case scenario.
Thus, the total time complexity of TAoI based rate control
algorithm is O(N + 1) = O(N ).

Note the V2V network is a time-varying network where
the neighborhood observed by each vehicle keeps changing
over time. Because of this, the algorithm will keep changing
its ∆v for each vehicle v based on the new value of local
TAoIv . This means that there may not be a broadcast interval
that is safety-optimal at all times. Hence we do not pursue
convergence analysis.

VII. PERFORMANCE EVALUATION

This section evaluates the TAoI based rate protocol against
the baseline AoI based rate protocol [9] and standard 10 Hz.

a) Simulation Setting: The 802.11p V2V network is
simulated using network simulator-3 (ns-3) [34]; and SUMO
traffic simulation [35] package is used to model the vehicle’s
mobility as it provides realistic mobility traces for V2V
networks. A small part of the road simulated in SUMO with
the vehicles in it is shown in Fig. 4(a) where the yellow
triangles represent the vehicles. Unless otherwise stated, all the
experiments are performed with 150 vehicles moving in a 3-
lane rectangular road of 1000m × 100m. The total simulation
time is 100 seconds. Table III lists other important parameters.

TABLE III: Simulation Parameters
Parameters Value

Number of vehicles (N ) 100 - 250
Number of Lanes (m) 3

Lane Width 4 m
BSM size 1000 bytes

Transmission Power 20 dBm
Data Rate 6 Mbps

Loss Model Log Distance Propagation Loss [36]
Path Loss exponent γ = 3

Fading Nakagami-m [36]
Channel Frequency 5.9 GHz
Channel Bandwidth 10 MHz

Max velocity (smax) 25 m/s
Antennas/Spatial Streams 1/1

τp,th 0.5 m
tMI 1 s
β 1.1

b) Performance metrics.: For the comparative analysis
of proposed TAoI rate control algorithm against the baseline
AoI rate control protocol and standard 10 Hz, we consider the
following two key performance metrics.
• Collision Risk - It measures the overall on-road safety of

V2V networks, and is defined as the number of instances
between each pair of vehicles in which δTTC exceeded
δTTCthres. Revisit Sec. III-3 for details.

• Packet Delivery Ratio (PDR) - It is the probability
that all vehicles within the range of transmitting vehicle,
successfully receives the transmitted BSM. It is defined
as PDRv = PRv

PDv
where PDv is number of BSMs sent

by vehicle v and PRv is the number of BSMs sent by v
received by neighboring vehicles u ∈ Nv .
c) Experimental Results: Before we present the results,

we show the broadcast intervals selected by four different
vehicles. As seen in Fig. 5(a), the first 2 vehicles are risky as
their self-TE are (0.51m, 0.92m) greater than τp,th. So TAoI
prioritizes them by assigning them lower intervals compared to
AoI protocol as seen in 5(b). The opposite case can be seen
for vehicles 3 and 4 which are non-risky, due to which the
proposed TAoI protocol allocates it higher intervals compared
to AoI rate protocol.

The collision risk, distribution of the broadcast intervals
and PDR for 150 vehicles are shown in Fig. 4(b), 4(c) and
4(d). From Fig. 4(b), it can be seen that both AoI and TAoI
improves safety compared to the default 10Hz broadcasting,
which points to an strong relation between safety performance



(a) (b) (c) (d)

Fig. 4: (a) Road Layout with a zoomed in picture showing cars moving in 3 lanes, (b) Collision Risk for different broadcast
modes, (c) Density plot showing distribution of broadcast intervals, (d) Variation of PDR with distance

(a) (b)

Fig. 5: (a) Self TE as measured by 4 vehicles (b) Broadcast
interval of the 4 vehicles

and improvement in AoI . Regarding the comparison between
AoI and TAoI , the improvement in safety as as result of
TAoI prioritizing the risky vehicles can be seen in Fig. 4(b).
This shows that non-risky vehicles do not pose much of a
threat in V2V networks. To show the different broadcast in-
tervals for different vehicles, the density plot of the distribution
of the broadcast intervals is then shown in Fig. 4(c) - it can be
seen that both the protocols have a majority of their vehicles
broadcasting around similar broadcast intervals. Due to the
presence of a spread control factor3 in [9], the intervals for
AoI protocol form a roughly symmetric distribution around
the average interval. But with TAoI protocol, as each vehicle
can independently select any interval without any spread
control, the intervals are spread out with a few vehicles
transmitting at very high intervals. Additionally the intervals
are higher in our algorithm as vehicles increase their interval
as soon as congestion is detected, which is not done in the case
of [9]. As a result of the higher intervals in TAoI , channel
congestion reduces and this results in a better PDR for TAoI ,
as shown in Fig. 4(d). Hence the results show the benefit of
a TAoI rate protocol as compared to plain AoI .

d) Scalability Analysis: To see how the collision risk
of the algorithm scales with the number of vehicles, results
for 100, 150, 200 and 250 vehicles are shown. Their average
broadcast intervals along with the collision risk are shown in
Fig. 6(a) and Fig. 6(b) respectively. For 100 vehicles, both the
algorithms have an average interval of lower than 100ms, with
average interval around 100ms for 150 vehicles and an average

3As system AoI was shown to be minimized only when each vehicle
broadcasts at the same interval in [9], spread control is a necessary operation
in system AoI minimization presented there.

(a) (b)

Fig. 6: (a) Average broadcast intervals for different vehicle
densities, (b) Collision Risk for different vehicle densities

interval of more than 100ms for both 200 and 250 vehicles.
This is consistent with the observation in [18] where it has
been shown that lower densities have lower average intervals
that minimize the AoI and vice versa. It is seen that the same
relationship between the interval and density holds for TAoI .

It is important to note from Fig. 6(a) and 6(b) that TAoI
consistently improves collision risk across different vehicle
densities, while keeping the average broadcast intervals higher
or equal to the intervals in AoI rate protocol. The improvement
in collision risk ranges around 8%-12% and 24%-40% com-
pared to the AoI rate protocol and default 10Hz broadcasting
respectively. This result comprehensively proves that TAoI is
a much better metric for controlling the broadcast interval -
it utilizes the channel resources much efficiently as compared
to AoI rate protocol which is evident from the better safety
performance while maintaining the broadcast intervals at same
or higher levels compared to AoI rate protocol.

VIII. CONCLUSION

In this paper, we showed that AoI based rate control
protocol does not always improve on-road safety in 802.11p
V2V networks. To address this, we proposed a novel metric,
termed, Trackability-aware Age of Information, termed TAoI ,
that jointly takes into account the AoI and self risk assessment
of vehicles, measured as self tracking error. Following this, we
propose a decentralized TAoI based rate protocol for V2V
networks that attempts to minimize locally measured TAoI at
each vehicle, which in turn, improve the on-road safety of the
V2V network. Our extensive experiments based on realistic
SUMO traffic traces on top of ns-3 simulator demonstrate that
TAoI rate control protocol greatly improves on-road safety



of V2V networks compared to that of AoI rate control and
standard 10 Hz rate, in all considered V2V scenarios.
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