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Abstract

We propose a new proof method for direct coding theorems for wiretap channels where the eavesdropper has access to a
quantum version of the transmitted signal on an infinite-dimensional Hilbert space and the legitimate parties communicate through
a classical channel or a classical input, quantum output (cq) channel. The transmitter input can be subject to an additive cost
constraint, which specializes to the case of an average energy constraint. This method yields errors that decay exponentially with
increasing block lengths. Moreover, it provides a guarantee of a quantum version of semantic security, which is an established
concept in classical cryptography and physical layer security. Therefore, it complements existing works which either do not prove
the exponential error decay or use weaker notions of security. The main part of this proof method is a direct coding result on
channel resolvability which states that there is only a doubly exponentially small probability that a standard random codebook
does not solve the channel resolvability problem for the cq channel. Semantic security has strong operational implications meaning
essentially that the eavesdropper cannot use its quantum observation to gather any meaningful information about the transmitted
signal. We also discuss the connections between semantic security and various other established notions of secrecy.

I. INTRODUCTION

Developments in the area of quantum computing in the last decades have put a spotlight on how vulnerable many state-
of-the-art security techniques for communication networks are against attacks based on execution of quantum algorithms that
exploit the laws of quantum physics [1]. Another aspect of the rapid development in experimental quantum physics, however,
has received significantly less attention in communication engineering: Instead of simply performing quantum processing steps
on an intercepted classical signal, an attacker can use quantum measurement devices to exploit the quantum nature of the
signals themselves. For instance, radio waves as well as visible light that is used in optical fiber communications both consist
of photons. This fact was exploited in [2] to introduce the so-called photonic side channels.

Any communication network that involves a vast number of interconnected network elements and systems communicating
with each other, by its very nature exposes a large attack surface to potential adversaries. This is even exacerbated if many of
the communication paths are wireless, as is the case in cellular networks such as 6G. Examples for possible attacks that can be
carried out against various parts of such networks are algorithm implementation attacks, jamming attacks, side-channel attacks,
and attacks on the physical layer of the communication system. This multi-faceted nature of the threat necessitates a diverse
range of countermeasures. It has therefore been a longstanding expectation that established defenses based on cryptography
will need to be complemented with defenses based on physical layer security (PLS) which is a promising approach to protect
against lower-layer attacks. It can be used as an additional layer of security to either increase the overall system security or
reduce the complexity of cryptographic algorithms and protocols running at higher layers of the protocol stack. We point out
that complexity may be a key aspect in massive wireless networks of the future such as 6G, where many low-cost, resource
and computationally constrained devices will be deployed, making it difficult to use advanced cryptographic techniques.

In cryptography, sequences of bits are protected against attacks. The main threat posed by the recent progress in the
implementation of quantum computers and known quantum algorithms [1], [3] which directly affect the security of certain
cryptographic schemes, therefore, is that an attacker may have the ability to process cipher texts with quantum computers.
This has triggered significant research and development efforts in the field of post-quantum cryptography [4]. The goal in this
field is to develop new cryptographic algorithms and protocols that are resistant to attacks by quantum computers. The threat
for defense mechanisms based on PLS, on the other hand, is of a different nature: Since there is no assumption regarding
the computational capability of attackers needed to guarantee security, such techniques are inherently safe against attacks with
quantum computers that process classically represented signals. But since PLS seeks to protect the communication signals
themselves against attacks, they are vulnerable to violations of system assumptions regarding what type of signal the attacker
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can intercept. Therefore, security is not guaranteed if an attack is carried out with quantum hardware such as optical quantum
detectors and similar quantum measurement equipment. For example, the photon emission from integrated circuits has been
exploited in [2], [5] to read out the used secret keys. The underlying physical process represents a quantum side channel
since the properties of the emitted photons strongly depend on the operation that the involved device performs and the data
being processed. This shortcoming of (classical) PLS techniques can be addressed by establishing results for PLS that take the
quantum nature of wireless communication signals and side channels in transmitters and receivers into account.

Another important aspect is the availability of bounds for secure communication in the finite block length regime. These
are important for many practical purposes, such as the construction of secrecy maps for indoor and outdoor wireless networks
in [6]–[8] that we expect to be crucial for the integration of PLS into mobile communication networks.

In this work, we prove direct coding results for wiretap channels that take both of these aspects into consideration. The
channel models considered have a quantum output at the eavesdropper’s channel terminal, and the derived bounds can be
evaluated at finite block lengths. Besides this, we also discuss operational implications of the resulting security guarantees and
compare them to other notions of security that are commonly used in the literature.

A. Prior work

The results we provide in this paper are rooted in and draw from several branches of research like classical PLS and its
connection to cryptography, channel resolvability, and quantum Shannon theory. For this reason, we give a short overview of
existing literature in these fields which is closely related to this work.

a) Classical PLS: An important branch of research with long history in PLS addresses fundamental bounds to confiden-
tiality of communication, which is traditionally based on the communication model of the wiretap channel [9]–[13].

It is important to emphasize that the measure of confidentiality itself has undergone a tremendous evolution. While the
results of [9], [10] use equivocation as the underlying measure, [11]–[13] rely on strong secrecy or closely related measures as
the security metric. The disadvantage of these security metrics is that they allow no or very limited operational interpretation,
i.e., they do not provide a way to quantify leakage of information for specific types of eavesdropping attacks. A confidentiality
measure that has been known in the cryptography community for a long time and allows a clear operational interpretation
is semantic security [14]. It has been adopted in the PLS community as a suitable measure of secrecy and used for wiretap
channel coding problems in [15]–[18].

b) Achievability for wiretap channels with quantum outputs: A quantum version of the wiretap channel was analyzed
in [19] for a one-shot scenario. [20], [21] derive non-asymptotic results for general finite-dimensional wiretap channels with
classical input and quantum outputs as well as in the case of quantum input and quantum outputs under the strong secrecy
criterion, but due to the proof methods used, semantic security is implicitly established as well. In [22], error exponents and
equivocation rates are established for the case that there is only randomness of limited quality available at the transmitter. [23]
extends the result from [20] to noiseless bosonic channels under the strong secrecy criterion. The series of works [24]–[27]
explores a trade-off region between semantically secure communication, public communication and secret key generation which
can be specialized to just semantically secure communication in a straightforward way. The channel models considered are the
noiseless bosonic channel, the thermal-noise bosonic channel, the quantum amplifier channel and general infinite-dimensional
quantum channels. All achievability results are of asymptotic nature. In [28], a feedback scenario is considered under weak
secrecy.

c) Converse results for wiretap channels with quantum outputs: Multi-letter converse results for finite-dimensional
channels appear in [20], [21]. In [23], [25], single-letter converse results for noiseless bosonic channels are given, but they rely
on an unproven conjecture, the entropy photon number inequality. Converse results for general quantum channels and certain
bosonic channels that do not rely on unproven conjectures are given in [22], [26], [27]. Single-letter versions are available
only in the case of degradable channels, otherwise the converse results are multi-letter.

d) Semantic security for channels with quantum outputs: As mentioned above, many works have either given results that
imply semantic security or established them implicitly in their proofs. The works [22], [29], however, have considered the
question of security notion explicitly and established an interesting connection between strong secrecy and semantic security.
[22] contains a construction that can transform any wiretap code which achieves strong secrecy over a classical input, two
quantum outputs (c/qq) wiretap channel into a code that ensures semantic security and has (asymptotically) the same rate. As
was observed in [29], this holds also in the infinite-dimensional case. For the finite-dimensional case, [29] gives an alternative
construction for this transformation; the advantage here is that the construction is explicit so that it can be expected that if it is
used on a practically feasible code that achieves strong secrecy, the transformation will result in a semantically secure wiretap
code that retains the practical feasibility.

e) Resolvability for cq channels: To the best of our knowledge, the first works that contain resolvability results for cq
channels are [20], [21]. Further results appeared in [30] and a much more in-depth treatment with generalizations to the case
of imperfect randomness at the transmitter can be found in [22]. All of these works are specific to the finite-dimensional case.
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A

(b) c/qq wiretap channel consisting of the pair of channels
(DB, DE) both with classical continuous input alphabet and
quantum output on separable infinite-dimensional Hilbert space.

Fig. 1: Quantum wiretap channel models.

B. Contribution and Outline

The contribution of this paper can be summarized as follows:
• We establish a semantic security based direct coding theorem for wiretap channels with infinite-dimensional quantum output

observed by the eavesdropper (cf. Fig. 1). This result applies both to the case where the legitimate parties communicate
over a (possibly) continuous-alphabet classical channel, and to the case in which they also use a channel with classical
input and infinite-dimensional quantum output.

• We develop a new proof method for wiretap channels with the eavesdropper having access to a quantum version of the
input signal. This method also establishes a resolvability result for cq channels with infinite-dimensional output. Our
method is based on symmetrization arguments used to prove non-asymptotic versions of uniform laws of large numbers
based on Rademacher complexity.

• While the results are stated in qualitative formulation (exponential and doubly exponential decay for a suitable choice of
parameters), our proof method yields bounds for the finite block length regime as well. The explicit form of the exponents
can be found in the proofs in Section V.

• We establish our results under additive cost constraints. These types of constraints specialize in particular to the case of
average input energy constraints.

• We illustrate the finite-blocklength nature of our methods with numerical evaluations of the obtained error bounds in the
special case where both the legitimate communication parties and the eavesdropper use Gaussian cq channels.

• We discuss various established secrecy metrics for quantum communication systems and show how they are related to
each other.

In Section II, we introduce the wiretap channel models that are considered in this paper, and state the main results. In Section III,
we give the definitions of semantic security and other established secrecy metrics for quantum communication systems, and we
discuss how they are related. In particular, we show how the results stated in Section II imply a semantic security guarantee.
To establish the main results, we need a theorem on cq channel resolvability and a coding theorem for the cq channel, which
we state and briefly discuss in Section IV. Section V contains the proofs of the theorems in Sections II and IV. Finally, in
Section VI, we specialize our results to Gaussian cq channels and discuss how the error bounds of our wiretap coding theorem
can be evaluated at finite block lengths. For the example of a set of system parameters that is plausible for a real-world
optical communication system, we include plots made with these methods. A number of technical lemmas are relegated to the
appendix.

II. PROBLEM STATEMENT AND MAIN RESULT

In this section, we introduce the wiretap channel model and state our main results.

A. Notation and Conventions

Before we can make the formal problem statement, it is necessary to introduce some preliminaries. Let H be a separable
Hilbert space over C and let

B(H) :=

{
A : H → H : A is linear and sup

h∈H:||h||≤1

||Ah|| < ∞
}
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be the set of bounded linear operators on H where || · || denotes the norm on the Hilbert space H induced by the inner product.
The set T (H) of trace class operators [31] is defined by

T (H) :=
{
A ∈ B(H) : tr(A∗A)

1
2 < ∞

}
.

Endowed with the norm ∥·∥tr : T (H) → R+ defined by

∥A∥tr := tr(A∗A)
1
2 ,

for A ∈ T (H), the pair (T (H), ∥·∥tr) is a Banach space (cf. [31]) and is called the trace class on H.
The set of states or density operators S(H) ⊂ T (H) is given by

S(H) := {ρ ∈ T (H) : ρ ≥ 0, trρ = 1} , (1)

where ≥ denotes the positive semi-definite partial ordering of operators, and we follow the tradition of using lowercase Greek
letters for states. We will also occasionally use the operator norm ∥·∥op on B(H) which is given by

∥A∥op := sup
h∈H:||h||≤1

||Ah||

for A ∈ B(H), and for the reader’s convenience we summarize the specific properties of the operator and trace norms that we
use in Lemma 15 of the appendix. Note that the pair (B(H), ∥·∥op) is a Banach space as well (cf. [31]).

Given any finite set V , a V -valued positive operator-valued measure (POVM) [32], [33] is a sequence (Fv)v∈V of operators
on H such that for all v, Fv ≥ 0, and ∑

v∈V

Fv = 1. (2)

The POVM (Fv)v∈V is a mathematical description of a measurement with the possible outcomes v ∈ V . For a system in the
state ρ ∈ S(H), the probability of the outcome v ∈ V when performing the measurement represented by the POVM (Fv)v∈V

is given by the Born rule as
p(v) := tr (ρFv) . (3)

Since ρ ≥ 0 and Fv ≥ 0, we have p(v) ≥ 0. The defining relations (1), (2), and the linearity of the trace show that∑
v∈V

p(v) = 1,

so that, indeed, p is a probability mass function (p.m.f.) on V .
Throughout the paper, we use the following abbreviations. For a Hilbert space H, A ∈ B(H), and n ∈ N, H⊗n := H⊗. . .⊗H

stands for n-fold tensor product of H and A⊗n := A⊗ . . .⊗A denotes the n-fold tensor power of A. For a set X and n ∈ N we
set Xn := X × . . .×X for n-fold Cartesian product of the set X . Moreover, we use the abbreviation xn := (x1, . . . , xn) ∈ Xn.

Throughout this work, expectations and integrals of operator-valued random variables and functions will play an important
role. Since we do not assume that the input alphabet X is necessarily finite or discrete, we assume that X is equipped with a σ-
algebra Σ which represents a collection of measurable sets. This means in particular that the probability space underlying these
expectations is possibly infinite as well. The expectations are therefore formally defined as Bochner integrals on the Banach
space (T (H), ∥·∥tr). The exact definitions and many important facts about Bochner integration can, e.g., be found in [34,
Section V.5]. Therefore, many technical questions of measurability and integrability arise in our proofs. We summarize the
preliminaries on measurability that we use in this paper in Lemma 18 and the necessary preliminaries on Bochner integration
in Lemma 19 of the appendix. When referring to the notions of continuity (measurability) of functions, it is important to
specify with respect to which topology (σ-algebra) the function in question is continuous (measurable). We therefore adopt
the following conventions: When the domain or range of a function is given as X , measurability is with respect to Σ. When
the domain or range is given as B(H), the continuity (measurability) of the function is with respect to the topology (Borel
σ-algebra) induced by the operator norm. When the domain or range is given as T (H) or S(H), the continuity (measurability)
of the function is with respect to the topology (Borel σ-algebra) induced by the trace norm. When the domain or range is a
subset of R or C, we consider the topology (Borel σ-algebra) induced by the Euclidean norm.

B. System Model and Main Result

In this work, we study wiretap channels with classical input, one classical output, one quantum output (c/cq) and wiretap
channels with classical input, two quantum outputs (c/qq). Formally, a c/cq wiretap channel is a pair (W,DE), where W is a
stochastic kernel (i.e., a classical channel), DE is a cq channel, and W and DE share the same input alphabet. The idea behind
this definition is that the eavesdropper observes a quantum system instead of a classical output while the legitimate receiver
observes a classical output. A c/qq wiretap channel is a pair (DB, DE) where both DB and DE are cq channels.
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In the following, we describe the system model (which is also depicted in Fig. 1) in more detail. The transmitter A transmits
a channel input X which is a random variable ranging over a measurable space (X ,Σ), the input alphabet. The eavesdropper
E observes the output of a cq channel which is described by a measurable map DE : X → S(HE) where HE is a separable
Hilbert space. The measurability of DE is with respect to Σ and the Borel σ-algebra induced by the trace norm. In the case
of the c/qq wiretap channel (Fig. 1b), the legitimate receiver B also observes the output of a cq channel, described by a
measurable map DB : X → S(HB), where HB is a separable Hilbert space. In the case of the c/cq wiretap channel (Fig. 1a),
the legitimate receiver observes the output X̂ which is a random variable ranging over another measurable space (X̂ , Σ̂) and
its relationship with X is described by a stochastic kernel W : Σ̂×X → [0, 1], the legitimate receiver’s (classical) channel.

For xn := (x1, . . . , xn) ∈ Xn and B1, . . . , Bn ∈ Σ̂, we set

Wn(B1 × . . .×Bn, x
n) :=

n∏
i=1

W (Bi, xi), (4)

for classical channels W , and

Dn(xn) :=

n⊗
i=1

D(xi) = D(x1)⊗ · · · ⊗D(xn), (5)

for cq channels D, i.e., we consider n-th memoryless extensions of the channels W and D.
A wiretap code for the c/cq channel (W,DE) (for the c/qq channel (DB, DE)) with message set size M and block length

n is a pair (Enc,Dec) such that
• The encoder is a stochastic kernel mapping Enc : Σ⊗n × {1, . . . ,M} → [0, 1], where X is the common input alphabet

of W and DE (of DB and DE).
• In case of a classical channel W to the legitimate receiver, the decoder is a deterministic mapping Dec : X̂n → {1, . . . ,M},

where X̂ is the output alphabet of W .
• In case of a cq channel DB to the legitimate receiver, the decoder is a {1, . . . ,M}-valued POVM (Ym)Mm=1 on HB.
The rate of a wiretap code is defined as log(M)/n. In this paper, we always use the logarithm (as well as the exponential

function denoted exp) with Euler’s number as a base and consequently, the rate is given in nats per channel use. For the c/cq
channel and ε ≥ 0, we say that the wiretap code has average error ε if

EMP
(
Dec(X̂n) ̸= M

)
≤ ε (6)

where X̂n is the random variable observed by the legitimate receiver, resulting from encoding and transmission of a uniformly
distributed message M through the channel Wn. For the c/qq channel and ε ≥ 0, we say that the wiretap code has average
error ε if

EMtr (Dn
B ◦ Enc(M)(1− YM)) ≤ ε (7)

for a uniformly distributed message M. The composition of the stochastic kernel mapping Enc : Σ⊗n × {1, . . . ,M} → [0, 1]
and the cq channel Dn

B : Xn → S(H⊗n
B ) is given by

Dn
B ◦ Enc(m) :=

∫
Xn

Dn
B(xn)Enc(dxn,m), (8)

for m ∈ {1, . . . ,M}. Note that the integral is well-defined by the measurability of DB and that the integral exists in Bochner
sense by Lemma 19-1). Moreover, Dn

B ◦ Enc(m) ∈ S(H⊗n
B ) by Lemmas 19-4) and Lemma 19-3).

Remark 1. Despite their different appearance, the expressions in (6) and (7) are closely related, as we will briefly explain.
Introducing the indicator functions of the decoding sets 1Dec(m)−1 for m ∈ {1, . . . ,M}, we can write (6) as

EMP
(
Dec(X̂n) ̸= M

)
=

1

M

M∑
m=1

M∑
m̂=1:m̂ ̸=m

∫ (∫
1Dec(m̂)−1(x̂n)Wn(dx̂n, xn)

)
Enc(dxn,m). (9)

On the other hand, using (2) for the decoding POVM (Ym)Mm=1 together with the linearity of the trace and the integral, we
have

EMtr (Dn
B ◦ Enc(M)(1− YM)) =

1

M

M∑
m=1

M∑
m̂=1:m̂ ̸=m

∫
tr (Ym̂Dn

B(xn)) Enc(dxn,m). (10)

The inner integral in (9) and the term containing the trace in (10) both describe the probability that the message m̂ is
detected/measured given that the channel input is xn ∈ Xn.

For δ ≥ 0, we say that the wiretap code (Enc,Dec) has distinguishing security level δ if

∀m1,m2 ∈ {1, . . . ,M} ∥Dn
E ◦ Enc(m1)−Dn

E ◦ Enc(m2)∥tr ≤ δ, (11)
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where Dn
E ◦ Enc is defined in an analogous way to (8).

The main results of this work state that wiretap codes for certain c/cq and c/qq channels exist that simultaneously achieve low
average error and low distinguishing security level. Achievable secrecy rates are characterized by two information quantities.
Information density and mutual information of the classical channel W associated with an input distribution P on X are
defined in the usual way as

iP (x
n; x̂n) := log

dWn(·, xn)

dP̂
(x̂n), I(P,W ) := EiP (X; X̂) (12)

where P̂ is the distribution of the output of W under the input distribution P , and X̂ is a random variable distributed according
to P̂ (or X̂ ∼ P̂ for short). For ρ ∈ S(H), we define the von Neumann entropy

H (ρ) := −tr(ρ log ρ)

with the convention H (ρ) = ∞ if ρ log ρ /∈ T (H). For an input distribution P , X ∼ P , and a cq channel D : X → S(H),
we define

DP := ED(X) (13)

to be the density operator of the output of the channel under input distribution P . Note that since ∥D(x)∥tr = 1 for all x ∈ X ,
the expectation ED(X) exists by Lemma 19-1). Moreover, von Neumann entropy H (·) is lower semi-continuous with respect
to the topology induced by the trace norm ∥·∥tr (cf. [35, Theorem 11.6]). Consequently, the map X ∋ x 7→ H (D(x)) is
measurable. Therefore, for a random variable X ∼ P , we can define the Holevo information as

χ(P ;D) := Etr
(
D(X) logD(X)

)
− tr

(
DP logDP

)
= H (DP )− EH (D(X)) , (14)

where we adopt the convention that χ(P ;D) = ∞ whenever H (DP ) = ∞ or if the integral EH (D(X)) does not exist. More
information on definition, measurability, and structural properties of χ(P ;D) can be found in [36].

An additive cost constraint (c, C) consists of a measurable cost function c : X → [0,∞) and a constraint C ∈ (0,∞). A
tuple xn ∈ Xn satisfies the additive cost constraint (c, C) if

c(x1) + · · ·+ c(xn) ≤ nC.

We say that the cost constraint is compatible with a distribution P on X if, for X ∼ P , we have

Ec(X) < C,

and if there is t ∈ (0,∞) with E exp(tc(X)) < ∞.
We have now introduced all necessary terminology to state the main result of this work. For better readability, we state the

result for the c/cq wiretap channel (Theorem 1) and for the c/qq wiretap channel (Theorem 2) separately although the theorems
are very similar. The proofs are deferred to Section V-F.

Theorem 1. Let (W,D) be a c/cq wiretap channel, let P be a probability distribution on the input alphabet X , and let
X ∼ P such that

• there is αmin < 1 with DE(x)
αmin ∈ T (H) for almost all x, Dαmin

P ∈ T (H), and the Bochner integral EDE(X)αmin

exists;
• there is t > 0 such that E exp(tiP (X; X̂)) < ∞.

Let (c, C) be a cost constraint compatible with P , and let R < I(P,W ) − χ(P ;DE). Then there are γ1, γ2 ∈ (0,∞) such
that for sufficiently large n, there exists a wiretap code with the following properties:

1) The code has a rate of at least R.
2) The output of the encoder satisfies the cost constraint (c, C) almost surely.
3) The code has an average error ε = exp(−γ1n) as defined in (6).
4) The code has distinguishing security level δ = exp(−γ2n) as defined in (11).

Theorem 2. Let (DB, DE) be a c/qq wiretap channel, and let P be a probability distribution on the input alphabet X such
that for both choices of D ∈ {DE, DB}, there is αmin < 1 with D(x)αmin ∈ T (H) for almost all x, Dαmin

P ∈ T (H), and the
Bochner integral ED(X)αmin exists, where X ∼ P .

Let (c, C) be a cost constraint compatible with P , and let R < χ(P ;DB)−χ(P ;DE). Then there are γ1, γ2 ∈ (0,∞) such
that for sufficiently large n, there exists a wiretap code with the following properties:

1) The code has a rate of at least R.
2) The output of the encoder satisfies the cost constraint (c, C) almost surely.
3) The code has an average error of ε = exp(−γ1n) as defined in (7).
4) The code has distinguishing security level δ = exp(−γ2n) as defined in (11).
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Remark 2. As mentioned in the introduction, converse results were derived in [22], [26], [27]. Single-letter versions are
shown for degradable channels; otherwise the bounds are of the multi-letter variety. In [37], it has been shown by means of
many explicit examples that the capacity of c/qq and c/cq wiretap channels is non-additive. Therefore, single-letter converses
are not possible in general.

III. SECURITY NOTIONS FOR WIRETAP CHANNELS WITH QUANTUM OUTPUTS

The distinguishing security criterion provided by Theorems 1 and 2 implies security guarantees against eavesdropping attacks
that extend beyond an attacker’s ability to reconstruct the entire transmitted message. In this section, we discuss various notions
of security and their operational implications.

A. Semantic Security

In this subsection, we give a definition of semantic security that is analogous to the classical archetype in [15]. Formally,
semantic security means that a large class of possible objectives (which includes the objective of reconstructing the entire
transmitted message, but also many others) cannot be reached by the eavesdropper.

Problem 1. (Eavesdropper’s objective.) Each possible eavesdropper’s objective that we consider in this paper is defined by
a partition Π of the message space {1, . . . ,M}. The eavesdropper’s objective is then to output some π ∈ Π such that the
originally transmitted message is contained in π.

The partition of {1, . . . ,M} that corresponds to the reconstruction of the entire message consists of all singleton sets, i.e.,

Π =
{
{1}, . . . , {M}

}
.

But also other possible objectives can be defined by a message space partition. For instance, the task of reconstructing the first
bit of the transmitted message would be represented by

Π =
{
{m : The binary representation of m starts with 0}, {m : The binary representation of m starts with 1}

}
.

In this section, we assume that the eavesdropper has prior knowledge of the probability distribution PM from which the
transmitted message M is drawn. While this may not be realistic in some practical scenarios, it is certainly possible, for
example when the eavesdropper knows that a protocol is executed in which only certain messages can be transmitted at certain
time instances. In any case, this is not a restrictive assumption since it represents an additional advantage that the eavesdropper
has compared to a case where no such prior knowledge is available.

We assume in this work that, after message M has been transmitted, the eavesdropper can perform any Π-valued POVM
on the output ρnE(M) of the channel

ρnE := Dn
E ◦ Enc. (15)

By the Born rule, a Π-valued POVM (Fπ)π∈Π and ρnE(M) induce a probability distribution on Π, described by the p.m.f.

p(π) := tr(Fπρ
n
E(M)).

p describes the probability distribution of the eavesdropper’s conclusion of what the correct partition element π is under a
fixed communication scheme, distribution of the message, and reconstruction strategy of the eavesdropper.

We define the eavesdropper’s maximum success probability when a quantum measurement is performed on a quantum state
ρnE(M) as

Succ(Π, PM, ρnE) := sup

{
EM

∑
π∈Π:M∈π

tr(Fπρ
n
E(M)) : (Fπ)π∈Π is a POVM

}
. (16)

Note that since Π is a partition, the sum consists of only one summand for each fixed realization of M.
It is important to emphasize at this point that it is not possible in general to guarantee a low eavesdropper’s success

probability. For instance, M could be drawn from a distribution where the binary representation of M almost surely starts with
0. What we can control, however, is the advantage that the eavesdropper gains by observing ρnE(M) compared to the situation
where it cannot observe any channel output. We denote the maximum achievable success probability in solving Problem 1 for
partition Π and message distribution PM without observing any quantum state (i.e., by pure guessing) by

Guess(Π, PM) := sup {P(M ∈ π) : π is a random variable ranging over Π} .
This leads us to the following definition of semantic security.
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Definition 1. The eavesdropper’s semantic security advantage associated with the eavesdropper’s output state ρnE(M) is defined
as

Advsem(ρ
n
E) := sup

{
Succ(Π, PM, ρnE)−Guess(Π, PM) :

Π is a partition of {1, . . . ,M}, PM is a probability distribution on {1, . . . ,M}.
}

(17)

We say that semantic security level δ is satisfied for the output state ρnE if

Advsem(ρ
n
E) ≤ δ.

This is a straightforward quantum analog of the term semantic security which is already an established performance metric
both in classical cryptography and information-theoretic secrecy [15].

B. Other Security Notions

There are alternative security definitions that are easier to analyze in proofs than semantic security in the sense of Definition 1.
In this section, we introduce several of these alternative established notions of security. We point out that the terminology is
not the same everywhere in the literature, neither for classical nor for quantum wiretap channels. Because both distinguishing
security as defined in Definition 2-4) and mutual information security as defined in Definition 2-3) below imply semantic
security in the sense of Definition 1 above, some papers use these alternative definitions directly for semantic security. In this
section, we define these alternative notions and show some implications between them. This is very similar to the treatment
of the classical case [15], [38].

Definition 2. Given a cq channel {1, . . . ,M} ∋ m 7→ ρnE(m) (cf. Eq. (15)) and δ ∈ R, δ ≥ 0, we say that:
1) Weak secrecy level δ is satisfied if

Advweak(ρ
n
E) :=

1

n
χ(PM; ρnE) ≤ δ,

where PM is the uniform distribution over all messages {1, . . . ,M}.
2) Strong secrecy level δ is satisfied if

Advstr(ρ
n
E) := χ(PM; ρnE) ≤ δ,

where PM is the uniform distribution over all messages {1, . . . ,M}.
3) Mutual information security level δ is satisfied if

Advinf(ρ
n
E) := max

PM

χ(PM; ρnE) ≤ δ,

where PM ranges over all probability distributions of messages {1, . . . ,M}.
4) Distinguishing security level δ is satisfied if

Advdist(ρ
n
E) := max

{
∥ρnE(m1)− ρnE(m2)∥tr : m1,m2 ∈ {1, . . . ,M}

}
≤ δ.

The terms on the left-hand side of these inequalities are called the weak secrecy (strong secrecy, mutual information security,
distinguishing security) advantage of the eavesdropper.

For a sequence of encoding schemes with growing block length n, we say that the sequence is semantically secure (weakly
secret, strongly secret, mutual information secure, distinction secure) if the corresponding advantage vanishes as n tends to
infinity.

Remark 3. We note that post-processing steps carried out by the eavesdropper cannot increase any of the advantages given
in Definition 1 and Definition 2. To see this, let N : T (HE) → T (H′

E) be a quantum channel, i.e., positive, trace-preserving
map such that the dual map N ′ : B(H′

E) → B(HE), given by

tr(AN (B)) = tr(N ′(A)B) (18)

for all A ∈ B(H′
E) and all B ∈ T (HE), is completely positive [33, Section 7.1]. The map N represents a possible post-

processing that can be performed by the eavesdropper. The monotonicity of quantum relative entropy under the action of
quantum channels [39] implies that

Advweak(N ◦ ρnE) ≤ Advweak(ρ
n
E),

Advstr(N ◦ ρnE) ≤ Advstr(ρ
n
E),

and
Advinf(N ◦ ρnE) ≤ Advinf(ρ

n
E).
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Moreover, since for all states ρ, σ ∈ S(H) we have [32, Prop. 4.37]

∥N (ρ)−N (σ)∥tr ≤ ∥ρ− σ∥tr ,
we can conclude that

Advdist(N ◦ ρnE) ≤ Advdist(ρ
n
E),

holds as well. Finally, we have
Advsem(N ◦ ρnE) ≤ Advsem(ρ

n
E),

which can be deduced as follows. Since for any given partition Π and probability distribution PM, the quantity

Guess(Π, PM)

does not depend on the eavesdropper’s output state, it is sufficient to prove

Succ(Π, PM,N ◦ ρnE) ≤ Succ(Π, PM, ρnE),

for all partitions Π and probability distributions PM. Showing this is the aim of the following argument:

Succ(Π, PM,N ◦ ρnE) = sup

{
EM

∑
π∈Π:M∈π

tr(FπN ◦ ρnE(M)) : (Fπ)π∈Π is a POVM on H′
E

}
(a)
= sup

{
EM

∑
π∈Π:M∈π

tr(N ′(Fπ)ρ
n
E(M)) : (Fπ)π∈Π is a POVM on H′

E

}

= sup

{
EM

∑
π∈Π:M∈π

tr(F ′
πρ

n
E(M)) : F ′

π = N ′(Fπ) where (Fπ)π∈Π is a POVM on H′
E

}
(b)

≤ sup

{
EM

∑
π∈Π:M∈π

tr(F ′
πρ

n
E(M)) : (F ′

π)π∈Π is a POVM on HE

}
= Succ(Π, PM, ρnE),

where step (a) is by definition (18) of the dual map N ′. The inequality (b) follows from the fact that N ′ is a unital (i.e.,
N ′(1H′

E
) = 1HE

) and positive map. Therefore, it maps the POVMs on H′
E to a subset of the POVMs on the Hilbert space

HE, which leads to a larger supremum in the inequality (b).
Consequently, in proofs of security guarantees, it is sufficient to focus on the case ρnE = Dn ◦ Enc, as we do in Theorems 1
and 2, since the guarantees automatically extend to all post-processing attempts represented by application of quantum channels
at the eavesdropper.

In the remainder of this section, we follow the arguments in [38] for the classical case and prove that similar implications also
hold in the quantum case between the different security notions of Definitions 1 and 2. For the implication from distinguishing
security to mutual information security, we use a slightly more general approach that applies not only to finite-dimensional
systems but also to some practically relevant infinite-dimensional systems.

Lemma 1. Advsem(ρ
n
E) ≤ 1

2Advdist(ρ
n
E).

Proof. Suppose the eavesdropper’s output state is ρnE(M), and let (Fπ)π∈Π be a POVM.
We define a p.m.f.

q : Π → [0, 1], π 7→ EMtr(Fπρ
n
E(M)). (19)

Clearly, q does not depend on an observed channel output, so we have

Guess(Π, PM) ≥ EM

∑
π∈Π:M∈π

q(π). (20)

Therefore,

EM

∑
π∈Π:M∈π

tr(Fπρ
n
E(M))−Guess(Π, PM)

(20)

≤ EM

∑
π∈Π:M∈π

(tr(Fπρ
n
E(M))− q(π))

(19)
= EM

∑
π∈Π:M∈π

(
tr
(
Fπρ

n
E(M)

)
− EMtr

(
Fπρ

n
E(M)

))
= EMtr

( ∑
π∈Π:M∈π

(Fπρ
n
E(M)− FπEMρnE(M))

)
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= EMtr

(( ∑
π∈Π:M∈π

Fπ

)
(ρnE(M)− EMρnE(M))

)
(a)

≤ 1

2
EM ∥ρnE(M)− EMρnE(M)∥tr

(b)

≤ 1

2
EM,M′ ∥ρnE(M′)− ρnE(M)∥tr

≤ 1

2
Advdist(ρ

n
E).

(a) is by Lemma 15-5), and (b) is by replacing M with an independent copy M′ and then applying Lemma 19-2). Since this
derivation holds for every choice of F , PM and Π, the lemma immediately follows.

Lemma 2. Advdist(ρ
n
E) ≤ 4Advsem(ρ

n
E).

Proof. Fix arbitrary m1,m2 ∈ {1, . . . ,M}. We will show that

∥ρnE(m1)− ρnE(m2)∥tr ≤ 4Advsem(ρ
n
E).

Since this is immediately clear for m1 = m2, we may assume m1 ̸= m2 in the following. We fix the message probability
distribution

PM(m) :=

{
1
2 , m ∈ {m1,m2}
0, otherwise,

and the partition Π := {{m1}, {1, . . . ,M} \ {m1}}. Any guess over this partition will be correct with probability 1/2. So for
any operator 0 ≤ F ≤ 1, we can calculate

Advsem(ρ
n
E)

(17)

≥ Succ(Π, PM, ρnE)−
1

2

(16)

≥ 1

2
tr(FρnE(m1)) +

1

2
tr((1− F )ρnE(m2))−

1

2
=

1

2
tr(F (ρnE(m1)− ρnE(m2))).

We now fix F as the operator which maximizes the latter term according to Lemma 15-5), and obtain

Advsem(A) ≥ 1

4
∥ρnE(m1)− ρnE(m2)∥tr ,

concluding the proof.

Lemma 3. Advdist(ρ
n
E) ≤ 2

√
2Advinf(ρnE).

Proof. Fix arbitrary m1,m2 ∈ {1, . . . ,M}. We will show that

∥ρnE(m1)− ρnE(m2)∥tr ≤ 2
√

2Advinf(ρnE). (21)

Since this is immediately clear for m1 = m2, we may assume m1 ̸= m2 in the following. We define quantum states

ρ :=
1

2
|m1⟩ ⟨m1| ⊗ ρnE(m1) +

1

2
|m2⟩ ⟨m2| ⊗ ρnE(m2)

σ :=

(
1

2
|m1⟩ ⟨m1|+

1

2
|m2⟩ ⟨m2|

)
⊗
(
1

2
ρnE(m1) +

1

2
ρnE(m2)

)
,

where |m1⟩ , |m2⟩ are an orthonormal basis of some 2-dimensional Hilbert space. We further fix a distribution PM on the set
{1, . . . ,M} of messages via

PM(m) :=

{
1
2 , m ∈ {m1,m2}
0, otherwise.

Then, we can calculate

Advinf(ρ
n
E) ≥ χ(PM; ρnE)

(a)
= H(ρ;σ)

(b)

≥ 1

2
∥ρ− σ∥2tr

=
1

2

∥∥∥∥14 (|m1⟩ ⟨m1| − |m2⟩ ⟨m2|)⊗ (ρnE(m1)− ρnE(m2))

∥∥∥∥2
tr

=
1

2
· 1

16
∥|m1⟩ ⟨m1| − |m2⟩ ⟨m2|∥2tr ∥ρnE(m1)− ρnE(m2)∥2tr

=
1

8
∥ρnE(m1)− ρnE(m2)∥2tr
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where step (a) uses the definition of relative quantum entropy

H(ρ;σ) := trρ log ρ− trρ log σ,

where by convention, H(ρ;σ) = ∞ whenever the support of ρ is not contained in the support of σ or one of the traces is
infinite [35, Definition 7.1]. Step (b) is a quantum version of the Pinsker inequality, namely, the stronger version of [35, Prop.
7.3] that is mentioned in [35, Section 7.8] and originally proven for a more general scenario in [40, Theorem 3.1]. This yields
(21), concluding the proof of the lemma.

For the bound of Advinf(ρ
n
E) in terms of Advdist(ρ

n
E), we introduce some technical terms first. A linear operator G on H

is called a Gibbs observable if it satisfies the following properties:
• It is of the form

G |h⟩ :=
∑
i∈N

gi ⟨ei, h⟩ |ei⟩ , (22)

defined on the dense domain

D(G) :=

{
h ∈ H :

∑
i∈N

|gi|2 |⟨ei, h⟩|2 < ∞
}
, (23)

where (gi)i∈N is an unbounded sequence of nonnegative real numbers that includes 0 and |ei⟩i∈N form an orthonormal
basis in H (cf. [35, Definition 11.3] and [41, Section 4]). Note that G is an unbounded self-adjoint operator on the domain
D(G) (which is a simple consequence of [31, Theorem VIII.3 (c)]).

• For every β ∈ (0,∞), it holds that
exp(−βG) ∈ T (H), (24)

with the definition
exp(−βG) |h⟩ :=

∑
i∈N

exp(−βgi) ⟨ei, h⟩ |ei⟩ ,

h ∈ H (cf. [41, Section 4]). Note that for (24) to hold, it is necessary that the spectrum of G given by the sequence
(gi)i∈N is unbounded and every eigenvalue has finite multiplicity.

For a Gibbs observable G and ρ ∈ S(H), we adopt the convention (cf. [35, (11.6)])

tr(ρG) :=
∑
i∈N

gi ⟨ei, ρei⟩ ∈ [0,∞], (25)

and we define (see [41, Section 4]) for E ∈ [0,∞)

HG(E) := sup {H (ρ) : ρ ∈ S(H), tr(ρG) ≤ E} ∈ [0,∞). (26)

In [42, Proposition 1], it is proven that this supremum is finite and is in fact realized by a state of maximum entropy.

Lemma 4. Suppose that Gn is a Gibbs observable on H⊗n
E and E ∈ [0,∞) such that for every m ∈ {1, . . . ,M}, we have

tr(ρnE(m)Gn) ≤ E. Assume further that Advdist(ρ
n
E) ≤ 1. Then, we have

Advinf(ρ
n
E) ≤ Advdist(ρ

n
E)HGn

(
2E

Advdist(ρnE)

)
+ h

(
Advdist(ρ

n
E)

2

)
,

where h : [0, 1] → R, t 7→ −t log t− (1− t) log(1− t) is the binary entropy.

Proof. We fix an arbitrary probability distribution PM on {1, . . . ,M} and define

m̃ := argmin
m∈{1,...,M}

H (ρnE(m)) . (27)

Then, we have

χ(PM; ρnE) = H (EMρnE(m))− EMH (ρnE(M))

(27)

≤ H (EMρnE(m))−H (ρnE(m̃))

(a)

≤ ∥EMρnE(m)− ρnE(m̃)∥tr HGn

(
2E

∥EMρnE(m)− ρnE(m̃)∥tr

)
+ h

(∥EMρnE(m)− ρnE(m̃)∥tr
2

)
(b)

≤ Advdist(ρ
n
E)HGn

(
2E

Advdist(ρnE)

)
+ h

(
Advdist(ρ

n
E)

2

)
,

where (a) is an application of [41, Lemma 15]. For (b), we first observe that due to Lemma 19-2) and Definition 2-4), we have

∥EMρnE(M)− ρnE(m̃)∥tr ≤ EM ∥ρnE(M)− ρnE(m̃)∥tr ≤ Advdist(ρ
n
E) ≤ 1.
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The inequality in the first summand then follows from [41, Corollary 12], and in the second summand from the well-known
fact that binary entropy is nondecreasing on [0, 1/2].

It is not clear from Lemma 4 how Advinf(ρ
n
E) behaves for n → ∞ since both ρnE and the Gibbs observable Gn depend on

n. In the following Lemmas 5 and 6, we derive a bound for Advinf(ρ
n
E) that depends on n only explicitly and via Advdist(ρ

n
E).

To this end, we need a way to lift a Gibbs observable G on a Hilbert space H to a Gibbs observable Gn on H⊗n, and a
relation between HG and HGn . Let (gi)i∈N be the eigenvalues and |ei⟩i∈N be the eigenvectors associated with G, i.e., G can
be written as in (22) and (23). Then (|ei1⟩ ⊗ · · · ⊗ |ein⟩)i1,...,in∈N is an orthonormal basis of H⊗n and the operator

Gn := G⊗ 1⊗ · · · ⊗ 1+ · · ·+ 1⊗ · · · ⊗ 1⊗G (28)

is well-defined on the set of (finite) linear combinations of (|ei1⟩ ⊗ · · · ⊗ |ein⟩)i1,...,in∈N. Moreover, for any i1, . . . , in ∈ N,
we have

Gn |ei1⟩ ⊗ · · · ⊗ |ein⟩ = (gi1 + · · ·+ gin) |ei1⟩ ⊗ · · · ⊗ |ein⟩ .
Then on the dense domain

D(Gn) :=

h ∈ H⊗n :
∑

i1,...,in∈N
|gi1 + · · ·+ gin |2 |⟨ei1 ⊗ · · · ⊗ ein , h⟩|2 < ∞

 , (29)

we can write
Gn |h⟩ =

∑
i1,...,in∈N

(gi1 + · · ·+ gin) ⟨ei1 ⊗ · · · ⊗ ein , h⟩ |ei1⟩ ⊗ · · · ⊗ |ein⟩ . (30)

It is easily shown using [31, Theorem VIII.3 (c)] that (29) and (30) define a self-adjoint operator on H⊗n. Additionally, for
any β ∈ (0,∞), we have

tr
(
exp(−βGn)

)
=

∑
i1,...,in∈N

⟨ei1 ⊗ · · · ⊗ ein , exp(−βGn)ei1 ⊗ · · · ⊗ ein⟩

=
∑

i1,...,in∈N
exp(−β(gi1 + · · ·+ gin))

(a)
=

(∑
i∈N

exp(−βgi)

)n

< ∞,

where (a) is due to the theorem of Fubini-Tonelli applied to the n-fold product of the counting measure on N. Therefore,

exp(−βGn) ∈ T (H⊗n), (31)

for all β ∈ (0,∞). Consequently, (29), (30), and (31) show that Gn is a Gibbs observable on H⊗n.

Lemma 5. Let G be a Gibbs observable on H, and let Gn be the corresponding Gibbs observable on H⊗n given by (28) –
(30). Let E ∈ [0,∞). Then

HGn(E) = nHG

(
E

n

)
.

Proof. Let ρ ∈ S(H⊗n) be the quantum state which attains the supremum in the definition of HGn(E) (cf. [42, Proposition
1]) analog to (26), i.e., tr(ρGn) ≤ E and H (ρ) = HGn(E). Further, use ρ1, . . . , ρn to denote the marginal states of ρ on the
factors of H⊗n. We have

tr(ρGn) = tr(ρ(G⊗ 1⊗ · · · ⊗ 1)) + · · ·+ tr(ρ(1⊗ · · · ⊗ 1⊗G)) = tr(ρ1G) + · · ·+ tr(ρnG). (32)

By sub-additivity of von Neumann entropy, we have

H (ρ) ≤ H (ρ1) + · · ·+H (ρn) ≤ HG(E1) + · · ·+HG(En), (33)

where we defined Ei := tr(ρiG) for i ∈ {1, . . . , n}. On the other hand, for states σi, i ∈ {1, . . . , n}, with

H (σi) = HG(Ei)

we define
σ̃ := σ1 ⊗ · · · ⊗ σn.

Then
tr(σ̃Gn) ≤ E
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by a calculation similar to (32), and by additivity of von Neumann entropy on product states we obtain

HG(E1) + · · ·+HG(En) = H (σ1) + · · ·+H (σn) = H (σ̃) ≤ HGn(E) = H (ρ) . (34)

From (33) and (34) we arrive at

HGn(E) = H (ρ) = H (ρ1) + · · ·+H (ρn) = HG(E1) + · · ·+HG(En). (35)

From (32), it is clear that E ≥ E1 + · · · + En. Let E′
1, . . . , E

′
n ∈ [0,∞) be such that E′

1 + · · · + E′
n ≤ E, but otherwise

arbitrary. By choosing states ρ′1, . . . , ρ
′
n with tr(ρ′iG) ≤ E′

i and H (ρ′i) = HG(E
′
i), we can argue

HG(E
′
1) + · · ·+HG(E

′
n) = H (ρ′1) + · · ·+H (ρ′n) = H (ρ′1 ⊗ · · · ⊗ ρ′n)

(a)

≤ HGn(E′
1 + · · ·+ E′

n)
(b)

≤ HGn(E),

where (a) follows from a calculation similar to (32) and the definition (26), and (b) is by monotonicity of HGn
. By (35), these

inequalities hold with equality in case E1 = E′
1, . . . , En = E′

n, so we have

HG(E1) + · · ·+HG(En) = max
{
HG(E

′
1) + · · ·+HG(E

′
n) : E′

1, . . . , E
′
n ∈ [0,∞), E′

1 + · · ·+ E′
n ≤ E

}
.

Moreover, we have for any such choice of E′
1, . . . , E

′
n

nHG

(
E

n

)
(a)

≥ nHG

(
n∑

i=1

1

n
E′

i

)
(b)

≥ n

n∑
i=1

1

n
HG(E

′
i) = HG(E

′
1) + · · ·+HG(E

′
n), (36)

where (a) is again by monotonicity and (b) follows from the fact that HG is a concave function [42, Proposition 1-iii)]. Due
to the strict monotonicity (it is shown in [42, Proposition 1-ii)] that the derivative is strictly positive) and strict concavity of
HG [42, Proposition 1-iii)], these inequalities clearly both hold with equality iff E′

1 = · · · = E′
n = E/n, and since we know

that E1, . . . , En maximize the right-hand side of (36), we get E1 = · · · = En = E/n. Substituting this in (35) proves the
lemma.

Lemma 6. Let ρnE be as defined in (15). Assume that for all x ∈ X , we have tr(DE(x)G) ≤ E, where G is a Gibbs observable
on HE. Suppose further that Advdist(ρ

n
E) ≤ 1. Then

Advinf(ρ
n
E) ≤ nAdvdist(ρ

n
E)HG

(
2E

Advdist(ρnE)

)
+ h

(
Advdist(ρ

n
E)

2

)
.

Proof. Let Gn be given in (28) – (30). We have, for every xn ∈ Xn,

tr(Dn
E(x

n)Gn) = tr(DE(x1)G) + · · ·+ tr(DE(xn)G) ≤ nE. (37)

Note that for each i ∈ {1, . . . , n}, the function tr(DE(xi)G) is measurable due to representation as a series of measurable
functions given in (25). Therefore, tr(Dn

E(x
n)Gn) is a measurable and bounded function. Thus, using the representation (30)

of Gn, we obtain, for every m,

tr(ρnE(m)Gn) = tr

(∫
Dn

E(x
n)Enc(dxn,m)Gn

)
(25)
=

∑
i1,...,in∈N

(gi1 + · · ·+ gin)

〈∫
Dn

E(x
n)Enc(dxn,m)ei1 ⊗ · · · ⊗ ein , ei1 ⊗ · · · ⊗ ein

〉
(a)
=

∑
i1,...,in∈N

(gi1 + · · ·+ gin)

∫
⟨Dn

E(x
n)ei1 ⊗ · · · ⊗ ein , ei1 ⊗ · · · ⊗ ein⟩Enc(dxn,m)

(b)
=

∫ ∑
i1,...,in∈N

(gi1 + · · ·+ gin) ⟨Dn
E(x

n)ei1 ⊗ · · · ⊗ ein , ei1 ⊗ · · · ⊗ ein⟩Enc(dxn,m)

(25)
=

∫
tr(Dn

E(x
n)Gn)Enc(dxn,m)

(37)

≤ nE,

where (a) is by Lemma 19-3) and (b) is by the monotone convergence theorem. Therefore, we can apply Lemmas 4 and 5 and
obtain

Advinf(ρ
n
E) ≤ Advdist(ρ

n
E)HGn

(
2nE

Advdist(ρnE)

)
+ h

(
Advdist(ρ

n
E)

2

)
= nAdvdist(ρ

n
E)HG

(
2E

Advdist(ρnE)

)
+ h

(
Advdist(ρ

n
E)

2

)
,
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concluding the proof.

It is known [42, Proposition 1-ii)] that Advdist(ρ
n
E)HG (2E/Advdist(ρ

n
E)) tends to 0 as Advdist(ρ

n
E) tends to 0, and it is

also clear that the binary entropy term vanishes in this case. However, in general, the presence of the extra factor n in the
upper bound of Lemma 6 means that an additional argument is necessary to show that distinguishing security implies mutual
information security. We do not have such an argument for the general case, but we show in the following lemma that the
implication holds in important special cases. The first of these cases is that the eavesdropper’s output is finite-dimensional.
The other cases are infinite dimensional and assume the existence of Gibbs observables for the eavesdropper’s output that are
closely related to the Hamiltonian of harmonic oscillator of bounded energy. Therefore, they specialize to bosonic systems
with either one or finitely many modes. In this case, the Hilbert space under consideration is HE = L2(R) and the Gibbs
observable is given by

G := a∗a, (38)

defined, for the moment, on the domain
D(G) = S(R) (39)

where a∗ and a denote the creation resp. annihilation operators (cf. [35, Chapter 12.1]) defined on S(R) and where S(R) is
the Schwartz space of rapidly decreasing functions which is dense in L2(R). It is well known that G := a∗a is essentially self-
adjoint on D(G) (cf. [43, Section 2.2.7, Example 4] from which the claim follows by a slight modification of the argument).
The operator G is, up to additive scalar multiple of 1, the Hamiltonian of the quantum harmonic oscillator [35, Section 12.1.2].
Moreover, the operator G has discrete spectrum with spectral decomposition (cf. [43, Section 2.2.7, Example 4], [35, Chapter
12.1])

G =

∞∑
i=0

i |ei⟩ ⟨ei| , (40)

where |ei⟩i∈N0
is an orthonormal basis of HE = L2(R) consisting of so-called number state vectors. The final domain of the

operator G is then given by

D̄(G) =

{
|h⟩ ∈ L2(R) :

∞∑
i=0

i2 |⟨ei, h⟩|2 < ∞
}
. (41)

The operator G is self-adjoint on D̄(G).
For the case of s modes, we similarly define the operator

G(s) :=

s∑
j=1

1⊗j−1 ⊗ ωjGj ⊗ 1⊗s−j , (42)

on D(Gs) := S(R)⊗s ⊆ (L2(R))⊗s, where ω1, . . . , ωs ∈ (0,∞) denote the frequencies of the modes and the operators
G1, . . . , Gs are given in (38) with the respective creation and annihilation operators of the modes. Using the spectral decom-
position (40) for each of the modes, we obtain the spectral decomposition

G(s) =

∞∑
i1,...,is=0

 s∑
j=1

ωjij

 |e1,i1 ⊗ · · · ⊗ es,is⟩ ⟨e1,i1 ⊗ · · · ⊗ es,is | , (43)

where (e1,i1 ⊗ · · · ⊗ es,is) is the orthonormal basis of (L2(R))⊗s composed of bases consisting of number state vectors of
individual modes (40). Defining

D̄
(
G(s)

)
:=

|h⟩ ∈ (L2(R))⊗s :

∞∑
i1,...,is=0

 s∑
j=1

ωjij

2

|⟨e1,i1 ⊗ · · · ⊗ es,is , h⟩|2 < ∞

 , (44)

we note that the operator G(s) is self-adjoint on the dense domain D̄(G(s)) [31, Theorem VIII.3 (c)].
In order to show that G and G(s) are Gibbs observables, it remains to verify that for all β ∈ (0,∞), we have

exp(−βG) ∈ T (L2(R)) and exp(−βG(s)) ∈ T ((L2(R))⊗s), (45)

which will be proven in the implications 3) and 4) of Lemma 7. An example of a c/qq wiretap channel for which G is a Gibbs
observable is given in Section VI-A, and a general account and further examples of energy-constrained quantum channels can be
found in [35, Chapter 12]. According to the following lemma, superlinear convergence of the distinguishing security level to 0 is
sufficient to guarantee mutual information security in the finite-dimensional case. In the case that the eavesdropper’s channel has
energy constraints described by Gibbs observables of the form (38), (42), superquadratic convergence is a sufficient condition.
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Therefore, mutual information security in these cases follows in particular from the exponential bounds on distinguishing
security level that we obtain in this work.

Lemma 7. (ρnE)n∈N is mutual information secure if any of the following assumption holds:
1) dimHE = d < ∞ and nAdvdist(ρ

n
E) → 0 as n → ∞.

2) There exists a Gibbs observable G on HE and c1, E ∈ [0,∞) such that for all β ∈ (0,∞), we have log tr exp(−βG) ≤
c1β

−1, and for all x ∈ X , we have tr(DE(x)G) ≤ E. Moreover, there exist c2 ∈ (0,∞), α ∈ (2,∞) with Advdist(ρ
n
E) ≤

c2n
−α.

3) There is a Gibbs observable G :=
∑∞

i=0 i |ei⟩ ⟨ei| on HE, where |ei⟩∞i=0 is an orthonormal basis of HE. Moreover,
there is E ∈ (0,∞) such that for all x ∈ X , we have tr(DE(x)G) ≤ E, and there are c ∈ (0,∞), α ∈ (2,∞) with
Advdist(ρ

n
E) ≤ cn−α.

4) We have HE = H⊗s and a Gibbs observable G :=
∑s

j=1 1
⊗j−1⊗ωjGj ⊗1⊗s−j , where each Gj is a Gibbs observable

on H of the same form as in 3) and each ωj ∈ (0,∞). We assume further that there is E ∈ (0,∞) such that for all
x ∈ X , we have tr(DE(x)G) ≤ E, and there are c ∈ (0,∞), α ∈ (2,∞) with Advdist(ρ

n
E) ≤ cn−α.

Proof. We first prove the lemma for case 1). In this case, the proof proceeds in parallel to Lemma 4. We fix an arbitrary
probability distribution PM on {1, . . . ,M} and define m̃ as in (27). With this, we obtain, for sufficiently large n,

χ(PM; ρnE) = H (EMρnE(m))− EMH (ρnE(M))

(27)

≤ H (EMρnE(m))−H (ρnE(m̃))

(a)

≤ ∥EMρnE(m)− ρnE(m̃)∥tr n log d+ h

(∥EMρnE(m)− ρnE(m̃)∥tr
2

)
(b)

≤ Advdist(ρ
n
E)n log d+ h

(
Advdist(ρ

n
E)

2

)
,

where (a) is due to the universal bound of [41, Lemma 1] (note that dimH⊗n
E = dn) and (b) holds for n large enough so that

Advdist(ρ
n
E) ≤ 1. Clearly, this bound vanishes as nAdvdist(ρ

n
E) vanishes.

Next, we prove the lemma for case 2). We have

nAdvdist(ρ
n
E)HG

(
2E

Advdist(ρnE)

)
(a)
= nAdvdist(ρ

n
E) inf

β∈(0,∞)

(
β

2E

Advdist(ρnE)
+ log tr exp(−βG)

)
(b)

≤ nAdvdist(ρ
n
E) inf

β∈(0,∞)

(
β

2E

Advdist(ρnE)
+

c1
β

)
(c)

≤ 2En1−α′
+ c1Advdist(ρ

n
E)n

1+α′

(d)

≤ 2En1−α′
+ c1c2n

1+α′−α, (46)

where (a) uses the variational representation of the function HG [42, Proposition 1-3)], (b) follows from the assumption
log tr exp(−βG) ≤ c1β

−1, (c) follows by upper bounding the infimum with the choices β := n−α′
and α′ ∈ (1, α− 1), and

in (d) we have substituted the upper bound for Advdist(ρ
n
E) from the lemma statement. The obtained upper bound vanishes,

and thus mutual information security follows from Lemma 6 and the fact that binary entropy vanishes at 0.
The remaining two cases are special cases of 2). For 3), we note that with G as defined in this case, we have for β ∈ (0,∞)

log tr exp(−βG) = log

∞∑
i=0

exp(−βi)

(a)
= − log(1− exp(−β))

(b)

≤ −
(
1− 1

1− exp(−β)

)
=

1

exp(β)− 1
(c)

≤ 1

β
, (47)

where (a) is the known convergence behavior of the geometric series, (b) is due to the inequality ∀t ∈ (0,∞) log(t) ≥ 1−1/t,
and (c) is due to the inequality ∀t ∈ R exp(t) ≥ t+ 1. Thus, the assumption of case 2) is satisfied.



16

(a) Generic cq channel model for channel resolvability.

<latexit sha1_base64="vX9aJEeKEfWEeoRzSesbpcU1wRc=">AAAB/nicbVDLSsNAFL2pr1pfVZduBovgqiRiVVwV3LisaB/QxjKZTNqhk0mYmQglFPwBt/oH7sStv+IP+B1O2ixs64GBwzn3cs8cL+ZMadv+tgorq2vrG8XN0tb2zu5eef+gpaJEEtokEY9kx8OKciZoUzPNaSeWFIcep21vdJP57ScqFYvEgx7H1A3xQLCAEayNdN95FP1yxa7aU6Bl4uSkAjka/fJPz49IElKhCcdKdR071m6KpWaE00mplygaYzLCA9o1VOCQKjedRp2gE6P4KIikeUKjqfp3I8WhUuPQM5Mh1kO16GXif1430cGVmzIRJ5oKMjsUJBzpCGX/Rj6TlGg+NgQTyUxWRIZYYqJNO3NXfJVFm5RMMc5iDcukdVZ1Lqq1u/NK/TqvqAhHcAyn4MAl1OEWGtAEAgN4gVd4s56td+vD+pyNFqx85xDmYH39AmXfljs=</latexit>

Xn
<latexit sha1_base64="jrf6Vo9DGdBCoeLNAjTYilo/VTs=">AAACAXicbVDLSgMxFL1TX7W+qi7dBItQN2VGfOGqoAuXFewD2rFkMpk2NpMZkoxQhq78Abf6B+7ErV/iD/gdZtoubOuBwOGce7knx4s5U9q2v63c0vLK6lp+vbCxubW9U9zda6gokYTWScQj2fKwopwJWtdMc9qKJcWhx2nTG1xnfvOJSsUica+HMXVD3BMsYARrIzVuyq0HcdwtluyKPQZaJM6UlGCKWrf40/EjkoRUaMKxUm3HjrWbYqkZ4XRU6CSKxpgMcI+2DRU4pMpNx2lH6MgoPgoiaZ7QaKz+3UhxqNQw9MxkiHVfzXuZ+J/XTnRw6aZMxImmgkwOBQlHOkLZ15HPJCWaDw3BRDKTFZE+lphoU9DMFV9l0UYFU4wzX8MiaZxUnPPK2d1pqXo1rSgPB3AIZXDgAqpwCzWoA4FHeIFXeLOerXfrw/qcjOas6c4+zMD6+gXFeJbu</latexit>
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Dn

(b) Generic cq channel model for transmission of messages.

Fig. 2: Point-to-point cq channel models considered in Section IV.

For case 4), we fix suitable orthonormal bases |e1,i⟩∞i=0 , . . . , |es,i⟩
∞
i=0 of H such that

G =

s∑
j=1

∞∑
i1,...,is=0

ωjij |e1,i1 ⊗ · · · ⊗ es,is⟩ ⟨e1,i1 ⊗ · · · ⊗ es,is |

=

∞∑
i1,...,is=0

 s∑
j=1

ωjij

 |e1,i1 ⊗ · · · ⊗ es,is⟩ ⟨e1,i1 ⊗ · · · ⊗ es,is | .

It suffices to show log tr exp(−βG) = β−1(ω−1
1 + · · · + ω−1

s ), which we do by induction on s. For s = 1, this reduces to
(47). For s > 1, we calculate

log tr exp(−βG) = log

∞∑
i1,...,is=0

exp

−β

s∑
j=1

ωjij


= log

∞∑
i1,...,is=0

exp

−β

s−1∑
j=1

ωjij

 exp(−βωsis)

= log

∞∑
i1,...,is−1=0

exp

−β

s−1∑
j=1

ωjij

+ log

∞∑
is=0

exp(−βωsis)

(47)

≤ 1

ωsβ
+ log

∞∑
i1,...,is−1=0

exp

−β

s−1∑
j=1

ωjij


(a)

≤ β−1(ω−1
1 + · · ·+ ω−1

s ),

where the induction hypothesis is used in step (a).

Observing the trivial inequalities
Advweak(ρ

n
E) ≤ Advstr(ρ

n
E) ≤ Advinf(ρ

n
E),

the preceding lemmas imply the following equivalences and implications for the asymptotic notions about sequences of codes
in parallel to the classical case [38, Figure 2]

semantically secure ⇔ distinction secure ⇔ mutual information secure ⇒ strongly secure ⇒ weakly secure.

It should be noted that Lemma 7 shows

distinction secure ⇒ mutual information secure

only under additional assumptions which capture, however, some practically important cases. But even in the general case,
both mutual information secure and distinction secure sequences of codes are also semantically secure in the sense we define
it in this paper.

IV. CQ CHANNEL RESOLVABILITY AND CODING

An important prerequisite in proving achievability of rates for the wiretap channel will be results of achievability for the
channel resolvability problem, depicted in Fig. 2a, and the channel coding problem, depicted in Fig. 2b.

Here, we just consider a point-to-point cq channel described by a measurable map D : X → S(H) with some separable
Hilbert space H. We focus on two different problems: In channel resolvability, the question will be which transmit strategies
(i.e., rules for generating Xn) the transmitter can employ to approximate the output state D⊗n

P by Dn(Xn) at the receiver. In
channel coding, the task is to encode a given message for transmission through the channel in such a way that the receiver
can with high probability decode the message. In the proof of Theorems 1 and 2, the security criterion can then be shown by
applying the resolvability result to the channel D = DE, and for the case of a quantum output at the legitimate receiver, the
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average decoding error criterion can be shown by applying the channel coding result to the channel D = DB (for the case of
classical output at B, we cite a classical channel coding result which is used instead).

In the solution to both of these problems, we use the same standard random codebook construction: The random codebook
C of block length n and size M is of the form C := (C(m))Mm=1 where the codewords C(m) are vectors with entries from X
and length n where all entries across all codewords are i.i.d. and follow the distribution P .

Both theorems stated in this section use the technical assumption that there is some αmin ∈ (0, 1) such that:

Dαmin

P ∈ T (H),

for P -almost all x : D(x)αmin ∈ T (H),

the Bochner integral E(D(X)αmin) ∈ T (H) exists.
(48)

It is an immediate consequence of Lemmas 20 and 21 that χ(P ;D) < ∞ whenever (48) holds, and we will implicitly use this
fact in the following.

For channel resolvability, each fixed realization of C defines an induced channel output density

DC :=
1

M

M∑
m=1

Dn(C(m)) (49)

which results if the transmitter chooses a codeword for transmission through the channel uniformly at random. With these
definitions, we now have the necessary terminology to state our resolvability and coding results. The proofs are deferred to
Sections V-B and V-C, and in Sections V-D and V-E, we analyze the concentration behavior of the errors and extend both
results to the case of cost-constrained channel inputs.

Theorem 3. Let R > χ(P ;D), and suppose M ≥ exp(nR). Moreover, assume that (48) holds.
Then, there is γ ∈ (0,∞) such that for sufficiently large n,

EC
∥∥DC −D⊗n

P

∥∥
tr
≤ exp(−nγ).

For channel coding, given a fixed codebook C, the transmitter chooses the codeword C(M) to encode a message M.

Theorem 4. Let R < χ(P ;D), and suppose M ≤ exp(nR). Moreover, assume that (48) holds.
Then, for each C, there is a decoding POVM (Ym)Mm=1 such that every Ym is measurable as a function of C, and there is

γ ∈ (0,∞) such that for sufficiently large n,

EC
1

M

M∑
m=1

tr (Dn(m)(1− Ym)) ≤ exp(−nγ).

V. PROOFS

In this section, we prove the theorems which are stated in the preceding sections. In Section V-A, we introduce notions of
typicality and prove two lemmas around typicality that will be needed both for the resolvability and coding results. We then
proceed to proving Theorem 3 on resolvability in Section V-B and Theorem 4 on coding in Section V-C. In Section V-D,
we show that the error terms are very tightly concentrated around their expectations. Extensions that incorporate an additive
input cost constraint can be found in Section V-E. Finally, everything is put together in Section V-F where Theorem 1 and
Theorem 2 on coding for the wiretap channel are proved.

A. Prerequisites on Typicality

In this section, we introduce typicality notions and related technical lemmas that are used in the proofs of Theorems 3 and 4.
For every x ∈ X , we fix a spectral decomposition

D(x) =
∑
y∈N

P (y|x)
∣∣ey|x〉 〈ey|x∣∣ ,

where {ey|x}y∈N is an orthonormal basis of H for every x ∈ X . By Lemma 18-1), for every Y ⊆ N, the map x 7→∑
y∈Y P (y|x)

is a pointwise limit of measurable maps and therefore measurable. Moreover, for all x, we have
∑

y∈N P (y|x) = trD(x) = 1.
Therefore, the eigenvalues P (y|x) induce a stochastic kernel from X to N, and together with a probability distribution P on
X , we obtain a joint probability distribution on X ×N. In a slight abuse of notation, we will use the symbol P to denote this
joint probability distribution as well as the marginal on N and all corresponding p.m.f.s. Let (Ω,F , µ) be a probability space
and X : Ω → X be a random variable distributed according to P . We write the density operator of the channel output in terms
of its spectral decomposition

DP := EXD(X) =
∑
y∈N

U(y) |ey⟩ ⟨ey| .
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Clearly, U is a p.m.f. on N which we identify with the probability measure it induces. We define the entropies

HP := −
∑
x∈X

∑
y∈N

P (x, y) logP (y|x) = −EX

∑
y∈N

P (y|X) logP (y|X) = −EXtr(D(X) logD(X)) = EXH (D(X)) , (50)

HU := −
∑
y∈N

U(y) logU(y) = −tr(DP logDP ) = H (DP ) . (51)

If χ(P ;D) < ∞, then HP and HU are both finite, and we have

χ(P ;D) = −HP +HU . (52)

For n-fold uses of the channel D, we note that via the definitions

eyn|xn :=

n⊗
i=1

eyi|xi

eyn :=

n⊗
i=1

eyi

P (xn) :=

n∏
i=1

P (xi)

P (yn|xn) :=

n∏
i=1

P (yi|xi)

U(yn) :=

n∏
i=1

U(yi),

we identify P and U with corresponding distributions on Xn × Nn (and the resulting marginals) and Nn, and we have

Dn(xn) =
∑

yn∈Nn

P (yn|xn)
∣∣eyn|xn

〉 〈
eyn|xn

∣∣ , (53)

D⊗n
P =

∑
yn∈Nn

U(yn) |eyn⟩ ⟨eyn | . (54)

For any ε ∈ (0,∞), we define

Pε,n := {(xn, yn) ∈ Xn × Nn : n(HP − ε) < − logP (yn | xn) < n(HP + ε)}
Uε,n := {yn ∈ Nn : n(HU − ε) < − logU(yn) < n(HU + ε)}

and, based on these definitions,

Ψε,n(x
n) :=

∑
yn∈Nn

1Pε,n
(xn, yn)

∣∣eyn|xn

〉 〈
eyn|xn

∣∣ (55)

Θε,n :=
∑

yn∈Nn

1Uε,n
(yn) |eyn⟩ ⟨eyn | . (56)

While Θε,n is a fixed operator, Ψε,n is an operator-valued function and its measurability is not immediately clear from the
definition. Therefore, we note that it can also be written as

Ψε,n(x
n) = 1(exp(−n(HP+ε)),exp(−n(HP−ε)))

(
Dn(xn)

)
and is therefore a measurable map Xn → T (H⊗n) by Lemma 18-2). We also note the following basic properties of these
projections which are straightforward to verify from their definitions:

Θ2
ε,n = Θε,n, Ψε,n(x

n)2 = Ψε,n(x
n), Dn(xn)Ψε,n(x

n) = Ψε,n(x
n)Dn(xn). (57)

Finally, define

Γε,n : Xn → T (H⊗n), xn 7→ Θε,nΨε,n(x
n) (58)

Φε,n : Xn → T (H⊗n), xn 7→ Θε,nΨε,n(x
n)Θε,n. (59)

which clearly are also measurable.
These notions of typicality will allow us to split the error terms that appear in the proofs of Theorems 3 and 4 into a typical

and an atypical part. These terms can be bounded separately with the help of the next two lemmas.

Lemma 8. (Bound for typical terms). We have
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1) ∀xn ∈ Xn Ψε,n(x
n)Dn(xn)Ψε,n(x

n) ≤ exp
(
− n(HP − ε)

)
Ψε,n(x

n)
2) ∀xn ∈ Xn trΨε,n(x

n) < exp
(
n(HP + ε)

)
.

3) Θε,nD
⊗n
P Θε,n ≤ exp

(
− n(HU − ε)

)
Θε,n

4) trΘε,n < exp
(
n(HU + ε)

)
.

Proof. For 1), we use the presence of the indicator in the definition of Ψε,n(x
n) to bound

Ψε,n(x
n)Dn(xn)Ψε,n(x

n) =
∑

yn∈Nn

1Pε,n(x
n, yn)P (yn|xn)

∣∣eyn|xn

〉 〈
eyn|xn

∣∣
≤
∑

yn∈Nn

1Pε,n(x
n, yn) exp

(
− n(HP − ε)

) ∣∣eyn|xn

〉 〈
eyn|xn

∣∣
= exp

(
− n(HP − ε)

)
Ψε,n(x

n).

For 2, we fix some xn and note

trΨε,n(x
n) = tr

∑
yn∈Nn

1Pε,n
(xn, yn)

∣∣eyn|xn

〉 〈
eyn|xn

∣∣ = |{yn : (xn, yn) ∈ Pε,n}| . (60)

For every (xn, yn) ∈ Pε,n, we have
P (yn|xn) > exp

(
− n(HP + ε)

)
.

This allows us to argue

1 ≥
∑

yn: (xn,yn)∈Pε,n

P (yn|xn) >
∑

yn: (xn,yn)∈Pε,n

exp
(
− n(HP + ε)

)
= |{yn : (xn, yn) ∈ Pε,n}| exp

(
− n(HP + ε)

)
,

from which item 2) follows by (60).
For 3), we have a calculation very similar to the one for 1)

Θε,nD
⊗n
P Θε,n =

∑
yn∈Nn

1Uε,n
(yn)U(yn) |eyn⟩ ⟨eyn |

≤
∑

yn∈Nn

1Uε,n
(yn) exp

(
− n(HU − ε)

)
|eyn⟩ ⟨eyn |

= exp
(
− n(HU − ε)

)
Θε,n.

For 4), the argument is very similar to the one for 2). We note

trΘε,n = tr
∑

yn∈Uε,n

|eyn⟩ ⟨eyn | = |Uε,n| . (61)

For every yn ∈ Uε,n, we have
U(yn) > exp

(
− n(HU + ε)

)
.

This allows us to argue

1 ≥ U(yn ∈ Uε,n) =
∑

yn∈Uε,n

U(yn) >
∑

yn∈Uε,n

exp
(
− n(HU + ε)

)
= |Uε,n| exp

(
− n(HU + ε)

)
,

from which item 4) follows by (61).

The next lemma requires some preliminaries on Rényi entropy. To this end, we define for α ∈ [αmin, 1) ∪ (1,∞)

HP,α :=
1

1− α
logEP

(
P (Y |X)α−1

)
=

1

1− α
logEP

∑
y∈N

P (y|X)α =
1

1− α
logEP tr (D(X)α) (62)

HU,α :=
1

1− α
logEU

(
U(Y )α−1

)
=

1

1− α
log
∑
y∈N

U(y)α =
1

1− α
log tr (Dα

P ) . (63)

We will use properties of HP,α and HU,α which are stated and proved in Lemmas 20 and 21 of the appendix. Lemma 21
allows us to expand the definitions of HU,α and HP,α to the domain [αmin,∞) and obtain continuous functions in α with
HU,1 = HU and HP,1 = HP .

Lemma 9. (Bound for atypical terms). There is γ1 ∈ (0,∞) such that for sufficiently large n,

Etr (Dn(Xn)Γε,n(X
n)∗) ≥ 1− exp(−nγ1) (64)

Etr (Dn(Xn)Φε,n(X
n)) ≥ 1− exp(−nγ1), (65)
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where Γε,n is defined in (58) and Φε,n is defined in (59).

Proof. We bound the trace in (64) as

tr (Dn(Xn)Γε,n(X
n)∗)

(58)
= tr (Dn(Xn)Ψε,n(X

n)Θε,n)

= tr (Dn(Xn)Ψε,n(X
n))− tr (Dn(Xn)Ψε,n(X

n)(1−Θε,n))

(a)
= tr (Dn(Xn)Ψε,n(X

n))− tr
(
(1−Θε,n)

√
Dn(Xn)Ψε,n(X

n)
√
Dn(Xn)(1−Θε,n)

)
(b)

≥ tr (Dn(Xn)Ψε,n(X
n))− tr (Dn(Xn)(1−Θε,n))

= 1− tr (Dn(Xn)(1−Ψε,n(X
n)))− tr (Dn(Xn)(1−Θε,n)) (66)

where (a) and (b) use (57) along with the cyclic property of the trace and (b) additionally uses Ψε,n(X
n) ≤ 1, which can be

verified with the spectral representation (55).
The trace in (65) can be bounded as

tr (D(Xn)Φε,n(X
n))

(59)
= tr

(
D(Xn)Θε,nΨε,n(X

n)Θε,n

)
(a)

≥ tr
(
D(Xn)Ψε,n(X

n)
)
− 2tr

(
D(Xn)(1−Θε,n)

)
= 1− tr

(
D(Xn)(1−Ψε,n(X

n))
)
− 2tr

(
D(Xn)(1−Θε,n)

)
, (67)

where (a) is due to [44, Lemma 6].
The same two terms appear in (66) and (67, and we will bound their expectations separately. For the first term, we recall

the definition (62). Since tr(D(X)α) is nonincreasing in α, it is clear that (48) and Lemma 19-1) ensure that HP,α < ∞ for
all α ∈ [αmin,∞). With that, we have for every α1 ∈ (1,∞) and α2 ∈ [αmin, 1)

Etr (Dn(Xn)(1−Ψε,n(X
n)))

= Etr

 ∑
yn∈Nn

1Xn×Nn\Pε,n
(Xn, yn)P (yn|Xn)

∣∣eyn|Xn

〉 〈
eyn|Xn

∣∣
= P (Xn × Nn \ Pε,n)

= P
(
− log(P (Y n|Xn)) ≤ n(HP − ε)

)
+ P

(
− log(P (Y n|Xn)) ≥ n(HP + ε)

)
= P

(
P (Y n|Xn)α1−1 ≥ exp (−n(α1 − 1)(HP − ε))

)
+ P

(
P (Y n|Xn)α2−1 ≥ exp (−n(α2 − 1)(HP + ε))

)
(a)

≤ EP

(
P (Y n|Xn)α1−1

)
exp (n(α1 − 1)(HP − ε)) + EP

(
P (Y n|Xn)α2−1

)
exp (n(α2 − 1)(HP + ε))

= exp (−n(α1 − 1)(HP,α1
+ ε−HP )) + exp (−n(1− α2)(HP + ε−HP,α2

)) , (68)

where the inequality step (a) is due to Markov’s inequality. Lemma 21 allows us to select α1 ∈ (1,∞) with HP,α1
> HP − ε

and α2 ∈ [αmin, 1) with HP,α2
< HP + ε, resulting in an exponential decay in (68).

Similarly, we recall the definition (63) and note that if Dα
P ∈ T (H), then HU,α < ∞. For α3 ∈ (1,∞) and α4 ∈ [αmin, 1),

we obtain

Etr (Dn(Xn)(1−Θε,n))

= tr
(
D⊗n

P (1−Θε,n)
)

= tr

∑
yn∈N

1Nn\Uε,n
U(yn) |eyn⟩ ⟨eyn |


= U(Nn \ Uε,n)

= U
(
− logU(yn) ≤ n(HU − ε)

)
+ U

(
− logU(yn) ≥ n(HU + ε)

)
= U

(
U(yn)α3−1 ≥ exp

(
− n(α3 − 1)(HU − ε)

))
+ U

(
U(yn)α4−1 ≥ exp

(
− n(α4 − 1)(HU + ε)

))
≤ EU

(
U(yn)α3−1

)
exp

(
n(α3 − 1)(HU − ε)

)
+ EU

(
U(yn)α4−1

)
exp

(
n(α4 − 1)(HU + ε)

)
= exp

(
− n(α3 − 1)(HU,α3 + ε−HU )

)
+ exp

(
− n(1− α4)(HU + ε−HU,α4)

)
. (69)

Lemma 21 allows us to select α3 ∈ (1,∞) with HU,α3 > HU − ε and α4 ∈ [αmin, 1) with HU,α4 < HU + ε, resulting in an
exponential decay in (69).



21

Finally, the Lemma follows from (66), (67), (68) and (69) for any choice of

γ1 ∈
(
0,min

(
(α1 − 1)(HP,α1 + ε−HP ),

(1− α2)(HP + ε−HP,α2
),

(α3 − 1)(HU,α3
+ ε−HU ),

(1− α4)(HU + ε−HU,α4
)
))

.

B. Proof of Theorem 3 for cq Channel Resolvability

We start with a preliminary lemma which is used in the proof of Theorem 3 and encapsulates a symmetrization argument
similar to the one used in [45, Theorem 4.10].

Lemma 10. Let (X ,Σ) be a measurable space and T : X → T (H) a measurable map. Let P be a probability measure on
X , and X := (X1, . . . , Xℓ) be a tuple of X -valued random variables i.i.d. according to P . Let

TX :=
1

ℓ

ℓ∑
i=1

T (Xi).

Then, we have

E ∥TX − ETX∥tr ≤ 2tr

√
1

ℓ
E
(
T (X1)∗T (X1)

)
, (70)

E ∥TX − ETX∥tr ≤ 2tr

√
1

ℓ
E
(
T (X1)T (X1)∗

)
. (71)

Proof. Let X̂1, . . . , X̂ℓ be i.i.d. independent copies of X1, . . . , Xℓ, and let E1, . . . , Eℓ be i.i.d. uniformly on {−1, 1}. The
following derivations are adapted from the proof of [45, Theorem 4.10].

E ∥TX − ETX∥tr = EX

∥∥∥∥∥EX̂

ℓ∑
i=1

1

ℓ

(
T (Xi)− T (X̂i)

)∥∥∥∥∥
tr

(a)

≤ EX,X̂

∥∥∥∥∥
ℓ∑

i=1

1

ℓ

(
T (Xi)− T (X̂i)

)∥∥∥∥∥
tr

(b)
= EX,X̂,E

∥∥∥∥∥
ℓ∑

i=1

1

ℓ
Ei
(
T (Xi)− T (X̂i)

)∥∥∥∥∥
tr

≤ EX,E

∥∥∥∥∥
ℓ∑

i=1

1

ℓ
EiT (Xi)

∥∥∥∥∥
tr

+ EX̂,E

∥∥∥∥∥
ℓ∑

i=1

1

ℓ
EiT (X̂i)

∥∥∥∥∥
tr

= 2EX,E

∥∥∥∥∥
ℓ∑

i=1

1

ℓ
EiT (Xi)

∥∥∥∥∥
tr

= 2EX,Etr

√√√√( ℓ∑
i=1

1

ℓ
EiT (Xi)

)∗( ℓ∑
i=1

1

ℓ
EiT (Xi)

)

(c)

≤ 2tr

√√√√EX,E

((
ℓ∑

i=1

1

ℓ
EiT (Xi)

)∗( ℓ∑
i=1

1

ℓ
EiT (Xi)

))

= 2tr

√√√√ 1

ℓ2
EX

ℓ∑
i1,i2=1

EE(Ei1Ei2)T (Xi1)
∗T (Xi2)

(d)
= 2tr

√√√√ 1

ℓ2
EX

ℓ∑
i=1

T (Xi)∗T (Xi)

= 2tr

√
1

ℓ
EX1

T (X1)∗T (X1).

Step (a) follows by Lemma 19-2). For step (b), we observe that the equality holds conditioned on any realization of E1, . . . , Ei
since Xi and X̂i are identically distributed and therefore can be swapped if Ei = −1. Inequality (c) is by Lemma 19-5).
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Finally, equality (d) holds because EE(Ei1Ei2) equals 1 if i1 = i2 and 0 otherwise. This concludes the proof of (70). (71)
follows similarly using ∥A∥tr = ∥A∗∥tr before expanding the trace norm.

Remark 4. [45, Theorem 4.10] (from the proof of which the first part of the calculation above is adapted) bounds the absolute
deviation of an empirical average from its expectation in terms of the Rademacher complexity of a suitably defined class of
functions. Indeed, via the trace norm duality stated in Lemma 15-4), the term

EX,E

∥∥∥∥∥
ℓ∑

i=1

1

ℓ
EiT (Xi)

∥∥∥∥∥
tr

which appears in the calculation can be argued to be equal to the Rademacher complexity of the function class

{X → C, x 7→ tr (AT (x)) : A ∈ B(H), ∥A∥op ≤ 1}.
Proof of Theorem 3. In this proof, we use the definitions of Section V-A with some

ε ∈ (0, (R− χ(P ;D))/4) (72)

which we fix for the rest of the proof.
We multiply identities and use the triangle inequality to bound

EC
∥∥DC −D⊗n

P

∥∥
tr

= EC

∥∥∥∥∥ 1

M

M∑
m=1

(
Dn(C(m))− ECD

n(C(m))
)∥∥∥∥∥

tr

= EC

∥∥∥∥∥ 1

M

M∑
m=1

((
Γε,n(C(m)) + 1− Γε,n(C(m))

)
Dn(C(m))− EC

((
Γε,n(C(m)) + 1− Γε,n(C(m))

)
Dn(C(m))

))∥∥∥∥∥
tr

≤ EC

∥∥∥∥∥ 1

M

M∑
m=1

(
Γε,n(C(m))Dn(C(m))− EC

(
Γε,n(C(m))Dn(C(m))

)∥∥∥∥∥
tr

+ EC

∥∥∥∥∥ 1

M

M∑
m=1

((
1− Γε,n(C(m))

)
Dn(C(m))− EC

((
1− Γε,n(C(m))

)
Dn(C(m))

))∥∥∥∥∥
tr

= EC

∥∥∥∥∥ 1

M

M∑
m=1

(
Γε,n(C(m))Dn(C(m))− EC

(
Γε,n(C(m))Dn(C(m))

)∥∥∥∥∥
tr

+ EC

∥∥∥∥∥ 1

M

M∑
m=1

((
1− Γε,n(C(m))

)
Dn(C(m))

(
Γε,n(C(m)) + 1− Γε,n(C(m))

)∗
− EC

((
1− Γε,n(C(m))

)
Dn(C(m))

(
Γε,n(C(m)) + 1− Γε,n(C(m))

)∗))∥∥∥∥∥
tr

≤ EC

∥∥∥∥∥ 1

M

M∑
m=1

(
Γε,n(C(m))Dn(C(m))− EC

(
Γε,n(C(m))Dn(C(m))

)∥∥∥∥∥
tr

+ EC

∥∥∥∥∥ 1

M

M∑
m=1

(
Dn(C(m))Γε,n(C(m))∗ − EC

(
Dn(C(m))Γε,n(C(m))∗

))∥∥∥∥∥
tr

+ EC

∥∥∥∥∥ 1

M

M∑
m=1

(
Γε,n(C(m))Dn(C(m))Γε,n(C(m))∗ − EC

(
Γε,n(C(m))Dn(C(m))Γε,n(C(m))∗

))∥∥∥∥∥
tr

+ EC

∥∥∥∥∥ 1

M

M∑
m=1

((
1− Γε,n(C(m))

)
Dn(C(m))

(
1− Γε,n(C(m))

)∗
− EC

((
1− Γε,n(C(m))

)
Dn(C(m))

(
1− Γε,n(C(m))

)∗))∥∥∥∥∥
tr

(73)
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We next bound the summands in (73) separately. For the last summand, we calculate

EC

∥∥∥∥∥ 1

M

M∑
m=1

((
1− Γε,n(C(m))

)
Dn(C(m))

(
1− Γε,n(C(m))

)∗
− EC

((
1− Γε,n(C(m))

)
Dn(C(m))

(
1− Γε,n(C(m))

)∗))∥∥∥∥∥
tr

(a)

≤ EC

∥∥∥∥∥ 1

M

M∑
m=1

((
1− Γε,n(C(m))

)
Dn(C(m))

(
1− Γε,n(C(m))

)∗)∥∥∥∥∥
tr

+

∥∥∥∥∥ 1

M
EC

M∑
m=1

((
1− Γε,n(C(m))

)
Dn(C(m))

(
1− Γε,n(C(m))

)∗)∥∥∥∥∥
tr

(b)
= 2

1

M

M∑
m=1

ECtr
((

1− Γε,n(C(m))
)
Dn(C(m))

(
1− Γε,n(C(m))

)∗)
= 2EXntr

((
1− Γε,n(X

n)
)
Dn(Xn)

(
1− Γε,n(X

n)
)∗)

= 2EXn

(
1− tr

(
Θε,nΨε,n(X

n)Dn(Xn)
)
− tr

(
Dn(Xn)Γε,n(X

n)∗
)
+ tr

(
Θε,nΨε,n(X

n)Dn(Xn)Ψε,n(X
n)Θε,n

))
(c)
= 2

(
1− EXn

(
tr
(
Dn(Xn)Γε,n(X

n)∗
)))

(d)

≤ 2 exp(−nγ1).

(a) is due to the triangle inequality, (b) is because trace and trace norm are equal for positive semi-definite operators, (c) is by
cyclic permutations inside the trace and using (57). Finally, (d) is due to Lemma 9.

For the first summand in (73), we apply (71) of Lemma 10 with T : Xn → T (H), xn 7→ Γε,n(x
n)Dn(xn), ℓ = M and

Xm = C(m). This yields

EC

∥∥∥∥∥ 1

M

M∑
m=1

(
Γε,n(C(m))Dn(C(m))− EC

(
Γε,n(C(m))Dn(C(m))

))∥∥∥∥∥
tr

≤ 2tr

√
1

M
EXn

(
Γε,n(Xn)Dn(Xn)2Γε,n(Xn)∗

)
(57)
= 2tr

√
1

M
EXn

(
Θε,nDn(Xn)

1
2Ψε,n(Xn)Dn(Xn)Ψε,n(Xn)Dn(Xn)

1
2Θε,n

)
.

For the second summand in (73), we use (70) of Lemma 10 with T : Xn → T (H), xn 7→ Dn(xn)Γε,n(x
n)∗ and obtain the

exact same upper bound.
For the third summand in (73), we use Lemma 10 one more time with T : Xn → T (H), xn 7→ Γε,n(x

n)Dn(xn)Γε,n(x
n)∗

(this time it does not matter which alternative we use because T has self-adjoint values) and obtain

EC

∥∥∥∥∥ 1

M

M∑
m=1

(
Γε,n(C(m))Dn(C(m))Γε,n(C(m))∗ − EC

(
Γε,n(C(m))Dn(C(m))Γε,n(C(m))∗

))∥∥∥∥∥
tr

≤ 2tr

√
1

M
EXn (Γε,n(Xn)Dn(Xn)Γε,n(Xn)∗Γε,n(Xn)Dn(Xn)Γε,n(Xn)∗)

(57)
= 2tr

√
1

M
EXn

(
Θε,nDn(Xn)

1
2Ψε,n(Xn)Dn(Xn)

1
2Ψε,n(Xn)Θε,nΨε,n(Xn)Dn(Xn)

1
2Ψε,n(Xn)Dn(Xn)

1
2Θε,n

)
(a)

≤ 2tr

√
1

M
EXn

(
Θε,nDn(Xn)

1
2Ψε,n(Xn)Dn(Xn)Ψε,n(Xn)Dn(Xn)

1
2Θε,n

)
.

(a) is by Θε,n ≤ 1 and once more applying (57). We have obtained matching upper bounds in all three cases and can conclude
our calculation with a successive application of the sub-items of Lemma 8 in conjunction with the operator monotonicity of the
square root [46, Theorem]. The number of the subitem of Lemma 8 is indicated above the inequality sign where it is applied.

tr

√
1

M
EXn

(
Θε,nDn(Xn)

1
2Ψε,n(Xn)Dn(Xn)Ψε,n(Xn)Dn(Xn)

1
2Θε,n

)
1)

≤ tr

√
1

M
exp

(
− n(HP − ε)

)
EXn

(
Θε,nDn(Xn)Θε,n

)
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= tr

√
1

M
exp

(
− n(HP − ε)

)
Θε,nD

⊗n
P Θε,n

3)

≤ tr

√
1

M
exp

(
− n(HP +HU − 2ε)

)
Θε,n

(a)

≤ exp

(
−1

2
n(HP +HU +R− 2ε)

)
trΘε,n

4)

≤ exp

(
−1

2
n(HP −HU +R− 4ε)

)
(74)

eq.(52)
= exp

(
−1

2
n(R− χ(P ;D)− 4ε)

)
. (75)

Step (a) is due to the assumption M ≥ exp(nR) and (57). The assumptions of the theorem and choice of ε ensure R −
χ(P ;D)− 4ε > 0. Therefore, the theorem follows with any choice

γ ∈
(
0,min

(
γ1,

1

2
(R− χ(P ;D)− 4ε)

))
.

C. Proof of Theorem 4 for cq Channel Coding

In this section, we follow the methodology in [44], making adaptations as needed to derive the exponential error bound as
stated in Theorem 4. An essential ingredient will be the following lemma from [44]. In the statement of the lemma, we need
the notion of Moore-Penrose pseudoinverse which assigns to any A ∈ B(H) an (unbounded) operator A−1 acting on H [47,
Definition 2.2]. Moreover, for A ∈ B(H), we use the notation im(A) := {h ∈ H : ∃h̃ ∈ H such that h = Ah̃}.

Lemma 11. (Hayashi-Nagaoka [44, Lemma 2]) Let c ∈ (0,∞), and let A,B ∈ B(H) with 0 ≤ A ≤ 1 and 0 ≤ B such that
im(A+B) is closed. Then the following statements hold true:

1) The Moore-Penrose pseudoinverse
√
A+B

−1
is a bounded linear operator, i.e.,

√
A+B

−1 ∈ B(H).
2) For any real number c > 0, we have

1−
√
A+B

−1
A
√
A+B

−1 ≤ (1 + c)(1−A) + (2 + c+ c−1)B.

Proof. 1) In the proof of the first claim, we will use the following fact: If T ∈ B(H), T ≥ 0, and im(T ) is closed, then
im(T ) = im(

√
T ). To prove this, first observe that clearly im(T ) ⊆ im(

√
T ) holds since T =

√
T ·

√
T . Therefore, it

suffices to show im(
√
T ) ⊆ im(T ). The last inclusion is a consequence of the elementary relations ker(T ) = ker(

√
T ), and

ker(T ) = im(T )⊥, where ker(T ) = {h ∈ H : Th = 0} and M⊥ denotes the orthogonal complement of a subspace M ⊆ H:

im(T )⊥ = ker(T ) = ker(
√
T ) = im(

√
T )⊥. (76)

Passing to the orthogonal complement in (76), using our assumption that im(T ) is closed, and the fact that for every subspace
M ⊆ H we have M⊥⊥ = M , we obtain

im(T ) = im(
√
T )⊥⊥ = im(

√
T ) ⊇ im(

√
T ). (77)

Since im(A + B) is closed by assumption, we have im(A + B) = im(
√
A+B). Consequently, im(

√
A+B) is closed

as well and [47, Proposition 2.4] states that in this case the Moore-Penrose pseudoinverse
√
A+B

−1
is a bounded linear

operator, i.e.
√
A+B

−1 ∈ B(H).
2) The operator inequality in the lemma follows from the proof of [44, Lemma 2].

For the proof of Theorem 4, we use a fixed

ε ∈ (0, (χ(P ;D)−R)/2). (78)

along with the corresponding definitions from Section V-A. For decoding, we choose the POVM (Ym)Mm=1 defined as

Ym :=

√√√√ M∑
m̂=1

Φε,n(C(m̂))

−1

Φε,n(C(m))

√√√√ M∑
m̂=1

Φε,n(C(m̂))

−1

, (79)

where we use Φε,n defined in (59). We note that

dim im

(
M∑

m̂=1

Φε,n(C(m̂))

)
< ∞, (80)
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by Lemma 8-4) which implies that

im

(
M∑

m̂=1

Φε,n(C(m̂))

)
(81)

is closed. Consequently, by the first statement of the Lemma 11 we have√√√√ M∑
m̂=1

Φε,n(C(m̂))

−1

∈ B(H). (82)

The first part of the statement of Theorem 4, namely that the Ym are measurable functions of C, is proven in the next two
lemmas. This measurability is also essential for the proof of the remainder of Theorem 4.

Lemma 12. Let H be a finite-dimensional complex Hilbert space. Then the function

·−1 : B(H) → B(H), A 7→ A−1

which maps every operator to its Moore-Penrose pseudoinverse is measurable.

Proof. We can represent the Moore-Penrose pseudoinverse as a limit (see [48, Chapter 3, Ex. 25])

A−1 = lim
k→∞

(
A∗A+

1

k
1

)−1

A∗.

Matrix inversion is continuous (see [48, Chapter 6, eq. (127)]), and so are addition and multiplication. Therefore, ·−1 is
represented as a pointwise limit of continuous (and therefore measurable) functions, hence it is measurable.

Lemma 13. For every m ∈ {1, . . . ,M}, XnM → T (H), C 7→ Ym is measurable.

Proof. Clearly,
M∑

m̂=1

Φε,n(C(m̂))

is a measurable function of C, so by Lemma 17, its square root is also measurable. Denote the restriction of√√√√ M∑
m̂=1

Φε,n(C(m̂))

to im(Θε,n) by A. It can be seen in (59) that A : im(Θε,n) → im(Θε,n), and that we can write√√√√ M∑
m̂=1

Φε,n(C(m̂))

−1

(h) =

{
A−1h, h ∈ im(Θε,n)

0, otherwise.
(83)

By Lemma 8-4), im(Θε,n) is finite-dimensional, so we may apply Lemma 12 to argue that the operator represented in (83) is
a measurable function of C. Since all norms are equivalent on finite-dimensional spaces, this measurability also applies with
respect to the trace norm. The measurability of Ym is then a straightforward consequence of Lemma 16.

Proof of Theorem 4. Clearly, Ym ≥ 0 and Y1 + · · ·+ YM = 1, so (Ym)Mm=1 is a {1, . . . ,M}-valued POVM. We have for the
decoding error

1

M

M∑
m=1

tr (D(C(m))(1− Ym))

=
1

M

M∑
m=1

tr

√D(C(m))

1−

√√√√ M∑
m̂=1

Φε,n(C(m̂))

−1

Φε,n(C(m))

√√√√ M∑
m̂=1

Φε,n(C(m̂))

−1
√D(C(m))


(a)

≤ 2

M

M∑
m=1

tr
(
D(C(m))

(
1− Φε,n(C(m))

))
+

4

M

M∑
m=1

tr

D(C(m))

M∑
m̂=1
m̂ ̸=m

Φε,n(C(m̂))

 , (84)
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where (a) is an application of Lemma 11 with

A := Φε,n(C(m)), B :=

M∑
m̂=1
m̸̂=m

Φε,n(C(m̂)), c := 1,

where im(A+B) is closed because it is finite-dimensional by Lemma 8-4).
As a prerequisite to bounding the expectation of the second summand in (84), we calculate

tr
(
D⊗n

P Φε,n(C(m))
) (59)

= tr
(
D⊗n

P Θε,nΨε,n(C(m))Θε,n

)
(a)
= tr

(
Ψε,n(C(m))Θε,nD

⊗n
P Θε,nΨε,n(C(m))

)
(b)

≤ exp
(
− n(HU − ε)

)
tr (Ψε,n(C(m))Θε,nΨε,n(C(m)))

(c)

≤ exp
(
− n(HU − ε)

)
tr (Ψε,n(C(m)))

(d)

≤ exp
(
− n(HU −HP − 2ε)

)
(52)
= exp

(
− n(χ(P ;D)− 2ε)

)
,

where (a) is by (57) and the cyclic property of the trace, (b) is by Lemma 8-3), (c) is due to Θε,n ≤ 1 and (57), and (d) is
by Lemma 8-2). We can use this in conjunction with the independence of codewords and bound

ECtr

D(C(m))

M∑
m̂=1
m̂ ̸=m

Φε,n(C(m̂))

 = ECtr

D⊗n
U

M∑
m̂=1
m̂ ̸=m

Φε,n(C(m̂))


≤ M exp

(
− n(χ(P ;D)− 2ε)

)
≤ exp

(
− n(χ(P ;D)−R− 2ε)

)
. (85)

Next, we apply EC in (84). We use Lemma 9 in the first summand and (85) in the second summand which yields

EC

(
1

M

M∑
m=1

tr (D(C(m))(1− Ym))

)
≤ 2 exp(−nγ1) + 4 exp

(
− n(χ(P ;D)−R− 2ε)

)
.

The theorem then follows with the choice γ ∈ (0,min(γ1, χ(P ;D)−R− 2ε)).

D. Concentration of Error

Theorems 3 and 4 are formulated in terms of expectation, but both the decoding error and the trace distance from the ideal
output distribution are concentrated around their mean, as can be seen in the following corollaries.

Corollary 1. Under the assumptions of Theorem 3, there are γ1, γ2 ∈ (0,∞) such that, for sufficiently large n,

PC
(∥∥DC −D⊗n

P

∥∥
tr
≥ exp(−γ1n)

)
≤ exp(− exp(γ2n)). (86)

Corollary 2. Under the assumptions of Theorem 4, there are γ1, γ2 ∈ (0,∞) such that for sufficiently large n,

PC

(
1

M

M∑
m=1

tr (Dn(m)(1− Ym)) ≥ exp(−nγ1)

)
≤ exp(−nγ2).

The proof of Corollary 1 is essentially an application of the bounded differences inequality [49]. For the reader’s convenience,
we reproduce the result here in the form that we will be using.

Theorem 5. (Bounded differences inequality as stated in [50, Theorem 6.2].) Let X be a measurable space, and let f : X ℓ → R
be measurable. Assume that there are nonnegative constants c1, . . . , cℓ with the property

∀i ∈ {1, . . . , ℓ} sup
{
|f(x1, . . . , xℓ)− f(x1, . . . , xi−1, x

′
i, xi+1, . . . , xℓ)| : x1, . . . , xℓ, x

′
i ∈ X

}
≤ ci, (87)

and denote

v :=
1

4

ℓ∑
i=1

c2i .
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Let X1, . . . , Xℓ be independent random variables such that Ef(X1, . . . , Xℓ) exists. Then, for any t ∈ (0,∞),

P (f(X1, . . . , Xℓ)− Ef(X1, . . . , Xℓ) > t) ≤ exp

(
− t2

2v

)
.

Condition (87) is called the bounded differences property which gives Theorem 5 its name.

Proof of Corollary 1. We apply Theorem 5 to the function

f : (C(1), . . . , C(M)) 7→
∥∥DC −D⊗n

P

∥∥
tr
,

so we first need to compute cm̂ with

sup

{ ∣∣∣ ∥∥DC −D⊗n
P

∥∥
tr
−
∥∥DC′ −D⊗n

P

∥∥
tr

∣∣∣ : ∀m ∈ {1, . . . , m̂− 1, m̂+ 1, . . . ,M} : C(m) = C′(m)

}
≤ cm̂.

To this end, we calculate∣∣∣ ∥∥DC −D⊗n
P

∥∥
tr
−
∥∥DC′ −D⊗n

P

∥∥
tr

∣∣∣ (a)≤ ∥∥DC −D⊗n
P −DC′ +D⊗n

P

∥∥
tr

(49)
=

∥∥∥∥∥ 1

M

M∑
m=1

(
Dn(C(m))−Dn(C′(m))

)∥∥∥∥∥
tr

(b)
=

1

M
∥Dn(C(m̂))−Dn(C′(m̂))∥tr

(c)

≤ 2

M
,

where (a) is due to the triangle inequality, (b) is because C(m) = C′(m) whenever m ̸= m̂, and (c) is an application of the
triangle inequality and the fact that the range of D is S(H).

This means that we can choose cm̂ := 2/M for all m̂. Consequently, we obtain

v =
1

4

M∑
m̂=1

22

M2
= M−1.

We fix real numbers β, γ1, γ2 with the properties

0 < β <
R

2
, 0 < γ1 < min(β, γ), 0 < γ2 < R− 2β (88)

where γ is from the statement of Theorem 3. With this, we have, for sufficiently large n,

PC
(∥∥DC −D⊗n

P

∥∥
tr
≥ exp(−γ1n)

) (a)

≤ PC
(∥∥DC −D⊗n

P

∥∥
tr
− EC

∥∥DC −D⊗n
P

∥∥
tr
≥ exp(−γ1n)− exp(−γn)

)
= PC

(∥∥DC −D⊗n
P

∥∥
tr
− EC

∥∥DC −D⊗n
P

∥∥
tr
≥ exp(−γ1n)

(
1− exp(−(γ − γ1)n)

))
(88)

≤ PC
(∥∥DC −D⊗n

P

∥∥
tr
− EC

∥∥DC −D⊗n
P

∥∥
tr
≥ exp(−βn)

)
(b)

≤ exp

(
−exp(−2βn)

2M−1

)
≤ exp

(
−1

2
exp((R− 2β)n)

)
(88)

≤ exp(− exp(γ2n)),

where (a) is the application of Theorem 3 and (b) the application of Theorem 5.

Proof of Corollary 2. Choose γ1 ∈ (0, γ) and γ2 := γ − γ1, where γ is from the statement of Theorem 4. Then

PC

(
1

M

M∑
m=1

tr (Dn(m)(1− Ym)) ≥ exp(−nγ1)

)
(a)

≤ EC

(
1

M

M∑
m=1

tr (Dn(m)(1− Ym))

)
exp(nγ1)

(b)

≤ exp(−n(γ − γ1))

= exp(−nγ2),

where (a) is by Markov’s inequality and (b) by Theorem 4.
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E. Cost constraint

In this section, we extend Corollaries 1 and 2 to a cost-constrained version Cc,C of the codebook C, where (c, C) is an
additive cost constraint compatible with the input distribution P chosen for the generation of C.

As long as there exists at least one xn ∈ Xn which satisfies the cost constraint (which is always the case if there is an input
distribution compatible with the cost constraint), we can (given any codebook C) define the cost-constrained codebook Cc,C
via

Cc,C(m) =

{
C(m), C(m) satisfies the cost constraint (c, C),

xn, otherwise.

We define a set of bad codeword indices

B := {m ∈ {1, . . . ,M} : C(m) ̸= Cc,C(m)} .
By [51, Lemma 8], we have (after P is fixed) β1, β2 ∈ (0,∞) such that for sufficiently large n,

PC (|B| > M exp(−nβ1)) ≤ exp(− exp(nβ2)). (89)

Corollary 3. Make the same assumptions as in Theorem 3, and let (c, C) be an additive cost constraint which is compatible
with the input distribution P and induces the cost-constrained random codebook Cc,C .

Then, there are γ1, γ2 ∈ (0,∞) such that, for sufficiently large n,

PC
(∥∥DCc,C

−D⊗n
P

∥∥
tr
≥ exp(−γ1n)

)
≤ exp(− exp(γ2n)).

Proof. We will bound
∥∥DC −DCc,C

∥∥
tr

in such a way that this corollary follows as an immediate consequence of Corollary 1.
To this end, we fix β1, β2 ∈ (0,∞) such that (89) holds. By Corollary 1, we can also fix some γ′

1, γ
′
2 ∈ (0,∞) which satisfy

(86). Further, we fix choices of

γ1 ∈
(
0,min(β1, γ

′
1)
)

(90)

γ2 ∈
(
0,min(β2, γ

′
2)
)
. (91)

Conditioned on the event |B| ≤ M exp(−nβ1), we have almost surely∥∥DC −DCc,C

∥∥
tr
=

∥∥∥∥∥ 1

M

∑
m∈B

(
Dn
(
C(m)

)
−Dn

(
Cc,C(m)

))∥∥∥∥∥
tr

(a)

≤ 1

M

∑
m∈B

(∥∥Dn
(
C(m)

)∥∥
tr
+
∥∥Dn

(
Cc,C(m)

)∥∥
tr

)
=

2 |B|
M

≤ 2 exp(−nβ1), (92)

where step (a) is due to the triangle inequality. We obtain, for sufficiently large n,

PC
(∥∥DCc,C

−D⊗n
P

∥∥
tr
≥ exp(−γ1n)

) (a)

≤ PC
(∥∥DCc,C

−DC
∥∥
tr
+
∥∥DC −D⊗n

P

∥∥
tr
≥ exp(−γ1n)

)
(b)

≤ PC
(∥∥DCc,C

−DC
∥∥
tr
> 2 exp(−nβ1)

)
+ PC

(∥∥DC −D⊗n
P

∥∥
tr
≥ exp(−nγ′

1)
)

(92)

≤ PC(|B| > M exp(−nβ1)) + PC
(∥∥DC −D⊗n

P

∥∥
tr
≥ exp(−nγ′

1)
)

(89),(86)

≤ exp(− exp(nβ2)) + exp(− exp(nγ′
2))

(c)

≤ exp(− exp(γ2n)),

where (a) is due to the triangle inequality, (b) is by the union bound and the choice of γ1, and (c) is by the choice of γ2.

The following lemma is intended to bound the increase of the decoding error that results from transitioning from the standard
random codebook to its cost-constrained version. It is phrased in such a way that it is equally applicable to the decoding error
(6) of the classical channel and the decoding error (7) of the cq channel.

Lemma 14. Let εC : {1, . . . ,M} → [0, 1] be a map which depends on C in such a way that each εC(m) is measurable as a
function of C, let M be a random variable uniform in {1, . . . ,M}, and assume that there are γ1, γ2 ∈ (0,∞) such that for
sufficiently large n,

PC (EMεC(M) > exp(−nγ1)) ≤ exp(−nγ2). (93)
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Define

εCc,C
: {1, . . . ,M} → [0, 1], m 7→

{
εC(m), Cc,C(m) = C(m)

1, otherwise.

Then, there are γ3, γ4 ∈ (0,∞) such that for sufficiently large n,

PC
(
EMεCc,C

(M) ≥ exp(−nγ3)
)
≤ exp(−nγ4).

Proof. We fix β1, β2 ∈ (0,∞) such that (89) holds, and we fix γ3 ∈ (0,min(β1, γ1)), along with γ4 ∈ (0, γ2). Then

PC
(
EMεCc,C

(M) ≥ exp(−nγ3)
)

(a)

≤ PC
(
EMεCc,C

(M) ≥ exp(−nγ3) | |B| ≤ M exp(−nβ1)
)
+ P (|B| > M exp(−nβ1))

(b)

≤ PC

(
EMεC(M) +

|B|
M

≥ exp(−nγ3) | |B| ≤ M exp(−nβ1)

)
+ P (|B| > M exp(−nβ1))

(a)

≤ PC (EMεC(M) + exp(−nβ1) ≥ exp(−nγ3))

P (|B| ≤ M exp(−nβ1))
+ P (|B| > M exp(−nβ1))

(89)

≤ PC (EMεC(M) + exp(−nβ1) ≥ exp(−nγ3))

1− exp(− exp(nβ2))
+ exp(− exp(nβ2))

=
PC (EMεC(M) ≥ exp(−nγ3)(1− exp(−n(β1 − γ3)))

1− exp(− exp(nβ2))
+ exp(− exp(nβ2))

(c)

≤ PC (EMεC(M) ≥ exp(−nγ1))

1− exp(− exp(nβ2))
+ exp(− exp(nβ2))

(93)

≤ exp(−nγ2)

1− exp(− exp(nβ2))
+ exp(− exp(nβ2))

(d)

≤ exp(−nγ4),

where both steps labeled (a) are due to the law of total probability, (b) is by the definition of εCc,C
, (c) follows for sufficiently

large n from the choice of γ3, and (d) from the choice of γ4.

F. Proof of Theorem 1 and Theorem 2

We now have everything needed to prove the main results of this paper.

Proof of Theorem 1. We have R < I(P,W ) − χ(P ;DE). This allows us to fix R̃ ∈ (χ(P ;DE), I(P,W ) − R), and,
subsequently, R̂ ∈ (R+ R̃, I(P,W )). For sufficiently large n, this then allows us to fix M,L ∈ N satisfying

M ≥ exp(nR̃) (94)

ML ≤ exp(nR̂) (95)
L ≥ exp(nR). (96)

a) Codebook generation: We generate a wiretap codebook C := (C1, . . . , CL) which is an L-tuple of i.i.d. standard random
codebooks drawn according to P . We also define the associated cost-constrained wiretap codebook Cc,C = (C1,c,C , . . . , CL,c,C).

b) Encoding procedure: Let M ∈ {1, . . . , L}. In order to generate the corresponding output of Enc, we draw a random
number m ∈ {1, . . . ,M} and output CM,c,C(m). Note that (96) ensures that our code has a rate of at least R.

c) Decoding procedure: We use a joint typicality decoder; i.e., Dec outputs M̂ if there is m ∈ {1, . . . ,M} such that
CM̂(m) is jointly typical with X̂n and M̂,m are unique with this property. If no such M̂,m exist, the decoder outputs 1. The
definition of typicality we use is in terms of information density (cf. [52, Def. 4.34]). Let

εC : {1, . . . , L} × {1, . . . ,M} → [0, 1], (ℓ,m) 7→ P
(
M̂ ̸= ℓ | Xn = Cℓ(m)

)
.

Let us first look at the average decoding error of an alternative encoder Enc′ which draws a random number m ∈ {1, . . . ,M}
and outputs CM(m) to transmit message M. The average decoding error in case Enc′ is used can be expressed as

1

LM

L∑
ℓ=1

M∑
m=1

εC(ℓ,m),

and so (95) ensures that by [52, Lemma 4.37], we can fix β1, β2 ∈ (0,∞) with the property that for sufficiently large n,

PC

(
1

LM

L∑
ℓ=1

M∑
m=1

εC(ℓ,m) ≥ exp(−nβ1)

)
≤ exp(−nβ2).
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Let εCc,C
be as defined in the statement of Lemma 14. It follows that there are γ1, β3 ∈ (0,∞) such that for sufficiently large

n,

PC

(
1

LM

L∑
ℓ=1

M∑
m=1

εCc,C
(ℓ,m) ≥ exp(−nγ1)

)
≤ exp(−nβ3).

This bounds the probability that the average decoding error in case Enc is used at the transmitter exceeds exp(−nγ1).
d) Distinguishing security level: We first note that by passing M through Enc and Dn

E, we obtain the density operator
DE,CM,c,C

. Let us assume that we have for every ℓ ∈ {1, . . . , L}∥∥∥DE,Cℓ,c,C
−D⊗n

E,P

∥∥∥
tr
≤ 1

2
exp(−γ2n). (97)

The triangle inequality then yields, for all ℓ1, ℓ2,∥∥DE,Cℓ1,c,C
−DE,Cℓ2,c,C

∥∥
tr
≤
∥∥∥DE,Cℓ1,c,C

−D⊗n
E,P

∥∥∥
tr
+
∥∥∥DE,Cℓ2,c,C

−D⊗n
E,P

∥∥∥
tr

(98)

(97)

≤ exp(−γ2n),

which means that our wiretap code has distinguishing security level exp(−nγ2).
So it remains to calculate the probability that (97) is not true for all ℓ. By Corollary 3, we can find γ2, β4 ∈ (0,∞) such

that for sufficiently large n, we have for every ℓ ∈ {1, . . . , L}

PC

(∥∥DCℓ,c,C
−D⊗n

P

∥∥
tr
≥ 1

2
exp(−γ2n)

)
≤ exp(− exp(β4n)). (99)

With this, we calculate

PC

(
∃ℓ ∈ {1, . . . , L}

∥∥DCℓ,c,C
−D⊗n

P

∥∥
tr
≥ 1

2
exp(−nγ2)

)
(a)

≤
L∑

ℓ=1

PC

(∥∥DCℓ,c,C
−D⊗n

P

∥∥
tr
≥ 1

2
exp(−γ2n)

)
(99)

≤ L exp(− exp(nβ4))

(94),(95)

≤ exp(n(R̂− R̃)− exp(nβ4)), (100)

where step (a) is by the union bound.
In conclusion, if n is sufficiently large so that exp(−nβ3) + exp(n(R̂− R̃)− exp(nβ4)) < 1 and all bounds derived above

hold, the existence of a wiretap code as claimed in the theorem statement is assured.

Proof of Theorem 2. We have R < χ(P ;DB) − χ(P ;DE). This allows us to fix R̃ ∈ (χ(P ;DE), χ(P ;DB) − R), and,
subsequently, R̂ ∈ (R+ R̃, χ(P ;DB)). For sufficiently large n, this then allows us to fix M,L ∈ N satisfying (94), (95), and
(96).

a) Codebook generation: See proof of Theorem 1.
b) Encoding procedure: See proof of Theorem 1.
c) Decoding procedure: We treat the wiretap codebook C as one large codebook C̃ of size LM defined by C̃(ℓ,m) :=

Cℓ(m). Together with (95), this allows us to invoke Theorem 4 to obtain a decoding POVM (Yℓ,m)L,M
ℓ,m=1 for the codebook C̃.

Define a corresponding decoding POVM (Yℓ)
L
ℓ=1 for the wiretap channel by

Yℓ :=

M∑
m=1

Yℓ,m.

Let
εC : {1, . . . , L} × {1, . . . ,M} → [0, 1], (ℓ,m) 7→ tr

(
Dn

B(Cℓ(m))(1− Yℓ,m)
)
.

Then Corollary 2 assures that there are β1, β2 ∈ (0,∞) such that for sufficiently large n,

PC

(
1

LM

L∑
ℓ=1

M∑
m=1

εC(ℓ,m) ≥ exp(−nβ1)

)
≤ exp(−nβ2).

As in the classical case, we let εCc,C
be as defined in the statement of Lemma 14. It follows that there are γ1, β3 ∈ (0,∞)

such that for sufficiently large n,

PC

(
1

LM

L∑
ℓ=1

M∑
m=1

εCc,C
(ℓ,m) ≥ exp(−nγ1)

)
≤ exp(−nβ3).
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Now, we can bound the decoding error as

PC

(
1

L

L∑
ℓ=1

tr

(
1

M

M∑
m=1

DB(Cℓ,c,C(m))(1− Yℓ)

)
≥ exp(−nγ1)

)

≤ PC

(
1

LM

L∑
ℓ=1

M∑
m=1

tr (DB(Cℓ,c,C(m))(1− Yℓ,m)) ≥ exp(−nγ1)

)

≤ PC

(
1

LM

L∑
ℓ=1

M∑
m=1

εCc,C
(ℓ,m) ≥ exp(−nγ1)

)
≤ exp(−nβ3).

d) Distinguishing security level: See proof of Theorem 1.
Similarly as in the proof of Theorem 1, the existence of a wiretap code as claimed in the theorem statement is assured for

sufficiently large n.

VI. SPECIALIZATION TO THE GAUSSIAN CQ WIRETAP CHANNEL

Theorem 2 states that the security level and decoding error exhibit exponential decay. However, unspecified constants γ1, γ2
appear in the exponents and in particular, the theorem does not tell us what happens at values of n that are not sufficiently
large for the exponential bounds to hold. We have opted to formulate Theorem 2 in this way to keep the statement as simple as
possible. But the proofs of Theorems 3 and 4 are written up in such a way that the unspecified constants and the “sufficiently
large” condition only appear in the very last step. These Theorems give bounds on the expected decoding error and security
level of a standard random codebook, and are the two main building blocks that go into the proof of Theorem 2. For a given
channel, it is therefore not hard to unpack these proofs far enough to be able to numerically calculate bounds for the decoding
error and the security level at finite block lengths.

In this section, we demonstrate this on the example of the Gaussian c/qq wiretap channel. We only give a sketch of how to
do this in the rest of this section, but the full annotated Python source code that reproduces the plots in Figures 4, 5 and 6 is
available as an electronic supplement with this paper.

A. The Gaussian cq Channel

In the following, we introduce the Gaussian cq channel along with some properties that we need in this section. For more
details, we refer the reader to [35, Section 12.1].

Let H := L2(R) be the complex Hilbert space of equivalence classes of complex-valued, square integrable functions on R.
For k = 0, 1, . . . , let |k⟩ be the number state vector defined in [35, eq. (12.17)]. Here, it will only be important that |0⟩ , |1⟩ , . . .
form an orthonormal basis of H. For every ζ ∈ C, we define a coherent state vector (see [35, eq. before (12.18) and eq. before
(12.21)])

|ζ⟩ := exp

(
−|ζ|2

2

) ∞∑
k=0

ζk√
k!

|k⟩ . (101)

The Gaussian cq channel is then defined (cf. [35, eq. (12.28)]) as

D(η,N) : C → S(H), x 7→ 1

πN

∫
C
|ζ⟩ ⟨ζ| exp

(
−
∣∣ζ −√

ηx
∣∣2

N

)
dζ. (102)

It is parametrized by the noise power N > 0, and the transmittivity η ∈ [0, 1]. With η = 1, this is the same definition as
in [35, eq. (12.28)]. In the following, we summarize some properties of this channel that we need in this section. They are
derived in [35] for the case η = 1, but they carry over because D(η,N)(x) = D(1,N)(

√
ηx). For every x ∈ C, there is [35, eq.

(12.30)] a unitary displacement operator Ux such that

D(1,N)(x) = UxD
(1,N)(0)U∗

x , (103)

and hence
D(η,N)(x) = D(1,N)(

√
ηx) = U√

ηxD
(1,N)(0)U∗√

ηx = U√
ηxD

(η,N)(0)U∗√
ηx. (104)

D(η,N)(0) = D(1,N)(0) can be written as [35, eq. (12.24)]

D(η,N)(0) =
1

N + 1

∞∑
k=0

(
N

N + 1

)k

|k⟩ ⟨k| . (105)
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<latexit sha1_base64="KR8+fDnsBDv3emhfHECQ3uR5ml8=">AAACHXicbVDLSsNAFJ3UV62vqEs3g0VwVRLxhauiG1dSwT6gCWEymbRDJ5MwMxFKyNbf8Afc6h+4E7fiD/gdTtosbOuFGQ7n3Ms99/gJo1JZ1rdRWVpeWV2rrtc2Nre2d8zdvY6MU4FJG8csFj0fScIoJ21FFSO9RBAU+Yx0/dFNoXcfiZA05g9qnBA3QgNOQ4qR0pRnQidCaogRy+5yL3N4qr+CCQUaZdd5nntm3WpYk4KLwC5BHZTV8swfJ4hxGhGuMENS9m0rUW6GhKKYkbzmpJIkCI/QgPQ15Cgi0s0ml+TwSDMBDGOhH1dwwv6dyFAk5TjydWfhUs5rBfmf1k9VeOlmlCepIhxPF4UpgyqGRSwwoIJgxcYaICyo9grxEAmElQ5vZksgC2t5TQdjz8ewCDonDfu8cXZ/Wm9elRFVwQE4BMfABhegCW5BC7QBBk/gBbyCN+PZeDc+jM9pa8UoZ/bBTBlfv0Klo7c=</latexit>

N⌫B

<latexit sha1_base64="5a+1E9xVWrF1IihmyyAwhaFwSWg=">AAACHXicbVDLSsNAFJ3UV62vqEs3g0VwVRLxhauCCK6kgn1AE8JkMmmHTiZhZiKUkK2/4Q+41T9wJ27FH/A7nLRZ2NYLMxzOuZd77vETRqWyrG+jsrS8srpWXa9tbG5t75i7ex0ZpwKTNo5ZLHo+koRRTtqKKkZ6iSAo8hnp+qPrQu8+EiFpzB/UOCFuhAachhQjpSnPhE6E1BAjlt3lXubwVH8FEwo0ym7yPPfMutWwJgUXgV2COiir5Zk/ThDjNCJcYYak7NtWotwMCUUxI3nNSSVJEB6hAelryFFEpJtNLsnhkWYCGMZCP67ghP07kaFIynHk687CpZzXCvI/rZ+q8NLNKE9SRTieLgpTBlUMi1hgQAXBio01QFhQ7RXiIRIIKx3ezJZAFtbymg7Gno9hEXROGvZ54+z+tN68KiOqggNwCI6BDS5AE9yCFmgDDJ7AC3gFb8az8W58GJ/T1opRzuyDmTK+fgFHdqO6</latexit>

N⌫E

<latexit sha1_base64="He90uxUazDhwrydErMEQl6eBSSs=">AAACEHicbVDLSsNAFJ34rPUV7dLNYBHqpiTiC1dFXbisYB/QhjCZTtqhk0mYmYgh5Cf8Abf6B+7ErX/gD/gdTtosbOuBC4dz7uUejhcxKpVlfRtLyyura+uljfLm1vbOrrm335ZhLDBp4ZCFoushSRjlpKWoYqQbCYICj5GON77J/c4jEZKG/EElEXECNOTUpxgpLblm5dZN+wFSI1+gcXqdZbWnY9esWnVrArhI7IJUQYGma/70ByGOA8IVZkjKnm1FykmRUBQzkpX7sSQRwmM0JD1NOQqIdNJJ+AweaWUA/VDo4QpO1L8XKQqkTAJPb+Y55byXi/95vVj5l05KeRQrwvH0kR8zqEKYNwEHVBCsWKIJwoLqrBCPkEBY6b5mvgxkHi0r62Ls+RoWSfukbp/Xz+5Pq42roqISOACHoAZscAEa4A40QQtgkIAX8ArejGfj3fgwPqerS0ZxUwEzML5+AT2JnTA=</latexit>

DB(x)

<latexit sha1_base64="bv+cl+wAXbCNCcH/DoMacdbIm8A=">AAACEHicbVDLSsNAFJ34rPUV7dLNYBHqpiTiC1cFFVxWsA9oQ5hMJ+3QySTMTMQQ8hP+gFv9A3fi1j/wB/wOJ20WtvXAhcM593IPx4sYlcqyvo2l5ZXVtfXSRnlza3tn19zbb8swFpi0cMhC0fWQJIxy0lJUMdKNBEGBx0jHG1/nfueRCElD/qCSiDgBGnLqU4yUllyzcuOm/QCpkS/QOL3NstrTsWtWrbo1AVwkdkGqoEDTNX/6gxDHAeEKMyRlz7Yi5aRIKIoZycr9WJII4TEakp6mHAVEOukkfAaPtDKAfij0cAUn6t+LFAVSJoGnN/Occt7Lxf+8Xqz8SyelPIoV4Xj6yI8ZVCHMm4ADKghWLNEEYUF1VohHSCCsdF8zXwYyj5aVdTH2fA2LpH1St8/rZ/en1cZVUVEJHIBDUAM2uAANcAeaoAUwSMALeAVvxrPxbnwYn9PVJaO4qYAZGF+/QmCdMw==</latexit>

DE(x)

<latexit sha1_base64="1p8+6r1ZiQcWtg1QucZ/vQPsFl4=">AAACH3icbVDJSgNBEO1xjXGLevQyGARPYUbc8BTw4jGCWSAZh55OxTT2dA/dNcEwzN3f8Ae86h94E6/5Ab/DzoK4PWh49V4VVf2iRHCDnjdy5uYXFpeWCyvF1bX1jc3S1nbDqFQzqDMllG5F1IDgEurIUUAr0UDjSEAzursY+80BaMOVvMZhAkFMbyXvcUbRSmFpr6P7Ksw6CPeYJhnIQZ7ffJUqxTwPS2Wv4k3g/iX+jJTJDLWw9NHpKpbGIJEJakzb9xIMMqqRMwF5sZMaSCi7o7fQtlTSGEyQTf6Su/tW6bo9pe2T6E7U7xMZjY0ZxpHtjCn2zW9vLP7ntVPsnQUZl0mKINl0US8VLip3HIzb5RoYiqEllGlub3VZn2rK0Mb3Y0vXjE/LizYY/3cMf0njsOKfVI6vjsrV81lEBbJL9sgB8ckpqZJLUiN1wsgDeSLP5MV5dF6dN+d92jrnzGZ2yA84o09NxKVt</latexit>

⇢out
env

<latexit sha1_base64="fu4fuyVqLnpA0in9v8K3xGKsW6Q=">AAACEXicbVDLSsNAFL3xWesrPnZuBovgqiTiC1cFNy4r2Ae0pUwmk3boZBJmJkJN+xX+gFv9A3fi1i/wB/wOJ20WtvXAMIdz7uUejhdzprTjfFtLyyura+uFjeLm1vbOrr23X1dRIgmtkYhHsulhRTkTtKaZ5rQZS4pDj9OGN7jN/MYjlYpF4kEPY9oJcU+wgBGsjdS1D0dOW2LR4xS1+fR3Rl275JSdCdAicXNSghzVrv3T9iOShFRowrFSLdeJdSfFUjPC6bjYThSNMRngHm0ZKnBIVSedpB+jE6P4KIikeUKjifp3I8WhUsPQM5Mh1n0172Xif14r0cF1J2UiTjQVZHooSDjSEcqqQD6TlGg+NAQTyUxWRPpYYqJNYTNXfJVFGxdNMe58DYukflZ2L8sX9+elyk1eUQGO4BhOwYUrqMAdVKEGBJ7gBV7hzXq23q0P63M6umTlOwcwA+vrF1LqnS4=</latexit>|0ih0|
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Fig. 3: The cascaded channel model consisting of two beam splitters followed by additive thermal noise channels acting on the
signals that are arriving at the legitimate receiver and eavesdropper respectively which is used for the numerical evaluation of
the theoretical bounds. Both beam splitters are assumed noiseless which is reflected by the presence of the vacuum state |0⟩⟨0|
at the second input of both devices. The third output is the state ρout

env of photons detected neither by the legitimate receiver
nor the eavesdropper.

This state has the von Neumann entropy [35, eq. (12.26)]

H
(
D(η,N)(0)

)
= g(N), (106)

where

g : [0,∞) → [0,∞), t 7→
{
(t+ 1) log(t+ 1)− t log t, t > 0,

0, t = 0
(107)

is called the Gordon function.
A consequence of (104) and (105) is that for every f : R → R and every x ∈ C, we have

trf
(
D(η,N)(x)

) (104)
= trf

(
U√

ηxD
(η,N)(0)U∗√

ηx

)
(105)
= trf

(
1

N + 1

∞∑
k=0

(
N

N + 1

)k

U√
ηx |k⟩ ⟨k|U∗√

ηx

)
(a)
= trf

(
1

N + 1

∞∑
k=0

(
N

N + 1

)k

|k⟩ ⟨k|
)

(105)
= trf(D(η,N)(0)), (108)

where step (a) is due to the fact that both |0⟩ , |1⟩ , . . . and U√
ηx |0⟩ , U√

ηx |1⟩ , . . . are orthonormal bases of H.
As the input distribution P , we choose a complex Gaussian distribution where real and imaginary part are independent with

mean 0 and variance E/2, and E is the average energy per channel use. In order to relate this to the case η = 1, we also
define an auxiliary input distribution Pη which is complex Gaussian with mean 0 and variance ηE/2 per complex component.
With this choice, we have [35, eq. 12.41]

D
(η,N)
P = D

(1,N)
Pη

=
1

N + ηE + 1

∞∑
k=1

(
N + ηE

N + ηE + 1

)k

|k⟩ ⟨k| . (109)

In this section, we consider a c/qq wiretap channel where DB = D(ηB,NB) and DE = D(ηE,NE).

B. Physical Channel Model

In the following, we describe a commonly employed channel model of physical systems [23], [53] that is a special case of
the Gaussian c/qq wiretap channel (DB, DE) introduced in Section VI-A. It uses a quantum channel Vη called a beam splitter
[54, Chapter 4.] with a parameter η ∈ [0, 1] called transmittivity. Denoting by a∗, b∗ and a, b the creation resp. annihilation
operators on two copies HA,H′

A of the Hilbert space H = L2(R), Vη : S(HA ⊗H′
A) → S(HA ⊗H′

A) is defined as

Vη(ρ) := BθρB
∗
θ ,

where θ ∈ [0, π/2] is such that η = cos2(θ) and the unitary Bθ : HA ⊗H′
A → HA ⊗H′

A is given by [54, eq. (4.16)]

Bθ = exp{θ(a∗ ⊗ b− a⊗ b∗)}.
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For every x, x′ ∈ C and corresponding coherent state vectors |x⟩ ∈ HA and |x′⟩ ∈ H′
A, we have [54, eq. (4.28)]

Vη (|x⟩ ⟨x| ⊗ |x′⟩ ⟨x′|) =
∣∣∣√ηx+

√
η′x′

〉〈√
ηx+

√
η′x′

∣∣∣⊗ ∣∣∣√η′x−√
ηx′
〉〈√

η′x−√
ηx′
∣∣∣ , (110)

where η′ := 1− η. Moreover, we use an additive thermal noise channel NN (ρ) which is described [53, eq. (3.48)] by

NN (ρ) =
1

πN

∫
C
UζρU

∗
ζ exp

(
−|ζ|2

N

)
dζ,

where Uζ are displacement operators and ζ ∈ C. For every coherent state |ζ⟩ ⟨ζ| and N ∈ (0,∞), it holds that

NN (|ζ⟩ ⟨ζ|) = D(1,N)(ζ). (111)

A bosonic wiretap model [23], [53] can be based on the assumption that every photon which is lost from the original signal
can be detected by the eavesdropper. This is an extremely pessimistic model, not taking into account the photons which are
detected neither by the legitimate receiver nor the eavesdropper due to channel loss. In contrast, we evaluate a channel model,
depicted in Fig. 3, in which both the legitimate receiver and the eavesdropper are subject to channel loss. To this end, we
consider Hilbert spaces HA,1, H′

A,1, HA,2, H′
A,2, HB, HE, and Henv all of which are copies of H = L2(R). Moreover, we

choose transmittivity parameters η1, η2 ∈ [0, 1].
In this model, the transmitter’s channel alphabet is given as X := C. The transmission symbol x ∈ C is transformed

into a coherent state |x⟩ ⟨x| with |x⟩ ∈ HA,1 defined in (101). This state |x⟩ ⟨x| is passed to the first input of the beam
splitter Vη1

: S(HA,1 ⊗H′
A,1) → S(HA,1 ⊗H′

A,1), where the second input of the beam splitter receives the vacuum state
|0⟩ ⟨0| ∈ S(H′

A,1). The first output is passed through NNB
: S(HA,1) → S(HB) to model the thermal noise at the legitimate

receiver. The second output is passed through another beam splitter Vη2 : S(HA,2 ⊗H′
A,2) → S(HA,2 ⊗H′

A,2), again with
the vacuum state |0⟩ ⟨0| ∈ S(H′

A,2) at the second input. The eavesdropper receives a version of the first output of the beam
splitter Vη2

which is passed through NNE
: S(HA,2) → S(HE) to model the eavesdropper’s thermal receiver noise. The

remaining beam splitter output is considered an environment state which is received neither at the legitimate receiver nor at
the eavesdropper. The joint quantum state at the legitimate receiver’s channel output, the eavesdropper’s channel output, and
the environment channel output can thus be written as(

NNB
⊗NNE

⊗ idB(H′
A,2)

)
◦
(
idB(HA,1) ⊗ Vη2

) (
Vη1

(
|x⟩ ⟨x| ⊗ |0⟩ ⟨0|

)
⊗ |0⟩ ⟨0|

)
(110)
=
(
NNB

⊗NNE
⊗ idB(H′

A,2)

)
◦
(
idB(HA,1) ⊗ Vη2

) (
|√η1x⟩ ⟨

√
η1x| ⊗

∣∣∣√η′1x
〉〈√

η′1x
∣∣∣⊗ |0⟩ ⟨0|

)
(110)
=
(
NNB

⊗NNE
⊗ idB(H′

A,2)

)(
|√η1x⟩ ⟨

√
η1x| ⊗

∣∣∣√η2η′1x
〉〈√

η2η′1x
∣∣∣⊗ ∣∣∣√η′2η

′
1x
〉〈√

η′2η
′
1x
∣∣∣ )

(111)
= D(1,NB) (

√
η1x)⊗D(1,NE)

(√
η2η′1x

)
⊗
∣∣∣√η′2η

′
1x
〉〈√

η′2η
′
1x
∣∣∣

= D(η1,NB) (x)⊗D(η2η
′
1,NE) (x)⊗

∣∣∣√η′2η
′
1x
〉〈√

η′2η
′
1x
∣∣∣ ,

where we have used η′1 := 1 − η1, η′2 := 1 − η2, and the identity maps idB(HA,1) and idB(H′
A,2)

on the spaces B(HA,1) and
B(H′

A,2).
Therefore, this system is a special case of the c/qq wiretap channel DB = D(ηB,NB) and DE = D(ηE,NE) described in

Section VI-A where ηB := η1 and ηE := η2(1− η1).

C. Numerical Evaluation of the Error Bounds in Theorems 3 and 4

In this subsection, we fix a channel D(η,N) and show how to compute the quantities HP , HU , HP,α, HU,α and evaluate the
error bounds of the resolvability and coding results for such a channel under a Gaussian input distribution with energy E as
defined in Section VI-A.

The properties collected in Section VI-A allow us to calculate the quantities defined in (50) and (51) as

HP
(50)
= −EXtr

(
D(η,N)(X) logD(η,N)(X)

)
(108)
= −tr(D(η,N)(0) logD(η,N)(0))

(106)
= g(N) (112)

HU
(51)
= H

(
D

(η,N)
P

)
(106),(109)

= g(N + ηE). (113)

Next, we use the convergence behavior of the geometric series to argue that for α ∈ (0,∞),

tr
(
D(η,N)(0)α

)
=

1

(N + 1)α

∞∑
k=0

(
N

N + 1

)αk

=
1

(N + 1)α(1−Nα/(N + 1)α)
=

1

(N + 1)α −Nα
(114)
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With this, we can calculate the quantities defined in (62) and (63) as

HP,α
(62)
=

1

1− α
logEX

(
tr
(
D(η,N)(X)α

))
(108)
=

1

1− α
log tr

(
D(η,N)(0)α

)
(114)
=

1

α− 1
log((N + 1)α −Nα) = gα(N)

(115)

HU,α
(63)
=

1

1− α
log tr

((
D

(η,N)
P

)α) (109),(114)
= gα(N + ηE), (116)

where we use a modified version of the Gordon function

gα : [0,∞) → [0,∞), t 7→ log((t+ 1)α − tα)

α− 1
. (117)

From the considerations in Section V-A, we know that with the convention g1 := g, the map (0,∞) → (0,∞), α 7→ gα(t) is
continuous. We can also calculate the derivative

g′α(t) :=
∂

∂α
gα(t) =

(t+1)α log(t+1)−tα log t
(t+1)α−tα − gα(t)

α− 1
. (118)

With this, it is possible to numerically evaluate the exponents that appear in (68) and (69) for any given values of ε, α1, α2, α3, α4

as well as their partial derivatives for α1, α2, α3, α4. Given a value of ε, it is therefore possible to find optimal values for these
four parameters.

For the calculation of the error bound of Theorem 3, we look at (73). The first three summands are all upper bounded with
the explicit bound given in (74), whereas the last summand is bounded using Lemma 9 and hence (68) and (69). This allows
us to evaluate the error bound of Theorem 3 for given values of ε, so it only remains to find an optimal ε within the range
(72).

For the calculation of the error bound of Theorem 4, we look at (84). The second term is bounded by (85) which is
straightforward to evaluate given a value of ε, and the first term is again bounded using Lemma 9 which can be evaluated as
in the case of Theorem 3. So it remains to find an optimal ε in the range (78).

D. Numerical Evaluation of the Error Bounds in Theorem 2

In Section VI-C, we have described a way to evaluate the expectation bounds for resolvability and decoding error for the
random codebook ensemble. From this, it is not yet clear that energy-constrained wiretap codebooks exist that satisfy all of
these bounds simultaneously. The argument we make in this subsection is that due to the doubly exponential error decay in
Corollary 1 and (89), wiretap codebooks exist that realize the expectation bounds up to a negligibly small additional error.
For the calculation of the error bounds of Theorem 2, we first find a way to evaluate them for a given value of R̃, and then
optimize over all possible values of this number. The proof of Theorem 2 introduces a number R̂ > R+ R̃. This is necessary
since a codebook of block length n can only have rates of the form log(M)/n where M ∈ N. However, this is not a significant
numerical restriction even for moderate values of n. We therefore use R̂ = R+ R̃ to avoid unnecessary complexity.

a) Concentration of the semantic security level: Let the wiretap codebook be C = (C1, . . . , CL) as described in the
proof of Theorem 2. If all of C1, . . . , CL satisfy a resolvability bound as in Theorem 3, then we have a connection to the
distinguishing security level via the triangle inequality (98) and from there to the semantic security level via Lemma 1. For
the concentration around the mean, we use the calculation at the end of the proof of Corollary 1 along with the union bound
for the L different resolvability codebooks. For all data points we plot, we ensure that the probability in the random wiretap
codebook construction that the resolvability error of one of the codebooks is more than 10−8 away from the expectation is
less than exp(−100).

b) Additional error incurred by energy-constrained codebook: For this, we use the considerations in Section V-E, where
we use the cost function c(x) := |x|2 (corresponding to an input energy constraint) and the constraint C := 1.1 · E, where
E is the average energy of the channel input distribution P used for generation of the random codebook. We observe in the
proofs of Corollary 3 and Lemma 14 that the additional error incurred in terms of resolvability and decoding is closely related
to the cardinality of the set B of bad codewords as a fraction of the size of the codebook. We can find an explicit version of
(89) in the proof of [51, Lemma 8]. With this and the union bound, we ensure that for all plotted data points, the fraction
|B| /M of bad codewords is smaller than 10−8 for all codebooks C1, . . . , CL except for an error event with probability less than
exp(−100). It is clear from the proofs in Section V-E that this ensures a negligible increase in decoding error and semantic
security level when the energy-constrained codebooks are used.

c) Realization of the expected decoding error: Since we ensure that the probabilities of the error events discussed in
the two preceding paragraphs are each smaller than exp(−100) and the decoding error is constrained in [0, 1], it follows that
wiretap codebooks must exist which realize a decoding error that is only negligibly larger than its expectation. We therefore
neglect any additional such error in our numerical evaluations.
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Fig. 4: Decay of semantic security level δ depending on the block length of the codebook for various rates R. The decoding
error is fixed at ε = 0.01.
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Fig. 5: Decay of decoding error probability ε depending on the block length of the codebook for various rates. The semantic
security level is fixed at δ = 0.01.

E. Plots

We plot various quantities of interest for a model of an optical communication system with a noiseless source as described
in Section VI-B. In order to find reasonable system parameters, we make a series of rough estimates of what values these
parameters may have in a realistic communication system. When a transmitter communicates a line of sight optical signal to
a receiver, the transmittivity η ∈ [0, 1] can be roughly estimated as

η = c ·
(
Ldiam

Ldist

)2

(119)

where c is a system-dependent constant, Ldiam the receiver diameter and Ldist the distance between transmitter and receiver [55].
In slightly non-optimal situations where fog disturbs the link, this transmittivity in a free-space optical system can easily be
as low as η = 10−5 already at distances Ldist = 1km [55]. For our plots, we choose η1 := 10−5 and η2 := 6 · 10−6 to
obtain a scenario in which the eavesdropper is at a slightly greater distance from the sender than the legitimate receiver,
and otherwise uses equivalent equipment. For the average transmit energy, we note that the number of photons per channel
use can be estimated by considering a laser with 1W output power at 1550nm. This system will emit in the order of 1019

photons per second, and typically use a modulation format such that 1010 pulses are emitted per second. Thus, E := 109

photons per channel use are a fair estimate. We assume that the number of noise photons per channel use is around 10−5,
which is at the lower end of the plausible range of values. At a wave length of 1550nm and a baud rate of 1010 pulses per
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Fig. 6: Block length necessary to achieve a given decoding error ε, semantic security level δ and rate R.

second, this is equivalent to a background noise power of about 1.5 · 10−14W . This means that in our example, we choose
NA := NB := 10−5.

This yields the system parameters ηB = η1 = 10−5, ηE = η2(1 − η1) ≈ 6 · 10−6, NB = NE = 10−5. By Theorem 2 and
(112), (113), we obtain a bound

χ(P ;DB)− χ(P ;DE) = g(NB + ηBE)− g(NB)− g(NE + ηEE) + g(NE) ≈ 0.5108

on the achievable rates. In Fig. 4 and 5, it can be seen how the security level and decoding error decay with increasing block
length for various rates. As expected, the decay is always at least exponential, but the slope of the lines is steeper for larger gaps
to the upper bound of achievable rates. In Fig. 6, we plot the block lengths necessary to achieve a few selected combinations
of decoding error and security level in dependence of the rate. It can be seen that the necessary block length increases sharply
when the rate gets close to the upper bound.

APPENDIX

Lemma 15. The norms ∥·∥op on B(H) and ∥·∥tr on T (H) have the following properties:
1) ∀A ∈ T (H) : ∥A∥op ≤ ∥A∥tr
2) ∀A1 ∈ B(H), A2 ∈ T (H), A3 ∈ B(H) : A1A2A3 ∈ T (H) ∧ ∥A1A2A3∥tr ≤ ∥A1∥op ∥A2∥tr ∥A3∥op
3) ∀A1, A2 ∈ T (H) : ∥A1A2∥tr ≤ ∥A1∥tr ∥A2∥tr
4) The maps T (H) → K(H)′, A 7→ tr(A·) and B(H) → T (H)′, A 7→ tr(A·) are isometric isomorphisms. In particular,

∀A ∈ T (H) : ∥A∥tr = sup
{
|tr(AB)| : B ∈ B(H) ∧ ∥B∥op ≤ 1

}
.

5) For any ρ, σ ∈ S(H), we have

∥ρ− σ∥tr = 2max {tr(B(ρ− σ)) : 0 ≤ B ≤ 1} .
Since these are well-known facts, we provide references to textbooks in lieu of a proof: 1) follows from [56, Theorem III.4],

2) follows from [56, Lemma III.8(v)], 3) is immediate from 1) and 2), 4 is [31, Th. VI.26], and 5 is stated in [57, Lemma
9.1.7] for the finite-dimensional case, however, the proof also works for infinite-dimensional spaces without modification.

Lemma 16. Let ℓ ∈ N. Then the map T (H)ℓ → T (H), (A1, . . . , Aℓ) 7→ A1 ◦ · · · ◦Aℓ is continuous.

Proof. The proof is by induction on ℓ. The case ℓ = 1 is clear, and the case ℓ > 2 follows by induction hypothesis and the
case ℓ = 2.

Hence, the only case left to prove is ℓ = 2. Let A1, A2 ∈ T (H), and for all i ∈ {1, 2}, let (A(j)
i )j∈N be a sequence with

lim
j→∞

∥∥∥Ai −A
(j)
i

∥∥∥
tr
= 0.

Then we use the triangle inequality and sub-multiplicativity of the trace norm in Lemma 15-3) to argue∥∥∥A1A2 −A
(j)
1 A

(j)
2

∥∥∥
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=
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∥∥∥
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Since the norm of a convergent sequence is upper bounded, we can apply the limit on both sides and obtain

lim
j→∞

∥∥∥A1A2 −A
(j)
1 A

(j)
2

∥∥∥
tr
= 0.

Lemma 17. Let s ∈ (0,∞), and let D : X → {A ∈ T (H) : 0 ≤ A ≤ s1} be measurable. Let f : [0, s] → R be continuous
with f(0) = 0, and assume that f(D(x)) ∈ T (H) for all x ∈ X . Then X → T (H), x 7→ f(D(x)) is measurable.

A sufficient condition for f(D(x)) ∈ T (H) is that there is c ∈ (0, s] with f(t) = 0 for all t < c.

Proof. We begin with the second part of the statement and show that if there is c ∈ (0, s] with f(t) = 0 for all t < c, then
f(D(x)) ∈ T (H) for all x ∈ X . To this end, we apply the spectral theorem for self-adjoint trace class operators to write

f(D(x)) =

∞∑
ℓ=1

f(λℓ(x)) |eℓ(x)⟩ ⟨eℓ(x)| ,

where (eℓ(x))ℓ∈N is a sequence of corresponding orthonormal eigenvectors and (λℓ(x))ℓ∈N is the non-increasing sequence of
eigenvalues of D(x) which contains all nonzero eigenvalues counted with multiplicity and converges to 0. For every x, we
have f(λℓ(x)) > 0 for only finitely many ℓ, and thus f(D(x)) ∈ T (H).

Let us briefly outline the proof of the first part of the lemma statement. We will first prove that if p : R → R is a polynomial
function with p(0) = 0,

X → T (H), x 7→ p(D(x)) is measurable. (120)

Next, we will infer that
∀h1, h2 ∈ H : X → C, x 7→ ⟨h1, f(D(x))h2⟩ is measurable. (121)

Finally, we will use (121) to verify the criterion [58, Th. E.9] for measurability of operator valued functions.
For (120), we note that since p(0) = 0, we can write

p(D(x)) =

ℓ∑
i=1

aiD(x)i.

Each summand is a composition of the measurable map Di : X → T (H)i, x 7→ (D(x), . . . , D(x)), and the product of
operators which is continuous by Lemma 16. Both the trace class and the set of measurable functions are closed under finite
summations, hence we obtain (120).

In order to prove (121), we apply the Weierstraß approximation theorem to obtain a sequence of polynomials (pi)i∈N with
pi(0) = 0 for every i and

lim
i→∞

∥f − pi∥∞ = 0,

where the difference is pointwise and pi is implicitly identified with its restriction to [0, s]. By the continuity of the continuous
functional calculus, this implies, for every x,

lim
i→∞

∥f(D(x))− pi(D(x))∥op = 0.

The map B(H) → C, A 7→ ⟨h1, Ah2⟩ is continuous, so it follows that

lim
i→∞

⟨h1, pi(D(x))h2⟩ = ⟨h1, f(D(x))h2⟩ . (122)

Clearly, the identity map T (H) → B(H) is also continuous and X → T (H), x 7→ pi(D(x)) is measurable by (120). Therefore,
(122) is a representation of the map x 7→ ⟨h1, f(D(x))h2⟩ as a pointwise limit of measurable functions, hence we obtain
(121).

The criterion [58, Th. E.9] requires us to verify that for every φ ∈ T (H)′, the map X → C, x 7→ φ(f(D(x))) is measurable.
By Lemma 15-4), the map

B(H) → T (H)′, A 7→ tr(A ·)
is an isometric isomorphism. Therefore, it remains to show that for all A ∈ B(H), the map X → C, x 7→ tr(Af(D(x))) is
measurable.

By Lemma 15-2), Af(D(x)) ∈ T (H). Pick an orthonormal basis (ei)i∈N of H. Then, by [31, Th. VI.24],

tr(Af(D(x))) :=

∞∑
i=1

⟨ei, Af(D(x))ei⟩

converges absolutely and regardless of the choice of basis. For every ℓ ∈ N, we have
ℓ∑

i=1

⟨ei, Af(D(x))ei⟩ =
ℓ∑

i=1

⟨A∗ei, f(D(x))ei⟩ ,
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which is a measurable function of x by (121). So we have written the map X → C, x 7→ tr(Af(D(x))) as a pointwise limit
of measurable maps.

Lemma 18. Let D : X → S(H) be measurable. For every ℓ ∈ N, define a map λℓ : X → [0, 1] in such a way that for every
x ∈ X , (λℓ)ℓ∈N is the non-increasing sequence which contains all nonzero eigenvalues of D(x) counted with multiplicity.

Then, we have the following:
1) For every ℓ ∈ N, the map λℓ : X → [0, 1] is measurable.
2) Let 0 < a < b ≤ 1. Then X → T (H), x 7→ 1(a,b)(D(x)) is measurable.

Proof. For item 1), we let sℓ : S(H) → [0, 1] be the map that maps each A to its ℓ-th largest eigenvalue (counted with
multiplicity). We note that sℓ ◦ D = λℓ. Since by Lemma 15-1), the operator norm is upper bounded by the trace norm,
[59, Application (b) following Th. III.9.1] implies that the map sℓ is continuous. Therefore, λℓ is measurable, since it is the
composition of a continuous and a measurable map.

For item 2), we define a sequence (fi)i∈N of functions [0, 1] → R as follows:

fi(t) :=


1, t ∈ [a+ 1

i , b− 1
i ]

i(t− a), t ∈ (a, a+ 1
i )

i(b− t), t ∈ (b− 1
i , b)

0, t /∈ (a, b).

It is straightforward to verify that (fi)i∈N is a sequence of continuous functions and that for all i and all t < a, we have
fi(t) = 0. This allows us to apply Lemma 17 and conclude that the functions X → T (H), x 7→ fi(D(x)) are measurable.

It remains to show that for every x, fi(D(x)) converges to 1(a,b)(D(x)) in trace norm. We are going to prove the stronger
statement

∀x ∈ X ∃i′ ∈ N ∀i ≥ i′ : fi(D(x)) = 1(a,b)(D(x)).

To this end, we observe that we have equality if fi and 1(a,b) coincide on σ (D(x)). It can easily be verified that these functions
coincide everywhere but on (a, a+ 1

i ) and (b− 1
i , b). But if σ (D(x)) has nonempty intersection with one of these intervals

for infinitely many i, we have found an accumulation point of σ (D(x)) either at a or b, contradicting a, b ̸= 0.

Lemma 19. Let (Ω,F , µ) be a probability space, H a separable Hilbert space and let A : Ω → T (H) be a random variable.
Then, we have the following:

1) The Bochner integral EA ∈ T (H) exists iff the Lebesgue integral E ∥A∥tr exists and is finite.
2) ∥EA∥tr ≤ E ∥A∥tr
3) Let B be a bounded linear functional on T (H). Then, if EA exists, E(B(A)) exists and B(EA) = E(B(A)),
4) If EA exists, then EtrA exists and trEA = EtrA.
5) If for all ω ∈ Ω, we have A(ω) ≥ 0 and

√
A(ω) ∈ T (H), then

E
√
A ≤

√
EA.

Proof. For 1) and 2), we note that the separability of H implies that T (H) is separable, which means that A has separable
range. Therefore, the statements are proven in [34, V.5, Th. 1 and Cor. 1]. 3) is a special case of [34, Cor. V.5.2]. 4) is a
special case of 3), since the trace is a bounded linear operator [56, Lemmas III.1.4 and III.1.8(vi)].

We will show 5) as an application of the Theorem in [60] in the form of eq. (K’) with the function T (H) → T (H), A 7→ A∗A
substituted for g. To this end, we first have to note that the function is continuous by Lemma 16 and that it satisfies the convexity
condition in [60]. In order to show the latter, we calculate for t ∈ [0, 1] and A1, A2 ∈ T (H):(

tA1 + (1− t)A2

)∗(
tA1 + (1− t)A2

)
= t2A∗

1A1 + t(1− t)(A∗
1A2 +A∗

2A1) + (1− t)2A∗
2A2

= tA∗
1A1 + (1− t)A∗

2A2 + (t2 − t)A∗
1A1 +

(
(1− t)2 − (1− t)

)
A∗

2A2 + t(1− t)(A∗
1A2 +A∗

2A1)

= tA∗
1A1 + (1− t)A∗

2A2 − t(1− t)
(
A∗

1A1 −A∗
1A2 −A∗

2A1 +A∗
2A2

)
= tA∗

1A1 + (1− t)A∗
2A2 − t(1− t)

(
A1 −A2

)∗(
A1 −A2

)
≤ tA∗

1A1 + (1− t)A∗
2A2.

We can now argue

E
√
A

(a)
=

√(
E
√
A
)∗

E
√
A

(b)

≤
√

E
(√

A
∗√

A
)

(c)
=

√
EA.

(a) is due to E
√
A ≥ 0, (b) is the application of [60, Theorem] combined with the fact that the square root is operator

monotone [46, Theorem], and (c) follows directly from A ≥ 0.
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Lemma 20. Let p : N → [0, 1] be a p.m.f. with ∑
i∈N

p(i)αmin < ∞.

Then the function
fp : α 7→

∑
i∈N

p(i)α (123)

is continuously differentiable on (αmin,∞), and its derivative is

f ′
p : α 7→

∑
i∈N

p(i)α log p(i) ∈ (−∞, 0]. (124)

Moreover, for every α0 > αmin, we have gmax(α0) ∈ [0,∞) such that for all α ∈ [α0,∞)∣∣f ′
p(α)

∣∣ ≤ gmax(α0)
∑
i∈N

p(i)αmin < ∞. (125)

Proof. Fix an arbitrary α0 > αmin. Because α0 can be chosen arbitrarily close to αmin, it is sufficient to compute f ′ on
[α0,∞). By [61, Theorem 7.17], we only have to show that∑

i∈N

d

dα
p(i)α =

∑
i∈N

p(i)α log p(i)

converges uniformly for α ∈ [α0,∞). To this end, we write

−p(i)α log p(i) = −p(i)αminp(i)α0−αminp(i)α−α0 log p(i) ≤ −p(i)αminp(i)α0−αmin log p(i)

By the Weierstraß criterion, we only have to show that∑
i∈N

(
− p(i)αminp(i)α0−αmin log p(i)

)
converges. To this end, we first examine the function

g : (0, 1] → [0,∞), t 7→ −tα0−αmin log t.

Clearly, g(1) = 0. Moreover, by substituting t̂ := − log t, we get

lim
t→0

g(t) = lim
t→0

(
− tα0−αmin log t

)
= lim

t̂→∞
t̂ exp

(
−t̂(α0 − αmin)

)
= 0,

so g can be extended to a continuous function on the whole interval [0, 1] with g(0) = g(1) = 0. This means that g takes a
finite maximum value gmax on [0, 1]. So we have∑

i∈N

(
− p(i)αminp(i)α0−αmin log p(i)

)
≤ gmax

∑
i∈N

p(i)αmin < ∞

by the assumption of the lemma, concluding the proof.

Lemma 21. Let P and D be such that (48) holds, let HP be as defined as in 50, HU as defined in (51), HP,α as defined in
(62), and HU,α as defined in (63).

Then α 7→ HU,α and α 7→ HP,α are continuously differentiable on (αmin, 1) ∪ (1,∞). Moreover, we have

lim
α→1

HU,α = HU (126)

lim
α→1

HP,α = HP . (127)

Proof. In order to apply Lemma 20, we define functions fU and fP (·|X) as in (123), where the p.m.f. U (respectively P (·|X))
is substituted for p. Observe that

HU,α =
1

1− α
log fU (α),

where fU is defined by (123) with p := U . Therefore, the continuous differentiability follows immediately from Lemma 20.
The argument for the continuous differentiability of

HP,α =
1

1− α
logEfP (·|X)(α)

is similar, but we need an additional argument that

d

dα
EfP (·|X)(α) = Ef ′

P (·|X)(α), (128)
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(and, implicitly, that the derivative on the left-hand side exists) where f ′
P (·|X) is given in (124). It is sufficient to show that

this is the case for all α > α0 > αmin. We argue this with the criterion [62, Th. 16.8] for interchangeability of differentiation
and expectation, which requires us to show that f ′

P (·|x) is a continuous function of α for fixed x and that
∣∣∣f ′

P (·|X)(α)
∣∣∣ has an

upper bound that is uniform in α and integrable over X . The former clearly follows from Lemma 20, and for the latter, we
note the bound (125) in Lemma 20 and observe that∑

y∈N
P (y|x)αmin = tr (D(x)αmin) ,

so by the interchangeability of expectation and trace, the integrability follows from the assumption that ED(X)αmin ∈ T (H)
exists.

In order to show (126), we note that

lim
α→1

HU,α = − lim
α→1

log fU (α)− log fU (1)

α− 1
= (log ◦fU )′(1).

Lemma 20 and the chain rule yield

(log ◦fU )′(1) =
f ′
U (1)

fU (1)
= HU .

For (127), we have

lim
α→1

HP,α = − lim
α→1

logEfP (·|X)(α)− logEfP (·|X)(1)

α− 1
= g′(1),

where g′ is the derivative of
g : α 7→ logEfP (·|X)(α).

We use (128) and the chain rule for differentiation to obtain

g′(α) =
Ef ′

P (·|X)(α)

EfP (·|X)(α)
=

E
∑

y∈N P (y|X)α logP (y|X)

E
∑

y∈N P (y|X)α
,

so clearly, g′(1) = HP , concluding the proof of the lemma.
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[60] T. O. To and Y. K. Wing, “A generalized Jensen’s inequality,” Pacific Journal of Mathematics, vol. 58, no. 1, pp. 255–259, 1975.
[61] W. Rudin, Principles of Mathematical Analysis, 3rd ed., ser. International Series in Pure and Applied Mathematics. Singapore: McGraw-Hill, 1986.
[62] P. Billingsley, Probability and Measure, anniversary ed., ser. Wiley Series in Probability and Mathematical Statistics. Hoboken: Wiley, 2012.

https://www.tu.berlin/netit/theses/ongoing-and-finished-theses/
https://www.tu.berlin/netit/theses/ongoing-and-finished-theses/

	Introduction
	Prior work
	Contribution and Outline

	Problem Statement and Main Result
	Notation and Conventions
	System Model and Main Result

	Security Notions for Wiretap Channels with Quantum Outputs
	Semantic Security
	Other Security Notions

	cq Channel Resolvability and Coding
	Proofs
	Prerequisites on Typicality
	Proof of Theorem 3 for cq Channel Resolvability
	Proof of Theorem 4 for cq Channel Coding
	Concentration of Error
	Cost constraint
	Proof of Theorem 1 and Theorem 2

	Specialization to the Gaussian cq Wiretap Channel
	The Gaussian cq Channel
	Physical Channel Model
	Numerical Evaluation of the Error Bounds in Theorems 3 and 4
	Numerical Evaluation of the Error Bounds in Theorem 2
	Plots

	Appendix
	References

