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An Elliptic Curve-Based Scalable Data Aggregation
Scheme for Smart Grid

Yuwen Chen , José-Fernán Martínez-Ortega , Pedro Castillejo , and Lourdes López

Abstract—In a smart grid, a smart meter reports its real-time
electricity consumption data to utility supplier periodically, the
utility supplier adjusts its supplement accordingly. However,
real-time electricity consumption data may reveal the inhabitants’
behaviors, thus smart grid data aggregation schemes are
introduced to protect user’s privacy, which enables the utility
supplier to get the total consumption data rather than a single
meter’s electricity consumption data. However, existing solutions
do not solve all the problems, some schemes are not scalable, once
the system is deployed, it is unable to add new meters to the system,
in some schemes, the electricity consumption data are encrypted
using the utility supplier’s public key, if the utility supplier
accidentally obtains the encrypted data, it is able to decrypt the
data. For these reasons, we designed a scalable elliptic-based
multidimensional data aggregation scheme for the smart grid,
an independent key is assigned to a meter, even if the utility
supplier is unable to decrypt a single meter’s encrypted electricity
consumption data. Besides, the proposed scheme is scalable, it is
easy to add or remove a meter from the system, and the proposed
scheme enables a meter to report multiple types of data at a time.

Index Terms—Data privacy, data security, elliptic curves,
scalability, smart grids.

I. INTRODUCTION

SMART meters for electricity and for gas have been largely
deployed in Europe [1], [2], which brings two-way commu-

nication between smart meters and utility supplier. Smart meters
report their real-time consumption data and other information
to the utility supplier. However, some advanced techniques have
shown the possibility for an adversary to get people’s private
information by analyzing the real-time electricity consumption
data [3]–[5]. As real-time electricity consumption data can leak
the owner’s personal behaviors, it is necessary to protect a
user’s real-time electricity consumption data, thus smart grid
data aggregation schemes are proposed, they enable the utility
supplier to get the total consumption data, however, the utility
supplier is unable to get a single smart meter’s consumption
data. In this way, the utility supplier can adjust its supplement
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dynamically according to the total consumption data, and users’
privacy is protected.

Even though existing schemes can prevent users’ real-time
electricity consumption data from being disclosed to the adver-
sary or the utility supplier. However, there are problems that
have not been solved. First, in some of these schemes, users’
real-time electricity consumption data are encrypted by the util-
ity supplier’s public key, if the aggregator and the utility supplier
collude, the aggregator sends a user’s encrypted electricity con-
sumption data to the utility supplier, the utility supplier can get a
user’s real-time electricity consumption data by decrypting this
data using its private key. Besides, as the encrypted electricity
consumption data are sent in a public channel, if the utility
supplier gets the data by eavesdropping, the utility supplier can
decrypt the encrypted electricity consumption data using his
private key.

Second, in some schemes, a trusted third party is introduced,
which generates a series of keys for smart meters to encrypt their
real-time electricity consumption data, thus the utility supplier
cannot get a single smart meter’s consumption data. However,
these schemes have a scalability problem. After the system is
deployed, it is impossible to add a new smart meter to the system,
or if some of the deployed smart meters are broken, the whole
system cannot work correctly.

Third, some schemes only enable meters to report one type of
data, in fact, data of smart grid are likely to be multidimensional
(time, electricity consumption purpose, and so on), if the utility
supplier wants to have an in-depth analysis of these data, he
needs as much data as he can.

For these reasons, we come up with an elliptic curve-based
scalable data aggregation scheme. The proposed scheme is
inspired by the study of Hao et al. [6], [7], their methods
were initially designed for the anonymous voting system. Our
contributions are mainly reflected in the following aspects.

1) Smart meters encrypt their electricity consumption data
using an independent key, the utility supplier is not able to
get a single meter’s consumption data, thus the proposed
scheme can withstand the collude attack or the eaves-
dropping attack. The security of the proposed scheme
is based on the computational hardness of the bilinear
computational Diffie–Hellman problem.

2) The proposed scheme is scalable, even if the system is
deployed, it is easy to add new meters to the system or to
remove meters out of the system dynamically, the system
works normally after the entities in the system conduct a
series of actions.

3) The proposed scheme enables meters to report multiple
types of data to the utility supplier, as a result, the
utility supplier can conduct an in-depth analysis of these
data. Besides, the proposed scheme is more efficient in
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computation cost and communication cost compared to
related works.

II. RELATED WORK

Lu et al. proposed a data aggregation scheme: EPPA [8],
which is based on the homomorphic Paillier cryptosystem [9],
a super-increasing sequence is used to enable a meter to report
multiple types of data to the utility supplier. Li et al. proposed
a similar scheme, their scheme enables the aggregations of
electricity consumption data of different ranges, which makes
it easy to meet the fine-grained demands [10]. The scheme of
Lu et al. enables the aggregations of electricity consumption
data of two ranges [11]. Lu et al. used the Chinese remainder
theory to ensure the reporting of multiple types of data [12].
Shen et al. used the Horner’s rule method to ensure a meter
to report multiple types of data [13]. The MuDA methods [14]
by Chen et al. enables meters to report multiple types of data,
and statistical analysis of these data is enabled. The scheme of
Ge et al.enables a utility supplier to learn the statistical of the
consumption data in a more efficient way [15].

Boudia et al. [16] proposed an elliptic curve-based secure
multidimensional aggregation scheme, the control center gen-
erates a series of public keys, meters using these public keys
to encrypt their consumption data. Fan et al. [17] proposed a
privacy-enhanced data aggregation scheme, a trusted third party
is introduced, this trusted third party will generate a series of
“blinding factors”: π0, π1, . . . , πn, π0 is sent to the aggregator,
andπn is sent to the corresponding smart meter, a meter encrypts
its consumption data using πn, the aggregator decrypts the total
consumption data using π0. A drawback of this scheme is that it
is not scalable, it is unable to add a new meter into the system or
remove a meter from the system. The scheme of He et al. has the
similar problem [18]. Wang [19] proposed an identity-based data
aggregation protocol, their protocol is based on an identity-based
encryption scheme and an identity-based signature scheme, as
these two schemes share the same private and public parameters,
the computation cost is reduced. However, in their scheme, the
private keys of all the entitites are generated by the system,
which means the system can decrypt the information which are
encrypted using these public keys, the information encrypted
using these public keys are transparent to the system, besides,
as a smart meter’s data are encrypted using the electricity ser-
vice provider’s public key, if the electricity service provider
accidently get a meter’s encrypted electricity consumption, it
is able to know the meter’s electricity consumption data. In the
scheme of Jia et al. [20], they permit a meter itself to randomly
divide its readings into m shares, and these shares are encrypted
using its private keys, only the aggregator with the right key
can recover the consumption data, however, their scheme will
fail to aggregate in present of malfunctioning meters. One of
the methods of Kursawe et al. [21] is similar to the proposed
scheme. However, in their scheme, for meters to report their
electricity consumption data, they have to negotiate a key with
the rest of the meters. It requires too much computation cost and
communication cost to generate the round specific key, which is
not worthy.

The “PDAFT” method of Chen et al. [22] is based on the
Paillier homomorphic cryptosystem, the system is able to solve
the meter failure problem to some extent, a trusted authority
is required to generate keys for meters to encrypt their con-
sumption data, these keys are stored at the trusted authority.
When some meters fail to work correctly, the trusted authority

Fig. 1. System model.

is required to provide dummy ciphertexts related to meters, as the
trusted authority knows the private keys of the meters, so it can
accomplish this task. In this way, their scheme works correctly
when some meters fail, however, their scheme does not solve the
privacy protection problem completely, as the trusted authority
knows the private keys of the meters. In the scheme of Ni et al.,
a trusted authority generates the private keys for meters, when
some meters fail, the utility supplier is able to recover the sum of
the rest of the smart meters [23], however, the meters do not have
private key privacy. In the work of Bao and Lu [24], a control
center stores all the public keys of the meters, thus if some meters
fail to work, the control center can still get the total electricity
consumption data, their solution does not solve the scalability
problem completely, as it is unable to add new smart meters into
the system. In their scheme, the electricity consumption data
are encrypted using the gateway’s public key and the control
center’s public key together, thus even if the control center get
the encrypted data, it is unable to decrypt the data. The scheme
of Shi et al. is a group-based aggregation scheme [25], their
scheme alleviates the meter failure problem to some extent, as
they just abandon the data from the group with broken meters,
there is an error in the final aggregation data.

The works of Erkin et al. [26] and Si et al. [27] provide
a good summary of the most popular methods to protect a
user’s privacy in the smart grid data aggregation scenario. Some
other approaches have been discussed, too, for example, dis-
tributed load scheduling method of Liu et al. [28], homomorphic
cryptosystem-based methods of García and Jacobs [29], Busom
et al. [30], and Ruj et al. [31], lattice-based homomorphic
method of Abdallah and Shen [32], [33], and the noise addition
method of Bohli et al. [34], He et al. [35], and Barbosa et al.
[36].

III. SYSTEM MODEL

The system in this article is a three-layer system as depicted
in Fig. 1. There are three types of entities in the system: smart
meters, aggregators, and utility supplier. Meters are divided into
groups, meters in one aggregation area form a group. A meter
retrieves its own electricity consumption data, encrypts it using
an independent key and sends this encrypted data to the ag-
gregator. When the aggregator collects the encrypted electricity
consumption data of all the meters, it adds them together and
sends the sum to the utility supplier. Utility supplier can retrieve
the total consumption data using its key. In this way, the utility
supplier will obtain the total electricity consumption data, but it
is unable to know the consumption data of an individual smart
meter.

In addition, the proposed scheme can be applied to two-layer
systems, in which meters report their consumption data to the
utility supplier directly.
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TABLE I
SYMBOLS USED IN THE PROPOSED SCHEME

IV. PROPOSED SCHEME

In this section, we introduce the proposed smart meter data
aggregation scheme, Table I lists the notions that will be used.

A. System Initialization

The utility supplier generates a multiplicative group G1, let
P be a random generator of G1, g be a random generator of
GT , e : G1 ×G1 → GT be a bilinear map pairing. Afterward,
it publishes the parameters to all entities in the system.

B. Registration Phase

Suppose the registration messages are sent in private and
secure channels, which means an adversary is unable to launch
attacks during the registration phase. The registration phase
mainly consists of the following steps.

Step 1: Utility supplier selects a randomdx ε Z+
n as its private

key, the corresponding public key is Rx = dx · P ,
utility supplier sends Rx to the aggregator.

Step 2: Meter Mi selects a random di ε Z
+
n as its private key,

the public key is set as Ri = di · P , Mi sends its
identity idi and public key Ri to the aggregator.

Step 3: Aggregator selects a random dj ε Z
+
n as its private

key, the public key isRj = dj · P . When the aggrega-
tor receives all meters’ public keys, it calculatesRci =

(
∑i−1

j=1 Rj −
∑n

j=i+1 Rj −Rx) for meter Mi, and
sends Rci to Mi, Mi computes Rsi = di ·Rci as its
key to encrypt the real-time electricity consumption
data.

Step 4: Aggregator calculatesRA =
∑n

i=1 Ri and sendsRA,
idj , and Rj to the utility supplier. Utility supplier’s
key to decrypt the total electricity consumption data
is Rsx = dx ·RA = dx ·∑n

i=1 Ri.
Note that, after registration, the entities can build shared keys

for two-way communication using the elliptic curve Diffie–
Hellman key exchange protocol.

C. Multiple Data Reporting

At the start of each reporting cycle, meter Mi gets the data
mi1, mi2, . . . ,mik, encrypts them using its key and generates
a signature on the encrypted data. The detailed process is de-
scribed as follows.

1) Meter Mi extracts its data mi1,mi2 . . .mik.
2) Meter Mi gets the current timestamp ti.
3) Meter Mi computes a key gi = e(H(ti), Rsi).
4) Meter Mi encrypts mi1, mi2, . . . ,mik as ci1 =

gi · gmi1 , ci2 = gi · gmi2 , . . . , cik = gi · gmik , and ci =
(ci1, ci2, . . . , cik).

5) Meter Mi generates a signature Si = di ·H(ci, idi, ti).
6) Meter Mi sends {ci, Si, ti, idi}to the aggregator.
When aggregator receives {ci, Si, ti, idi}, it first checks the

timestamp ti and the signature Si. Then, it adds all ci. Finally,
aggregator reports these data to the utility supplier.

1) Aggregator checks the timestamp ti.
2) Aggregator checks if e(Si, P ) = e(H(ci, idi, ti), Ri), if

this equation holds, it accepts the message, otherwise, it
abandons this message.

3) Aggregator computes cj1 =
∏n

i=1 ci1, cj2 =
∏n

i=1 ci2,
. . . , cjk =

∏n
i=1 cik and cj = (cj1, cj2, . . . , cjk).

4) Aggregator generates a signatureSj = dj ·H(cj , idj , ti).
5) Aggregator sends {cj , Sj , ti, idj} to the utility supplier.
After the utility supplier gets {cj , Sj , ti, idj}, it checks the

timestamp ti and the signature Sj to verify the validity of this
message. Afterward, it decrypts cj with its key.

1) Utility supplier checks the timestamp ti.
2) Utility supplier checks if e(Sj , P ) = e(H(cj , idj ,

ti), Rj), if the equation holds, it accepts the message.
3) Utility supplier computes gx = e(H(ti), Rsx) and Cu1 =

gx · cj1 = g
∑n

i=1 mi1 ,Cu2 = gx · cj2 = g
∑n

i=1 mik , . . . ,

Cuk = gx · cjk = g
∑n

i=1 mik .
4) Utility supplier uses the Pollard’s lambda method to get∑n

i=1 mik = logg Cuk.

D. Proof of the Correctness

First, we prove the equation e(Si, P ) = e(H(ci, idi, ti), Ri),
if the equation holds, the signature scheme used in this article is
correct

e (Si, P ) = e (di ·H (ci, idi, ti) , P )

= e (H (ci, idi, ti) , di · P )

= e (H (ci, idi, ti) , Ri) .

To make the verification process more efficient, an aggregator
can conduct a batch verification on the signatures, thus the
pairing operations can be reduced from 2n to (n + 1). ∂i ε Z+

n
are short length random numbers

e

(
n∑

i=1

S∂i
i , P

)

= e

(
n∑

i=1

(di ·H (ci, idi, ti))
∂i , P

)

=

n∏

i=1

e(di ·H (ci, idi, ti) , P )∂i

=

n∏

i=1

e(H (ci, idi, ti) , di · P )∂i

=
n∏

i=1

e
(
H (ci, idi, ti) , R

∂i
i

)
.
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TABLE II
EQUALITY OF THE EQUATION

Second, we prove
∑n

i=1(di ·
∑i−1

j=1 Rj − di ·
∑n

j=i+1 Rj) =
0, Table II illustrates the equality in a more intuitive way, suppose
n = 4

n∑

i=1

⎛

⎝di ·
i−1∑

j=1

Rj − di ·
n∑

j=i+1

Rj

⎞

⎠

=

n∑

i=1

⎛

⎝di ·
i−1∑

j=1

(dj · P )− di ·
n∑

j=i+1

(dj · P )

⎞

⎠

=

⎛

⎝
n∑

i=1

⎛

⎝di ·
i−1∑

j=1

dj − di ·
n∑

j=i+1

dj

⎞

⎠

⎞

⎠ · P

=

⎛

⎝
n∑

i=1

⎛

⎝di ·
∑

j<i

dj

⎞

⎠−
n∑

i=1

⎛

⎝di ·
∑

j>i

dj

⎞

⎠

⎞

⎠ · P = 0.

Third, we prove
∑n

i=1 Rsi = −∑n
i=1 (di · dx · P ) in the fol-

lowing way:

n∑

i=1

Rsi =

n∑

i=1

(di ·Rci)

=

n∑

i=1

⎛

⎝di ·
⎛

⎝
i−1∑

j=1

Rj −
n∑

j=i+1

Rj −Rx

⎞

⎠

⎞

⎠

=
n∑

i=1

⎛

⎝di ·
⎛

⎝
i−1∑

j=1

Rj −
n∑

j=i+1

Rj

⎞

⎠

⎞

⎠−
n∑

i=1

(di ·Rx)

= −
n∑

i=1

(di · dx · P ).

Then, we can prove dx ·RA +
∑n

i=1 Rsi = 0 easily

dx ·RA +

n∑

i=1

Rsi=dx ·
n∑

i=1

Ri −
n∑

i=1

(di · dx · P )

=
n∑

i=1

(dx · di · P )−
n∑

i=1

(di · dx · P ) = 0.

Until now, we can prove Cuk = g
∑n

i=1 mik

Cuk = gx ·
n∏

i=1

cik = e (H (ti) , Rsx) ·
n∏

i=1

(gi · gmik)

= e (H (ti) , dx ·RA) ·
n∏

i=1

gi ·
n∏

i=1

gmik

= e (H (ti) , dx ·RA) ·
n∏

i=1

e (H (ti) , Rsi) · g
∑n

i=1 mik

= e (H (ti) , dx ·RA) · e
(

H (ti) ,

n∑

i=1

Rsi

)

· g
∑n

i=1 mik

= e

(

H(ti), dx ·RA +

n∑

i=1

Rsi

)

· g
∑n

i=1 mik = g
∑n

i=1 mik .

E. Dynamic Leave

The proposed scheme supports dynamic leave, if m smart
meters Mr1,Mr2, . . . ,Mrk with public key Rr1, Rr2, . . . , Rrk

and private key dr1, dr2, . . . , drt have to be removed from the
system, the system still works correctly after the leaving of
these meters. Suppose

∑Rrk is the sum of Rr1, Rr2, . . . , Rrk,
and

∑Ri is the sum of the public keys of the meters remain-
ing in the system, then

∑
Ri =

∑n
i=1 Ri−

∑
Rrk. Follow-

ing steps must be conducted to ensure the system to work
correctly.

1) Aggregator computes R′
A = RA −∑Rrk and sends

R′
A to the utility supplier, utility supplier updates

RA = R′
A.

2) For a meter Mi remains in the system, aggregator
computes

∑
rk<i Rrk −∑rk>i Rrk and sends it to Mi,

Mi updates R′
ci = Rci − (

∑
rk<i Rrk −∑rk>i Rrk).∑

rk<i Rrk is the sum of the public keys of meter Mrk

whose subscript is smaller than the ith meter in the
original system,

∑
rk>i Rrk is the sum of the public keys

of meter Mrk whose subscript is larger than ith meter in
the original system.

Suppose
∑i−1

j=1 Rj −
∑n

j=i+1 Rj−(
∑

rk<i Rrk −∑rk>i

Rrk) = T , then we can get R′
ci = Rci − (

∑
rk<i Rrk−) =

∑i−1
j=1 Rj −

∑n
j=i+1 Rj−(

∑
rk<i Rrk −∑rk>i Rrk)−Rx

= T −Rx. The sum of di ·R′
ci of the meters remain

in the system is
∑

(di ·R′
ci) =

∑
(di · (T −Rx)) = di ·∑

T −∑(di ·Rx).
Suppose

∑
j<i Rj =

∑i−1
j=1 Rj−

∑
rk<i Rrk is the sum of

the public keys of the meters remaining in the system whose
subscripts are smaller than the ith meter in the original system,∑

j>i Rj =
∑n

j=i+1 Rj−
∑

rk>i Rrk is the sum of the public
keys of the meters remaining in the system whose subscripts are
larger than the ith meter in the original system

di ·
∑

T

= di ·
∑

⎛

⎝
i−1∑

j=1

Rj −
n∑

j=i+1

Rj−
(
∑

rk<i

Rrk−
∑

rk>i

Rrk

)⎞

⎠

= di ·
∑

⎛

⎝

⎛

⎝
i−1∑

j=1

Rj−
∑

rk<i

Rrk

⎞

⎠−
⎛

⎝
n∑

j=i+1

Rj−
∑

rk>i

Rrk

⎞

⎠

⎞

⎠

=
∑

⎛

⎝di ·
⎛

⎝
∑

j<i

Rj −
∑

j>i

Rj

⎞

⎠

⎞

⎠
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TABLE III
EQUALITY OF THE EQUATION OF DYNAMIC LEAVE

=
∑

⎛

⎝di ·
⎛

⎝
∑

j<i

dj −
∑

j>i

dj

⎞

⎠ · P
⎞

⎠

=

⎛

⎝
∑

⎛

⎝di ·
∑

j<i

dj

⎞

⎠−
∑

⎛

⎝di ·
∑

j>i

dj

⎞

⎠

⎞

⎠ · P.

As (
∑n

i=1(di ·
∑

j<i dj)−
∑n

i=1 (di ·
∑

j>i dj)) · P = 0,
we can get (

∑
(di ·

∑
j<i dj)−

∑
(di ·

∑
j>i dj)) · P = 0 =

∑
(di · T ). Then, we can get the following equation:

dx ·R′
A +

∑
(di ·R′

ci)

= dx ·
(

n∑

i=1

Ri−
∑

Rrk

)

+ di ·
∑

T −
∑

(di ·Rx)

= dx ·
∑

Ri −
∑

(di · dx · P ) + 0

= dx ·
∑

Ri − dx ·
∑

(di · P ) = 0.

As dx ·R′
A +

∑
(di ·R′

ci) = 0, the proposed scheme will
work correctly after Mr1,Mr2, . . . ,Mrk are removed from the
system. Table III illustrates the equality in a more intuitive way,
suppose there are four meters: M1, . . . ,M4, and M2,M3 are
removed from the system.

F. Dynamic Join

The proposed scheme supports dynamic join, if m smart
meters M1,M2, . . . ,Mk with public key R1, R2, . . . , Rk and
private key d1, d2, . . . , dkwant to join the system. The system
still works correctly after the joining of these meters. Following
steps must be conducted to ensure the system to work correctly.

1) Aggregator computes
∑m

k=1 Rk and sends
∑m

k=1 Rk to
meter Mi, Mi updates R′

ci = Rci −
∑m

k=1 Rk.
2) Aggregator computes R′

A = RA +
∑m

k=1 Rk, and sends
R′

A to the utility supplier, utility supplier updates RA =
R′

A.
3) For a new meter Mk, the aggregator calculates Rck =
∑n

i=1 Ri −Rx + (
∑k−1

j=1 Rj −
∑m

j=k+1 Rj).
Now, we are going to prove the system works correctly after

the join of these meters. Suppose
∑i−1

t=1 Rt −
∑n

t=i+1 Rt −∑m
k=1 Rk = T1, we get the following equation:

R′
ci = Rci −

m∑

k=1

Rk

=

i−1∑

t=1

Rt−
n∑

t=i+1

Rt −Rx −
m∑

k=1

Rk

=

i−1∑

t=1

Rt −
n∑

t=i+1

Rt−
m∑

k=1

Rk −Rx

= T1 −Rx.
∑n

i=1 (di ·R′
ci) can be transformed to be

n∑

i=1

(di ·R′
ci) =

n∑

i=1

(di · (T1 −Rx))

= di ·
n∑

i=1

T1−
n∑

i=1

(di · dx · P )

= di ·
n∑

i=1

T1 − dx

n∑

i=1

(di · P )

= di ·
n∑

i=1

T1 − dx·
n∑

i=1

Ri.

Suppose
∑n

i=1 Ri + (
∑k−1

j=1 Rj −
∑m

j=k+1 Rj) = T2, in a
similar way, we get Rck = T2 −Rx

Rck =
n∑

i=1

Ri −Rx+

⎛

⎝
k−1∑

j=1

Rj −
m∑

j=k+1

Rj

⎞

⎠

=

n∑

i=1

Ri −Rx+

⎛

⎝
k−1∑

j=1

Rj −
m∑

j=k+1

Rj

⎞

⎠

= T2 −Rx.
∑m

k=1 (dk ·Rck) can be transformed to be

m∑

k=1

(dk ·Rck) =

n∑

k=1

(dk · (T2 −Rx))

= dk ·
m∑

k=1

T2 − dx·
m∑

k=1

Rk.

As dx ·R′
A = dx ·∑n

i=1 Ri + dx·
∑m

k=1 Rk, we get the fol-
lowing equation:

n∑

i=1

(di ·R′
ci) +

m∑

k=1

(dk ·Rck)

= di ·
n∑

i=1

T1 − dx·
n∑

i=1

Ri + dk·
m∑

k=1

T2 − dk·
m∑

k=1

Rx

= di ·
n∑

i=1

T1 + dk·
m∑

k=1

T2 −
(

dx ·
n∑

i=1

Ri + dk·
m∑

k=1

Rx

)

= di ·
n∑

i=1

T1 + dk·
m∑

k=1

T2 − dx ·R′
A.

As
∑n

i=1 (di ·
∑i−1

j=1 Rj − di ·
∑n

j=i+1 Rj) = 0, we can get

di ·
n∑

i=1

T1 =

n∑

i=1

(

di ·
(

i−1∑

t=1

Rt −
n∑

t=i+1

Rt −
m∑

k=1

Rk

))
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=

n∑

i=1

(

di ·
(

i−1∑

t=1

Rt −
n∑

t=i+1

Rt

))

−
n∑

i=1

(

di ·
m∑

k=1

Rk

)

= −
n∑

i=1

(

di ·
m∑

k=1

Rk

)

.

Similarly, as
∑m

k=1 (dk · (∑k−1
j=1 Rk −∑m

j=i+1 Rk)) = 0,
we get dk ·∑m

k=1 T2 =
∑m

k=1 (dk ·∑n
i=1 Ri), then we get

di ·
n∑

i=1

T1 + dk ·
m∑

k=1

T2

= −
m∑

k=1

(

dk ·
n∑

i=1

Ri

)

+
n∑

i=1

(

di ·
m∑

k=1

Rk

)

= 0.

With these equations, we can prove the following equation:

dx ·R′
A +

n∑

i=1

(di ·R′
ci) +

m∑

k=1

(dk ·Rck)

= dx ·R′
A + di ·

n∑

i=1

T1 + dk ·
m∑

k=1

T2 − dx ·R′
A

= di ·
n∑

i=1

T1 + dk·
m∑

k=1

T2 = 0.

Now we have proved dx ·R′
A +

∑n
i=1 (di ·R′

ci) +
∑m

k=1
(dk ·Rck) = 0, which means the system still works correctly
after the joining of meters M1,M2, . . . ,Mk.

V. SECURITY ANALYSIS

We will prove an adversary is unable to get a meter’s real-time
electricity consumption data if and only if the Bilinear Compu-
tational Diffie–Hellman (BCDH) problem is a computational
hardness. Suppose G1 is a cyclic additive group of prime order
q, P is a generator of G1. For any a, b, c ∈ Z+

n , given an in-
stance 〈aP, bP, cP 〉, it is computationally intractable to compute
e(P, P )abc.

Theorem 1: An adversary is unable to get a meter’s real-time
consumption data if and only if the BCDH problem is unable to
be solved in polynomial time.

Proof: (⇒) Suppose there is an adversary who is able to
solve the BCDH problem, given aP = Ri, bP = Rci, and cP =
H(ti), an adversary is able to get e(P, P )abc = e(H(ti), Rsi) =
gi, then he can get cik · g−1

i = gi · gmik · g−1
i = gmik , using

Pollard’s lambda method, the adversary is able to get a meter’s
real-time consumption data by: logg(ci · g−1

i ).
(⇐) Suppose the utility supplier is able to get a

meter’s real-time electricity consumption data mik.
Given cik = e(H(ti), Rsi) · gmik , an adversary is able
to get ci · (gmik)−1 = e(H(ti), Rsi) · gmik · (gmik)−1 =
e(H(ti), Rsi). For the BCDH problem, suppose aP = Ri,
bP = Rci, and cP = H(ti), given aP , bP , and cP , an
adversary is able to compute e(P, P )abc = e(H(ti), Rsi) in
polynomial time. This means the adversary is able to solve the
BCDH problem.

Theorem 2: An external adversary is unable to get total elec-
tricity consumption data if and only if the BCDH problem is
unable to be solved in polynomial time.

TABLE IV
PARAMETERS OF THE CURVE

TABLE V
COMPUTATION TIME OF DIFFERENT OPERATIONS

Proof: (⇒) Suppose there is an adversary who is able to
solve the BCDH problem, given aP = Rx, bP =

∑n
i=1 Ri,

and cP = H(ti), an adversary is able to get e(P, P )abc =
e(H(ti), dx ·∑n

i=1 Ri) = gx, then he can get: gx · cjk =

g
∑n

i=1 mik . Using the Pollard’s lambda method, the adversary
is able to get the total consumption data: logg(g

∑n
i=1 mik).

(⇐) Suppose the utility supplier is able to get the total
consumption data

∑n
i=1 mik. Given cjk =

∏n
i=1 cik, an adver-

sary is able to get cjk · (g
∑n

i=1 mik)−1 = e(H(ti), Rsx). For
the BCDH problem, suppose aP = Rx, bP =

∑n
i=1 Ri and

cP = H(ti), given aP , bP , and cP , an adversary is able to
compute e(P, P )abc = e(H(ti), Rsx) in polynomial time. This
means the adversary is able to solve the BCDH problem.

VI. COMPARISON

We used the Java Pairing-Based Cryptography Library [37],
Type A pairings are constructed on the curve y2 = x3 + x over
the field Fq for some prime q = 3mod 4. Both G1, GT are the
group of points E(Fq), #E(Fq) = (q + 1), and #E(Fq2) =
(q + 1)2, the embedding degree k = 2,GT is a subgroup ofFq2 .
We chose a 256-bitZ+

n , the order is 224 bit, as the recommended
elliptic curve length is 256 bit for 2016-2030 by NIST and for
2018 - 2028 by ECRYPT [38]. SHA-256 is used in this article.
Table IV lists the parameters of the selected curve, and Table V
lists the computation time of different operations. Note that
we did not take into account the computation time of Pollard’s
lambda method in G1 or GT , however, this does not affect the
results.

1) Gbp bilinear map pairing.
2) GTexp element exponentiation in GT .
3) GTmul element multiplication in GT .
4) Gmul element multiplication in G1.
5) Gmuls element multiplication in G1 with a integer less

than 60 bit.
6) Gadd element addition in G1.
7) HG hash to an element of G1.
8) Hb hash to a big integer.
The experiment was conducted on a computer with 64-bits

windows 7 education edition; the CPU is an Intel(R) Core (TM)
M460 2.53 GHz processor, 2 GB memory. The Java source code
has been uploaded to a public repository in github.com [39].
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TABLE VI
COMPUTATION COST OF THE REGISTRATION PHASE

Fig. 2. Computation cost of registration phase.

A. Computation Complexity

First, we analyzed the computation cost of the registration
phase. Suppose there are n meters and one aggregator, a meter
reports one type of data at a time. For the scheme of Boudia [16],
it requires (3n+ 5)Gmul operations. For the scheme of Fan [17],
it requires 4nGmul, nGadd, and 3nHboperations. For the scheme
of Wang [19], it requires 1Gbp, (n + 3)Gmul and (n + 2)HG

operations. For the proposed scheme, it requires (2n + 3)Gmul

and (3n − 1)Gadd operations, for the Gadd operations, the
first meter computes Rci = (

∑i−1
j=1 Rj −

∑n
j=i+1 Rj −Rx), it

requires (n− 1)Gadd, from the second meter on, it only requires
2Gadd to compute Rci, as Rci = Rc(i−1) +Ri +Ri−1. The
results are listed at Table VI.

Fig. 2 shows the computation cost of registration phase, the
vertical axis indicates the computation time in milliseconds,
the horizontal axis represents n. The computation cost of the
scheme of Wang [19] is less than the proposed scheme. In
their scheme, meters encrypt their electricity consumption data
using the electricity service provider’s public key, while in the
proposed scheme, every meter will be assigned an independent
key to encrypt its electricity consumption data, this requires extra
computation cost. For the scheme of Wang [19], if the electricity
service provider accidentally gets a meter’s encrypted electricity
consumption data, it is able to decrypt the encrypted data using
its private key. However, in the proposed scheme, even if the
utility supplier gets a meter’s encrypted electricity consumption
data, it is unable to decrypt the encrypted data using its private
key.

The computation cost of the schemes of Boudia [16] is higher
than that of the proposed scheme. In their scheme, meters and
the aggregator have to build shared keys, which needs 2nGmul

operation, this requires extra computation cost. Besides, the elec-
tricity consumption data are encrypted by the control center’s
public key, their scheme has the same problem as the scheme of
Wang [19].

For the scheme of Fan [17], the signature scheme they used
at the registration phase requires more computation cost, to
generate the signatures, meters need to conduct nGmul and 2nHb

TABLE VII
METER’S COMPUTATION COST AT AGGREGATION PHASE

Fig. 3. Smart meter’s computation cost at aggregation phase.

TABLE VIII
COMPUTATION COST OF THE VERIFICATION PROCESS

operations, to verify these signatures, the aggregator needs to
conduct nGadd, 2nGmul, and nHb operations.

Second, we compared a meter’s computation cost at aggrega-
tion phase, suppose a meter reports one type of data. For the
scheme of Boudia [16], it requires 4Gmul, 1Gadd, and 1Hb

operations. For the scheme of Fan [17], it requires 4Gmul, 2Gadd,
and 2HG operations. For the scheme of Wang [19], it requires
2Gexp, 1GTmul, 2Gmul, 1Gadd, and 1HG operations. For the
proposed scheme, it requires 1Gbp, 1Gexp, 1GTmul, 1Gmul, and
2HG operations. The results are listed in Table VII.

Fig. 3 shows a meter’s computation cost at aggregation phase,
the vertical axis indicates the computation time in milliseconds,
the horizontal axis represents n. The computation costs of the
other schemes are higher than that of the proposed scheme,
because it costs more time to encrypt a meter’s electricity
consumption data. For the schemes of Boudia [16], a smart
meter encrypts its electricity consumption data using the control
center’s public key, it costs 3 Gmul and 1 Gadd operations. For
the schemes of Fan [17], it costs 3 Gmul, 2 Gadd, and 1 HG

operations. For the scheme of Wang [19], it costs 1 Gmul, 2
GTexp, and 1GTmul operations. While for the proposed scheme,
it requires 1 HG, 1 GTexp, 1 GTmul, and 1 Gbp operations.

Third, we analyzed the message verification process, the
results are shown in Table VIII. As the proposed scheme and
the scheme of Fan [17] use the same verification method, their
computation costs are the same.

Fig. 4 shows the computation cost of the message verifica-
tion process, the vertical axis indicates the computation time
in milliseconds, the horizontal axis represents n. Boudia [16]
used a batch verification method to accelerate the message
verification process, however, there is a potential risk in the
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Fig. 4. Computation cost of signature schemes.

Fig. 5. Computation cost of data aggregation phase I.

batch verification process. The aggregator checks the equation
∑N

i=1 (rij2 ·G) = (
∑N

i=1 uij) ·G+
∑N

i=1 (vij · Pij) holds or
not, if the sum

∑N
i=1 uij is correct, the equation holds, it does

not check the correctness of a singleuij , if an adversary modifies
uij1 anduij2, letuij1 anduij2 to be (uij1 + k1) and (uij2 − k1),
k1 is a random number. The sum

∑N
i=1 uij is the same, the

equation still holds, the aggregator is unable to find out this
situation, which means there is a potential security risk. The
computation cost of the verification processes of Wang [19] is
higher than that of the proposed scheme.

Fourth, we analyzed the computation cost of the aggregation
phase, we compared our scheme with the schemes of Boudia
[16] and Wang [19], as these three schemes can be applied to a
three-layer system. Fig. 5 shows the results. For the scheme
of Boudia [16], a meter encrypts its electricity consumption
data using the control center’s public key, this needs 3Gmul and
1Gadd operations, to decrypt the data, the control center needs to
conduct 1Gmul, 1Gadd operation. This is the main reason their
scheme’s computation cost is higher than that of the proposed
scheme. For the scheme of Wang [19], a meter’s computation
cost is higher than that of the proposed scheme, besides, the
verification process of their scheme needs more computation
time, thus their scheme is not as efficient as the proposed scheme.

The scheme of Fan [17] and the proposed scheme can be
applied to a two-layer system, we compared these two schemes
separately. Fig. 6 shows the computation cost of the aggregation
phase. The two schemes use the same signature scheme, how-
ever, the encryption scheme used in our scheme is more efficient,
thus the proposed scheme is more efficient.

Last, at data aggregation phase, in the schemes of Boudia [16]
and in the proposed scheme, a meter is able to report k types
of data at once, we analyzed the computation costs of these
two schemes separately. For the scheme of Boudia [16], a meter
conducts (2k + 2) Gmul, kGadd, and 1Hb operations, while it

Fig. 6. Computation cost of data aggregation phase II.

TABLE IX
SMART METER’S COMPUTATION COST FOR REPORTING K TYPES OF DATA

Fig. 7. Smart meter’s computation cost for k types of data.

requires 1Gbp, kGexp, kGTmul, 1Gmul, and 1HG operations for
the proposed scheme. The results are shown in Table IX.

Fig. 7 shows a meter’s computation cost for reporting k
types of data, the vertical axis indicates the computation time in
milliseconds, the horizontal axis represents k. The computation
time of the scheme of Boudia [16] is higher than that of the
proposed scheme, because the encryption method they used
costs more computation time. In their scheme, to encrypt k types
of data, it cost (2k+ 1)Gmul and kGadd operations, while in the
proposed scheme, it requires kGTexp, kGTmul, 1HG, and 1Gbp

operations. To decrypt these data, in their scheme, it requires k
Gmul and k Gadd operations, while in the proposed scheme, it
requires k GTmul, 1 HG, and 1 Gbpoperations. The computation
cost of Gmul is higher than the other types of operations, thus
the proposed scheme is more efficient.

Fig. 8 shows the computation time of aggregation phase for k
types of data, when there are 20 smart meters in the system, the
vertical axis indicates the computation time in milliseconds, the
horizontal axis representsk. The computation time of the scheme
of Boudia [16] is higher than that of the proposed scheme, as
we have discussed, the encryption method they used costs more
computation time.

B. Simulation Results

The simulation environments are the same as that mentioned
at the beginning of this section, the scheme of Fan is based on
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Fig. 8. Computation cost of aggregation phase for k types of data.

Fig. 9. Simulation result of data aggregation phase I.

Fig. 10. Simulation result of data aggregation phase II.

type A1 pairings with parameters of equal length as that on type
A pairings.

The schemes of Boudia [16], Wang [19], and the proposed
scheme are simulated. Fig. 9 shows the simulation result, the
advantage of the proposed scheme becomes larger compared
to the analysis for Fig. 5. In Fig. 5, the computation time of
Pollard’s lambda method in G1 or GT are not considered, while
the computation time of Pollard’s lambda method in GT is less
than that in G1, the advantage of the proposed scheme becomes
larger in Fig. 9.

The simulation result of Fan [17] and the proposed scheme for
a two-layer system are shown in Fig. 10, the results are similar
to that of our analysis for Fig. 6. The proposed scheme is more
efficient. When the number of meters grows, the gaps between
the two schemes become larger.

Fig. 11 shows the simulation result of aggregation phase
for k types of data, the number of meters is set to be 20, a
meter’s data is in [0, 1000], the simulation result is similar to
that of our analysis for Fig. 8, the proposed scheme is more
efficient. For the server to get k types of data, it needs to conduct
k Pollard’s lambda operations, thus the gap between the two
schemes becomes larger when the number of types increases.

Fig. 11. Simulation results for k types of data.

Besides, when the number of types grows, the computation cost
of the scheme of Boudia grows more quickly than that of the
proposed scheme, because the computation cost at the meter
side is higher than that of the proposed scheme, which is similar
to the analysis of the computation cost at meter side in Fig. 7.

C. Communication Overhead

In this section, we analyzed the communication cost. Z+
n is

256 bit, an element of G1 is 512 bit, an element of GT is 512
bit. The result of SHA-256 is 256 bit. A timestamp is 32 bit, an
identity is 32 bit. Suppose there are n meters and an aggregator
in the system, a meter reports one type of data at a time.

We first analyzed the communication cost of the registra-
tion phase. For the proposed scheme, the messages between
an aggregator and a meter are {idi, Ri} and {Rci}. The
messages between an aggregator and a utility supplier are
{idj , Rj , RA =

∑n
i=1 Ri} and {Rx}. idi is a 32-bit identity,

Ri, Rci, Rj , RA, Rx are 512-bit elements of G1. The commu-
nication cost is (512 × 2 + 32)n+ 512 × 3 + 32 = 1056n+
1568 bit.

For the scheme of Boudia [16], a meter sends {IDij , Pij}
to an aggregator, the aggregator sends {Pj} back to this meter
and {Pj} to the control center. The control center sends {Yi}
to a meter and {Ycc} to the aggregator. IDij is a 32-bit identity.
Pj , Yi, Ycc, Pij are 512-bit elements of G1. The communication
cost is (512 × 3 + 32)n+ 512 × 2 = 1568n+ 1024 bit.

For the scheme of Fan [17], a meter sends {Yi, αi, βi, γi, IDi}
to an aggregator, Yi and αi are 512-bit elements of G1, βi and γi
are 224-bit moduli of the order. IDi is a 32-bit identity. Besides,
at system initialization phase, an offline trusted third party sends
πi to meter Mi and π0 to the aggregator, π0 and πi are 1024-
bit numbers. The communication cost is (512 × 2 + 224 × 2 +
32)n+ 1024(n+ 1) = 2528n+ 1024 bit.

For the scheme of Wang [19], a meter sends {IDi} to the
system, the system sends {dIDi,W} back to this meter. IDi

is a 32-bit identity, dIDi is a 512-bit element of G1, W is a
512-bit element of GT . Besides, the communication cost for a
collector and an aggregator are both (512 + 32) = 544 bit. The
communication cost is (512 × 2 + 32)n+ 544 × 2 = 1056n+
1088 bit. The results are shown in Fig. 12.

At data aggregation phase, for the proposed scheme, a meter
reports {ci = ci1, Si, ti, idi} to an aggregator. ci1 is a 512-bit
element of GT , Si is a 512-bit element of G1, ti is a 32-bit
timestamp, idi is a 32-bit identity. The communication cost of a
meter to an aggregator is (512 × 2 + 32 × 2) = 1088 bit. The
communication cost of an aggregator to the utility supplier is
1088 bit, too.
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Fig. 12. Communication cost of registration phase.

TABLE X
COMMUNICATION COST OF THE SCHEMES

Fig. 13. Communication cost of aggregation phase.

For the scheme of Boudia [16], a meter reports
{Cij , IDij ,TS, Sij} to an aggregator, Cij = (rij1 ·G, rij1 ·
Y1 +Mij1), rij1 ·G and (rij1 · Y1 +Mij) are 512-bit elements
of G1, Sij = (rij2 ·G, zij), rij2 ·G is a 512-bit element of G1,
zij is a 224-bit modulus of the order. TS is a 32-bit timestamp,
IDij is a 32-bit identity. The communication cost from a meter
to an aggregator is (512 × 3 + 224 + 32 × 2) = 1824 bit. The
communication cost from an aggregator to the utility supplier is
1824 bit, too.

For the scheme of Fan [17], a meter reports {CTi, σi, idi}
to an aggregator, CTi and σi are 512-bit elements of G1, idi is
a 32-bit identity. The communication cost from a meter to an
aggregator is (512 × 2 + 32) = 1056 bit.

For the scheme of Wang [19], a meter reports
{CTi = (gri , gmi

T ∗Wi), Vi, Ti, idi} to an aggregator, gri

and Vi are 512-bit elements of G1, gmi

T ∗Wi is a 512-bit
element of GT . Ti is a 32-bit timestamp, idi is a 32-bit identity.
The communication cost from a meter to an aggregator is
(512 × 3 + 32 × 2) = 1600 bit. The communication cost from
an aggregator to the utility supplier is 1600 bit, too.

The results are shown in Table X and Fig. 13. For scheme of
Fan [17], a meter does not send a timestamp to an aggregator,
thus their communication cost is 32 bit less than ours, however,
this requires the meter and the aggregator to keep their time
consistent, even if there is one-millisecond error, the aggregator
will not get the exact electricity consumption data. Compared to
the scheme of Wang [19], a meter reports one more element of
G1 in their scheme than the proposed scheme. In the scheme of

Fig. 14. Communication cost for k types of data.

TABLE XI
SECURITY FEATURES

Boudia [16], a signature is one element of G1 and a modulus of
the order, while in the proposed scheme, a signature is only one
element of G1, besides, the encrypted electricity data are two
512-bit elements of G1 in their scheme, while in the proposed
scheme, the encrypted result is one 512-bit element of GT .

For the scheme of Boudia [16] and the proposed scheme, a
meter is able to report k types of data at a time, we analyzed the
these two schemes separately. The result is shown in Fig. 14.

For the scheme of Boudia [16], a meter sends
{Cij , IDij ,TS, Sij} to an aggregator, Cij = (rij1 ·G, rij1 ·
Y1 +Mij1, rij1 · Y2 +Mij2, . . . , rij1 · Yl +Mijl, ), rij1 ·G
and (rij1 · Y1 +Mij1, rij1 · Y2 +Mij2, . . . , rij1 · Yl +Mijl)
are 512-bit elements of G1. Sij = (rij2 ·G, zij), rij2 ·G is a
512-bit element ofG1, zij is a 224-bit modulus of the order.TS is
a 32-bit timestamp, IDij is a 32-bit identity. The communication
cost is 512(k + 1) + 512 + 224 + 32 + 32 = 512k + 1312 bit.

For the proposed scheme, a smart meter sends {ci, Si, ti, idi}
to an aggregator. ci = (ci1, ci2, .., cik) are 512-bit elements
of GT . Si is a 512-bit element of G1, ti is 32-bit time-
stamp, idi is a 32-bit identity. The communication cost is
512k + 512 + 32 + 32 = 512k + 576 bit.

VII. SECURITY FEATURE COMPARISON

We compared all the schemes under different metrics, the
results are shown in Table XI.

A. Dynamic Join and Dynamic Leave

The proposed scheme supports dynamic join and dynamic
leave, which are two necessary features for the smart grid
scenario, as it is common to add a new meter to the grid or to
remove a broken meter from the grid. However, for the scheme
of Fan [17], once the system is deployed, it is unable to add or
to remove a smart meter from the system.
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B. Meter Replacement

If a meter is broken, we need to replace it with a new one,
for the proposed scheme, we can replace the broken one with a
new one in two steps, first, remove the broken meter from the
system, second, add a new meter to the system, the system will
still work correctly. For the scheme of Fan [17], their scheme
does not support meter replacement, once a meter is broken, the
system fails to work correctly.

C. Failure Recovery

For the scheme of Fan [17], if a meter fails to work normally,
the utility supplier is unable to get the total consumption data,
and their scheme does not provide a failure recovery procedure,
while in the proposed schemes, even if one or some of the
meters fail to work normally, the system can be recovered, either
by conducting dynamic leave procedure or dynamic leave and
dynamic join procedures together.

D. Flex Structure

In the scheme of Wang [19], a meter’s electricity consumption
data is encrypted using the control center’s public key, the control
center is able to get a meter’s consumption data if it gets the
encrypted data accidentally, thus there has to be an aggregator
to add all meters’ encrypted electricity data before they are sent
to the utility supplier, which means their scheme can only be
applied to a three-layer system. For the proposed scheme, a
meter is assigned an independent key to encrypt the encrypted
electricity consumption data, the encrypted data can be sent to
the utility supplier directly, as the utility supplier is unable to get
a single smart meter’s electricity consumption data with its key,
the proposed scheme can be applied to a two-layer or three-layer
system.

E. Collusion Attack and Eavesdrop Attack

In the scheme of Boudia [16], a meter’s electricity consump-
tion data are encrypted using the control center’s public key,
if the aggregator and the control center collude, the aggregator
sends a meter’s encrypted electricity consumption data to the
control center, the control center is able to get the meter’s
electricity consumption data using its private key. Besides, if
the control center accidentally gets a meter’s encrypted elec-
tricity consumption data by eavesdropping, it is able to get the
electricity consumption data. The scheme of Wang [19] has the
same problem.

F. Private Key Leakage Problem

In the scheme of Boudia [16], a part of the signature is
zij = r−1

ij2(H(D) + aijr), if the adversary accidentally learns
the session empirical information rij2, it is able to get a meter’s
private key aij , which means there is a private key leakage
problem.

G. Private Key Privacy

In the scheme of Wang [19], the private keys of the meters,
the collector and the electricity service provider are generated by
the system, the system knows the private keys of these entities.
The information encrypted using their public keys is transparent

to the system. While in the proposed scheme, the key pairs are
generated by the entities themselves.

H. Batch Verification Problem

As we discussed in Section VI-A, the batch verification pro-
cess of Boudia [16] is not secure.

After comparison, we can get the conclusion that the proposed
scheme has more security features and is more flexible, while it
is more efficient in computation cost and communication cost.

VIII. CONCLUSION

In this article, we introduced an elliptic curve-based scalable
smart meter electricity consumption data aggregation scheme,
the proposed scheme is scalable, which allows the dynamic join
and dynamic leave of smart meters, when some meters fail to
work, it is relatively easy to replace them with new ones. In
addition, the proposed scheme enables a meter to report multiple
types of data at a time, while the utility supplier is unable to
learn a single smart meter’s real-time electricity consumption
data. We also analyzed the security features of the schemes, it
turns out that the proposed scheme can resist various attacks.
Our simulation results show that the proposed scheme is more
effective.
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[7] F. Hao and P. Zieliński, “A 2-round anonymous veto protocol,” in Proc.
Int. Workshop Secur. Protocols, 2009, pp. 202–211.

[8] R. Lu, X. Liang, X. Li, X. Lin, and X. Shen, “EPPA: an efficient and
privacy-preserving aggregation scheme for secure smart grid communica-
tions,” IEEE Trans. Parallel Distrib. Syst., vol. 23, no. 9, pp. 1621–1631,
Sep. 2012.

[9] P. Paillier, “Public-key cryptosystems based on composite degree resid-
uosity classes,” in Proc. Int. Conf. Theory Appl. Cryptographic Techn.,
1999, pp. 223–238.

[10] S. Li, K. Xue, Q. Yang, and P. Hong, “PPMA: Privacy-preserving multi-
subset data aggregation in smart grid,” IEEE Trans. Ind. Informat., vol. 14,
no. 2, pp. 462–471, Feb. 2018.

http://ses.jrc.ec.europa.eu/smart-metering-deployment-european-union
http://www.berginsight.com/ReportPDF/ProductSheet/bi-sm13-ps.pdf


CHEN et al.: ELLIPTIC CURVE-BASED SCALABLE DATA AGGREGATION SCHEME FOR SMART GRID 2077

[11] R. Lu, “Privacy-preserving subset data aggregation,” in Privacy-
Enhancing Aggregation Techniques for Smart Grid Communications,
R. Lu, Ed. Cham, Switzerland: Springer, pp. 61–84, 2016.

[12] R. Lu, K. Heung, A. H. Lashkari, and A. A. Ghorbani, “A lightweight
privacy-preserving data aggregation scheme for fog computing-enhanced
IoT,” IEEE Access, vol. 5, pp. 3302–3312, 2017.

[13] H. Shen, M. Zhang, and J. Shen, “Efficient privacy-preserving cube-data
aggregation scheme for smart grids,” IEEE Trans. Inf. Forensics Secur.,
vol. 12, no. 6, pp. 1369–1381, Jun. 2017.

[14] L. Chen, R. Lu, Z. Cao, K. AlHarbi, and X. Lin, “MuDA: Multifunctional
data aggregation in privacy-preserving smart grid communications,” Peer-
to-Peer Netw. Appl., vol. 8, no. 5, pp. 777–792, Sep. 2015.

[15] S. Ge, P. Zeng, R. Lu, and K.-K. R. Choo, “FGDA: Fine-grained data
analysis in privacy-preserving smart grid communications,” Peer-to-Peer
Netw. Appl., vol. 11, no. 5, pp. 966–978, Sep. 2018.

[16] O. R. M. Boudia, S. M. Senouci, and M. Feham, “Elliptic curve-based
secure multidimensional aggregation for smart grid communications,”
IEEE Sens. J., vol. 17, no. 23, pp. 7750–7757, Dec. 2017.

[17] C. I. Fan, S. Y. Huang, and Y. L. Lai, “Privacy-enhanced data aggrega-
tion scheme against internal attackers in smart grid,” IEEE Trans. Ind.
Informat., vol. 10, no. 1, pp. 666–675, Feb. 2014.

[18] D. He, N. Kumar, S. Zeadally, A. Vinel, and L. T. Yang, “Efficient and
privacy-preserving data aggregation scheme for smart grid against internal
adversaries,” IEEE Trans. Smart Grid, vol. 8, no. 5, pp. 2411–2419,
Sep. 2017.

[19] Z. Wang, “An identity-based data aggregation protocol for the smart grid,”
IEEE Trans. Ind. Informat., vol. 13, no. 5, pp. 2428–2435, Oct. 2017.

[20] W. Jia, H. Zhu, Z. Cao, X. Dong, and C. Xiao, “Human-factor-aware
privacy-preserving aggregation in smart grid,” IEEE Syst. J., vol. 8, no. 2,
pp. 598–607, Jun. 2014.

[21] K. Kursawe, G. Danezis, and M. Kohlweiss, “Privacy-friendly aggregation
for the smart-grid,” in Proc. Int. Symp. Privacy Enhancing Technol., 2011,
pp. 175–191.

[22] L. Chen, R. Lu, and Z. Cao, “PDAFT: A privacy-preserving data ag-
gregation scheme with fault tolerance for smart grid communications,”
Peer-to-Peer Netw. Appl., vol. 8, no. 6, pp. 1122–1132, Nov. 2015.

[23] J. Ni, K. Zhang, K. Alharbi, X. Lin, N. Zhang, and X. S. Shen, “Differen-
tially private smart metering with fault tolerance and range-based filtering,”
IEEE Trans. Smart Grid, vol. 8, no. 5, pp. 2483–2493, Sep. 2017.

[24] H. Bao and R. Lu, “A new differentially private data aggregation with fault
tolerance for smart grid communications,” IEEE Internet Things J., vol. 2,
no. 3, pp. 248–258, Jun. 2015.

[25] Z. Shi, R. Sun, R. Lu, L. Chen, J. Chen, and X. S. Shen, “Diverse
grouping-based aggregation protocol with error detection for smart grid
communications,” IEEE Trans. Smart Grid, vol. 6, no. 6, pp. 2856–2868,
Nov. 2015.

[26] Z. Erkin, J. R. Troncoso-pastoriza, R. L. Lagendijk, and F. Perez-
Gonzalez, “Privacy-preserving data aggregation in smart metering sys-
tems: An overview,” IEEE Signal Process. Mag., vol. 30, no. 2, pp. 75–86,
Mar. 2013.

[27] G. Si, Z. Guan, J. Li, P. Liu, and H. Yao, “A comprehensive survey
of privacy-preserving in smart grid,” in Proc. Int. Conf. Secur., Privacy,
Anonymity Comput., Commun., Storage, 2016, pp. 213–223.

[28] E. Liu and P. Cheng, “Achieving privacy protection using distributed load
scheduling: A randomized approach,” IEEE Trans. Smart Grid, vol. 8,
no. 5, pp. 2460–2473, Sep. 2017.

[29] F. D. Garcia and B. Jacobs, “Privacy-friendly energy-metering via homo-
morphic encryption,” in Proc. 6th Int. Conf. Secur. Trust Manage., 2010,
pp. 226–238.

[30] N. Busom, R. Petrlic, F. Sebé, C. Sorge, and M. Valls, “Efficient smart
metering based on homomorphic encryption,” Comput. Commun., vol. 82,
pp. 95–101, May 2016.

[31] S. Ruj and A. Nayak, “A decentralized security framework for data
aggregation and access control in smart grids,” IEEE Trans. Smart Grid,
vol. 4, no. 1, pp. 196–205, Mar. 2013.

[32] A. Abdallah and X. Shen, “Lightweight security and privacy preserving
scheme for smart grid customer-side networks,” IEEE Trans. Smart Grid,
vol. 8, no. 3, pp. 1064–1074, May 2017.

[33] A. Abdallah and X. S. Shen, “A lightweight lattice-based homomorphic
privacy-preserving data aggregation scheme for smart grid,” IEEE Trans.
Smart Grid, vol. 9, no. 1, pp. 396–405, Jan. 2018.

[34] J. M. Bohli, C. Sorge, and O. Ugus, “A privacy model for smart metering,”
in Proc. IEEE Int. Conf. Commun. Workshops, 2010, pp. 1–5.

[35] X. He, X. Zhang, and C. C. J. Kuo, “A distortion-based approach to privacy-
preserving metering in smart grids,” IEEE Access, vol. 1, pp. 67–78, 2013.

[36] P. Barbosa, A. Brito, and H. Almeida, “A technique to provide differential
privacy for appliance usage in smart metering,” Inf. Sci., vol. 370–371,
pp. 355–367, Nov. 2016.

[37] “JPBC library,” Dec. 4, 2013. [Online]. Available: http://gas.dia.unisa.it/
projects/jpbc/. Accessed on: Nov. 27, 2019.

[38] “Key length comparison,” Jun. 10, 2018. [Online]. Available: https://www.
keylength.com/en/compare/. Accessed on: Feb. 21, 2019.

[39] “Source code of this study,” Mar. 8, 2019. [Online]. Available: https://
github.com/SevenBruce/AggVote

Yuwen Chen received the M.S. degree in computer
software and theory from Zhengzhou University,
Zhengzhou, China, in 2015. He is currently working
toward the Ph.D. degree in telematic engineering with
the Technical University of Madrid, Madrid, Spain.

His research interests include IoT security and
privacy, and smart grid privacy and security.

José-Fernán Martínez-Ortega received the Ph.D.
degree in telematic engineering from the Technical
University of Madrid, Madrid, Spain, in 2001.

He is an Associate Professor with the Department
of Engineering and Telematic Architectures, Techni-
cal University of Madrid. He has authored several
national and international publications included in
the Science Citation Index in his interest areas. He
has participated in several International and European
Projects. He is responsible for different Spanish and
European public-funded research projects and also

research contracts with different IT companies. His main research interest areas
and expertise include ubiquitous computing and Internet of Things, smart cities
and wireless sensor and actuators networks, next-generation telematic network
and services, software engineering and architectures, distributed applications
and intermediation platforms (middleware), and high-performance and fault-
tolerant systems.

Dr. Martínez-Ortega is a Technical Reviser and Chair of technical national and
international events on telematics, as well as a member of different international
and scientific committees.

Pedro Castillejo received the Ph.D. degree in telem-
atic engineering from the Technical University of
Madrid, Madrid, Spain, in 2015.

He is a member of the GRyS (Group of Next-
Generation Networks and Services) researching
group at UPM, where he is also working as
a Researcher in different European projects, like
LIFEWEAR, DEMANES, E-GOTHAM, I3RES, and
SWARMs. His current research interests include
wireless sensor networks, network security algo-
rithms, network protocols, knowledge management,

and tiny devices middleware. He has several conference presentations and paper
published in indexed journals. He has also participated as an Invited Lecturer in
different undergraduate, master, and doctoral courses.

Lourdes López received the degree in mathemati-
cal sciences from the Universidad Complutense de
Madrid, Madrid, Spain, in 1985, and the Ph.D. de-
gree in computers engineering from the Universidad
Politécnica de Madrid, Madrid, in 1998.

Since 1991, she has been a Professor with the
Department of Engineering and Telematics Archi-
tectures, UPM. From 2000 to 2009, she has been
the Director of the Department of Engineering and
Telematics Architectures, EUIT Telecomunicación -
UPM. In 1992, she initiated her R&D activity in the

Group of Information and Network Security, EUIT Telecommunication, UPM,
joining the Group of Telematics Services for the Information Society in 2005.
In 2010, she launched a new research group that focused on research on new
Telematic Networks, GRyS (Group of Next-Generation Networks and Services).
Since January 2012, she has been the Secretary of the Research Center for
Software Technology and Multimedia Systems for Sustainability.

http://gas.dia.unisa.it/projects/jpbc/
https://www.keylength.com/en/compare/
https://github.com/SevenBruce/AggVote


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 900
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.00111
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 1200
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.00083
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00063
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d00200070006100730073006100720020006600f60072002000740069006c006c006600f60072006c00690074006c006900670020007600690073006e0069006e00670020006f006300680020007500740073006b007200690066007400650072002000610076002000610066006600e4007200730064006f006b0075006d0065006e0074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


