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Abstract—Existing Liquefied Petroleum Gas (LPG)-detection
systems are ad-hoc and designed as stand-alone nodes. This
paper, however, presents an integrated end-to-end Wireless Sensor
Network (WSN) system that integrates hardware and software for
early-warning gas-leakage detection and monitoring applications;
fully utilizing the Internet-of-thing (IoT) functionalities and
capabilities in WSNs at the network level such that network
performance is improved. The proposed system can operate in
single-hop and multi-hop modes depending on the surround-
ing radio frequency (RF) environment and network topology.
Specifically, we design a per-deployed WSN system for LPG-
gas detection/monitoring in residential areas and factories that
collects, analyzes and forwards the collected information over a
wireless channel to the monitoring center to take the appropriate
action. To achieve a reliable communication and data delivery, we
implement an efficient communication protocol that organizes the
data exchanges between the different nodes in the network. The
proposed WSN system is deployed and experimentally tested.
The data acquired from the various experiments is used to
examine the reliable operation of the implemented system in
terms of robustness and data-delivery reliability. Robust and
reliable performance is demonstrated with packet loss rate as low
as 5%. The experimental results also indicate that the proposed
system can promptly detect gas-leakage within 50 ms and provide
accurate gas concentration measurements with 97% accuracy.

Keywords—WSN, 10T, Gas Leakage Detection, End-to-End Sys-
tem, Remote Sensing.

I. INTRODUCTION

Wireless Sensor Networks (WSNs) is considered an essen-
tial enabler for effective IoT services and applications [1]-
[8]. WSNs are widely used in several civilian and military
applications including environmental surveillance, monitoring,
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health-care services, data collection, etc. [8]-[10]. WSNs can
be easily deployed without the need of any pre-existing in-
frastructure and can be used for unattended operation with
limited maintenance. Each sensor node has a sensing device
that can measure and report the observed measurements of
some physical conditions (e.g. detect Liquefied Petroleum Gas
(LPG) leakage1 [12]-[16]). The sensed data may be processed
and aggregated before being communicated to the command
center [11].

Liquefied Petroleum Gas (LPG) is one of our daily life
necessities, in almost all residential locations and service
areas (i.e., houses, factories, restaurants, hotels). However, any
undetected leakage of gas may cause serious fires, business
loss and fatalities. Thus, it is important for any leakage to be
detected and take the appropriate action in a timely manner. For
this purpose, a WSN can be pre-deployed to remotely monitor
possible gas leakage, in order to control its spread and avoid
potential catastrophes. On the other hand, fire-fighting is one
of the most dangerous, yet important professions. The dangers
associated with this profession are contributed to the limited
information related to the location, distribution, size and spread
of the fire, when it is caused by gas leakage.

Several theoretical and practical attempts have been made to
use WSN in gas-leakage detection and firefighting applications
[15]- [23], but they still suffer from a number of drawbacks. A
full survey on related work and existing systems was published
by the authors in [24], for further details. The main out out-
come of this published survey paper is that existing practical
LPG-detection systems are ad-hoc and designed as stand-alone
nodes, where as the theoretical proposed WSN systems are
not experimentally tested (not practically implemented). In
addition, most of the the theoretical efforts attempted to solve
a sub-set of the design problem such as providing commu-
nication protocols for WSNs, clustering mechanism, routing,
etc. This paper, however, presents an integrated end-to-end
WSN system that integrates hardware and software for early-
warning gas-leakage detection and monitoring applications.
Unlike existing systems, our proposed solution, include new
communication protocols and hardware components that fully
utilize the IoT functionalities and capabilities in WSNs at the
network level such that network performance is improved.
Hence, to practically realise this, we develop a customized
end-to-end system based on inexpensive locally manufac-

!Gas leak detection is the process of identifying potentially hazardous gas
leaks using several sensing devices.



tured wireless sensor devices that includes hardware design,
supporting software, testing, fabrication and implementation.
The proposed system features a reliable sensing and data
processing algorithms as well as efficient distributed commu-
nication mechanisms. The adopted communication protocol
provides reliable data delivery while being energy-efficient.
The proposed system collects, analyzes and transmits the
sensed data over a wireless channel to a monitoring center
over the Internet to take the appropriate action/decision. To
verify the effective operation of the developed end-to-end
WSN system, we perform realistic testing experiments over a
testbed of 15 nodes pre-deployed WSN. The collected data and
gas-concentration measurements reveal that the proposed end-
to-end early-warning system can remotely provide accurate,
reliable and timely alerts. Such alerts include accurate reported
gas concentration levels along with the associated locations.
The rest of the paper is organized as follows. In Sec-
tion II, we provide an overview of WSN technology. The
different WSN design variants and requirements for LPG
monitoring/fire-fighting applications are discussed in Sec-
tion II-B. Section III illustrates the hardware and tools used in
developing our end-to-end system. The hardware and software
design and implementation of the end-to-end system are dis-
cussed in Section IV. The testbed and experimental results are
given in Section VI. In Section VII, we conclude this paper.

II. PRELIMINARIES
A. WSN Overview

A WSN is a wireless network of a number of battery-
powered self-organized sensor devices that are responsible
for collecting information regarding some environment phe-
nomenon and conditions. To be energy-efficient, the sensor
nodes perform signal processing to the raw data before for-
warding such data to a central node (sink node), which can be
connected to the Internet to form an IoT-based WSN [25]. In
such systems, information technology, software, hardware, net-
working and programming aspects are integrated. Specifically,
each sensor node often contains three key inter-connected sub-
systems: (1) radio transceivers, (2) sensing devices and (3)
processor with memory device.

B. WSN Solutions for Gas leakage Monitoring and Fire-
fighting Applications

Acquiring data from inside of a closed area in fire is a
challenging problem for firefighters. In these cases, data is vital
to facilitate the firefighters’ operations, minimize damages and
possibly save lives. WSNs can be deployed for this purpose
[24] to remotely acquire the following types of data:

e The proximity of fire-fighters to danger, obtained using

temperature, smoke, oxygen, and olfactory sensors.
e The likelihood of flashover, obtained using temperature

Sensor.

e The possibility of Backdrafts, obtained using oxygen
Sensor.

e Hidden fires, obtained using temperature and smoke
Sensors.

e Structural collapse issues, obtained using Accelerome-
ters sensor.
e Gas concentration (leakage), obtained using gas sensor.

Depending on the application requirements, each sensor node
in the deployed WSN can be equipped with one (or more)
kind of the aforementioned sensitive sensor units. In this
paper, we consider the design of an end-to-end pre-deployed
WSN system, where each user is equipped with a LPG sensor
module. Specifically, we focus on the various challenges that
must be addressed for the deployment and use of a WSN for
early-detection of gas-leakage and subsequent spread of gas in
closed areas and building. The proposed system is a cluster-
based WSN that is suitable for gas monitoring applications.
Using clustering facilitates scalable network operations. In our
developed cluster-based WSN, each sensor node in a given
cluster can only create connectivity with its cluster-head node,
whereas each cluster-head node can create a mesh connectivity
with any other cluster-head node in the network such that the
data can be delivered to the sink node.

III. THE PROPOSED END-TO-END SYSTEM
A. System Overview

The proposed end-to-end system is based on inexpensive
locally manufactured (designed and implemented) wireless
sensor devices. The proposed system is a cluster-based WSN
that is suitable for gas monitoring applications. Using cluster-
ing facilitates scalable and energy-efficient network operations.
In our system, each sensor node in a given cluster can only
create connectivity with its cluster-head node, whereas each
cluster-head node can create a mesh connectivity with any
other cluster-head node in the network such that the sensed
data can be delivered to the sink node and then over the
Internet to the monitoring center to take the appropriate
action/decision. Hence, the proposed design can operate in
single-hop and multi-hop modes depending on the surrounding
RF environment and network topology [27]. Figure 1 shows
an example of our developed pre-deployed cluster-based WSN
system with three clusters. In the next sub-section, we describe
the main hardware components and software tools that are used
in developing and testing our end-to-end system.

B. System Components

1) RF  Transceiver Module: The communication and
data transfer between the sensor nodes is based on the
IEEE802.15.4 standard. We consider the ZigBee embedded
RF modules (Series 1 XBee 4214A and XBee pro) with free
protocol stack. These modules provide simple and very reliable
communications between the various sensor nodes (i.e. point-
to-point and point-to multi networks). Zigbee Xbee series 1
module provides cost-effective wireless connectivity in the
unlicensed ISM band with built-in antennas and supports inter-
operable operation with other ZigBee devices. Specifically,
XBee modules that enable software-intelligent networking us-
ing the XBee ZigBee X-CTU software. The XBee modules can
be reprogrammed such that customized transmission function-
alities can be realized. The XBee modules support a maximum
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Fig. 1. A pre-deployed GSM-enabled end-to-end WSN with three regions.

data rate of 250 Kbps at 2.4 GHz operating frequency. The
maximum transmission (output) power of the XBee and XBee-
PRO modules are respectively 1 and 10 mw, with receiver
sensitivity of —92 dBm and -100 dBm, respectively. Thus,
the transmission ranges for the XBee and XBee-PRO are 90
and 750 meter, respectively [30]. In our design, we assume
XBee module for the sensor node in each cluster (to achieve
indoor/Urban range) and XBee-PRO module for cluster-head
nodes (to achieve outdoor range).

2) Gas Sensor Module: A number of gas sensor devices ex-
ist with different specifications based on the needed sensitivity,
type of sensed gas, and the size. For our purposes, we consider
the MQ-6 gas sensor, which has a tunable resistor (R;) on
board, for adjusting the sensor sensitivity and identifying
the gas to be sensed. The MQ-6 is a small-size low power
consumption sensor with extremely high sensitivity and very
rapid response rate. This sensor is sensitive to LPG, propane
and iso-butane. This makes it suitable to be considered in gas-
leakage detection applications. The tunable resistor R; can be
used to increase the sensing sensitivity of a specific types of
gas (e.g., for butane gas detection, R; = 20 K(2). The MQ-
6 sensor can sense the concentrations of flammable butane
gas and provides the concentration level in a form of analog
voltage. According to the data-sheet of the sensing device,
each voltage represents a given level of concentration. We
use the data-sheet to program the micro-controller such that
the reported voltage is represented in a form of the required
measurement. Hence, the sensor calibration can be done with
the help of the data-sheet. Specifically, the sensor can measure
LPG levels with concentration ranges from 200 to 10000 ppm
by generate a voltage ranges from 0.1 to 5 V. The sensor
operates with 150 mA at 5 V. It also provides stable operation
at temperatures ranging from —10 to 50 °C. In summary
we have selected the MQ-6 sensor because of its following
features: (i) wide detecting range, (ii) high sensitivity, (iii) fast
response, (iv) long expected lifetime, (v) operation stability,
(vi) simplifies drive circuit and (vii) compact size with low

cost.

3) Micro-controller/Processor Module: We consider the
PIC18 (XPic Micro-controller 18F4620) as the processing unit
in the developed sensor nodes. This processor is considered
because of its small-size and low cost. In addition, this
microcontroller can be easily configured to control several
devices based on sensing input from the real world. XPic
microcontroller contains built-in A/D converter and a relatively
sufficient memory size of 1 MB, which allows multiple func-
tion to be performed. The PIC18 module supports a number of
attractive features including: a 21 bits read-and-write capable
call stack, conditional branch instructions, indexed addressing,
extendable registers up to 12 bits, and additional registers up
to 3.

4) Power Supply: We consider rechargeable Lithium-ion
batteries as a power supply in the developed sensor nodes.
Lithium-ion batteries have been selected as they have high
charge density (long life). Depending on the chemical com-
pounds and used design, voltages from 1.5 V to 3.7 V can be
produced by lithium cells. Based on the role of each node in
our design, some of the nodes will be equipped with mico-
USB socket such that the nodes are directly powered from
the AC main-lines using AC/DC adapters. In this case, the
battery is used as a backup power unit. Other nodes are battery-
powered. In such nodes, power-level indicator circuit will be
implemented to alert the network administrator.

Battery voltage-level indicator: In our design, we imple-
ment a simple battery-voltage indicator circuit using a tricolor
led. The tricolor led is connected to the PIC micro-controller,
which is responsible of reading the battery voltage level. If the
voltage level is within [75 — 100]% range, the tricolor led will
be activated with green color. If the voltage level is within the
[50 —75)% range, the tricolor led will be activated with yellow
color. If the voltage level is below 50%, the tricolor led will
be activated with red color.

Step-up DC-to-DC converter: Because most of the
rechargeable batteries provide up to 3.7 volts and our circuit
requires 5 volts, we design a step-up DC-to-DC converter using
the switch-mode power-supply technology. The circuit design
of the step-up/boost converter includes: inductor, capacitor,
diode, switch and error amplification element.

5) GSM Module: We consider the Quad-band embed-
ded GSM Module with AT command set (GSM 850/900
1800/1900) and SIM card socket. In addition, an RS232
interface on CMOS level is used with the GSM module.
This module can support both TCP/IP stack, UDP/IP stack,
embedded SMTP and FTP, which makes it suitable for remote
data delivery over the Internet using the cellular network. It has
a very small-size of 22 x 22 x 3 mm with relatively lightweight
of 3.2 g.

IV. THE DESIGN AND IMPLEMENTATION OF THE
PROPOSED PRE-DEPLOYED WSN

In this section, we describe in details the hardware (circuit
design) and software (communication and processing proto-
cols) implementations of the developed WSN system. The
supporting software components manages the operation of



the various hardware components and nodes in the system
including data-collection, data-processing, channel-access and
communication algorithms. This software and hardware inte-
gration is done by including a PIC micro-controller in each
sensor device, in which the software components (including
the programs and codes) are implemented via the PIC micro-
controller.

A. Design Overview

The proposed system is designed for unattended operation,
where the LPG concentrations in several closed areas in a given
facility can be remotely monitored by pre-deploying the sensor
nodes in an appropriate manner. Hence, we use attribute-
based addressing (i.e., location-based). For such type of data
delivery, the data traffic flow is predominantly unidirectional
to the command center, in which the traffic is intermittent that
demands low transmission speeds. The proposed pre-deployed
end-to-end WSN system is considered as an energy-efficient
event-driven system, in which the collected information is only
transmitted to the monitoring center over the Internet when the
LPG level is above a dangerous threshold level. In particular,
the sensor nodes remain into a sleep mode if there is no event
to report, which preserves their precious limited energy and
extend the network lifetime.

In our system, we define four different types of nodes:
a sensor node, a cluster-head node, a wireless coordinator
node, and a sink (i.e., task manager) node (see Figure 1).
According to our system design, the area to be monitored
is sub-divided into a set of sub-areas (clusters). Each cluster
includes a cluster-head and a group of sensor nodes. A pre-
defined configuration is used to manually deploy the sensor
nodes in each cluster to achieve the best performance. Each
sensor node includes a short-range ZigBee transceiver (i.e.,
90 meter) [28], [29] (inline with the IEEE 802.15.4 standard).
Cluster-heads are equipped with ZigBee transceivers that form
a network of cluster-heads. The key task of each sensor node in
a given cluster is to sense the LPG measurements in that cluster
using the MQ-6 sensing device and communicate the measured
data to its cluster-head in case of gas-leakage (event) detection.
Then, the cluster-heads, wirelessly, transfer the alarm packets
to the sink node (i.e. the network coordinator), which contains
the gas concentration and the location of gas leakage. The
cluster heads forward their data packets to the coordinator.
The cluster-heads perform data collection, compression and
delivery to the sink node. A centralized mechanism is used to
perform channel assignment while keeping in mind the impor-
tance of the collected alarms from the cluster heads (the LPG
level). The coordinator transmits the received alarm packets
to the task manager (e.g., fire-fighting department) through
the Internet to take the appropriate action. Specifically, the
Internet layer with its services is implemented at the network
coordinator to deliver the reported LPG leakage information
over the Internet to the task manager. The network coordinator
can also control the gas-leakage source by the wireless actuator
when available or can trigger a buzzer to alert people of the gas
hazard. In summery, the sensor nodes in each cluster perform
accurate LPG leakage detection, whereas the cluster-heads are

responsible of delivering the detected events to the network
coordinator and delivering such information over the Internet
to the task manager.
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(b) PCB upper-layer design (c) PCB lower-layer design

Fig. 2. Sensor node circuit design.

B. Hardware Implementation

e Sensor Node: The circuit of a sensor node consists of:
(1) MQ6-gas sensing device with tunable resister, (2)
XPic micro-controller, (3) short-range XBee transceiver,
(4) ion-lithium batteries with micro-usb charger socket,
and (5) On/Off switch. Figure 2 (a) shows the sensor
node circuit schematic diagram, while Figures 2 (b) and
(c) present the lower-layer and upper-layer PCB design.

e Cluster-head Node: The circuit of a cluster-head con-
sists of: (1) XPic micro-controller, (2) long-range XBee-
PRO transceiver, (3) ion-lithium batteries with micro-
usb charger socket, and (4) On/Off switch. Figure 3 (a)
shows the cluster-head node circuit schematic diagram,
while Figures 3 (b) and (c) present the lower-layer and
upper-layer PCB design.

e Sink/Coordinator Node: The design of the sink node
consists of: (1) LCD monitor, (2) XPic micro-controller,



(3) On/Off switch, long-range XBee-PRO transceiver,
(4) ion-lithium batteries that has a micro-usb charger
socket and (5) a GSM Module. Figure 4 (a) shows the
sink node circuit schematic diagram, while Figures 4 (b)
and (c) present the lower- and upper-layer PCB design.

e Task-manager Node: The circuit design of the task
manager node is a GSM phone.
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Fig. 3. Cluster-head circuit design.

C. Software Implementation and Communication Protocols

Because of the hierarchical architecture of the designed
pre-deployed WSN, we adopt the event-driven sensor MAC
(EDS-MAC) protocol, the details of which can be found in
a previously published paper, by the Authors in [26]. This
protocol has two MAC-layer communication levels: CSMA-
like intra-cluster and multi-channel CSMA-based inter-cluster
communications. The intra-cluster communications are per-
formed in each cluster, in which the sensor nodes use the
CSMA/CA protocol that is being used in the IEEE 802.11
standard with similar interframe spacing and collision avoid-
ance strategies. This protocol deactivates the RTS/CTS control
exchanges because the length of each data packet is very small.
It is also based on an even-driven transmission strategy to save
energy (nodes are in sleep mode if no event to report). The

detailed operation of the intra-clu er communication protocols
is described in Algorithm 1. Accordingly, each cluster-head
(CH) has up-to-date data regarding the sensed events and their
locations. Then, each cluster-head with received alarm packets
forwards them to the network coordinator using one of the ISM
channels according to a CSMA-CA-like protocol (inter-cluster
communications). The operation details of the inter-cluster
channel access protocol are provided in [26] and detailed in
Algorithm 2. The time-line diagram of the operation of the
adopted protocol is shown in Figure 5.

Algorithm 1: The Intra-cluster communication.

For a data packet to be reported to the CH

if a carrier over the ISM channel is not sensed for a
selected backoff period then

the sensor directly transmits the data packet to its
CH;

if the data is successfully received then
| the CH responds with ACK;

else

sensor re-sends data every 5 s until gets ACK

L or max re-attempts is exceeded;

else
L the sensor node backs off and reattempt latter;

Algorithm 2: The Inter-cluseter communication.

For a data packet to be reported to the sink
the CH sends RTS requesting a channel
if no available channel or sink is busy then
the sink responds with a negative CTS (NCTS)
‘ informing the CH to back off;
else
the sink assigns a data channel to the CH by
responding with CTS;
CH proceeds over the agreed on channel;
once completed, sink sends ACK over that channel;

V. DEVICE MANUFACTURING: IMPLEMENTATION
PROCESS

The different types of nodes and devices have been manufac-
tured using a two-layer copper PCBs. The PCB manufacturing
is performed through the following steps.

A. Design Verification using Software and Breadboards

The circuit schematics (given in the previous section) con-
tain detailed description of all the used elements and connec-
tions. We first test the circuit thoroughly using simulations
(proteus 8). Then, we assemble and test each part of the
proposed end-to-end system on a breadboard, as it simplifies
the verification and testing procedures without the need for
solder and/or etches.
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(b) PCB upper-layer design

Fig. 4. Sink node circuit design.

B. PCB Manufacturing Process

After verifying the circuit functions on the breadboards
and the simulation software, we print the circuit schematic
on transparency paper. Then, the manufacturing process is
conducted as follows:

1y

2)

3)

The UV-exposure process: the main purpose of this step
is to burn a photo a of the schematic on the raw-material
PCB boards.

Developing with Chemical etching Process: the main
purpose of this step is to remove the un-needed copper
material. The etching is done with NAOH solution.
Lamination process: The two-layer printed circuit

4)

5)

6)

7)

(c) PCB lower-layer design

boards have traced layers inside the board, which has
been accomplished using pressure and heat for a limited
time, resulting in inseparable one-piece device.
Drilling process: The required holes through the PCB
boards are drilled using small-diameter drill with solid
coated tungsten carbide.

Plating and coating process: PCBs are plated with
solder over nickel for etching away un-wanted copper.
After etching, we apply a coating mask.

Bare-board testing process: Unpopulated boards are
tested for “’shorts” and “opens” circuits.

Assembly and soldering Process: PCB with test con-
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nection pads are assembled and populated with the
electronic elements according to our design.

After populated with elements, each PCB is tested
using: power-off testing (PCB component placement
and visual inspection) and power-on testing (physical
measurements such as voltage and functional test).
Protection and packaging process: After finishing the
above steps, the PCBs are packaged using thermal hard-
rubber material (see Figure 6).

8)

9)

(b) The assembled pre-deployed sink node

Fig. 6. The end-to-end manufactured nodes of the proposed system.

VI

The performance of the proposed end-to-end pre-deployed
WSN system is evaluated through testbed experiments to
measure the accuracy of the reported LPG level.

EXPERIMENTAL EVALUATION

A. Experiment Setup

In our experiments, we implement a cluster-based WSN
system by manufacturing three clusters and a sink node,
in which each cluster includes a cluster-head and several
nodes. Each sensor node in a given cluster can only create
connectivity with its cluster-head node, whereas each cluster-
head node can send the sensed data to the sink node or create
a mesh connectivity with any other cluster-head node in the
network such that the data can be delivered to the sink (as
depicted in Figure 2). We use an MQ-6 LPG sensing unit
at each sensor node to measure the LPG concentration. For
intra-cluster communication, we use an XBee-4214A Series
1 ZigBee-embedded RF module in each sensor node oper-
ating over the unlicensed 2.4-GHz ISM band. For the inter-
cluster communications between the cluster-heads and the sink,
each cluster-head is equipped Two MRF49XA RF modules
(operating over the 434 MHz and 868 MHz bands, and one
XBee-4214A Series 1 ZigBee module (operating over the 2.4
GHz band). Such RF devices are demonstrated to provide
reliable communications and can perform channel probing to
estimate channel quality. These RF modules are reconfigured
using the module’s firmware (X-CTU software) such that the
adopted communication protocols are implemented. We set the
transmission power to 10 mW. We note here the module’s
receiver sensitivity is -100 dBm. Accordingly, the transmission
radius of 90 m (in-door) is achieved [30]. The reported LPG
leakage readings are transmitted using a fixed-length data
packet of size (24 bits), where 8 bits are authentication and
addressing bits, while the remaining 16 bits are used to present
the LPG concentration level. This selection gives an accuracy



of three significant digits (each 8 bits represent a significant
figure). Upon successfully receiving a packet, any receiving
node respond with an ACK packet of 8 bits.

B. Experiment Results

We first consider one cluster and measure the LPG concen-
tration for 11 minutes to verify the accuracy, robustness, and
communication reliability of the proposed end-to-end WSN
system. We note that when no event to report, the sensed
LPG level is periodically reported to the sink on a time scale
of 10 seconds. Figure 7 shows real-time LPG measurements
(measured at the sensor) and the reported levels of LPG (at
the sink). It can observed from Figure 7 that our end-to-end
WSN system can provide accurate gas-leakage detection and
reliable timely gas-concentration reporting. Figure 8 shows the
delivered LPG levels at the sink location is shown for two
scenarios: no LPG leakage and three LPG leakage instances
(each lasts for 15 seconds). Figure 8 (a) reveals that no
LPG leakage as no alarm packets are reported. Figures 8 (b)
indicates 3 LPG leakage instances (the first leakage starts in
the 1st and ends in the 2nd minute, the second leakage starts
at the 3rd minutes and ends at the 4th minute, and the third
leakage starts at the 6th minute and last until the 7th minute).
The above figures reveal that our proposed system provides
a robust, accurate and reliable early-detection system. Figures
9(a) and (b) investigate the packet-loss rate as a function of
packet-size and number of nodes per cluster, respectively. In
terms of communication reliability, our experimental results in
Figure 9 indicate that reliable and robust data delivery between
the nodes with packet-loss as low as 5% is achieved.

5000

at Sink (ppm)

Reported Level

Measured Level

0 ! | ! I . | I I I .

5 6
Time (minutes)
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VII. CONCLUSIONS

While a recently published survey paper confirms that
existing LPG-detection systems are ad-hoc and designed as
stand-alone nodes, this paper, presents an integrated end-to-
end Wireless Sensor Network (WSN) system that integrates
hardware and software for early-warning gas-leakage detection
and monitoring applications; fully utilizing the IoT function-
alities and capabilities in WSNs at the network level such that
network performance is improved. This paper presented the
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hardware and software components of the designed system,
discussed the design of the circuit and PCB layouts for the
various sensor nodes in the system, demonstrated the oper-
ation of the various developed software and communication
protocols and algorithms by experimental testing. We have
manufactured and assembled the various nodes in the end-
to-end WSN system and evaluate their performance under
realistic scenarios. Specifically, the WSN prototypes are exper-
imentally tested in order to demonstrate the effectiveness of the
proposed hardware and software design components in realistic
environment. The results showed that the proposed end-to-end
WSN system can provide reliable, timely and efficient early-
warning event-detection system. Robust and reliable commu-
nication was demonstrated, in which the proposed end-to-
end system depicted a packet loss rate as low as 5%. It is
worth mentioning that the proposed system can be used in
other applications to monitor and report different physical
conditions (e.g., temperature, humidity and intrusion detection)
by replacing the gas sensor with the appropriate sensing unit
that can measure the physical conditions of interest.
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