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Abstract

This letter considers secrecy simultaneous wireless information and power transfer (SWIPT) in full

duplex systems. In such a system, full duplex capable base station (FD-BS) is designed to transmit data

to one downlink user and concurrently receive data from one uplink user, while one idle user harvests the

radio-frequency (RF) signals energy to extend its lifetime. Moreover, to prevent eavesdropping, artificial

noise (AN) is exploited by FD-BS to degrade the channel of theidle user, as well as to provide energy

supply to the idle user. To maximize the sum of downlink secrecy rate and uplink secrecy rate, we

jointly optimize the information covariance matrix, AN covariance matrix and receiver vector, under the

constraints of the sum transmission power of FD-BS and the minimum harvested energy of the idle user.

Since the problem is non-convex, the log-exponential reformulation and sequential parametric convex

approximation (SPCA) method are used. Extensive simulation results are provided and demonstrate that

our proposed full duplex scheme extremely outperforms the half duplex scheme.

Index Terms

Wireless information and power transfer, physical layer security, full duplex, convex optimization.

I. INTRODUCTION

Full-duplex (FD), potentially doubling the spectral efficiency, has gained considerable atten-

tion. Nonetheless, simultaneous information transmission and reception make FD transceivers
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suffer from the self-interference (SI) from transmit antennas to receive antennas. Fortunately,

in recent years, many breakthroughs in hardware design for SI cancellation (SIC) techniques

[1] have effectively suppressed the SI to the background noise level and thus made FD com-

munications more practicable. Since then, several studiesregarding FD technology have been

conducted, including the SIC schemes [2], new designed communication protocols [3], [4] and

system performance optimization [5]–[7].

On the other hand, simultaneous wireless information and power transfer (SWIPT) has emerged

as an effective solution for saving the energy. A majority ofresearches considered the downlink

broadcast SWIPT system consisting of a base station (BS) that broadcasts signals to a set of users,

which are either scheduled as information decoding receivers (IRs) or energy harvesting receivers

(ERs). To prevent eavesdropping, artificial noise (AN) was exploited at the BS to degrade the

channel of ERs, as well as to provide energy supply to ERs [8]–[10]. However, the works above

focused on half-duplex (HD) systems which would give rise toa significant loss in spectral

efficiency. Moreover, the uplink security cannot be guaranteed when single antenna uplink users

lack the required spatial degrees of freedom to ensure secure communication. Multiple-antenna

full duplex capable base station (FD-BS) is a promising solution. With simultaneous transmission

and reception, not only the downlink but also the uplink wiretap channel can be concurrently

degraded by the AN transmitted by FD-BS. Another advantage is that ERs in FD systems can

harvest the energy from both the downlink and uplink signalsin each time slot.

Motivated by the discussion above, in this letter, we study the secure transmission in full duplex

SWIPT systems. Different from the downlink secrecy rate maximization subject to the uplink

secrecy rate constraint in full duplex systems [7], we maximize the sum of downlink secrecy rate

and uplink secrecy rate by jointly optimizing the information covariance matrix, AN covariance

matrix and receiver vector. Moreover, the impact of SI and co-channel interference (CCI) is

considered. Since the problem is non-convex, the log-exponential reformulation and sequential

parametric convex approximation (SPCA) method are used.

II. SYSTEM MODEL AND PROBLEM FORMULATION

We consider a full duplex wireless communications system for SWIPT as illustrated in Fig.

1. It is assumed that there is one FD-BS, one uplink user (UU ), one downlink user (UD) and one

idle user (UI) with the capability of RF energy harvesting. The FD-BS communicates withUU
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Fig. 1. Secrecy SWIPT in full duplex system with SI.

in the uplink channel andUD in the downlink channel at the same time over the same frequency

band. Meanwhile, the idle user harvests the RF energy broadcasted through the communication

process, including the energy emitted by the FD-BS and the uplink user. Suppose that uplink

user, downlink user and idle user are all equipped with a single antenna, while the FD-BS

employsN = NT + NR antennas, of whichNT transmit antennas are used for transmitting

signal in the downlink channel andNR receive antennas are designed for receiving signal in the

uplink channel. We assume that all channels are frequency flat slow fading and the channel state

information (CSI) is known at the FD-BS. It is worth noting that, for the purpose of harvesting

more energy, the idle user would like to feedback its CSI to the FD-BS, which also contributes

to fight against the eavesdropping.

To avoid the information leakage, artificial noise is utilized at FD-BS to improve the security

from physical layer. Denote the transmit signal sent by FD-BS as

xD = sD + v, (1)

wheresD ∈ CNT×1 is the transmitted data vector intended forUD which is a complex Gaussian

random vector with zero mean and covariance matrixS � 0, i.e.,sD ∼ CN (0,S). v ∈ C
NT×1 is

the artificial noise vector generated by the FD-BS to combat the curious or even adversarial idle

user. Similarly,v ∼ CN (0,V), V � 0 . Since the idle user harvests energy from the FD-BS,

the artificial noise vector also plays the role of energy vector.
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SupposesU ∼ CN (0, 1) is the data symbol transmitted by uplink user and denotePU as its

corresponding transmission power. Then, the information transmitted by uplink user is given as

xU =
√
PUsU .

The signal received by downlink userUD and idle userUI are respectively given by

yD = hH
DsD + hH

Dv + gDxU + zD (2)

and yI = hH
I sD + hH

I v + gIxU + zI , (3)

where hD ∈ CNT×1 and hI ∈ CNT×1 denote the channel vector from FD-BS to userUD

andUI , respectively.gI and gD represent the complex channel coefficient fromUU to UI and

UD, respectively.zD, zI ∼ CN (0, σ2
Z) are the corresponding background noise atUD andUI ,

respectively.

After the receiver vectorwR, the received signal at FD-BS is given as

yU = wH
RgU

√

PUsU +wH
RHSI(sD + v) +wH

R zU , (4)

where gU ∈ CNR×1 is the complex channel vector from the FD-BS to uplink userUU and

zU ∼ CN (0, σ2
ZINR

) is the noise vector received at the FD-BS.HSI ∈ CNR×NT is the residual

SI channel from transmit antennas to the receive antennas atFD-BS.

From (2) and (4), the received signal to interference plus noise ratio (SINR) at downlink user

UD and FD-BS can be respectively expressed as

γD =
hH
DShD

hH
DVhD + PU |gD|2 + σ2

Z

(5)

and γU =
PU

∣

∣wH
RgU

∣

∣

2

wH
RHSI(S+V)HH

SIwR + σ2
z ‖wR‖22

. (6)

The idle user is assumed to process the downlink and uplink signals independently [7].

Thereby, from (3), the corresponding SINR of the downlink and uplink signals at idle user

are respectively given as

γD
I =

hH
I ShI

hH
I VhI + PU |gI |2 + σ2

Z

(7)

and γU
I =

PU |gI |2
hH
I VhI + hH

I ShI + σ2
Z

. (8)

Different from the HD-BS, both downlink and uplink securitycan be concurrently guaranteed

by the AN sent by FD-BS.
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The achievable secrecy rates of downlink and uplink channelcan be respectively expressed

as

Rsec
D (S,V) =

[

log2(1 + γD)− log2(1 + γD
I )

]+

and (9)

Rsec
U (S,V,wR) =

[

log2 (1 + γU)− log2
(

1 + γU
I

)

]+

, (10)

where[x]+ , max{0, x}.

On the other hand, the harvested energy atUI is given by

E = ζ
(

hH
I ShI + hH

I VhI + PU |gI |2
)

, (11)

where0 < ζ 6 1 is a constant, denoting the RF energy conversion efficiency of the idle user.

In this letter, we focus on the joint design of transceiver information covariance matrix,

AN covariance matrix and receiver vector to maximize the total secure downlink and uplink

transmission rate under the sum transmission power constraint at FD-BS and the harvested

energy constraint at idle user. Specifically, the problem isformulated as

P1 : max
S,V,‖wR‖2

2
=1

Rsec
D (S,V) +Rsec

U (S,V,wR) (12a)

s. t. Tr(S) + Tr(V) 6 PBS, (12b)

ζ
(

hH
I ShI + hH

I VhI + PU |gI |2
)

> Emin, (12c)

wherePBS is the maximum power at the FD-BS andEmin is the minimum requirement of the

harvested energy atUI .

Notice that the feasible condition of problemP1 is thatEmin 6 ζ
(

PBS ‖hI‖22 + PU |gI |2
)

[11]. Throughout this letter, we consider the non-trivial case where the optimization problem

is feasible. Obviously, problemP1 is a non-convex problem. Therefore, the key idea to solve

problemP1 is the reformulation of the objective function.

III. OPTIMIZATION FOR THE SUM OF DOWNLINK AND UPLINK SECRECY RATE

Observe that constraints (12b) and (12c) depend on variables S and V, while constraint

‖wR‖22 = 1 depends on variablewR. That is, constraints (12b) and (12c) are independent with

‖wR‖22 = 1. So we can solve problemP1 by first maximizing overwR, and then maximizing

overS andV [12].
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Given the fixedS andV, the optimization of problemP1 is equivalent to maximize the uplink

rate by finding the optimal receiver vectorwR. Considering that the uplink channel is a SIMO

channel, the optimal unit receiver vector to maximize the SINR γU is expressed as [13]

wR =

(

σ2
ZINR

+HSI(S+V)HH
SI

)−1
gU

∥

∥

∥
(σ2

ZINR
+HSI(S+V)HH

SI)
−1
gU

∥

∥

∥

2

. (13)

Then, the uplink SINR at FD-BS is rewritten as

γU = PUg
H
U

(

σ2
ZINR

+HSI(S+V)HH
SI

)−1
gU . (14)

Substituting (14) into (10),Rsec
U (S,V,wR) is consequently changed asRsec

U (S,V). Then, the

problemP1 can be further formulated as follows.

P2 : max
S,V

Rsec
D (S,V) +Rsec

U (S,V) (15a)

s. t. Tr(S) + Tr(V) 6 PBS, (15b)

ζ
(

hH
I ShI + hH

I VhI + PU |gI |2
)

> Emin. (15c)

Although we have fixed the receiver vector, the objective function of problemP2 is still

complicated and non-convex. It is of importance to transform this problem into a tractable

form. Motivated by the log-exponential reformulation ideain [14], we introduce slack variables
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{xD, yD, xI , yI , tU , yU} to rewrite the problemP2 as the followingP2.1:

max
S,V,xD,yD,

xI ,yI ,tU ,yU

(xD − yD − xI + yI + tU − xI + yU)log2e (16a)

s. t. hH
DShD + hH

DVhD + PU |gD|2 + σ2
Z > exD , (16b)

hH
DVhD + PU |gD|2 + σ2

Z 6 eyD , (16c)

hH
I ShI + hH

I VhI + PU |gI |2 + σ2
Z 6 exI , (16d)

hH
I VhI + PU |gI |2 + σ2

Z > eyI , (16e)

(xD − yD − xI + yI)log2e > 0, (16f)

PUg
H
U

(

σ2
ZINR

+HSI(S+V)HH
SI

)−1
gU > etU − 1, (16g)

hH
I ShI + hH

I VhI + σ2
Z > eyU , (16h)

(tU − xI + yU)log2e > 0, (16i)

Tr(S) + Tr(V) 6 PBS, (16j)

ζ
(

hH
I ShI + hH

I VhI + PU |gI |2
)

> Emin. (16k)

The objective function (15a) is equivalently decomposed into the objective function (16a) and

the eight constraints of (16b)-(16i). In particular, except for (16f) and (16i), the remaining six

constraints will hold with equality at the optimum. If (16b)is not active at the optimality point,

one can increasexD with a very small value, which improves the objective value while keeping

other constraints unchanged. This contradicts the optimality point assumption. Other constraints

can be proved in the same way. In addition, the constraints (16f) and (16i) are to guarantee

the non-negative secrecy rates of downlink and uplink, respectively. Hence, problemP2.1 is

equivalent toP2.

However, the problemP2.1 is still non-convex due to (16c), (16d) and (16g). In order to

solve it efficiently, we resort to an iterative algorithm based on sequential parametric convex

approximation (SPCA) method [15] to find an approximate solution. The non-convex parts of

these constraints are iteratively linearized to its first-order Tayor expansion.

To show this, let us first tackle the non-convex constraints (16c) and (16d). Suppose that, at

iterationn, S∗[n− 1], V∗[n− 1], y∗D[n − 1] and x∗
I [n − 1] are given. A concave lower bound

of eyD in (16c) can be found as its first order approximation at a neighborhood ofy∗D[n − 1]
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because of the convexity ofeyD . That is to say,

ey
∗

D
[n−1](yD − y∗D[n− 1] + 1) 6 eyD (17)

holds, implying that the approximation is conservative for(16c). Similarly, we can replaceexI

by its conservative first order approximationex
∗

I
[n−1](xI − x∗

I [n− 1] + 1) in (16d).

Then, we turn our attention to (16g). From [5], we know thatPUg
H
U

(

σ2
ZINR

+HSI(S+V)HH
SI

)−1
gU

is also joint convex with respect toS and V, which is proved by epigraph and Schur com-

plement. For ease of description, letXU = σ2
ZINR

+ HSI(S + V)HH
SI and X∗

U
[n − 1] =

σ2
ZINR

+HSI(S
∗[n− 1] +V∗[n− 1])HH

SI . Further defineG(XU ,X
∗
U
[n − 1]) as the first order

approximation ofPUg
H
U XU

−1gU . In the same spirit as before, we have

G(XU ,X
∗
U
[n− 1]) = PUg

H
U X

∗
U
[n− 1]−1gU

− Tr
[

(

PUX
∗
U
[n− 1]−1

gUg
H
U X

∗
U
[n− 1]−1)

(XU −X∗
U
[n− 1])

]

6 PUg
H
U X

−1
U gU . (18)

To derive (18), we have used the fact that∇Aa
HA−1b = −A−1abHA−1 for A � 0 [16].

Consequently, the convex approximate problem at iterationn is the following problemP2.2 :

max
S,V,xD,yD,

xI ,yI,tU ,yU

(xD − yD − xI + yI + tU − xI + yU)log2e (19a)

s. t. hH
DVhD + PU |gD|2 + σ2

Z 6 ey
∗

D
[n−1](yD − y∗D[n− 1] + 1), (19b)

hH
I ShI + hH

I VhI + PU |gI |2 + σ2
Z 6 ex

∗

I [n−1](xI − x∗
I [n− 1] + 1), (19c)

G(XU ,X
∗
U [n− 1]) > etU − 1, (19d)

(16b), (16e), (16f), (16h)-(16k). (19e)

This is a convex SDP which can be solved efficiently by off-the-shelf solvers, e.g., CVX [17].

By solving this problem, we can obtainS∗[n], V∗[n], y∗D[n], x
∗
I [n] as well as the achieved sum

secrecy rateu[n]. Detailed steps to solve problemP2 are stated in Algorithm 1. According to

[15], Algorithm 1 converges to a KKT point of problemP2. Detailed proof is presented in

Appendix A. It is worth noting that the iterative procedure in Algorithm 1 may return a locally

optimal solution to problemP2.
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Algorithm 1 SPCA method for problemP2

1: Initialize feasible points forS∗[0] andV∗[0] by solving the feasibility problem ofP2 (replace

(15a) with 0);

2: Calculatey∗D[0] = ln(hH
DV

∗[0]hD+PU |gD|2+σ2
Z) andx∗

I [0] = ln(hH
I S

∗[0]hI+hH
I V

∗[0]hI+

PU |gI |2 + σ2
Z);

3: Setn := 0;

4: while u[n]−u[n−1]
u[n−1]

> 10−3 do

5: Solve problemP2.2 by CVX to obtainS∗[n], V∗[n], y∗D[n] andx∗
I [n];

6: Setn := n+ 1;

7: end while

8: return S∗[n] andV∗[n] as an approximate solution.

IV. SIMULATION RESULTS

In this section, simulation results are presented to evaluate the performance of our proposed

schemes. We assume that FD-BS is equipped withNT = 4 and NR = 4 antennas and its

transmission power isPBS = 1 W. The uplink user transmission power is 0.1 W. For simplicity,

we set the energy harvesting efficiency as 50%. All the receiver noise power equals to−80

dB. Assume that the signal attenuation from FD-BS to idle user is 30 dB and the remaining

channel attenuations are 70 dB excluding the residual SI channel. These channel entries are

independently generated from i.i.d Rayleigh fading with the respective average power values.

Besides, we generate the elements ofHSI asCN (0, σ2
SI), whereσ2

SI depends on the capability

of the SIC techniques. For comparison, we also introduce twoschemes, i.e., perfect full duplex

and two-phase half duplex. In the half duplex scheme, allN = 8 antennas are used for data

transmission/reception in 1/2 time slot.

In Fig. 2, the impact of self-interference variance on the achievable sum secrecy rate is

presented withEmin = 1 mW. As expected, we can see that the performance of our proposed

full duplex scheme degrades asσ2
SI increases, while that of other schemes remain the same.

Fig. 3 compares the sum secrecy rate of different schemes versus minimum energy requirement

with σ2
SI = −60 dB. According to Fig. 3, it is straightforward that the secrecy sum rate decreases

as the minimum energy requirement increases. Besides, the performance of our proposed full
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duplex scheme extremely outperforms that of half duplex scheme by 65%, which greatly verifies

the superiority of our proposed system.
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V. CONCLUSION

This letter has designed a transceiver scheme for secure SWIPT in a full duplex wireless

system with one downlink user, one uplink user and one idle user. We have jointly optimized

the transmitter covariance matrix and receiver vector to maximize the sum of downlink and

uplink secrecy rate subject to the sum transmission power constraint at FD-BS and the harvested

energy requirement at the idle user. It has been demonstrated that the proposed full duplex

scheme yields a large gain than half duplex scheme in terms ofthe sum secrecy rate.

APPENDIX A

PROOF OF THE CONVERGENCE FORALGORITHM 1

In this appendix, we first prove the convergence of Algorithm1 by adopting the technique

from [15]. Let S(n) be the convex set of problemP2.2 at iterationn. For ease of presentation,

we define

ϕ(yD,V) = hH
DVhD + PU |gD|2 + σ2

Z − eyD and (20)

φ(yD, y
∗
D[n− 1],V) = hH

DVhD + PU |gD|2 + σ2
Z

− ey
∗

D[n−1](yD − y∗D[n− 1] + 1). (21)

Due to (17) and (19b), we have

ϕ(yD,V) 6 φ(yD, y
∗
D[n− 1],V) 6 0. (22)

Since the affine approximation in (17), the following two properties are satisfied.

φ(yD, y
∗
D[n− 1],V)

∣

∣

∣

∣

yD=y∗
D
[n−1],V=V∗[n−1]

= ϕ(yD,V)

∣

∣

∣

∣

yD=y∗
D
[n−1],V=V∗[n−1]

6 0, (23)

∇φ(yD, y
∗
D[n− 1],V)

∣

∣

∣

∣

yD=y∗
D
[n−1],V=V∗[n−1]

= ∇ϕ(yD,V)

∣

∣

∣

∣

yD=y∗
D
[n−1],V=V∗[n−1]

. (24)

From (23), we know that the optimal variablesy∗D[n−1] andV∗[n−1] obtained at iterationn−1 is

a feasible solution to the problemP2.2 at iterationn. Similarly, the constraints in (19c) and (19d)

also have the same properties. In other words,(y∗D[n− 1], x∗
I [n− 1],S∗[n− 1],V∗[n− 1]) ∈ S(n)
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and thusu[n] > u[n − 1]. In fact, we have shown that the sequenceu[n] in nondecreasing.

Besides, the value ofu[n] is bounded above due to the limited transmission power, and thus it

is guaranteed to convergence.

Then, similar with that (19b) has two properties, i.e., (23)and (24), (19c) and (19d) also have

their corresponding properties, respectively. Accordingto [15, Proposition 3.2], all accumulation

points of(y∗D[n], x
∗
I [n],S

∗[n],V∗[n]) are KKT points of the original problemP2.1 orP2. Thus,

our proposed algorithm 1 converges to a KKT point of problemP2.
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