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STANDARDS

In tight collaboration with the IEEE Standards Asso-
ciation (SA) and other IEEE Societies, the focus of the 
IEEE Computer Society Standards Activities Board 
(SAB) has been updated to promote new standards 

supporting the growth of emerging technologies. To ac-
complish that mission, the SAB administration has been 
restructured into three subcommittees:

›  Policies and Procedures, 
chaired by Edward Au

›  Vitality, chaired by Annette 
Reilly

›  Standards, formerly known as 
SAB Special Projects, chaired 
by Robby Robson.

Moreover, participation in the SAB 
has been extended to include addi-
tional standards experts from differ-
ent industries.  

In the course of the year, three 
new standards committees have 
been established, and their chairs 
have been appointed:

› Blockchain and Distributed Ledgers
› Smart Manufacturing
› Data Compression.

The IEEE Computer Society (CS) Blockchain and Dis-
tributed Ledger Standards Committee manages the de-
velopment of standards within the area of blockchain and 
distributed ledgers, including, without limitation, stan-
dards for relevant data formats; the development and im-
plementation of blockchains and distributed ledger sys-
tems, and the applications of blockchains and distributed 
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ledgers to specific sectors, industries, 
and processes.

The CS Smart Manufacturing Stan-
dards Committee is responsible for 
managing the development of standards 
within the technical area of smart man-
ufacturing and its associated applica-
tions, including, without limitation, 
requirements, architectures, models, 
practices, and technologies that sup-
port smart manufacturing. In this con-
text, smart manufacturing is defined 
as “Manufacturing that improves its 
performance aspects with integrated 
and intelligent use of processes and re-
sources in cyber, physical and human 
spheres to create and deliver products 
and services, which also collaborates 
with other domains within an enter-
prise’s value chains.” Performance as-
pects include agility, efficiency, safety, 
security, sustainability, or any other 
performance indicators identified by 
the enterprise. In addition to manufac-
turing, other enterprise domains can 
include engineering, logistics, market-
ing, procurement, sales, or any other 
domains identified by the enterprise.

The CS Data Compression Stan-
dards Committee is responsible for 
managing the development of stan-
dards within the technical area of 
data compression and its associated 
applications, including, without lim-
itation, data compression algorithms, 
data compression metrics, transmis-
sion methods, and cybersecurity is-
sues related to data compression.

These three new committees are in 
addition to the other existing commit-
tees already sponsored by the CS, such 
as Cloud Computing, Design Automa-
tion, Cybersecurity and Privacy Stan-
dards, Learning Technology, Local 
Area Networks/MAN, Microprocessor, 
Portable Applications, Simulation In-
teroperability, Software and Systems 
Engineering, and Test Technology.

In addition, the SAB has success-
fully promoted and initiated two new 
project authorization requests (PARs) 
in the fields of safety and, in particu-
lar, autonomous systems, in alignment 
with the new CS special technical com-
munity on reliable, safe, secure, and 
time-deterministic intelligent systems.

P2846 is a proposal for standardiza-
tion on formal model for safety consid-
erations in automated vehicle decision 
making. The CS is sponsoring it in con-
junction with the IEEE Vehicular Tech-
nology Society.

Government and industry alike 
need an open, transparent, and technol-
ogy-neutral standard that formalizes a 
machine-interpretable definition of safe 
driving. Industry implementers creating 
safe-by-design automated vehicles, as 
well as government and independent as-
sessors, need a metric to assess whether 
an automated vehicle is, in fact, driving 
safely according to the agreed-upon bal-
ance between safety and usefulness that 
is at the heart of driving in the real world.

Without a common definition of 
what it means for an automated vehicle 

to drive safely, industry will not know 
how safe is safe enough, and the govern-
ment will not have a tool to define what 
safe driving means. Absolute safety in 
all scenarios at all times is not possible, 
and so, just like with human drivers, 
there is a balance between safety and 
utility in the decision-making capabili-
ties of automated vehicles.

This standard will define a technol-
ogy-neutral formal model, parameter-
ized so that the balance between safety 
and the utility of automated vehicle 
decision making may be adjusted to re-
flect cultural or other differences about 
what it means to drive safely. The value 
of a technology-neutral model is that 
it will be not only compatible with any 
kind of planning function (rules based 
or machine learning) but also flexible 
enough to be integrated into any auto-
mated driving system architecture.

Starting from existing policy models 
contributed by the different companies 
participating in P2846, this standard 
will define a formal rules-based math-
ematical model for safe decision mak-
ing for automated vehicles using dis-
crete mathematics and logic. The model 
will apply to the planning and deci-
sion-making functions of an automated 
vehicle. It will be formally verifiable, 
technology neutral, and parameterized 
to allow for regional customization by 
governments as desired. While it will 
cover any conceivable driving situa-
tion, it is likely that it may first verify a 
smaller set of scenarios and expand in 
scope over time. For example, highway 
driving could be considered first, fol-
lowed by full urban driving later.

The standard will also define a test 
methodology and the tools necessary to 
perform verification of an automated 
vehicle to assess conformance with 
the standard. The proposed standard 
will not address the host vehicle navi-
gation system implementing the logic 
or  anything relating to perception, ob-
ject detection, recognition, verification 
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and/or classification, free space detec-
tion, and so on. The need for such a stan-
dard was further illustrated through 
the publication of the “Safety First for 
Automated Driving” white paper. This 
industry white paper was published by 
Aptiv, Audi, Baidu, BMW, Continental, 
Daimler, Fiat Chrysler Automobiles, 
Here Technologies, Infineon, Intel, and 
Volkswagen. We expect many of these 
companies to participate in this new 
IEEE standards project. Additional in-
formation on P2846 can be found at 
https://sagroups.ieee.org/2846/.

Together with P2846, the SAB is 
working with the IEEE SA to establish 
an industry connections activity (ICA) 
on automated driving safety. The goal 
of this ICA is to identify, analyze, and 
assess existing standards and ongoing 
standardization activities in various 
standards developing organizations 
(SDOs); identify standardization gaps; 
develop and submit PARs to bridge 
standardization gaps; identify SDOs to 
partner with and develop recommen-
dations for the level of engagement; 
set up liaison relationships; and har-
monize work programs and joint de-
velopment efforts.

P2851 is about providing an ex-
change/interoperability format for 
safety analysis and safety verification 
activities to enable intellectual property 
(IP) core vendors and system-on-chip 
(SoC) providers to deliver results to safe-
ty-critical system integrators in a con-
sistent way while also making possible 
the interoperability between tools pro-
vided by electronic design automation 
(EDA) vendors. The development of IP 
cores and SoCs for safety-critical appli-
cations is emerging rapidly due to the 
growth of tasks such as automated driv-
ing or robotics. Standards such as ISO 
26262 (automotive), International Elec-
trotechnical Commission (IEC) 61508 
(industrial), and many others require IP 
core vendors and SoC providers to exe-
cute safety analyses (for instance, fail-
ure mode and effects analysis; failure 
modes, effects, and diagnostic analysis; 
failure mode, effects, and criticality 

analysis; and fault tree analysis) and re-
lated safety verification activities (such 
as fault injection) and deliver results to 
system integrators. EDA vendors are 
also starting to provide tools to auto-
mate those activities.

Currently, however, there is no com-
mon language or format in which to 
provide those results. In the end, sys-
tem integrators are struggling with 
many different types of data and spend-
ing much effort to reconsolidate, com-
pare, integrate, and combine the data. 
For that reason, the safety-critical com-
munity is demanding a solution to ac-
celerate the safety-engineering process 
while reducing risks and costs.

This project intends to define a 
data format to exchange and make 
available the results of safety analyses 
and related safety verification activ-
ities executed for IP cores, SoCs, and 
mixed-signal integrated circuits to sys-
tem integrators. The format will define 
languages, data fields, and parameters 
to represent the result of those analy-
ses and verification activities in a tech-
nologically independent way. The goal 
of the standard is to provide a common 
ground for EDA, SoC, and IP core ven-
dors in need of developing tools and 
SoC and IP cores for safety critical ap-
plications. Additional information on 
P2851 can be found at https://sagroups 
.ieee.org/2851/.

Another activity started in 2019 (yet 
to be completed with a specific PAR) is 
the contribution to the standardization 
of new robot applications, such as au-
tonomous mobile robots, collaborative 
robots (cobots), and delivery robots. 
Cobots are a fast-developing segment 
of the robotics market and becoming 
increasingly popular. More and more, 
they are being moved out of factories 
and used in sectors such as agriculture, 
health care, and retail, where they in-
teract with humans or help them to do 
jobs that are dirty, dangerous, repeti-
tive, and difficult.

At the same time, e-commerce and 
package deliveries are growing at a fast 
pace, and there is an increased demand 

for same-day deliveries. Established 
delivery companies and new startups 
are investing in technologies that re-
duce delivery times and/or increase 
driver productivity. In this context, the 
adoption of sidewalk automated (or au-
tonomous) delivery robots (SADRs) has 
a growing appeal. SADRs are pedestri-
an-sized robots that deliver items to 
customers without the intervention of 
a delivery person. As of today, cobots 
and SADRs are ruled by an inconsistent 
and overlapping set of standards, not 
fully aligned with the state of the art. 
The goal of the SAB is to support the 
IEEE SA and the robotics-related IEEE 
Societies in clarifying the standardiza-
tion picture and cover gaps with new 
standardization initiatives.

In general, the SAB supports 14 
standards committees, with 202 work-
ing groups (WGs), 70 of which have 
active projects. The number of active 
standards is 261, with 140 active PARs 
and nine pending. There are 103 proj-
ects in WG draft development, and 46 
projects are approved for the ballot.

The SAB is also quite active in liai-
sons with other IEEE committees, such 
as the IEEE Standards Coordinating 
Committee (SCC) 20, the SCC 42, and the 
IEEE-SA Registration Authority Com-
mittee, and external organizations, 
such as ISO/IEC JTC1 SC7 Software and 
Systems Engineering, ISO/IEC/JTC 1/
SC27 Computing Security, ISO/IEC JTC 
1/SC38, and ISO/IEC JWG16.

With these new standards commit-
tees and projects, as well as a new ad-
ministration organization, the SAB 
has been reinvigorated to enable it to 
better support the needs of the Society 
and the industries it serves. 

RICCARDO MARIANI is the vice pres-
ident of industry safety at NVIDIA. He 
is the 2020 IEEE Computer Society 
First Vice President for Standards 
Activities. Contact him at rmariani@
nvidia.com. 


