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Preface 
 

This Special Collection aims at seeking original articles with novel perspectives and solutions to address 
the cryptographic security and information hiding technology for Cloud or Fog-based IoT system. We 
expect this Special Collection can provide scientists, researchers, and industrial practitioners with a chance 
to publish original manuscripts that demonstrate and explore current advances in all aspects of security, 
privacy, trust and covert communication issue for Cloud or Fog computing/architecture IoT system. 
 
Topics 
 
Potential topics include but are not limited to: 

• Data Security and Privacy-preserving. 
• Attacks and Countermeasures 
• Trust Model, Data Aggregation and Information Sharing 
• Secure Hardware and Software for IoT 
• Coverless Information Hiding 
• Steganography and Steganalysis 
• Digital Watermarking, Fingerprinting and Forensics 
• Multimedia Authentication and Encryption 
• Covert/Subliminal Channels 

 
Workshop Chairs 
Xiaoliang Wang, Hunan University of Science and Technology, China  
Frank Jiang, Deakin University, Australia  
Robin Doss, Deakin University, Australia  
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