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Abstract—The coupling of scale-free networks with mobile should reflect the fact that temporal constraints are relaxe
unstructured networks is certainly unusual. In mobile networks,  This suggests to model opportunistic networks as evolving
connections active at a given instant are constrained by the o 55hs where links characterize the interactions of a node
geographical distribution of mobile nodes, and by the limied during a (non-instantaneous) time interv®al Thus, the set of
signal strength of the wireless technology employed to bul ~ 9 ‘ X f '
the ad-hoc overlay. This is in contrast with the presence of links of a node at time is not simply composed of the contacts
hubs, typical of scale-free nets. However, opportunisticnobile) —active at the instant, but rather, it represents the aggregate
networks possess the distinctive feature to be delay tolen  of the contacts arose duririg— A, t]. Then, different specific
mobile nodes implement a store, carry and forward strategy hat types of “link” are possible. For instance, one might coesid

permits to disseminate data based on a multi-hop route, whitis link betw ¢ d inal tact d duri
built in time, when nodes encounter other ones while movingln a fink between two nodes as a single contact occurred during

this paper, we consider opportunistic networks as evolvingraphs A, or when a quasi—continuc_)us communication is guaranteed
where links represent contacts among nodes arising during between the two nodes (durin).

a (non-instantaneous) time interval. We discuss a strategyo A clear consequence of such a scenario is that links among
control the way nodes manage contacts and build “opportunisc 45 would not depend only on spatial constraints, but also

overlays”. Based on such an approach, interesting overlaysan o
be obtained, shaped following given desired topologies, s as on the mobility of the node and on the length &f In fact,

scale-free ones. certain mobile users may be more active than others; hence,
Index Terms—Opportunistic Networks, Scale-Free Networks, while at a given instant the number of contacts of a highly-
Self-organization mobile node may be similar to those of other nodes, during

the intervalA such node will collect more contacts, resulting
in a higher number of links.

Opportunistic networks are very dynamical systems, char-In this scenario, it might be interesting to understand
acterized by intermittent contacts among mobile nodes amthether the network can be shaped to achieve a desired
frequent partitions[[1],[13]. The model of interaction @if6 topology, based on some link management scheme, locally
from classic communication paradigms, usually based onegecuted by mobile nodes. The goal is clear: knowing the
prolonged end-to-end connectivity! [7]. At a given instaat, network topology corresponds to identifying its statiskic
complete path from a source to a destination might not exidtaracteristics. Based on these properties, it is possible
[8]. Rather, nodes communicate as soon as they have tigfine local strategies (e.g. which and how many links to
opportunity to do it. These occasional contacts are employmaintain) to optimize the opportunistic disseminatioh [7]
to share and disseminate information, route messagesdswar With the aim of identifying a strategy to shape opportunisti
some destination, etc. Delay tolerance is thus a main ctearacnetworks based on a given desired topology, we define a
istics of these networks, and in general the temporary ctsitamethod to control the number of links at nodes. In our tests
among nodes must be exploited to disseminate contents, deeefocus on a scale-free topology. The reasons for this ehoic
to the uncertainty of future communications. are the following ones. First, it has been recognized that a

An open research topic is concerned with the topology etale-free network has several interesting charactesisar
an opportunistic network. Due to its evolving nature, salverunstructured networks (e.g. peer-to-peer), such as lometier
works simply define the topology of opportunistic networkand high resilience to faults. Second, this topology is equit
as unpredictable, others approximate them as small worldgferent to that typical of a network with spatial constrii,
others argue that temporal connection models are bettdsusuch as a MANET; the achievement of such a desired topology
than spatial mobility modeld [1]/[3],[13]. As a matter ofentails that several other opportunities are possible.
fact, at a given instant an opportunistic network appeara as A simulation environment was built to test the model and the
classic mobile ad-hoc network (MANET), composed of a séical algorithm to be executed at mobile nodes. Experiments
of links which are constrained by the geographical locaticare based on real traces taken frdm|[16], which report the
of mobile users and the limitations imposed by the signsfpical everyday behavior of more than 20000 students of
strength of the employed wireless technology [6]. Howevehe University of Singapore, equipped with a mobile terrhina
while MANETS consider links as connections active at a giverhese traces represent a perfect case study for an opstituni
instant, opportunistic networks have a coarse grained timetwork. Results on these traces demonstrate that, bygunin
model. Hence, the concept of link in an opportunistic nefwothe length of the time interval, we can shape the opportunis-
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tic network based on some desired topology, e.g. scale-freexists between two nodes during a time inteaiif a contact

The main contributions of this work are the following onesarises between the two nodes within that time interval.

We characterize opportunistic networks as evolving graphsWe hence consider the network as an evolving graph whose
where links correspond to active contacts during a timerintdinks of a node; at timet are the aggregate of active contacts
val. We present a simple scheme to shape the network baséd during the time intervalt — A, ¢] [12]. We assume that

on some desired topology. We specifically cope with scade-fronly messages received infatime window can be relayed to
topologies, but the approach can be easily generalizechtr ota neighbour though an active link. This constraint refleleés t
network topologies. Finally, we experiment with real datdact that there is a limit on the temporal validity of message
traces, which record the typical behavior of a large numband also to consider the limited computational capalslité

of users during their everyday life [116]. mobile nodes which cannot hold messages forever.

The remainder of the paper is organized as follows. SectionThe implementation of a link, as thought in this context,
M presents the general approach. Section Il outlines theay be realized at the bundle and application layers, rather
experimental scenario, while results are reported in 8ectithan as an open communication flow between two nodes (as
Finally, Sectior[Y provides some concluding remarks. usually thoughtin MANETSs or P2P architectures). In pragtic

a link from a nodei to another nodg means that stores on
Il. CHARACTERIZATION OF OPPORTUNISTICNETWORKS  its memory the information related tg such asj’s id and its
rofile, together with the contenfsis trying to disseminate,

We consider an opportunistic network as an evolving gra the type of contents is trying to retrieve (depending

wh(iretllrlﬁstamé)nghnodzs porrespondt.to thtieglg%_rr(]egate 0?1f the service running on top of the opportunistic network).
contacts that nodes have during a given ime Intevalnus, ;¢ approach of modeling a link reflects the fact that some

at a given instant a node is in direct contact with a subset (%ntent disseminated fromto j may be delivered afterwards

those nodes linked to it during th& time window. We then to another nodé, if 7 has the opportunity to interact with it in

present a simple scheme that lets nodes to maintain a Pime intervalA. Due to constraints of mobile devices, each

deﬁnled Tumber of lne|grr]1.bours.r;rh|_s engblﬁs to set a des_|rr? de would maintain a limited number of nodes as neighbours,
:gpt?wg%ét.wv(\)/?ki\msrz:glye-tfrs‘erg(z(;irzgli?pg:;gi attempt to 9VEnd a ngde might decide to replace a neighbour with another.

' Hence, it may happen that as the network evolves, a rnode
has an entry forj in its “neighbour table”, whilej does not
have any entry fot, i.e. links are directed.

Opportunistic networks are characterized by nodes that ) o
frequently move and with intermittent contacts [8]. An opB- Shaping Opportunistic Networks
portunistic network may assume different forms and it may We define the desired topology of an opportunistic net-
be employed as the underlying structure for several mobikork by specifying the probability distribution of the degr
application scenarios. Applications built on top of oppois- (i.e. number of links) that a node may have. Through this
tic networks are different to those to be executed in classboice, it is possible to give a statistical characterarabf the
(wireless) networks. Examples may be found in literaturegtwork, which permits to automatically estimate impottan
ranging from communication approaches based on ad-hwoetrics, such as the net diameter (i.e. the max of the shortes
networks to be deployed on rural and developing regionsaths among nodes in a net), the average number of neighbours
tracking systems for wild animals, to those (delay toléranat a given distance from a specific node, and so 6n [7].
applications built over highly dynamic nets in urban areas The algorithm for the link management is very simple and
(e.g. mobile and vehicular ad-hoc networks) [4], [BLI[1[@K]. it is as follows. At the beginning of its interactions, eadda
In general, no simultaneous multi-hop path can be guardnteandomly selects a desired degree, locally computed tiroug
[4]. Communication protocols allow nodes to manage intermthe degree probability distribution associated to the redsi
tent and unstable contacts, cache and relay messages as sgalogy. Note that in order to randomly selecting a degtes,
as there is the opportunity to do it. From an implementatiarode might need an estimation of the network size. Schemes
point of view, there is a “bundle”-layer, in between the slas exist that do it[[9], [11]. Moreover, when the network size is
transport and the application layers, that implements suebry large, just an approximate value is sufficient; it isuiegd
store, carry and forward strategy. that, in case of a significant variation, nodes can deteani,

A critical point is the definition of “link” between nodes.in this case they might change their desired degree. Duhiag t
This must certainly be based on contacts between two nodeslution of the network, based on the active contacts a node
and might depend on the type of interactions required by thas, the node stores entries related to the nodes it encsunte
applications run on top of the network itself [10]. For inste, (i.e. it creates links), till reaching its desired degree.

a single contact is sufficient to exchange some content ofln general, we assume that links can be established only
common interest between two users, e.g. variations onrkectwhen the number of active contacts (within a time interval

schedules among students, news on train/airport tables, &) surpasses a predefined threshgld,,. This parameter can

in general, content distribution through some mobile mibli be tuned depending on the type of service to be executed
subscribe like service. In this case, we may state that a liok top of the opportunistic network. For instance, a single

A. Towards a Model for Opportunistic Networks



contact ¢,,;, = 1) may be employed for simple dissemination %= 254 i =5 e = 100
services where contents must be broadcast through the net. Desired begree Disbution +
Higher values might be set for more sophisticated services,
e.g. queries to be distributed that need answers. In this, cas
the communication would require multiple contacts.

The link holds for a limited time, and it is removed after
a time A of no contacts. When a novel contact arises with
a non-neighbour node (saj}), and if the node has already woul AL
reached its desired degree, then the novel node may become a e
neighbour with a certain probability. In this case, a random s
entry (e.g. one among those with the lowest number of active o000
contacts during thé\ time window) is replaced with.
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Fig. 1. Example of the desired degree distribution of a netvwgenerated

: during the testsA = 2.5, dyin = 5, dmaz = 100
C. A Study with Scale-free Nets g e "

In the next section we evaluate whether an opportunist@gether with the methodology to collect the results, wkioh
network, modeled as described above, can assume a scale#fgvided in the next section.
topology. A scale-free network possesses the distinctisufe A

of having nodes with a degree distribution that can be well .
approximated by a power law function. Hence, the majority of W& employed real data traces available frdml [16]. These

nodes have a relatively low number of neighbors, while a nofif® the patterns among 22341 students, inferred from their
negligible percentage of nodes (“hubs”) exists with higtier behav_|or du_rlng class sqhedule_s for the Spring semester of
grees([5]. The peculiarity of these networks is that theyspes 200(_5 in Na_tlonal Um_versny of Singapore. The National Uni-
a very small diameter, thus allowing to propagate infororati Versity of Singapore is composed of colleges and deparsnent
in a low number of hops. They are quite robust to node fauffs reported in the des_crlpuon of the tracgs, all lessonsewer
(departures), something usual in a wireless network. On thgnducted on the main campus, spanning an area of 146
other hand, the presence of hubs might represent a drawbacRgctares[[16]. In essence, ’these traces represent a wale, re
the context of opportunistic networking, since it corrasge SCeNario of typical students’ everyday life. It is hence deal
to an unbalanced load distribution. use case to test algorithms on urban opportunistic networks
Coupling scale-free and (opportunistic) mobile networks
is unusual, due to the issue mentioned above and to {H¥ ) . _ _ .
fact that in a MANET nodes connect to those which ar Co_ntact dyrmg a single time mterval,l regardless of its
directly reachable through the networking technology ie.us uration (which is abundantly longer than time usually reed

Therefore, the instantaneous topology strongly dependien to ex.chaljlge |nformat|0|j between two m.oblle_ nodes). Hence,
geographical distribution of the nodes. However, in thigkvo the time intervalA exploited to manage links in the network

links are considered as the aggregate of active contasiaguri 'S €xPressed as a multiple of these intervals.
during a time intervalA. Hence, the role of hubs might beg  etrics and Methodology

played by those nodes that have in time a number of contactsl_h desired topol ted th h babilit
higher than others. An example of a possible hub, in a regl € desired topology was generate rough a probabiiity

Data Traces

User contacts were traced in time intervals. For instance,
dents meeting during a lecture where considered to be

opportunistic network, might be a ticket inspector in som Istribution for nodes’ desired degréefollowing a power law

N A X o
public transportation system (equipped with a mobile termiunCtlon d*, with A € [-3, —2]. We considered a minimum

nal), a postman, or even a dedicated totem (i.e. “inforrnnatié‘r.'dh;”l matxtlmﬁm e\;lalge ((l)f the desw?_d Ideg\;/\r/ees t.h?jttr? node
sprinkler”) placed to relay contents to mobile nodes in aasgqu might want to Navedsin, dimaz, rESPECUVEly. YWE varied these

or in a mall [2], [I5]. The idea of having dedicated nodes i arameters. Figuld 1 shows an example of the distribution of
points of interest, which act as hubs able to relay contentas desired degree of network nodes, generated during our

would solve also the issue of the unfair load at hubs. tests. The log-log chart shows a linear curve, hence comfgmi

. fhat such distribution follows a power law distribution.
In any case, while we evaluate whether a scale-free overlay_ ™ : : : .
During our tests we varied the time interval sizZe We

can be built over an opportunistic network, the same machine . - :
. . varied also the minimum number of active contaets;,
can be employed also for other topologies. It suffices to ghan : .
o : required so that to two nodes may become neighbours, and the
the distribution to compute the desired degree. .
value ofw that controls the probability that a node replaces a

1. EXPERIMENTAL EVALUATION link with another, once its degree is equal to its desiredakeg

A discrete event simulator was built to mimic the algorithm IV. REsSULTS

executed at mobile nodes. Nodes’ movements and contactfor the sake of conciseness, we present only results related
were obtained from real data tracés|[16]. In what follows$p a setting withA = —2.5, w = 0.25, ¢nin = 1, While
we describe these traces and explain the metrics of inferestrying the valuesl,,;, € {5,10}, A € {1,5,10}, dimas €
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Intervals = 1; A = -2.5;w = 0.25; g, = 5; dyax = 100

Intervals = 5; A = -2.5;w = 0.25; di, = 5; dax = 100
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Fig. 3. Degree Probability; time interval duration variet,;,, = 10
{100, 300, 500, 1000}. Similar outcomes were obtained forA = 5 trace intervals,d,,;, = 5, while varying d,,qz-

other values of these parameters (not shown in this paper)Again, it is confirmed that a scale free topology inside an

It goes without saying that, depending on the service @pportunistic network is obtained in all cases, since thiere
be executed on top of the opportunistic network, and mogtinear distribution of degree probabilities (in log-locate).
of all, on the contents to be disseminated, a degree valN#hen d,... = 1000, the probability that a node has a high
such as that ofl,,,, ~ 1000 might be too high for a mobile degree is very low. This is however due to the fact that only
node. Other scenarios are probably more realistic. It isdvew few nodes might have the opportunity to meet a number of
worth mentioning that: i) the number of such hubs would be 1000 nodes during & time window. Moreover, such values
very low and in certain application scenarios such a rolehinigare inappropriate as number of links a mobile node might have
be played by those “information sprinklers”; ii) this setiis in a real opportunistic network; such simulation setting/ee
a test to see whether such a threshold might be reached ugifly to demonstrate that the framework scales up to those
a real trace such as that employed in these tests. numbers. The reader may also notice the presence of non-zero
Figure[2 reports the results whely,;,, = 5, dya, = 100, degree probabiliies lower thad,,;,, which remain, despite
varying the duration ofA, (i.e. A = 1,5 trace intervals). the settings of the algorithm executed (i.e. value/gt The
Each chart refers to a particular value of and reports Presence of these values comes from the fact that the data
the distribution of nodes’ degree obtained when the progroséaces exploited to do the simulations were the same in @l th
algorithm is executed. The probability that a node has airert considered scenarios.
degree is reported in a log-log scale. In this case, a linear
trend may be appreciated, meaning that the distributidavil
a power law function. This confirms that the approach is In this work we have presented a discussion on how
able to configure the topology as a scale-free. Moreover, 8pportunistic networks might be modeled. Due to the evgjvin
higherA (rightmost chart) guarantees a higher probability thafature of the network and its delay tolerance, links among
nodes reach their desired degree. Only some few non-z@gtes should not be considered as contacts which are active
probabilities are obtained for some degree values lowar thgmultaneously. Rather, the aggregate of contacts aridimg
dmin- This means that there are certain nodes that have a figly a time interval should be preferred. To create a link, the
number of contacts with other nodes, whatever the durationduration of the contact might be sufficient for a data excleang
A. A similar result is reported in Figufé 3, whetfg,;, = 10 Such amount of time might depend on the application to
andA = 1,10 trace intervals. be run on top of the network. In particular, a link in the
Figure [4 reports the degree probability obtained whesvolving graph represents the fact that a node maintains on

V. CONCLUSIONS
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Fig. 4. Degree Probabilityd,,q. varied; d,nin = 5

its “neighbour table” some application-related contemtdtee

(7]

behalf of its neighbour, so that such contents can be relayed

as soon as there is the opportunity to do it.

We have presented a simple algorithm that allows each node networks.

(8]

S. Ferretti. Modeling Faulty, Unstructured P2P Oveslayn Proc. of
the 19th International Conference on Computer Communications and
Networks (ICCCN 2010). IEEE, August 2010.

C.-M. Huang, K.-c. Lan, and C.-Z. Tsai. A survey of oppoistic
In Proceedings of the 22nd International Conference on

to set and manage its own degree, in order to shape the net Advanced Information Networking and Applications - Workshops, pages

based on a desired topology. This influences the way contents p ko

1672-1677, Washington, DC, USA, 2008. IEEE Computer Saciet
stoulas, D. Psaltoulis, I. Gupta, K. P. Birman, andJA Demers.

can be disseminated through the network. The scheme has Active and passive techniques for group size estimatioraige-scale
been employed on real data traces, and outcomes confirm that agg7dy”am'c distributed systemb.Syst. Softw., 80:1639-1658, October

a desired topology (in this case a scale-free) can be olutainﬁo

To the best of our knowledge, this is the first attempt to

model opportunistic networks taking into consideratiom-co
tacts active in a given time interval, instead of instantarse 1,

contacts. In future works, the scheme will be employed on

other data traces and with different desired topologies.
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