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Energy-Based Interference Analysis of
Heterogeneous Packet Radio Networks

André Stranne, Ove Edfors, Bengt-Arne Molin

Abstract—While the use of radio technology for wireless data communi-
cations has increased rapidly, the wide variety of radio interfaces being used
has made interference investigations hard to perform. With that in mind,
we present a novel approach for analyzing packet radio communications,
applicable to interfering heterogeneous networks, which leads to tractable
analytical expressions. The core of the approach is an analytical framework
modeling each network with individual properties for the packet types and
the channel sets used, while taking path loss between all network nodes into
account. Furthermore, we present a derivation of closed-form expressions
for the throughput of the networks, thus allowing for the investigation of
important mechanisms limiting network and system performance—the ex-
pressions enable fast and flexible analysis to be performed without extensive
computer simulations or measurement campaigns.

To illustrate the use of the framework and the strength of the closed form
expressions we analyze a heterogeneous example system consisting of one
IEEE 802.11b network and multiple Bluetooth networks that use multiple
packet types. In the analysis we also take the adjacent channel interference
into account when calculating network throughput as functions of number
of interferers in the system.

Keywords—Heterogeneous packet radio networks, interference analysis,
throughput, Bluetooth, IEEE 802.11b.

[. INTRODUCTION

The use of radio technology for data communications has
been increasing for some time. For example, systems such as
wideband code division multiple access (WCDMA), wireless
local area networks (WLANSs) and wireless personal area net-
works (WPANSs) are currently being deployed in many types of
environments. Within and between some of these systems inter-
ference is a major issue.

In cellular systems the network deployment and the interfer-
ence situation is controlled by the network operators using, e.g.,
network planning and admission control policies. The under-
standing of the impact of interference in these networks can be
used to optimize the networks, which translates to reduced in-
vestment costs for the operators.

In unlicensed frequency bands, where different networks
must share the spectrum resources in a fair way, there is no cen-
tral point of control. In these bands the systems must be de-
signed to cope with interference of different kinds and to adapt
to current interference situations. Since the various radio in-
terfaces used differ a great deal in terms of modulation, cod-
ing, transmit power, receiver sensitivities, spread spectrum tech-
niques, medium access control (MAC) methods, retransmission
schemes, packet structures, etc., the analysis of interference be-
tween different radio networks is far from trivial.
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Fig. 1. Three interfering networks. The arrows indicate interference.

It is anticipated that the use of radio communications in both
licensed and unlicensed spectrum will continue to grow in the
coming years. Therefore, it is important to develop flexible
methods of analyzing interfering radio networks. In this pa-
per we present an analytical framework for calculating the per-
formance of interfering packet radio networks (PRNs), as illus-
trated in Fig. 1. The framework can be used to analyze systems
consisting of networks with different radio interface properties,
which makes it suitable for applications to coexistence problems
in unlicensed frequency bands.

Previous work addressing interference problems in unli-
censed bands has mainly been based on simulations, although
some analytical results have been reported. Analytical results
for the coexistence of multiple Bluetooth networks have been
presented by, e.g., El-Hoiydi in [1]. These results are based on
packet collisions in time and frequency and are limited to sin-
gle packet lengths. The extension to multiple packet lengths
is treated by Florén et al. in [2], [3] and by Lin et al. in [4],
[5]. Howitt performs a more detailed analysis of Bluetooth net-
works using a single packet length in [6], considering, e.g., radio
link properties and adjacent-channel interference (ACI), which
is also done by Souissi et al. in [7] and by Ziirbes in [8] by means
of simulations. Pasolini also considers single packet lengths and
radio link properties in [9] but does not take ACI into account.
In [10], Cordeiro et al. present analytical results based on the
assumption that the number of packet collisions are Poisson dis-
tributed, and in [11], [12] detailed analyses of the coexistence
between Bluetooth and IEEE 802.11 networks are presented.

In this paper we present a general framework for interference
analyses, which can be applied to, e.g., IEEE 802.11b and Blue-
tooth, as shown in [13] and [14]. The detailed derivation of
the closed form expressions for the throughput of the interfering
networks used in those papers is presented here along with an
analysis of a system consisting of a single IEEE 802.11b net-
work and multiple Bluetooth networks using multiple packet
types with different lengths. It should however be noted that
the framework is not limited to analysis of IEEE 802.11b and



Bluetooth networks but can be used to analyze systems consist-
ing of a wide class of interfering PRNs with different packet
type properties, spectral shapes of the carriers, etc.

The outline of the paper is as follows: In Section II the system
model is described. The description has been divided into three
parts where the first part presents the model of the networks and
the transmission of packets. This is basically an extended ver-
sion of the network model used in the collision-based analysis in
[3]. The second part describes the reception of packets and the
assumptions about when packets are successfully received, and
the third part presents the throughput expression, which is the
performance measure under consideration. In Section III closed
form expressions for the throughput of the interfering networks
are derived, and in Section IV the framework is applied to a
heterogeneous example system consisting of one IEEE 802.11b
network and multiple Bluetooth networks, to illustrate the use
of the framework and the strength of the closed form expres-
sions. Finally, in Section V, we give some concluding remarks
and discuss future work.

II. SYSTEM MODEL
A. Network Model

A system is defined to consist of V interfering networks, each
of which is defined to consist of an arbitrary number of commu-
nicating units. The units within each network are assumed to
be synchronized to transmit exactly one packet at a time. By
making this assumption we will obtain performance results for
networks with full traffic load in the worst case interference en-
vironment. It should be noted that the network model is easily
extended to allow for less than full traffic load, e.g., by introduc-
ing “empty” packets types during which no transmissions take
place.

The assumption that there is exactly one packet transmitted
at a time within a network also implies that there is no inter-
ference within a network—only between networks. This sim-
plifies the method of analysis at the expense of not being able
to directly analyze networks with internal interference. Analy-
sis of networks with internal interference from simultaneous
packet transmissions, such as, e.g., IEEE 802.11b networks,
must therefore be given some special considerations, as demon-
strated in Section IV.

Furthermore, units in different networks transmit indepen-
dently, which means that there is no coordination between net-
works. In this way, the networks are unaware of each other and
sometimes interfere by transmitting packets simultaneously in
overlapping frequency bands. This assumption will make it pos-
sible to analyze heterogeneous systems of interfering networks
and to scale up the number of networks in a simple way.

The packets are modeled as power bursts carrying informa-
tion between transmitter and receiver units within networks, as
shown in Fig. 2. Each burst has a limited duration in time, 7,
and following the burst the transmitter is idle for a period of
time, d. The information content forwarded up to higher layers
of the communication stack is transmitted in the packet payload
of length [ with a data rate of D bits per time unit. The header
part of the packet, representing the overhead content such as
MAC header information, preambles, cyclic redundancy check

Fig. 2. Notation used for the components of a packet.

Power

density Frequency

Time

Fig. 3. Model of the distribution of energy in time and frequency from a packet
transmission.

(CRC) information, etc., is h time units long. In addition, L
denotes the total length of the packet, including the idle time.

Each network with index j in the system transmits packets
taken from a set of M; available packet types, where each packet
type 7 is described by the parameters, hj;, Ij;, dj; and Dj;, in-
troduced above. Furthermore, the packet types in the set are
selected randomly for transmission, each with a probability ;.

The packet sequences transmitted within each network are
assumed to start at random instants in time. Consequently, no
starting point in time is assumed to be more probable than any
other.

The locations in the spectral domain of the packets transmit-
ted by network j are assumed to be randomly selected from a
set of q; carrier frequencies. All carrier frequencies used by
network j are assumed to be selected with equal probabilities
1/q;. This allows for packet-based frequency hopping networks
to be included in the analysis. Note that by setting ¢; = 1, no
frequency hopping is used by network j.

When a packet is transmitted, the energy from the transmis-
sion is distributed in a certain way in time and frequency relative
to the carrier frequency. In this paper we assume that the power
transmitted during a packet burst of length 7" is constant over
time, while the spectral shape of each network’s transmissions
can be arbitrarily chosen. E.g., the transmit power spectrum can
be modeled as a piecewise constant function in frequency, which
leads to packet transmissions modeled as shown in Fig. 3.

On the receiver side, a specified filter is assumed to be used to
filter out interfering transmissions. The shape of this filter is re-
ferred to as the receiver channel selectivity and can be arbitrarily
modeled for each network in the system. The channel selectivity
is simply the power attenuation as a function of frequency.

To handle the leakage of power between different networks
and channels in a simple way, we focus on the packet receptions
in one of the networks, referred to as the reference network,
and consider all the other networks as interferers. When the
performance of the reference network has been calculated, a new
network is selected as reference network and the calculations are
repeated for that network.

The leakage of power between adjacent channels used by the
reference network and an interfering network is given by the
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Fig. 4. Packet transmissions from two interfering networks. Network A is
using packet-based frequency hopping and two of its packets partly overlap
a packet transmitted by network B in time and frequency.

combination of transmit power spectrum of the interfering sig-
nal, and the channel selectivity of the receiving reference net-
work unit. Let the received power spectral density of the inter-
fering signal be denoted by P.(f), and the channel selectivity of
the receiving unit G-(f). Then, the received interfering power
is given by

= / T BG (L. (1)

— 00

Since each network in the system is allowed to use frequency
hopping over a set of channels, the leakage of power between
all pairs of overlapping channels must be calculated using (1)
and accounted for in the system model. This is done by intro-
ducing one coupling matrix for each of the interfering networks,
where the received powers are stored as elements for all pairs
of channels used. Consider a reference network interfered by a
network with index j. The power received by a reference net-
work unit on channel f..¢, when an interfering unit in network j
is transmitting on channel fi,, is simply stored as an element at
row fin and column fi¢ in the coupling matrix. This element is
from now on denoted by I; ( fint, fref)-

B. Packet Reception Model

When two or more of the networks in the system transmit
packets simultaneously on overlapping frequency channels, as
illustrated in Fig. 4, there will be interference and packets may
be lost. This is the only way in which the networks are assumed
to interact, and the interaction will now be described in detail.

The performance of the communications within each network
depends on what is assumed to cause packets to be lost. In
this paper we make the assumption that the outcome of packet
receptions is determined by the per-packet average signal-to-
noise and interference ratio (SNIR), -, at the receivers. More
specifically, we assume that if the useful signal for a packet is
not strong enough compared to the noise and interference, the
packet will be lost. To find the probability of a packet received
with ~ above a specified threshold +,,,, i.e., the probability
of successful packet reception, the probability density function
(PDF) of v must be determined.

We consider static channels between all network units and
no fading, which means that the received useful power C' at a
receiver is a fixed deterministic quantity given by the transmit-
ted useful power, the distance attenuation, and some additional
losses at the receiver. Note that the power levels, distance atten-
uations and the losses may be arbitrarily chosen for all individ-
ual pairs of networks and packet types. The average SNIR of a

packet can the be written as

C
= Nnoise + El,tot/ (L - d) ’

2

where Npise is a deterministic noise power parameter and E7 ot
is the total interfering energy. Considering the reception of a
reference packet, the stochastic variable E7 (. represents the to-
tal amount of interfering energy received from all other packet
transmissions that occur simultaneously in the system. Since
the transmitted power is assumed to be constant (over time) dur-
ing a packet transmission, the received interfering energy is a
weighted sum of the length of the overlaps of power bursts and
the corresponding interfering powers at the receiver of the refer-
ence packet. The received interfering power depends on which
channels are used by the networks and the leakage of power be-
tween the channels through the coupling matrix /.

We will now assume that whenever a packet is received with a
total amount of interfering energy Er o above a given threshold,
Er.max, the packet reception fails and the data in the payload is
lost. Thus, the probability of successful packet reception given
Er 1t = e can be expressed as

Pr{success|Er or = €} = W(EL max — €), A3)
where u(-) is the Heaviside step function.

In this paper we have chosen to use the step function for the
conditional probability in (3) because of its simple form. It
should however be noted that if desired, it is possible to use more
detailed models that better reflect the decreasing probability of
successful reception given increasing amounts of interfering en-
ergy, B tot-

C. Throughput

A network in the system will have its communication perfor-
mance affected by the interference from other networks in the
vicinity. As a measure of communication performance we will
use the network throughput. The definition adopted here for the
throughput is the amount of data received per unit time in the
payload, times the fraction of channel time used for successful
payload transmissions [3]. This performance measure can be
associated with the achievable data rate of the communication
within a network.

Consider a reference network with a set of M packet types.
Denoting the probability of successful reception of a reference
packet of type m by Pr {success; m}, the average number of
successfully transferred bits of payload data per packet is

M
g T Dyl Pr{success; m},

m=1

“4)

where we have used the notation introduced in Section II-A.
Since the average length of the packets used by the reference
network, including the idle time interval, is

M
E TnLn,
n=1

)



the network throughput, R, can be defined as the average num-
ber of successfully transferred payload bits per packet (4), di-
vided by the average packet length (5),

M
R_ Y et "mDmlym Pr{success; m}
= M T :
Zn:l Tnln

When the performance of a group of networks or the system as
a whole is of interest, the system throughput can be defined as
the sum of the throughput quantities for the individual networks
in the group. Note that if the received useful signal is strong
and there is no interference from other networks in the system,
Pr{success;m} = 1 for all M packet types, and R will attain
its maximum value for this set of parameters.

Now that the performance measure has been defined, the
interference analysis consists of finding an expression for the
quantity Pr {success; m} for the probability of successful re-
ception of a packet type m in (6), since all other quantities are
known. This will be done by using the stochastic variable E7 ;o
for the total interfering energy from interfering packets received
during the reception of the type m packet (from now on referred
to as the reference packet).

(6)

III. INTERFERENCE ANALYSIS

The initial expression for the probability of successful recep-
tion of a reference packet, Pr {success}, is formed by condition-
ing on the outcomes of Fy i and using the law of total proba-
bility. Thus,

Pr {success} = / JE; . (€) Pr{success|Ey 1or = e}de, (7)
e=0

where fg, ,(e) is the PDF of E i. The conditional probability
for successful reception in (7) is given by the energy threshold
3).

Since it was assumed in the system model that all the N — 1
interfering networks transmit packets independently, the PDF of
the total interfering energy,

Erww=Eri+Era+..+Ern-1, (®)
can be obtained by convolution of the PDFs for the interfering
energy from each of the interferers, as

fEI,m(e) = fEI,1(e) * fEI,z (6) .k fEI,N—l(e)'

In (8), Er; is the stochastic variable for the interfering energy
from network j, and in (9), *+’ denotes convolution of the PDFs
of Er j, namely fg, ;(e). If the system of interfering networks
is heterogeneous, each network j will produce its own type of
interference characterized by fx, ;(e) in (9). This means that
once a general expression for the received interfering energy
from a single interferer has been derived, it can be used in (9)
to calculate the PDF of the total received interference from all
interferers in the system.

In the following derivations, we focus on a single interfering
network j. Since the same interferer is considered throughout
the derivations, the expressions can be simplified by suppressing
the index j on K7y ;. Furthermore, we will derive an expression

)

for the cumulative distribution function (CDF) of E; instead of
the PDF. The CDF can be used to calculate the corresponding
PDF in practical cases.

Before we proceed with the detailed analysis, the core of the
derivation of the CDF of E; can be described in the following
way: Events that determine the CDF, such as the type of in-
terfering packets that are transmitted, starting points in time of
the transmissions and the selected frequency channels, are intro-
duced by marginalization and by using the definition of condi-
tional probability, basically in the same way as was done with
the outcomes of Ey (o in (7). Based on these events we move
forward in time, following the possible transmissions from the
single interferer and building a recursive expression for the CDF
of E;. The recursion terminates when a chain of events has pro-
duced a sequence of interfering packets that has passed the end-
ing of the reference packet, since the interfering packet trans-
missions after the ending of the reference packet transmission
will not influence the received interference.

Consider a reference network transmitting a reference packet
with an active interval of length T" = h + [ and a single interfer-
ing network. To find the CDF of Ey, denoted by Pr{E; < e},
we first introduce the condition on which channel fi.s the refer-
ence packet is transmitted. Thus,

Qref

1
Pr{E; <e} = — E Pr{E; < e|Fiet = fref}.
re fref::l

(10)

where gr is the number of channels used by the reference net-
work. To simplify the coming expressions, we will suppress the
condition on which channel was selected by the reference net-
work in the following.

To continue, introduce the condition on during which packet
type, transmitted by the interfering network, the reference
packet transmission starts. Then,

Pr {El < e‘F’ref = fref}

M
= > Pr{E; <e|K =k} Pr{K =k},
k=1

(11)

where Pr{K = k} denotes the probability of a start of a refer-
ence packet transmission during the transmission of an interfer-
ing packet type k. It is given by'

reLi

M
> im1 Tili
which essentially is the fraction of time occupied by type k
packets.

The expression for the probability of received interfering en-
ergy below e, given start of the reference packet during a type k
packet, Pr {E; < e|K = k}, can be found by conditioning on
the exact starting point of the reference packet within the type k
packet. Then,

Pr{K =k} = , (12)

Ly,
Pr{E;<elK =k} = [ frx(z|K=k)
=0

z=

Pr{E; <e|K =k, 7 =z} dz, (13)

1 These expressions are used since the focus of the paper is on the ensemble
average properties of the system. For more information, see Appendix A in [15].
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Fig. 5. Different cases of overlaps between a reference packet and interfering
packets.

where Z is defined to be the time from the start of the type k&
packet to the start of the reference packet, as shown in Fig. 5a,
and fzx(z|K = k) is the conditional PDF of Z.  To con-
tinue, we use a uniform distribution for the starting points of the
reference packet within the interfering type k packet' ,

1

f2ik(2|K = k) = —

T (14)

which is a consequence of our assumption that all starting points
are equally probable.

Since the expression for Pr{E; < e|K =k, Z = z} in (13)
depends on whether the start of the reference packet occurs in
the active interval or the idle time interval of the type k packet, it
is convenient to separate the integral in (13) into the correspond-
ing regions. Then, using (14), we have

Pr{E; <e|lK =k}

1 Ly —dg
= I / Pr{E; <elK =k, Z = z,A}dz +
k z=0

Ly,
/ Pr{E; <elK =k, Z =2,G}dz |, (15)
z=L—d

where the events A and G mean that the reference packet starts
in active and idle time intervals, respectively.

The next step is to make a variable transformation to Y =
Z + T — Ly, where Y (for Y > 0) represents the remaining
time interval after the end of the interfering packet to the end
of the reference packet, as illustrated in Fig. 5a. The reason for
introducing Y is that it is easier to interpret than Z when deriv-
ing the remaining relations. As shown below, the total received
energy can be separated in two contributions—one contribution
from the initial type k packet, and one with the contribution of
interfering energy from the remaining interval after the type k
packet where the reference packet is still vulnerable to inter-
ference. Note that the realizations of Z can only be positive,
whereas the realizations of Y can be both positive and negative.

Performing the transformation, (15) can be written as

Pr{E; <elK =k}

1 T—dj,
= — / Pr{E; <e|K =k, Y =y, A}dy +
Lk’ :L/:’T*L;C

T
/ Pr{E; <elK =k Y =y,G}dy |. (16)
y=T—dp

To proceed, the received interfering energy E over the whole
reference packet can be separated in two parts as

Er=FEri+ Ery, (17)

where Iy, is the part of the interfering energy received from
the initial type k packet transmission, and Ey , is the part of
the energy received in the interval y following the initial packet.
Then, the first integrand in (16) can be written as

Pr{E; <elK =k Y =y,A}
Pr {E[,k —|—E1’y < e\K =k Y = y,A}

= Pr{E;,<e—Eri|K=FkY =y,A}. (18)
By conditioning on which channel the interfering type k packet
was transmitted on, we have

1
Pr{El,y SE*ELHK:kaYZyaA}:_'

J
q;

Z Pr{EI,y < e*El,k|K:k7YZy7AaFk :fk}i
=1

(19)

where Fj, is the stochastic variable for the channel selected by
the interfering network ;.

Now that we have conditioned on which channels were se-
lected for the interfering packets, the following arguments are
used in the derivation of the expression in the sum of (19): If the
transmission of the interfering packet ends after the ending of
the reference packet, there is a fixed amount of interference re-
ceived. On the other hand, if the transmission of the interfering
packet ends before the ending of the reference packet, the fol-
lowing interfering packets may contribute to the received inter-
ference. Then, the next interfering packet must be considered,
and the ending of that packet relative to the reference packet
must be investigated in the same way as described above. This
leads to a recursive formulation of the probability functions as
shown below.

Using the arguments given above, we start by investigating
(19) to eventually end up with a recursive expression. If y < 0,
all the interference received comes from the type k packet trans-
mission, and thus, Ey , = 0, since the transmission of the ref-
erence packet will be finished before the transmission of the in-
terfering packet. The amount of interfering energy received is
a product of the received interfering power, which is given by
the coupling matrix I;, and the length of the overlap. Two situa-
tions can occur depending on ¥, as shown in figures 5b and Sc. If
ly| < dj, the received energy is B = L;i(f, fret) (T — di — y),
and if |y| > dj, the energy is instead Er . = I;(fx, frer)T.



On the other hand, if y > 0, as illustrated in Fig. 5d, Er; =
I;(fx, fret) (T — di, — y). In that case, however, the packet trans-
missions following the type k& packet can produce more inter-
ference in the interval y, which means that E7 , is not always
zero. Thus, making use of the Heaviside step function to write
the probability function in a compact form,

Pr{E;, <e—Eri|K=kY =y, A, F, = fi}
= u(—y)u(d +y)ule — L;j(fr; fret)(T — dx — y))
+u(—y)u(—di +y) ule — Li(fi, fret)T)
+u(y)
Pri{Ery <e—Li(fi, frer)(T — dr. — y)|Y =y},
(20)

where Pr{E;, < e— Li(fi, fret)(T — di, — y)|Y =y} is the
probability of an energy E; , below e — I; ( fi, fref) (T — di, — y)
received in the interval y. Note that the interference received in
y is independent of the realizations of K, A and F},.

The second integrand in (16) is handled in the same way as
the first, which means that

Pr{E; <elK =k, Y =y,G}
= Pr{E;,<e—Eris|K=FkY =y,G}, (21
but in this case E ;, = 0 since the reference packet started trans-
mission in the idle time interval of the type k packet. For y > 0
the successive packet transmissions may contribute to the re-
ceived interference, and thus,
Pr{ELZI <e— EIJf‘K = k,Y = y,G}

= u(=y)u(e) +u(y) Pri{Ery, <elY =y}. (22)
Consequently, the integrands in (16) can be expressed as prob-
abilities for an interfering energy E;, below ¢/, Pr{E;, <
€'lY = y}, received in an interval y, given a start of an interfer-
ing packet transmission at y = 0.

To continue, an expression for the probability function,
Pr{E;, <¢€|Y =y}, appearing in (20) and (22), must be
found. To find an expression for this probability function, we
condition on the successive packet transmissions by the inter-
ferer. Thus, introducing the next transmitted packet type A by
marginalization, we have

Pr{E;, <Y =y}

M
= Y Pr{E;, <Y =y, A=A}Pr{A =AY =y}.
A=1
(23)

We find that since the successive transmissions are independent,
as specified in the system model, the probability for selecting
packet type A for the next transmission is given by

Pr{A = \Y =y} =ri. 24
Furthermore, the probability for an interfering energy Ey , be-

low ¢/, received in the interval 3, given that the next transmitted
packetis of type A\, Pr{E; , < €'|Y =y, A = A}, can be found

by once more conditioning on which frequency channel was se-
lected for the type A packet transmission. Thus,

Pr{Er, <€y =y, A=)}
1 &

= Y PrlBy <V =y A= AR =f)
I fr=1

(25)

The CDF, Pr{E;, <€|Y =y, A=\ F\ = fy}, is the
probability for an interfering energy E; , below €, received in
a given interval y with the next packet type A transmitted on
channel fy. As can be seen in figures 5e and 5f, this probability
can be calculated directly if the packet type A is larger than y.
The amount of interfering energy will then depend on the length
of the idle time interval of the type A packet. If y < Ly — dj,
the only possible amount of interfering energy received in y is
L;(fx, frer)y, as shownin Fig. 5e. If y > L —d,, the only possi-
ble amount of interfering energy is instead I ( fx, frer) (Lx—dy),
as indicated in Fig. 5f.

If the packet type A is shorter than y, the successive transmis-
sions determine the amount of interference. Then, the probabil-
ity for an interfering energy E; , below €', received in y, can
be expressed as the probability for an interfering energy below
e’ —I;(fx, frer) (Lx —dy), received in the interval y — L. Thus,

Pr{Er, <Y =y, A=\ F\= f}
= u(e' — L fre)y) u(La —dx —y) +
u(e/ - Ij(f/\a fref)(LA - d)\)) u(y - (L)\ - d/\))

‘u(Ly —y) +
Pr{E;, < e —ILi(fx, frer)(Lx —dy)|Y =y — Ly}
‘u(y — Ly), (26)

where the probability function Pr{E; ,, < € —I;(fx, fret)(Lx—
d)\)|Y = y— Ly} is given by (23) with new arguments, resulting
in a recursive expression.

A significant part of the complexity of the expression pre-
sented above is a result of allowing for multiple packet types
to be used by the networks. However, as demonstrated in [3],
accounting for the networks’ use of multiple packet types is im-
portant in the investigation of the interference between packet
radio networks, and specifically heterogeneous systems.

IV. APPLICATION EXAMPLE

To illustrate how the presented analytical framework can be
used, we analyze a heterogeneous system consisting of one
IEEE 802.11b network and multiple Bluetooth networks, as il-
lustrated in Fig. 1. We start in Section IV-A by identifying the
network parameters required for the analysis. Then, in Section
IV-B, we calculate the IEEE 802.11b and Bluetooth network
throughput as functions of number of interfering Bluetooth net-
works in the system.

A. Bluetooth and IEEE 802.11b Network Models

Starting with Bluetooth, six of the packet types defined in the
standard [16] are used. We will assume that the Bluetooth net-
works use either the DH1, DH3 and DHS5 packet types, or the



DM1, DM3 and DMS5 packet types, which are 1, 3 and 5 time
slots long respectively, where a time slot is 625 us. The DMx
packet types carry payloads which are protected by a rate 2/3
forward error correction (FEC) code, and the DHx packet types
carry payloads which are unprotected. In both cases we assume
that the packet types are equally probable of being selected for
transmissions within the Bluetooth networks, and that the fol-
lowing parameters apply

Packet selection prob. r= [1/3 1/3 1/3]
Header length h= [150 160 160 ] us
Payload length = [ 200 1450 2700 ] us
Idle time (“guard interval”) d= [ 275 265 265 | us,

and since FEC coding with rate 2/3 is used only in the DMx
case,

DDHx = [ 1 1 1 ] bitS//LS
Dowmx = [ 2/3 2/3 2/3 | bits/us.

Payload bit rate
Payload bit rate

The channel set used by the Bluetooth networks consists of
gsr = 79 channels with all channels equally probable of being
selected. The Bluetooth networks use packet-based frequency
hopping over the channels in the channel set, which means that
there is a pseudo-random change of channel after each packet
transmission.

The link budget for the Bluetooth networks is assumed to be
given by

Radiated power EIRP = 0 dBm

Path loss (ref. units)  Lppref = 40 dB

Path loss (int. units)  Lppinerr = [ 40 50 54 ] dB
Receiver loss L, = 2 dB

Min. received SNIR v, pxy = 20 dB

Min. received SNIR  vinpux = 18 dB,

where the path loss figures 40, 50 and 54 dB correspond to typi-
cal path loss for distances of 1, 3 and 5 meters in a line-of-sight
(LOS) situation at 2.4 GHz [17]>. We have assumed a trans-
mit power of 2 dBm (Bluetooth power class 2) and transmitter
losses of 2 dB to obtain an effective isotropically radiated power
(EIRP) of 0 dBm. The (15,10) shortened Hamming code used
with the DMx packet types is assumed to provide a coding gain
of 2 dB at the expense of lower payload data rate. The propa-
gation loss between the units of the reference network (i.e., the
communicating units in a test network) has been set to 40 dB,
corresponding to a typical distance of approximately 1 m. In the
calculations below we will consider three cases where the dis-
tance between the units of the reference network and the units
of the interfering networks (i.e., the distance to the interferers)
is either 1, 3 or 5 meters.

To find the parameter E max, we assume that the Bluetooth
receivers in the system are characterized by the parameters

Noise figure Fys= 20dB
Noise bandwidth B = 60 dBHz
Ref. noise pow. dens. Ny =  —174 dBm/Hz,

which results in a noise power of Nyoise = Fyys+B+Ng = —94

2We have used the path loss model in eq. (12) in [17]. For simplicity we have
chosen the parameters Sop + b = 40 dB and a = 2.0.

dBm. It should be noted that current Bluetooth receiver imple-
mentations generally have lower noise figures than 20 dB, which
means that we, from this point of view, somewhat underestimate
the performance of the receivers.

For successful packet reception, the received SNIR must be
above the specified threshold v,,;,, and using (2) the correspond-
ing thresholds for the amounts of tolerable interfering energy for
the Bluetooth packet types become

[022 1.0 1.8 ]p]
[0.35 1.6 2.9 |pl.

EI,max,DHx =
EI,max,DMx =

The IEEE 802.11b networks [18] use a single wideband car-
rier in the ISM-band at 2.4 GHz and no frequency hopping. Con-
sequently, we define the channel set used by each IEEE 802.11b
network to consist of only one channel. In this example we as-
sume that only the 11 Mbit/s mode of transmission is used for
transmitting packets, and that the RTS-CTS handshaking mech-
anism is not used. We also assume that three types of packets
are used with 40, 500 and 1500 bytes of payload data, and that
they are equally likely to be selected for transmission.

The carrier sense multiple access mechanism with collision
avoidance (CSMA/CA) used in IEEE 802.11b must be given
some special consideration, since it affects the idle time, d, be-
tween packet transmissions. With short preambles the total over-
head adds up to 121 ps for all three packet types, and the lengths
of the payloads become 30 us, 364 us and 1091 ps. How-
ever, the idle time between consecutive packets is random in
CSMA/CA. In fact, it also depends on the probability for suc-
cessful packet reception since a random back-off procedure is
initiated whenever a packet is lost. Thus, for IEEE 802.11b we
obtain the parameters

Packet selectionprob. = [ 1/3 1/3 1/3]
Header length h= [121 121 121 ]us
Payload length = [30 364 1091 | ps
Idle time d = Determined by Pr{success}
Payload bit rate D= [11 11 11 ]bits/us.

The determination of d can be made by the use of a Markov
model, as will be shown in Section IV-B. When a packet has
been successfully received it is acknowledged by an ACK-frame
with length hack +Iack = 106 us. However, to further simplify
the analysis, we assume that no ACK-frame is transmitted.

To continue, the IEEE 802.11b link budget is assumed to be
given by

Radiated power EIRP = 20 dBm

Path loss (ref. units)  Lpp e = 60 dB

Path loss (int. units)  Lppiner= [ 40 50 54 ] dB
Receiver loss L. = 2 dB

Min. received SNIR ~ ~,... = 10 dB.

Here we have assumed an EIRP of 100 mW. The propagation
loss between the units of the IEEE 802.11b network has been
set to 60 dB corresponding to a distance of approximately 10 m
using the path loss model introduced above.

Furthermore, the IEEE 802.11b receivers are assumed to be
characterized by the parameters
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Fig. 6. Model of overlapping IEEE 802.11b and Bluetooth channels, and the
corresponding coupling matrix I;.

Noise figure Fys= 7dB
Noise bandwidth B = 74 dBHz
Ref. noise pow. dens. Ny =  —174 dBm/Hz,
which results in a noise power of Nyyise = —93 dBm. From (2),

the thresholds for the amounts of tolerable interfering energy for
the three packet lengths used by the IEEE 802.11b networks are
Ermx =109 3.1 7.6 ]pl

Note that the IEEE 802.11b network is assumed only to use
clear channel assessment (CCA) mode 2 in this example, which
means that the network nodes consider the channel busy and
hold transmissions only when other IEEE 802.11b carriers are
detected. For simplicity, we have also assumed that there is no
internal interference within the IEEE 802.11b network, which
basically means that we consider an IEEE 802.11b network with
only two units and traffic in only one direction.

Lastly, we need to model the leakage of power between over-
lapping frequency channels. To illustrate how this is done, con-
sider the simple model of a 22 MHz wide IEEE 802.11b chan-
nel and a set of 1 MHz wide Bluetooth channels shown in Fig.
6. Let the IEEE 802.11b network be the interferer and let the
Bluetooth network be the reference network. The integration
in (1) is evaluated for each of the overlapping channels, result-
ing in the coupling matrix I; of size 1-by-79 shown in Fig. 6,
where P, is the total received interfering power per MHz from
the IEEE 802.11b network transmissions. In this application ex-
ample we use the more detailed models of the transmit power
spectra and the receiver channel selectivities of the Bluetooth
and IEEE 802.11b transceivers shown in Fig. 7, which roughly
correspond to what is given in the respective specifications [16],
[18]. The calculations of the coupling matrices I; are however
performed as described above.

B. Interference Analysis

Using the network parameters specified in the previous sec-
tion we will now analyze a heterogeneous system consisting of
one IEEE 802.11b network and multiple Bluetooth networks.
First, we investigate how the throughput of the single IEEE
802.11b network depends on the total number of interfering
Bluetooth networks and the distance to the networks, and then
we calculate the throughput of a Bluetooth network interfered
by the IEEE 802.11b network and other Bluetooth networks in
the system. For convenience we use only one distance attenua-
tion parameter, Lpr inerf, controlling the density of the interfer-

Bluetooth IEEE 802.11b
Transmit power spectrum Transmit power spectrum
1 MHz 22 MHz
= 0dB — 0dB
-20 dB
-30 dB
-40 dB
-50 dB
-60 dB
Bluetooth IEEE 802.11b
Channel selectivity Channel selectivity
1 MHz 22 MHz
- 0 dB el 0 dB
-11 dB
-41 dB -36 dB
-51dB -56 dB

Fig. 7. Models of Bluetooth and IEEE 802.11b transmit power spectra and
receiver channel selectivities.

Interfering network

Reference network

0 «—

/LPL,ref
LPL,intcrf %

Fig. 8. A reference network and a set of interfering networks.

ing networks>. In the general case, the individual distance atten-
uation parameters between all interfering networks and within
each network can be set arbitrarily.

First, consider a single IEEE 802.11b reference network in the
vicinity of interfering Bluetooth networks, as illustrated in Fig.
8. Due to the random back-off mechanism used in CSMA/CA,
the idle time between IEEE 802.11b packets is affected by the
transmissions from the interfering Bluetooth networks. When-
ever an IEEE 802.11b packet transmission fail due to interfer-
ing Bluetooth transmissions, random back-off is initiated and
the idle time is increased in the IEEE 802.11b network. Con-
sequently, given a certain number of Bluetooth networks at a
certain distance from the IEEE 802.11b network, the idle time
in the IEEE 802.11b network must first be calculated.

To calculate the IEEE 802.11b idle time parameter d, we use
a Markov model with six states corresponding to the different
sizes [18] of the contention window (CW) in number of slots,
CWSize=[31631272555111023 ], where aslot is 20 us. The
state diagram is illustrated in Fig. 9. The transition probabili-
ties in the Markov model are given by the packet type selection
probabilities, , and the successful packet reception probabili-
ties, Pr{success}, for the three IEEE 802.11b packet types.

3We disregard the geometrical problem of organizing the units in the system
according to the specified distances.
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Fig. 9. Markov state diagram for the IEEE 802.11b contention window sizes.

To calculate Pr{success} for each of the three IEEE 802.11b
packet types we use (7). E.g., if there is only a single interfer-
ing Bluetooth network present, we obtain the successful packet
reception probabilities [ 0.74 0.71 0.65 ] for a distance of 1 m
to the Bluetooth network units, [ 0.78 0.83 0.89 ] for 3 m, and
[ 1.0 1.0 1.0 ] for 5 m. Note that for 1 m, shorter packets have
higher probabilities of successful receptions, whereas for 3 m,
the situation is reversed. For a distance of 5 m to the Bluetooth
network, all three packet types are received correctly.

The transition probabilities in the state diagram in Fig. 9 are
then calculated, and once the transition probabilities have been
obtained, the stationary state probabilities of the Markov model
are calculated. These calculations are performed for all three
distances and all the number of interferers under consideration.
E.g., in the case of a single interfering Bluetooth network at 1
m distance to the IEEE 802.11b network units, the stationary
state probabilities [ 0.70 0.21 0.06 0.02 0.01 0.0 ] are obtained.
As the distance to the interferers is then increased, the states
corresponding to smaller CWs become more probable.

Finally, using the stationary state probabilities, the probabil-
ities for different values of the parameter d are calculated. The
idle time between two IEEE 802.11b packets consists of a SIFS
interval of 10 us, an ACK-frame time of 106 us, a DIFS in-
terval of 50 us, and a uniformly distributed random number of
slots, A, from 0 to CWSize. Thus, with known stationary state
probabilities, the probabilities for all possible values of d =
SIFS+ACK+DIFS+A - 20 ps can be calculated and used to-
gether with the other system parameters in (6) to calculate IEEE
802.11b network throughput in the presence of Bluetooth in-
terferers. However, including all the individual values of d in
the analysis is not feasible, since the computational complex-
ity grows with the number of packet types used. Therefore, to
reduce the number of parameters d, we evaluate the analytical
expression using only the mean value of d for each CW size*.
This results in idle time parameters d = [ 476 796 1436 2716
5276 10396 ] us in the IEEE 802.11b network.

With known idle time distributions in the IEEE 802.11b net-
work, the throughput can be calculated. The IEEE 802.11b net-
work throughput results from the calculations are shown in Fig.
10 as a function of number of interfering Bluetooth networks
for the three different distances to the interferers. Note that
the throughput of the IEEE 802.11b network is independent of
the use of DHx or DMx packets in the Bluetooth networks since
both types of packets are assumed to be of the same lengths and
transmitted with the same powers. It can be seen in the figure

4Calculations performed on a similar system, where the IEEE 802.11b net-
work only use the 1500 bytes packet type instead of the three types defined in
this example, show that increasing the number of idle time parameters d per CW
size from 1 through 5 yields almost identical throughput results.

IEEE 802.11b throughput [Mbit/s]

0 5 10 15 20
Number of Bluetooth interferers

Fig. 10. IEEE 802.11b network throughput as functions of number of interfering
Bluetooth networks for distances of 1, 3 and 5 meters to the interferers.

that when the Bluetooth networks are close to the IEEE 802.11b
reference network, throughput decreases very rapidly with the
number of interferers. With the interferers at a distance of 1 m
from the reference network, the IEEE 802.11b throughput is re-
duced to about 50 % for a single interfering Bluetooth network.
For distances of 3 and 5 meters, the corresponding numbers of
interferers are 2 and 9, respectively. Here, the throughput of the
IEEE 802.11b network is affected by the Bluetooth interference
both in terms of packet losses due to collisions, but also indi-
rectly in terms of larger idle times when packet losses occur.

To analyze the performance of a Bluetooth reference network
in the vicinity of the IEEE 802.11b network and the other in-
terfering Bluetooth networks in the system, we use the same
method as described above, calculating first the influence of
the Bluetooth interference on the idle time distribution in the
IEEE 802.11b network, and then the Bluetooth reference net-
work throughput as it is interfered by the IEEE 802.11b net-
work and the other Bluetooth networks in the system. In Fig. 11
the throughput of a Bluetooth reference network using either the
DHx packets or the DMx packets has been plotted as functions
of number of interfering networks for distances between refer-
ence and interfering units of 1, 3 and 5 m. Note that for a single
interfering network in the figure, there is only the interfering
IEEE 802.11b network present, and then, for numbers of inter-
ferers from 2 and above, there are also additional Bluetooth in-
terferers. It can be seen in the figure that the three curves for the
DHx and DMx packet type cases, indicate significant through-
put reductions due to the interference from the IEEE 802.11b
network, whereas the interference from the Bluetooth interfer-
ers has a lower impact on the performance reduction. For short
distances to the interfering networks, however, the impact of the
interference from the Bluetooth networks becomes more severe,
mainly due to the adjacent channel interference.

In this example, we have considered only a single IEEE
802.11b network. It is however possible to analyze a system
with multiple IEEE 802.11b networks [14] if their carriers are
sufficiently separated in frequency, or if they are sufficiently far
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for distances of 1, 3 and 5 meters to the interferers. The first interferer
is the IEEE 802.11b network and the additional interferers are Bluetooth
networks.

from each other, so that their transmissions can be assumed to
be independent.

The system model used does not take into account receiver
nonlinearities limiting the performance of, especially, Bluetooth
receivers under strong interference. Taking these into account
would result in lower calculated performance. Even so, as we
have shown above, the presented analytical framework can be
useful since it enables fast and straight forward investigations of
heterogeneous systems of interfering networks.

V. CONCLUSIONS

In this paper we have presented a framework with closed form
expressions for the throughput of interfering PRNs. The frame-
work allows for analysis of heterogeneous networks transmit-
ting multiple packet types over different channels sets, taking
also radio link properties into account. An example system con-
sisting of one IEEE 802.11b network and multiple Bluetooth
networks was analyzed to illustrate the use of the closed form
expressions and the strength of the framework. For the example
system, CDFs of received interfering energy from the interferers
were calculated and used to obtain IEEE 802.11b and Bluetooth
network throughput as functions of numbers of Bluetooth inter-
ferers.

Using the analytical framework important mechanisms limit-
ing the performance of heterogeneous interfering radio networks
can be investigated. This can be useful in the analysis of existing
radio networks, but also in the design of new radio interfaces.
The closed form expressions provide a powerful tool for general
understanding of the interference mechanisms and fast and flex-
ible evaluations of network and system throughput without the
need to perform extensive computer simulations.

The strength of the framework lies in the choice of system
model, which has been designed to capture interference effects
in systems of networks that use different types of packets with
different lengths and amounts of useful and overhead data, that
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are transmitted with different transmit power levels using differ-
ent widths and shapes of the transmit power spectrum, and that
are received with different receiver sensitivities. Some exten-
sions of the model, e.g., to handle less than full traffic load, can
easily be incorporated in the analysis, while other extensions,
e.g., to include other propagation models and fading, are more
complex and leave room for future work.
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