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Abstract—In recent years, Internet telephony or voice-over IP
is attracting an increasing amount of attention for the reason that
it has the potential to significantly reduce the cost of long-dis-
tance voice communication. To provide the interoperability
between different manufacturers and vendors, ITU-T is actively
drawing up the standard for the Internet telephony as ITU-T
Recommendation H.323. While H.323 is continuously revised,
there are, however, still many important issues needed to be
further discussed. In particular, the bandwidth management,
address translation, and intelligent call signaling/routing, which
are the major functions of an H.323 gatekeeper, have not yet
been fully addressed. In view of this, we develop in this paper an
H.323 gatekeeper prototype which fully complies with the H.323
recommendation, and explicitly illustrate the usefulness of this
prototype by devising two improved call-routing methods to deal
with the load-balancing problem among the gatekeepers. As a
matter of fact, the existing call-routing method used in the current
version of the H.323 is very primitive and will cause the loads
of the gatekeepers unbalanced. Using the gatekeeper prototype
devised, two improved call-routing methods are proposed based on
Multiple-Registration with Multicasted Location Request (MRML)
and Multiple-Registration with Hierarchical Database (MRHD).
To evaluate the performance improvement by these two load-bal-
ancing methods, we design an event-driven simulator and conduct
some experiments on it. We focus on two performance metrics,
call-blocking rate and channel utilization, which are both sensitive
to the load distribution. The experimental results show that the
call-blocking ratio and channel utilization are optimized with the
proposed load-balancing methods. It is also observed from our
empirical results that the call-blocking ratio is more sensitive to
the traffic load whereas the channel utilization is more sensitive to
the duration of a call.

Index Terms—Communication system signaling, ITU, Protocol,
teleconferencing, traffic control (communication).

1. INTRODUCTION

N RECENT years, Internet telephony or voice-over IP is at-

tracting an increasing amount of attention for the reason that
it has the potential to significantly reduce the cost of long-dis-
tance voice communication [10], [24]. Architectures for real-
time audiovisual communication are proposed in [2], [8], [11],
[17], [19], [25], [30], [31], and [34] to provide telephony ser-
vices over packet-based networks. Among others, ITU-T Rec-
ommendation H.323 [17], [22], [32] is the primary standard
for the Internet telephony. The H.323, first approved in 1996
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by ITU Study Group 15, specifies the technical requirements
for audio, video, and data communication across packet-based
networks. In essence, the H.323 is an umbrella recommenda-
tion which includes the specifications of the system compo-
nents [i.e., terminals, gateways, gatekeepers and multipoint con-
trol units (MCUs)], audio/video codecs [4], [12], [15], [16],
call-signaling/control protocols [14], [18], and network inter-
face [13]. By complying with the H.323, Internet telephony
products and applications from multiple vendors can interop-
erate with one another, allowing users of communicating with
each other without concern for compatibility.

While the H.323 is continuously revised, there are, however,
still many important issues needed to be further discussed [20],
[23]. In particular, the bandwidth management, address transla-
tion, and intelligent call signaling/routing, which are the major
functions of an H.323 gatekeeper, have not yet been fully ad-
dressed. In view of this, it is necessary to build a prototype
of an H.323 gatekeeper for further experiments and develop-
ments. In this study, we explore several methodologies for the
implementation of an H.323 gatekeeper prototype, and based
on these methodologies, devise the corresponding architecture
and implement an H.323 gatekeeper prototype. As will be ex-
plained in details later, the gatekeeper prototype built consists
of three software modules, i.e., the registration, admission, and
status (RAS) module, the call-routing module and the registra-
tion database. Using an H.323 protocol stack [1], we have suc-
cessfully implemented the H.323 gatekeeper prototype and vali-
dated the system built by having fluent two-way communication
according to the call-routing scenarios specified in the H.323.

It is worth mentioning that the H.323 gatekeeper prototype
we devised is very versatile and can be easily to incorporate
various features for further experiments. Specifically, we ex-
tend our gatekeeper prototype to deal with the load-balancing
problem among the gatekeepers by incorporating two improved
call-routing methods into it. As will be explained later, the ex-
isting call-routing method used in the current version of the
H.323 is very primitive and will cause the loads of the gate-
keepers unbalanced (See Section III-A). Using the gatekeeper
prototype devised, two improved call-routing methods are pro-
posed based on Multiple-Registration with Multicasted Loca-
tion Request (MRML) and Multiple-Registration with Hierar-
chical Database (MRHD). We will describe the design prin-
ciples and discuss the effects of these two methods upon the
system performance later. In addition, to evaluate the perfor-
mance improvement by our load-balancing methods, we design
an event-driven simulator and conduct some experiments on it.
The system model of the simulation is designed to reflect the
load-balancing problem among the gatekeepers. We focus on
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two performance metrics, call-blocking ratio and channel uti-
lization, which are both sensitive to the distribution of the load.
The experimental results show that the call-blocking ratio and
channel utilization can be significantly improved by the pro-
posed load-balancing methods by 34.2% and 13.1%, respec-
tively. It is also observed from our empirical results that the
call-blocking ratio is more sensitive to the traffic load whereas
the channel utilization is more sensitive to the duration of a call.

The contributions of this paper are twofold. We not only de-
vise an H.323 gatekeeper prototype for further developments
and experiments, but also, using the gatekeeper prototype de-
vised, propose two improved call-routing methods to tackle the
load-balancing problem among gatekeepers. To the best of our
knowledge, despite of their importance, the design, implementa-
tion and performance analysis of an H.323 gatekeeper were little
explored in the literature thus far. The fast growth of IP-based
applications justifies the timeliness and importance of this study.
Note that another competing architecture proposed by IETF also
plays a decisive role and has becomes increasingly important
in recent years [30]. IETF’s architecture addresses more on the
signaling protocol, SIP [9]. Accompanying this signaling pro-
tocol, several auxiliary protocols (e.g., RTP [28], RTSP [27],
and TRIP [26]) are adopted as the building blocks to provide
the infrastructure for the Internet telephony. We refer interested
readers to [7], and [29] for the comparison of the H.323 and
IETF’s architecture and to [6], [21], [33] for the extensions to
SIP protocol.

The rest of this paper is organized as follows. The methodolo-
gies for building an H.323 gatekeeper prototype is introduced
in Section II. In Section III, we explain the design principles of
the two improved call-routing methods to deal with the load-bal-
ancing problem among the gatekeepers. The performance of the
extended gatekeeper prototype is evaluated and analyzed in Sec-
tion IV. We conclude this paper with Section V.

II. BUILDING AN H.323 GATEKEEPER PROTOTYPE

In this section, we devise methodologies for building an
H.323 gatekeeper prototype. The prototype devised consists
of three software modules. The RAS module is designed in
Section II-A. The call-routing module is explained in Sec-
tion II-B. The registration database is described in Section
II-C. Section II-D depicts the corresponding architecture for
the H.323 gatekeeper prototype.

A. RAS Module Design

RAS messages are used in the H.323 to exchange informa-
tion between H.323 gatekeepers and the other endpoints (i.e.,
terminals, gateways, and MCUs). The details of the RAS mes-
sages are defined in the ITU-T Recommendation H.225.0 [13].
An H.323 gatekeeper utilizes RAS messages to provide manda-
tory functions (i.e., admission control, address translation, band-
width control and zone management) as specified in the H.323.
To facilitate our later discussion in Section III, we focus on the
designs of the endpoint registration and the call-admission pro-
cesses in this subsection.
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1) Endpoint Registration: The H.323 gatekeeper only pro-
vides services for the endpoints who have registered with it. In
other words, an endpoint has to register with a gatekeeper be-
fore it is able to take advantages of the services provided. To
determine which gatekeeper to register with, an H.323 endpoint
shall carry out the gatekeeper discovery process first. As speci-
fied in the H.323, gatekeeper discovery may be done manually
or automatically. Since our gatekeeper prototype is devised for
empirical studies, all the test endpoints are manually configured
in such a way that their mapping with gatekeepers is known a
priori.

After the gatekeeper discovery process, the endpoint knows
which gatekeeper to be associated with, and then sends a
registration request (RRQ) message to that gatekeeper. Upon
receiving the RRQ messages from the endpoints, our gatekeeper
prototype authorizes the registration based on the following
rules:

1) the endpoint is our own test program;

2) the endpoint resides in the same subnet as our gatekeeper
prototype;

3) the number of the registered endpoints is smaller than the
threshold of the gatekeeper’s capacity.

If the above rules are satisfied, our gatekeeper prototype con-
firms the registration by sending an registration confirm (RCF)
message back to the endpoint, and keeps the registration infor-
mation in the local database (which will be explained later in
Section II-C). Note that the authorization rules of the registra-
tion can be customized by the gatekeeper administrator to facil-
itate the management of the registered endpoints. For example,
we may limit the vendors or manufacturers of the endpoints to
the trusted ones.

2) Call Admission: As specified in the H.323, the endpoints
shall get the admission from their registered gatekeepers be-
fore they initiate or answer a call. In our design of the gate-
keeper prototype, the endpoints will have the qualifications for
call admission if they have registered at our gatekeeper and the
load of the gatekeeper is smaller than the administrator-defined
threshold. However, the request for the call admission would
still fail if the address translation process did not succeed. Note
that the H.323 allows three kinds of addressing methods (i.e., the
E.164 [3] number, the H.323 ID and the transport address) for
the calling party to indicate the called party. To establish calls
with E.164 numbers or H.323 IDs, the H.323 gatekeeper has to
first translate these alias addresses to the transport addresses.
If the called party has registered at the same gatekeeper as the
calling party, the gatekeeper can finish the address translation by
looking up the local registration database. If not, the gatekeeper
would have to multicast LRQ messages to all other gatekeepers
and wait for the result of the address resolution from them. If
no gatekeeper replies, the address translation will fail, and the
request for the call admission will be rejected. In this case, our
gatekeeper will send an admission reject (ARJ) message back
to the calling party. The algorithm for our gatekeeper prototype
to authorize an admission request is listed in the Appendix for
interested readers.

The admission control is very critical for the gatekeeper to
manage the resource (including the network bandwidth, CPU
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time, memory, etc.) owned by it. As noted in the previous sub-
section, the qualifications for call admission could be also cus-
tomized by the gatekeeper administrator to facilitate the man-
agement of the resource owned by the gatekeeper. For example,
we can extend our gatekeeper built to work with other mech-
anisms (such as bandwidth management or call-management
modules).

B. Call-Routing Module Design

An H.323 call can be established directly between the end-
points or routed via the H.323 gatekeepers. To deal with all kinds
of scenarios effectively, we unify them into one call state ma-
chine, and design a specific data structure to keep track of the
state and the routing information for each call. The call state ma-
chine is developed based on the methodology described in [5].
The data structure designed contains the following information:
1) the state of the call (i.e., idle, call offering, call connected, or
call disconnected); 2) the duration of the call; 3) the transport
address of the call routed from; 4) the transport address of the
call routed to; 5) the call signaling address of the calling party;
and 6) the call-signaling address of the called party. Note that the
transport address of the call routed from may be different from
the call-signaling address of the calling party. The transport ad-
dress of the call routed from is the transport address of the last
intermediate node along the routing path. It can be either the
transport address of the calling party or the transport address of
some gatekeeper along the routing path. If the transport address
of the call routed from is the same as the call-signaling address
of the calling party, it means that no other gatekeeper is between
the calling party and this gatekeeper. For the same reason, the
transport address of the call routed to may be different from the
call-signaling address of the called party.

The primitive method in the current version of the H.323 is
by sending the LRQ message to a specific Gatekeeper’s RAS
Channel TSAP Identifier, or by multicasting the LRQ message
to the gatekeeper’s well-known discovery multicast address.
The gatekeeper which the requested endpoint is registered with
shall respond the LCF message containing the contact informa-
tion of the endpoint or the endpoint’s gatekeeper. It is noted that
such a routing method suffers from several drawbacks. First, it
may cause the loads of the gatekeepers unbalanced. In addition,
multicasting LRQ messages will cause considerable bandwidth
consumption. To eliminate these problems, we design two
improved call-routing methods and incorporate them into the
gatekeeper prototype built.

C. Registration Database

As mentioned in Section II-A, the H.323 gatekeeper shall
keep the registration information to provide address translation,
call admission, and other mandatory functions defined in the
H.323. To this end, the schema of the registration database is
designed as shown in Fig. 1.

The attributes of call-signaling address and call-signaling
port are used to keep the transport address of the endpoint. Since
every endpoint is associated with only one transport address, we
set the combination of these two attributes as the primary key
to identify an endpoint. The attribute of the RAS Port is where
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Fig. 2. Architecture of the H.323 gatekeeper prototype.

the endpoint keeps listening for incoming RAS messages. End-
point Type indicates the type of the endpoints (which may be a
terminal, gateway, or MCU). The attributes of E. 164 and H.323
ID are the E.164 number and the H.323 ID of the endpoint, re-
spectively. Time to live (TTL) records the remaining time of the
valid registration. With this information, our prototype is able
to provide the mandatory functions of an H.323 gatekeeper, in-
cluding address translation, zone management, and admission
control.

D. Architecture of the H.323 Gatekeeper Prototype

We then construct the corresponding architecture for our
H.323 gatekeeper prototype. As shown in Fig. 2, the architec-
ture is built on top of the H.323 protocol stack and composed
of five components, i.e.,; 1) the call-routing module; 2) the
RAS module; 3) the database of the registration information; 4)
the graphical administrator interface; and 5) the configuration
file. The arrows in Fig. 2 stand for the data flows among these
components. It is noted that all incoming messages (i.e., RAS
messages, Q.931 call-signaling messages and H.245 call-con-
trol messages) are first processed by the call-routing module.
For the call-related messages, the call-routing module triggers
the call state machine (described in Section II-B) and updates
the call state and the call-routing information stored in the data
structure of the corresponding call. For the other messages, the
call-routing module passes them directly to the RAS module
for further processing. The RAS module is composed of four
submodules which implement the four mandatory functions of
an H.323 gatekeeper, i.e., zone management, admission con-
trol, bandwidth control, and address translation. The graphical
administrator interface is used by the system administrator to
monitor the status of each ongoing call, manipulate the database
and change the system configuration. The configuration file



CHANG et al.: H.323 GATEKEEPER PROTOTYPE

Endpoint

Fig. 3.

stores the system parameters such as system capacity, existing
subnet, and so on.

Our H.323 gatekeeper prototype and the H.323 terminal pro-
gram (i.e., which is used to test our gatekeeper) are developed on
a PC with Pentium IIT 450 CPU and 128-MB RAM. The oper-
ating system we adopt is Windows NT version 4.0 with service
pack 6a. We utilize an H.323 protocol stack to implement our
gatekeeper. The network interface to the Internet is 100-base-T
Ethernet card. We use Microsoft Visual C++ 6.0 as the devel-
oping tool.

III. IMPROVED H.323 CALL ROUTING METHODS

Based on the gatekeeper prototype built in Section II, we de-
vise two improved H.323 call-routing methods in this section to
deal with the load-balancing problem among the gatekeepers.
These two methods are MRML and MRHD. We introduce the
load-balancing problem in Section III-A. The proposed MRML
and MRHD methods are explained in Sections III-B and III-C,
respectively. The effects of these two methods upon the system
performance is discussed in Section III-D.

A. Load-Balancing Problem

As pointed out in Section II-B, the primitive call-routing
method of the H.323 will cause the loads of the gatekeepers
unbalanced. One reason is that the H.323 only allows the end-
point of registering with one gatekeeper but does not provide
any mechanism for load balancing. Hence, if the endpoints are
not equally distributed among the gatekeepers, the loads of the
gatekeepers will be unbalanced. Consider the scenario shown
in Fig. 3. Assume that two gatekeepers, GK11 and GK12, are
available for the endpoints on MANI, and two gatekeepers,
GK21 and GK22, are available for the endpoints on MAN2
after the gatekeeper discovery process. Suppose that all the
endpoints on MAN1 choose GK11 to register with. In this
case, every call from/to the endpoints on MAN1 will be routed
via GK11. As a result, GK11 will be heavily loaded whereas
GK12 will be idle all the time. The situation is similar if all the
endpoints on MAN2 choose GK22 to register with.

Second, the load-balancing problem will occur even though
the endpoints are equally distributed among the gatekeepers. For
example, assume that both GK11 and GK12 have two registered
endpoints on MAN1. However, if the registered endpoints of
GK11 make more calls than the registered endpoints of GK12,
the load of GK11 will be heavier than that of GK12. Thus, even
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though the endpoints are equally distributed among the gate-
keepers, the load-balancing problem will still occur. Further-
more, the gatekeepers are likely to be different from one to an-
other in computing power, disk storage and bandwidth connec-
tivity. If the endpoints are not distributed in accordance with
the gatekeepers’ capabilities, the load-balancing problem also
exists. In view of this, we shall devise improved call-routing
methods to deal with the load-balancing problem among the
gatekeepers.

B. MRML

The first improved call-routing method devised is based on
MRML. Conventionally, each terminal always chooses “one”
gatekeeper to register with after the gatekeeper discovery
process in the H.323. In our method, we design our terminal
program to allow of registering with more than one gatekeeper.
Explicitly, after the endpoint multicasts gatekeeper request
(GRQ) messages to the gatekeeper’s well-known discovery
multicast address, the endpoint will probably receive more
than one gatekeeper confirm (GCF) message replied from the
available gatekeeper. Instead of choosing one gatekeeper to
register with, we allow our terminal program of registering with
all the gatekeepers who have responded with GCF messages.
The motivation of such multiple registration is that we would
like the endpoint to have the opportunities of selecting the
gatekeeper with the lightest load for routing its call.

Next, recall that the endpoints shall get the admission from
their registered gatekeepers before they initiate or answer a call.
In our method, having registered with multiple gatekeepers,
an endpoint will send the ARQ messages to all the registered
gatekeepers before initiating or answering a call. In the case that
the endpoint wants to initiate a call, the registered gatekeepers
of the caller will authorize the admission request as described
in Section II-A.2 with the following modifications. First, to
learn about the load conditions of the called gatekeepers (i.e.,
the registered gatekeepers of the callee), the calling gatekeepers
(i.e., the registered gatekeepers of the caller) will multicast
LRQ messages to all other gatekeepers no matter which type
is the indicated callee’s address in the ARQ messages. After
the called gatekeepers receives the LRQ messages, they will
respond LCF messages with their load conditions piggybacked.
As such, the calling gatekeepers will know the load condition
of each called gatekeepers and thus be able to choose a called
gatekeeper with the lightest load to route their calls later.
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Scenarios of admission request and LRQ processes in the MRML method.
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Note, however, that such an approach would consume much
bandwidth if every calling gatekeeper multicasts the LRQ mes-
sages once to all other gatekeepers and every called gatekeeper
sends back the LCF messages to all the calling gatekeepers.
To remedy this drawback, our terminal program is designed
to possess the capability of specifying one calling gatekeeper
as the master and leaving the other calling gatekeepers as the
slaves in the ARQ messages. If the calling gatekeeper is speci-
fied as a master gatekeeper, it shall multicast the LRQ messages
to all other gatekeepers to inquire the callee’s transport address
and the load conditions of the called gatekeepers. If the calling
gatekeeper is specified as a slave gatekeeper, it shall send the
LRQ message to the master gatekeeper and waits for the reply.

Fig. 4 illustrates the scenarios of the admission request and
location request (LRQ) processes in the MRML method. As-
sume that GK11, GK12, and GK13 are the caller’s gatekeepers,
whereas GK21, GK22 and GK23 are the callee’s gatekeepers.
To initiate a call, the caller sends the ARQ messages to all the

Scenarios of LCF and admission confirm processes in the MRML method.

registered gatekeepers (i.e., GK11, GK12, and GK13) and spec-
ifies GK12 as the master gatekeeper and GK11 and GK13 as the
slave gatekeepers for example. After receiving the ARQ mes-
sage from the caller, GK12 will then multicast the LRQ mes-
sages to all other gatekeepers to inquire callee’s transport ad-
dress and the load conditions of the called gatekeepers. Since
GK11 and GK13 are the slaves, they will simply send the LRQ
messages to GK12 and wait for the replies. Note that when
GK12 receives the LRQ messages from GKI11 and GK13, it
will first examine the call IDs associated with those messages
to determine whether the LRQ messages are sent from the slave
gatekeepers or they are “real” LRQs from other gatekeepers. If
the LRQ messages are sent from the slave gatekeepers, GK12
will not respond to them until it obtains the replies to the LRQ
messages multicasted to all other gatekeepers. Otherwise, GK12
will respond to them accordingly.

Fig. 5 shows the scenarios of the LCF and admission con-
firm processes in the MRML method. Following the above ex-
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ample, since GK21, GK22, and GK23 are the callee’s gate-
keepers, they will return LCF messages indicating the trans-
port address of the callee and piggyback the load conditions of
themselves to GK12. Thereafter, GK12 will know the callee’s
transport address and the lightest gatekeeper in the called party
side. Assume that the lightest gatekeeper in the called party side
is GK23. GK12 will then return LCF messages containing the
transport address of the callee and the information that GK23
is the lightest gatekeeper in the called party side to GK11 and
GK13. Finally, GK11, GK12, and GK13 will return the ACF
messages with their load conditions piggybacked to the caller,
so that the caller will be able to determine which gatekeeper
in the calling party side is of the lightest load and then set up
the call via the lightest calling gatekeeper. Suppose that GK11
is the lightest gatekeeper in the calling party side. The Q.931
call-setup message will be sent from the caller, routed through
GK11 and GK23, and then forwarded to the callee, as shown in
Fig. 6.

It is noted that, in this MRML method, the dissemination of
the load conditions is totally based on the piggybacking tech-
nique. These piggybacked load conditions are stuffed in the non-

Proposed architecture of the MRHD method.

standard parameter reserved by the H.323 protocol for testing
purpose. Hence, the improved MRML routing method not only
achieves the goal of load balancing, but also remains compatible
with the conventional routing method of the H.323.

C. MRHD

The second call-routing method devised for load balancing is
based on MRHD. The concept of multiple registration in MRHD
follows the one in MRML. However, we notice that multicasting
LRQ messages for address translation are costly in MRML, es-
pecially when many gatekeepers are loosely distributed on the
Internet. In addition, multicast channel is an unreliable channel
which does not guarantee that the LRQ messages be sent to all
gatekeepers. In view of this, we employ the concept of a hier-
archical database and propose an extended architecture for the
purposes of address translation and load balancing as well.

Fig. 7 shows the extended architecture we propose. A two-
level hierarchical database is designed for the address transla-
tion and load balancing. The first level of the hierarchical data-
base is the local registration database in each gatekeeper, and
the second level of the hierarchical database is the regional LRQ
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server which covers all registration information of the gate-
keepers residing in that region. When one endpoint attempts to
register with the gatekeeper, the gatekeeper will keep a version
of the registration information in its local database and forward
a version to the LRQ server for record. Similarly, when the end-
point attempts to un-register with the gatekeeper, the gatekeeper
will not only delete the registration information in its local data-
base but also send a request to the LRQ server for deleting the
corresponding record. Furthermore, to provide the mechanism
of load balancing, the LRQ server also keeps track of the load
condition of each gatekeeper. Whenever a message is sent to the
LRQ server, the load condition of the source gatekeeper will be
updated with the piggybacked information.

Based on the proposed architecture, the MRHD method works
as the scenarios shown in Fig. 8 and Fig. 9. When initiating
a call, the caller will send the ARQ messages to all the regis-
tered gatekeepers (i.e., GK11, GK12, and GK13). To acquire the
callee’s transport address and the load conditions of the called

gatekeepers, the calling gatekeepers GK11, GK12, and GK13
will send the LRQ messages to the LRQ Server 1, no matter
which type is the indicated callee’s address in the ARQ mes-
sages. Since the called gatekeepers are not within the resident
region of the LRQ Server 1, the LRQ Server 1 will send a dis-
tributed database query message to retrieve the callee’s transport
address and the load conditions of the called gatekeepers. After
the LRQ Server 1 receives the response from the LRQ Server
2, it will return the LCF messages with the load conditions of
the called gatekeepers piggybacked to GK11, GK12, and GK13.
Therefore, the calling gatekeepers will know which gatekeeper
in the called party side is of the lightest load and will route the
call to it later. Finally, GK11, GK12, and GK13 will return the
ACF messages with their load conditions piggybacked to the
caller, so that the caller will be able to determine which gate-
keeper in the calling party side is of the lightest load and then
set up the call via the lightest calling gatekeeper. Assume that
GK11 and GK23 are the lightest gatekeepers in the calling and
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called party sides, respectively. As a result, the Q.931 call-setup
message will be sent from the caller, routed through GK11 and
GK23, and then forwarded to the callee, as shown in Fig. 9.

D. Discussion

With the help of the two improved call-routing methods (i.e.,
MRML and MRHD), we can obtain better performance than the
circumstance without using them. First, the technique of mul-
tiple registration allows an endpoint of registering with more
than one gatekeeper. The potential benefit of this feature is that
a terminal will be served by the gatekeeper with the lightest load
and thus gain better quality of service. The extra cost for this
technique is only on slightly increased storage capacity for more
registration entries. Such cost is deemed negligible in view of
the huge capacity of current hard drives.

Second, we piggyback the load condition of each gatekeeper
in the ACF and LCF messages. This technique allows the caller
of choosing a calling gatekeeper with the lightest load to set up a
call and allows the calling gatekeeper of choosing a called gate-
keeper with the lightest load to route the call. Clearly, this fea-
ture is able to achieve the goal of load balancing among the gate-
keepers and in turn accept more users to initiate video-confer-
ences (as will be shown in Section IV). Note that the extra data
piggybacked in the ACF or LCF message takes only 4 bytes, re-
sulting in very small overhead.

In the MRHD method, we propose a two-level hierarchical
database to reduce the network traffic incurred by multicas-
ting LRQ messages. This method not only solves the load-bal-
ancing problem among the gatekeepers but also improve the ad-
dress translation efficiency, especially when all gatekeepers are
loosely distributed on the Internet. With the H.323 gatekeeper
prototype built, we can devise customized functions to achieve
the goal of a high quality of service and low transmission cost.

IV. PERFORMANCE ANALYSIS

We experimentally compare the performance of an H.323
gatekeeper under the circumstances with and without the load-
balancing methods. The system model is introduced in Sec-
tion IV-A. The experimental results are discussed and analyzed
in Section IV-B.

A. System Model

In order to evaluate the performance of the improved call-
routing methods described in Section III, we develop a system
model as depicted in Fig. 10. This model is designed to reflect
the load-balancing problem among the gatekeepers. Without
loss of generality, we assume that the number of available gate-
keepers in the calling and called party side are both m. That is,
there are total 2m gatekeepers in our model. Without load-bal-
ancing methods, the calling party randomly selects a certain
gatekeeper in the calling party side to set up the Internet tele-
phony call, and the selected gatekeeper then also randomly se-
lects a certain gatekeeper in the called party side to route this
call. On the other hand, with the help of our load-balancing
methods, the gatekeepers with the lightest loads will be always
selected in the calling and called party sides to initiate and route
the call.

In addition, we assume that each gatekeeper can admit at most
c full-duplex channels, i.e., allows at most ¢ Internet telephony
calls to be established simultaneously. The interarrival time of
two consecutive call-setup attempts follows an exponential dis-
tribution with the mean value of ¢. The mean duration of each
call is assumed to be d. Table I provides a summary of the pa-
rameters and the default values used in the simulation.

B. Experimental Results

Based on the system model designed, we implement a simu-
lator using Microsoft Visual C++ package on an IBM-compat-
ible PC with Pentium III 450 CPU and 128-MB RAM. We focus
on two performance metrics, call-blocking ratio and channel
utilization, which are both sensitive to the distribution of the
load. The main objective of our simulation is to show the im-
pact of our load-balancing methods on the call-blocking ratio
with the aim to minimize it, and also the impact on the channel
utilization with the aim to maximize it. Each value is the result
of 10000 inputs of the call-setup attempts.

In the first experiment, we compare the call-blocking ratios
under the circumstances with and without the load-balancing
methods. First, we fix the mean duration of each call to 100
s, and examine the call-blocking ratios when the value of the
mean interarrival time of two consecutive call-setup attempts
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TABLE 1
PARAMETERS OF THE SYSTEM MODEL

Value (default)
Total number of call setup attempts 10000

Number of GKs (2m) 2 in each side
Number of channels each GK admits (c) 10

Interarrival time of call setup attempts (¢) | Exp. (p = 5 sec.)
Duration of each call (d) 100 sec.

System Parameters
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Fig. 11. Mean call-blocking rates under various mean interarrival time of
call-setup attempts.

increases. The call-blocking ratio in the experiment is calculated
as

ber of call set ject
call blocking ratio = Qrmber oF ca” sefup Tejects

number of call setup attempts

Fig. 11 shows the call-blocking ratio as the value of the mean
interarrival time of two consecutive call-setup attempts varies.
We observe that the call-blocking ratio under the circumstance
with load-balancing methods is in general smaller for different
values of the mean interarrival time of two consecutive call-
setup attempts. Specifically, the mean improvement of the call-
blocking ratio is 34.2%. The reason is that without load-bal-
ancing methods, the probability of which the overall load will
be rivetted on some gatekeepers raises as the overall traffic in-
creases. It will, in turn, increase the call-blocking ratio. How-
ever, with our load-balancing methods, the overall load will be
equally distributed to each gatekeeper while the overall traffic
increases. Thus, the call-blocking ratio can be decreased. Note
that as the traffic load increases to some level, the call-blocking
ratios are high in both cases.

Next, we fix the mean interarrival time of two consecutive
call-setup attempts to 5 s, and increase the mean duration of
each call to examine the variation of the call-blocking ratio.
Fig. 12 shows the call-blocking ratio against the mean duration
of each call. We note that the call-blocking ratio is minimized
with proposed load-balancing methods when the mean duration
of each call increases. Specifically, the mean improvement of
the call-blocking ratio is 25.5%. This is also due to the fact that
the overall load is fairly distributed among all gatekeepers. Note
that the increasing slopes of the unbalanced and balanced load
are similar to each other. It is because the call-blocking ratio is
more sensitive to the traffic load (as shown in Fig. 11) rather
than to the mean duration of each call (as shown in Fig. 12).
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In the second experiment, we evaluate the effect on the
channel utilization under the circumstances with load-bal-
ancing methods. Similar to the first experiment, we first fix the
mean duration of each call to 100 s, and examine the channel
utilization when the value of the mean interarrival time of
two consecutive call-setup attempts increases. The channel
utilization in the experiment is calculated as

mean number of channels occupied

channel utilization = total number of available channels

Fig. 13 shows the channel utilization against the mean interar-
rival time of two consecutive call-setup attempts. It can be seen
that channel utilization performs better with our load-balancing
methods especially when the traffic load is high (i.e., the mean
interarrival time of two consecutive call-setup attempts is short).
Specifically, the mean improvement of the channel utilization is
13.1%. The reason is that the call-blocking ratio is minimized
by our load-balancing methods, so the channel utilization is, in
turn, increased.

Then, we fix the mean interarrival time of two consecutive
call-setup attempts to 5 s, and increase the mean duration of each
call to examine the variation of the channel utilization. Fig. 14
shows the channel utilization against the mean duration of each
call. The result also reveals that the channel utilization performs
better under the effect of our load-balancing methods on mini-
mizing the call-blocking ratio. Specifically, the mean improve-
ment of the channel utilization is 11.7%. It is noted that the
channel utilization raises more sharply under the circumstance
with load-balancing methods when the mean duration of each
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call increases. The reason is that the channel utilization is more
sensitive to the mean duration of each call than the traffic load.

V. CONCLUSIONS

In this paper, we designed and implemented an H.323
gatekeeper prototype for video conferencing on packet-based
networks. The gatekeeper prototype is designed to follow the
ITU-T H.323 Recommendation, and is hence interoperable
with other H.323 compatible endpoints on the Internet. To illus-
trate the usefulness of this prototype, we devised two improved
call-routing methods to deal with the load-balancing problem
among the gatekeepers. Using the gatekeeper prototype built,
one method for load balancing is based on MRML and the other
is based on MRHD. To evaluate the performance improvement
by these two methods, we designed an event-driven simulator
and conducted some experiments on it. We focused on two
performance metrics, call-blocking ratio and channel utiliza-
tion, which are both sensitive to the distribution of the load.
The experimental results showed that the call-blocking ratio
and channel utilization can be significantly improved by the
proposed load-balancing methods since the overall load will
be equally distributed to every participating gatekeeper. It is
also observed from our empirical results that the call-blocking
ratio is more sensitive to the traffic load, whereas the channel
utilization is more sensitive to the duration of a call.

APPENDIX
ALGORITHM FOR ADMISSION CONTROL

Algorithm Admission Control()
if (the caller has registered at the GK) {
if (the type of the callee’s address !=
Transport Address) {
if (the callee has registered at the GK) {
Search the local registration database
for address translation;
send ACF to the callee;
return true;
} else {
Multicast LRQ to other GKs;
Wait for LCF (timeout = 2 second);
if (LCF is received) {
send ACF to the callee;
return true;
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} else {
send ARJ to the callee;
return false;

}
} else {
Send ACF to the caller;
return true;
}
else
Send ARJ to the caller;
return false;
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