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Abstract—The design options of sensing-communication coex-
istence (SCC) vs. integrated sensing and communications (ISAC)
relying on non-orthogonal downlink transmission (NO-DLT) and
transmit antenna selection are investigated. To be practical, both
realistic residual hardware impairments (RHI) and imperfect suc-
cessive interference cancellation are considered. The performance
of the SCC and ISAC NO-DLT frameworks is characterized by
deriving both the exact and the asymptotic outage probabilities
(OPs) as well as the probability of successful target detection
(PoD). Our numerical results demonstrate the accuracy of the
theoretical analysis and confirm that: 1) The ISAC NO-DLT
framework is superior to the SCC NO-DLT framework both in
terms of its OP and PoD; 2) The realistic RHI degrades the S&C
performance of both the SCC and ISAC NO-DLT frameworks.

I. INTRODUCTION

Since the fifth-generation (5G) new radio (NR) standardiza-
tion has reached maturity, the research commonly has turned
to exploring new avenues. Sensing and communication (S&C)
systems tend to become more and more similar in terms of
their hardware, channel characteristics, and signal processing.
Moreover, the combination of S&C can further improve the
efficiency of wireless resources [1]. To this end, it is envisioned
that radio sensing will develop into an essential function of
the future communication systems in support of the vehicle-
to-everything, smart homes, and environmental monitoring,
etc [2]. Sensing-communication coexistence (SCC) as well as
integrated sensing and communication (ISAC) are considered
as feasible frameworks for the sixth-generation (6G) systems
[3], [4].

Under the SCC framework, the S&C stations operate in-
dependently of each other, while in the ISAC framework,
a unified hardware platform is used for accomplishing both
S&C functionalities simultaneously [5]–[8]. In [5], a power
allocation algorithm was designed for maximizing the com-
munication throughput while satisfying the minimum receive
signal-to-interference-plus-noise ratio (SINR) required for re-
liable sensing in the SCC system. The sum-rate and the
probability of detection (PoD) for sensing were analyzed in
the full-duplex SCC system scenario of [6]. In [7], the non-
cooperative target was regarded as an illegal eavesdropper, and
then both the receive signal-to-noise ratio (SNR) of the target
and the secrecy rate of the system were investigated in the
ISAC system, respectively. The authors of [8] derived both
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the sensing estimation rate and communications water-filling
inner bound of the ISAC systems in which the sensing station
was employed as a relay for communication.

The contributions [5]–[8] considered traditional orthogonal
downlink transmission (O-DLT) for communication. However,
O-DLT is unable to satisfy the massive access of requirements
imposed by the rapids of Internet-of-Things (IoT) devices.
As a remedy, non-orthogonal downlink transmission (NO-
DLT) was proposed as a promising concept for 6G to ensure
that the spectral efficiency and quality of service for the
IoT devices can be further improved [9]. Specifically, NO-
DLT provides services for multiple IoT devices by sending
superimposed signals in the same time/frequency/code domain
resources from the transmitter (TX). At the receiver (RX),
typically successive interference cancelation (SIC) is adopted
for detecting the signals [9]. In [10], the transmit beamformer
was designed for maximizing the secrecy sum rate of ISAC
NO-DLT systems, where the sensing target was considered
to act as an eavesdropper degrading the confidentiality of
the communication function. However, the authors of [5]–[8],
[10] assumed having perfect radio frequency (RF) equipment,
which is overly idealistic. In realistic practical scenarios,
the equipment may be affected by phase noise, in-phase
and quadrature-phase imbalance, and amplifier non-linearities.
Although some advanced compensation algorithms have miti-
gated the influence of the hardware impairments (HIs), leaving
solve residual HI (RHI) is inevitable [11].

The authors of [3]–[8] laid the solid foundations for both
SCC and ISAC systems. However, the S&C performance
analysis of the SCC and ISAC frameworks based on NO-DLT
is still widely unexplored. In light of the above, we fill in these
research gaps in the SCC and ISAC NO-DLT literature. As a
further extension, a transmit antenna selection (TAS) strategy
based on the IoT device fairness is proposed for reducing the
number of activated RF chains and the power consumption as
well as hardware cost, while maintaining the benefits of mul-
tiple antennas, while satisfying IoT devices having different
priorities [12]. To be more practical, by taking into account
the equipment aging and the environmental uncertainties, we
elaborate on quantifying the residual hardware impairment
(RHI) effects, which result in imperfect SIC (ipSIC) at the
RXs. It should be emphasized that both the SCC and ISAC
NO-DLT frameworks considered can be used in vehicle-to-
vehicle and vehicle-to-everything communications [13], [14].
In order to evaluate the performance of the SCC and ISAC
NO-DLT frameworks, the closed-form and approximate outage
probabilities (OPs) of the IoT devices are obtained for com-
munication. In addition, the sensing performance is analyzed
by deriving the expression of the PoD. Our contributions are
boldly and explicitly contrasted to the relevant state-of-the-art
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(a): An illustration of the SCC NO-DLT framework.
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(b): An illustration of the ISAC NO-DLT framework.
Fig. 1: System model.

at a glance in Table I. Our numerical results show that due
to the interference and other non-ideal factors, the OPs of the
IoT devices exhibit error floors. Moreover, we demonstrate
that the outage performance and the sensing capability of the
ISAC outperform those of the SCC NO-DLT framework.

TABLE I: Comparison with available papers
Paper [3] [4] [5] [6] [7] [8] Proposed
SCC X X X X
ISAC X X X X X

ISAC vs. SCC X X
RHI X X
PoD X X
OP X

NO-DLT X
TAS X

Notations: In this paper, CN (a, b) denotes a complex
Gaussian random variable with mean a and variance b; C
represent complex numbers; E [X] is the expectation of X;
Γ (a, b) represents the incomplete gamma function.

II. SYSTEM MODEL
In Fig. 1(a) and Fig. 1(b), we consider the SCC and ISAC

frameworks based on the NO-DLT supporting multiple IoT
devices, respectively. For the SCC NO-DLT framework, the
communication station S and the sensing station R operate
independently of each other and are deployed at different
locations. Specifically, S aims for communicating with N
IoT devices (D1, D2, . . . , DN ), while R makes the decisions
concerning the existence of a non-cooperative target T within
the sensing range. It is assumed that all the IoT devices and R
are equipped with a single-antenna, while S is equipped with
NS antennas with NS > N . For notational convenience, we
use hSkDm to denote the channel between the k-th antenna of
S and the m-th IoT device. Furthermore, hRT and hTR denote
the sensing channels of the R→ T and T → R links, hRDm
represents the interference channel spanning from R to the
m-th IoT device, hSkR is the interference channel impinging
from the k-th antenna of S upon R, and hTDm is the
interference channel reflected from T to the m-th IoT device.
By contrast, for the ISAC NO-DLT framework, S performs
both communication and target sensing functions simultane-
ously. We assume that S is equipped with NS antennas.
Additionally, hSkT and hTSk denote the sensing channels and
hSI represents the self-interference (SI) channel associated
with the transmitting and receiving signals simultaneously. It
is assumed that the small-scale fading channels between all
equipment pairs are modeled by the uncorrelated Rayleigh

distribution. We use hi = h
/√

1 + dαi and ρi = |hi|2,
i ∈ {SkDm, RT, TR,RDm, TDm, SkR,SkT, TSk} to de-
note the channel coefficients and gains, where h ∼ CN (0,Ω).
Finally, α is the path-loss exponent and di denotes the dis-
tance1.

For the TAS strategy proposed, the best antenna is selected
for maximizing the received SINR of Dm. More particularly,
to further improve the fairness of the IoT devices for the NO-
DLT system considered, we assume that the farthest IoT device
DN has the highest priority, followed by DN−1, ..., while D1

has the lowest priority. On this basis, the best antenna for DN

is selected from NS antennas, ..., and D1 selects from the
remaining NS −N + 1 antennas. Hence, the best antenna for
Dm can be chosen as

k∗ = arg max
k∈{1,2,...,NS−N+m}

ρSkDm (1)

A. SCC NO-DLT framework
As seen from Fig. 1(a) for the SCC NO-DLT framework,

S and R transmit their own signals so that the S&C can be
carried out. As for the communication function, S intends
to send xS =

∑N
n=1

√
anPSxn to the IoT devices, where

xn ∈ C is the expected signal of Dn with E
[
|xn|2

]
= 1,

PS denotes the transmit power of S, and an represents the
power allocation coefficient of xn with

∑N
n=1 an = 1 and

a1 < a2 < . . . < aN . As for the sensing function, R sends
xR =

√
PRxr to sense the non-cooperative targets, where

xr ∈ C is the sensing signal with E
[
|xr|2

]
= 1 and PR

denotes the transmit power of R. From a global perspective,
the signal received at the m-th IoT device is expressed as2

yC
Dm =hSDm(xS+ηt,SDm)+hTDmhRT (δRDmxR+ηt,RDm)

+ηr,SDm+ηTr,RDm+hRDm (xR+ηt,RDm)+ηRr,RDm+nCDm , (2)

where δRDm is the scattering coefficient of the target by
R → T → Dm

3, nCDm ∼ CN (0, N0) denotes the additive

1In essence, the channel models of S&C are distinct. Explicitly, during
the signal transmission, the communication channel is unidirectional, while
the bidirectional sensing channel is multiplicative, which can be expressed as
hRT hTR and hST hTS for the SCC and ISAC frameworks, respectively. It
should be further noted that if there is no target in the sensing range, then
hRT , hTR, and hTDm are set to 0. If the target is sensed by R, the channel
state information (CSI) can be estimated from the receive signals, which will
be discussed in Section IV in detail.

2Hereinafter, to simplify the statement, hS∗
k
Dm , hS∗

k
R, hS∗

k
T , and hTS∗

k
are replaced by hSDm , hSR, hST and hTS , respectively.

3It should be pointed out that the scattering coefficient is affected by target
structure, surface medium, signal wavelength, polarization mode and target
azimuth angle [15].
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white Gaussian noise (AWGN) at Dm and N0 is the noise
power. Furthermore, ηt,SDm ∼ CN

(
0, κ2t,SPS

)
and ηr,SDm ∼

CN
(
0, κ2r,DmρSDmPS

)
represent the distortion of S and Dm

by S → Dm, while κt,S and κr,Dm characterize the levels
of RHI at the TX and RX. To elaborate further, ηt,RDm ∼
CN

(
0, κ2t,SPR

)
and ηTr,RDm ∼ CN

(
0, κ2r,DmρRT ρTDmPR

)
represent the distortion of R and Dm by R→ T → Dm and
ηRr,RDm ∼ CN

(
0, κ2r,DmρRDmPR

)
represents the distortion

of Dm by R → Dm [11]. After some further mathematical
manipulations, (2) can be rewritten as

yCDm = hSDm (xS + ηSDm)︸ ︷︷ ︸
Signal from S

+hRDm (xR + ηRDm)︸ ︷︷ ︸
Interference from R

+ hTDmhRT (δRDmxR + ηRDm)︸ ︷︷ ︸
Interference from T

+nCDm , (3)

where ηSDm ∼ CN
(
0, κ2SDmPS

)
and ηRDm ∼

CN
(
0, κ2RDmPR

)
are the aggregate levels of RHI with

κSDm =
√
κ2t,S + κ2r,Dm and κRDm =

√
κ2t,R + κ2r,Dm .

According to the NO-DLT protocol, SIC is adopted at the
RXs for detecting the signals.4 Therefore, the received SINR
of xj at Dm, m 6 j 6 N , can be expressed as

γC
Dm→j =

ρSDmajγS
ρSDmγSφ1+ρRDmγRφ2+ρRT ρTDmγRφ3+1

, (4)

where ρSDmγSφ1 represents the inter-user interference
with φ1 =

∑j−1
n=1 an+ε

∑N
p=j+1 ap+κ2SDm , ρRDmγRφ2 de-

notes the interference caused by R in conjunction with
φ2 =1+κ2RDm , ρRT ρTDmγRφ3 is the interference caused by
the target scattering along with φ3 = δ2RDm + κ2RDm , γS =
PS/N0, γR = PR/N0, and ε ∈ [0, 1] represents the level of
SIC.

Similar to (3), the signal received at R can be expressed as
yCR = hTRhRT (δRRxR + ηRR)︸ ︷︷ ︸

Echo from T

+
∑

hSR (xS + ηSR)︸ ︷︷ ︸
Interference from S

+nCR,

(5)
where ηRR ∼ CN

(
0, κ2RRPR

)
and ηSR ∼ CN

(
0, κ2SRPS

)
are the aggregated RHI caused by R→ T → R and S → R.
δRR is the scattering coefficient of the target by R→ T → R,
and nCR ∼ CN (0, N0) denotes the AWGN at R.

B. ISAC NO-DLT framework
As seen from Fig. 1(b) for the ISAC NO-DLT framework,

the signal transmitted by S is capable of simultaneously sup-
porting C&S. Explicitly, S transmits xS =

∑N
n=1

√
anPSxn

to communicate with N IoT devices and concomitantly sense
the non-cooperative targets. Therefore, the signal received at
the m-th IoT device can be expressed as5

yIDm =
∑

hTDmhST (δSDmxS+ηSDm)︸ ︷︷ ︸
Interference from T

+hSDm(xS+ηSDm)︸ ︷︷ ︸
Signals from S

+nIDm,

(6)

4Note that although the SIC increases the complexity of the RXs, with the
development of industrial technology, more and more sophisticated and pow-
erful high-end IoT devices will be designed, which facilitates the successful
execution of SIC.

5We need to point that the expected signals of the IoT devices exist in the
echo, while the channels hST and hTDm need to be estimated, which has
exceeded the scope of this treatise and will be set aside for our future work.

where δSDm denotes the scattering coefficient of the target
in the S → T → Dm links, and nI

Dm
∼ CN (0, N0) is the

AWGN at Dm.
According to the NO-DLT protocol, the SINR at Dm, m 6

j 6 N , can be expressed as

γIDm→j =
ρSDmajγS

ρSDmγSφ1 + ρTDmρST γSφ4 + 1
, (7)

where we have φ4 = N
(
δ2SDm + κ2SDm

)
.

The signal received at S can be formulated as

yIS =
∑

hTShST (δRRxS+ηSS)+hSI
√
PSxSI+nIS , (8)

where denotes the AWGN at S, xSI ∈ C denotes the SI signal
associated with E

[
|xSI |2

]
= 1, ηSS ∼ CN

(
0, κ2SSPS

)
and

δSS represents the aggregated RHI and scattering coefficient
of the target caused by S → T → S, respectively.

III. COMMUNICATION PERFORMANCE ANALYSIS
In this section, both the exact and asymptotic OPs are

analyzed to evaluate the communication performance.

A. Exact OP
1) SCC NO-DLT framework: The outage event occurs at

the m-th IoT device, when the expected signal of Dj cannot
be decoded by Dm, m 6 j 6 N . Thus, the OP of Dm for the
SCC framework can be expressed as

PC
Dm = 1−Pr

(
γCDm→m > γthm, . . . , γ

C
Dm→M > γthM

)
, (9)

where γthj denotes the outage threshold SINR of Dj .
Based on the above, we derive the exact OP expression PC

Dm
for the SCC NO-DLT framework in the following theorem.

Theorem 1. For the SCC framework, PC
Dm

is given by

PC
Dm = 1−

NS−N+m∑
t=1

(
NS−N+m

t

)
(−1)

t
e

βSDm
tϑφ3βTDm

βRT
− ϕ∗mt
βSDm

×
β2
SDm

tϑφ3βTDmβRT (βSDm+tϑφ1βRDm)
Γ

(
0,

βSDm
tϑφ3βTDmβRT

)
,

(10)

where we have βi = Ω
/√

1 + dαi , ϕ∗m = max
m6j6N

ϕj , ϑ =

ϕ∗mγR, and ϕj = γthj/[γS (aj − γthjφ1)] with aj>γthjφ1,
otherwise PC

Dm
=1.

Proof. See Appendix.

2) ISAC NO-DLT framework: Similar to (9), the OP of Dm

for the ISAC NO-DLT framework is described as

PI
Dm =1−Pr

(
γI
Dm→m > γthm, . . . , γ

I
Dm→M > γthM

)
. (11)

Based on the above, we derive the exact OP expression PI
Dm

for the ISAC NO-DLT framework in the following theorem.

Theorem 2. For the ISAC framework, PI
Dm

is given by

PI
Dm =1−

NS−N+m∑
q=1

(
NS−N+m

q

)
(−1)

q+1 βSDm
qξφ4βSTβTDm

× e
βSDm

qξφ4βST βTDm
− qθ∗m
βSDm Γ

(
0,

βSDm
qξφ4βSTβTDm

)
, (12)



4

where we have θ∗m = max
m6j6N

θj , ξ = γSθ
∗
m, and θj =

γthj/(aj − γthjφ1) with aj > γthjφ1, otherwise PI
Dm

= 1.

Proof. Similar to Theorem 1, substituting (7) into (11), (12)
can be obtained after some mathematical manipulations.

B. Asymptotic OP
1) SCC NO-DLT framework: When γS , γR→∞, the SINR

of xj at Dm can be rewritten according to (4) as

γC,∞
Dm→j

=
ρSDmaj

ρSDmφ1 + ρRDmφ2 + ρRT ρTDmφ3
. (13)

The asymptotic OP expression of Dm for the SCC NO-DLT
framework is given in the following corollary.

Corollary 1. The asymptotic analytical OP expression of Dm

for the SCC NO-DLT framework is given by

PC,∞
Dm

= 1−
NS−N+m∑

t=1

(
NS−N+m

t

)
(−1)

t+1
e

βSDm
βTDm

βRT tφ3ϕ
∗
m,∞

×
β2
SDm

βRTβTDmtφ3ϕ
∗
m,∞

(
βSDm + tφ2ϕ∗m,∞βRDm

)
× Γ

(
0,

βSDm
βTDmβRT tφ3ϕ

∗
m,∞

)
, (14)

where we have ϕ∗m,∞ = max
m6j6N

ϕj,∞ with ϕj,∞ = ϕjγS .

Proof. Substituting (13) into (9), similar to Theorem 1, (14)
can be obtained after some mathematical manipulations.

2) ISAC NO-DLT framework: When γS , γR → ∞, the
SINR of xj at Dm can be rewritten according to (7) as

γI,∞
Dm→j

=
ρSDmaj

ρSDmφ1 + ρST ρTDmφ4
. (15)

The asymptotic expression OP of Dm for the ISAC NO-
DLT framework is given in the following corollary.

Corollary 2. The asymptotic analytical OP expression of Dm

for the ISAC NO-DLT framework is expressed as

PI,∞
Dm

= 1−
NS−N+m∑

q=1

(
NS−N+m

q

)
(−1)

q+1
e

βSDm
qβTDm

βST φ4θ
∗
m

× βSDm
qφ4θ∗mβTDmβST

Γ

(
0,

βSDm
qβTDmβSTφ4θ

∗
m

)
. (16)

Remark 1. It should be pointed out that the outage perfor-
mance of the IoT devices is related to the target attributes. If
the target is absent, both the SCC and ISAC NO-DLT frame-
works degenerate into the traditional NO-DLT frameworks.
Moreover, if κSDm = κRDm = κRR = κSR = κSS = ε = 0
is established, the frameworks reduce to the ideal condition.

IV. SENSING PERFORMANCE ANALYSIS

For sensing, the fundamental tasks are target detection and
parameter estimation. Specifically, target detection implies that
the sensing RXs determine whether the target is present or
not based on the power of the received signals. By contrast,
parameter estimation is used to judge the target attributes,
such as velocity and distance, based on the delay or Doppler
frequency of the received signals. Hence, target detection is the
premise of parameters estimation. Therefore, in this paper, we

focus our attention on the problem of target detection. During
the signal processing, due to the noise and the interference
from S, the sensing RXs may make wrong decisions, which
is reflected in the sensing performance of the system. Indeed,
typically the PoD and probability of false alarm (PoFA) are
used to jointly describe the sensing performance [15]. The
PoD Pd and the PoFA Pfa represent the probability of the
sensing equipment making a correct or incorrect decisions
when the target is within the sensing range. Specifically, Pd

and Pfa are respectively given as Pd = Pr (H1|H1) and
Pfa = Pr (H1|H0), where the alternative hypothesis H1

refers to the receive signals containing echoes, noise, and
interference. By contrast, the null hypothesis H0 indicates that
the receive signals do not contain echoes [15]. Based on this,
we now study the sensing behavior by deriving the PoDs for
the SCC and ISAC NO-DLT frameworks.

A. SCC NO-DLT framework

For the SCC NO-DLT framework, we assume that the null
hypothesis HC

0 only includes the AWGN and the interference
from S, while the alternative hypothesis HC

1 additionally
includes the target echoes. According to (5), the binary hy-
pothesis sensing problem may be described as

HC
0 : yCR =

∑
hSR (xS + ηSR) + nCR, (17)

HC
1 :yCR=hTRhRT (δRRxR+ηRR)+

∑
hSR(xS+ηSR)+nCR.

From (17), we can observe that the power received at R is

E
[∣∣yCR∣∣2]=ρRT ρTRPR

(
δ2RR+κ2RR

)
+NρSR

(
1+κ2SR

)
PS+N0.

(18)

Then, the information related to the target for the SCC
framework may be inferred as

ρRT ρTR
(
δ2RR+κ2RR

)
PR=E

[∣∣yCR∣∣2]−NρSR(1+κ2SR
)
PS−N0.

(19)

It should be noted that the noise and channels in (19)
obey the Gaussian and Rayleigh distributions under statistical
theory. However, due to the randomness of the instantaneous
noise and channels, it is possible to make the wrong decision
by the sensing RX. Therefore, according to the Neyman-
Pearson criterion [15], the PoD may be maximized at a
fixed PoFA. Based on (17), we can confirm that E

[∣∣yCR∣∣2]
is the non-central Chi-square random variable with a degree-
of-freedoms (DoF) which is three under HC

0 and five under
HC

1 . Hence, the false-alarm and sensing probabilities of R are
respectively expressed as

PC
fa = Q 3

2

(√
2NρSRPS (1 + κ2SR) /N0,

√
2ζ/N0

)
, (20)

PC
d=Q 5

2

(√
2(ρRT ρTRδ2RRPR+NρSRPS)/PC

n ,
√

2ζ/PC
n

)
,

(21)

where we have PC
n = ρRT ρTRκ

2
RRPR +NρSRκ

2
SRPS +N0,

ζ denotes the sensing threshold and Q (·, ·) is the Marcum
Q-function.
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B. ISAC NO-DLT framework
For the ISAC NO-DLT framework, assuming that the null

hypothesis HI
0 only includes the noise and SI from S, while

the alternative hypothesis HI
1 is additionally contaminated by

the target echoes. According to (8), we arrive at
H I

0 : yIS =
∑

hSI
√
PSxSI + nIS , (22)

H I
1 : yIS =

∑
hTShST (δRRxS + ηSS) + hSI

√
PSxSI + nIS .

Similar to (19), the information related to the target in the
ISAC framework may be expressed as
NρST ρTS

(
δ2SS+κ2SS

)
PS=E

[∥∥yIS∥∥2]−NρLIPS−N0. (23)

From (22), we can observe that the receive power of S is a
non-central Chi-square random variable with a DoF which is
two under HI

0 and four under HI
1. Thus, the false-alarm and

the correct PoD of S are respectively expressed as

PI
fa = Q1

(√
2NPSρSI/N0,

√
2ζ/N0

)
, (24)

PI
d =Q2

(√
2NPS(δ2SSρST ρTS+ρSI)/P I

n,
√

2ζ/P I
n

)
, (25)

where we have P I
n = Nκ2SSρST ρTSPS +N0.

Remark 2. From (20), (21), (24), and (25), we can observe
that for a given false-alarm probability, there exists a unique
ζ corresponding to it, and then the PoD can be obtained.
Additionally, it can be concluded that the PoFA is caused by
the combination of the AWGN and the interference imposed
by the communication TX on the sensing RX.

V. NUMERICAL RESULTS

In this section, some numerical results are provided for char-
acterizing the accuracy of the theoretical analysis by Monte-
Carlo computer simulations. According to the third generation
partnership (3GPP) LTE-advanced [16] and practical commu-
nication scenarios, e.g., vehicle-to-vehicle communication in
urban environment, and low-altitude unmanned aerial vehicle
communication are used, which have the simulation parame-
ters of Table II.6

TABLE II: Simulation parameters
Parameter Value Parameter Value Parameter Value

κ 0.08 ε 0.01 N0 1
N 2 a1 0.3 a2 0.7
γth1 1 γth2 2 Ω 1
α 2 δRDm , δSDm 0.1 δSS , δRR 0.9

dSR, dSD1 10 m dSD2 , dRD1 15 m dRT , dTR 15 m
dST , dTS 15 m dRD2

, dTD1
20 m dTD2

25 m

Fig. 2 illustrates the OPs of the IoT devices versus the
transmit power of the communication station both for the ISAC
and SCC frameworks at the same power consumption. The
perfect match between our Monte Carlo simulation results and
the theoretical values confirms the accuracy of the theoretical
derivation in Section III. Observe from Fig. 2 that the proposed
NO-DLT frameworks deliver exceptional outage performance
compared to the traditional O-DLT. It can be further observed

6In contrast to [14] and [17], the main objective of this paper is to compare
the performance of SCC and ISAC frameworks, so as to provide theoretical
support for the design of future S&C systems. Using real-world data is set
aside for a full future journal paper.
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that the ISAC NO-DLT framework outperforms the SCC NO-
DLT framework. This is because for the SCC framework, the
direct irradiation of the sensing station may impose strong
interference on the IoT devices, while the ISAC framework
avoids this phenomenon. Additionally, we can also observe
that the OPs of the IoT devices are bounded by the non-ideal
factors of RHI, ipSIC as well as the interference among the
equipment.

Fig. 3 presents the OPs of the IoT devices versus the RHI
and ipSIC at PS = PR = 30 dBm and PS = 60 dBm for the
SCC and ISAC frameworks, respectively. It can be seen that
both the ipSIC and RHI degrade the outage performance of
the IoT devices, and that the OPs are more sensitive to the
performance of SIC than to the RHI. Furthermore, since the
signal detection at the farthest IoT device is independent of
the SIC performance, the variations of the ipSIC parameters
have no effect on the OP of DN .

Fig. 4(a) shows the PoD versus the transmit power of the
sensing station at Pfa = 10−6. We plot the PoD curves for
both the SCC and ISAC frameworks of three scenarios: 1)
Fixed PS = 20 dBm; 2) Fixed PS = 0; 3) PS = PR. Due
to the absence of the interference from the communication
station, the sensing performance of the ISAC framework is
superior to the SCC framework. Moreover, when PS = 0, the
SCC framework transforms into a pure sensing framework,
and the sensing capabilities of the SCC and ISAC frameworks
are close to each other. Fig. 4(b) depicts the PoD versus the
false-alarm probability of the sensing station. In other words,
the sensing behavior is represented by the receiver’s operating
characteristic (ROC) curves. For the SCC framework, the
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interference arriving from the communication station is absent
when PS = 0. In this case, the area under the curve (AUC)
reaches its maximum and the framework has excellent sensing
performance. When PR = PS , the sensing performance is
gravely eroded by the communication station, resulting in an
almost linear relationship between Pd and Pfa. Observe for the
ISAC framework that the AUCs remain almost constant vs. the
RHI and vs. the transmit power of the communication station,
which indicates that the ISAC framework exhibits excellent
robustness. Finally, as expected, the RHI degrades the sensing
performance of the frameworks.

VI. CONCLUSIONS

In this paper, the performance of the SCC and ISAC NO-
DLT TAS frameworks was investigated from S&C. The exact
and the asymptotic OPs and the PoD were derived in the
context of RHI and ipSIC. The simulation results showed that
the ISAC framework is superior to the SCC framework in
terms of its outage and sensing performance at the same power
consumption. Naturally, the RHI degrades both the SCC and
ISAC performance.

APPENDIX: PROOF OF THEOREM 1

In the following, we first derive the cumulative distribution
function (CDF) of the channel gains between the selected
antenna and Dm.

By using the order statistics method, the CDF of ρSDm is
given by

FρSDm (x) =

NS−m∑
l=0

(
NS −m

l

)
(−1)

l
e
− lx
βSDm . (A.1)

Substituting (4) into (9), after some mathematical manipu-
lations, the OP of Dm may be formulated as

PI
Dm =1−Pr (ρSDm>ϕ

∗
m (ρRDmγRφ2+ρRT ρTDmγRφ3+1))

= 1−
∞∫

ϕ∗m(xγRφ2+yzγRφ3+1)

fρSDm (w)

∫ ∞
0

fρRDm (x)

×
∫ ∞
0

fρRT (y)

∫ ∞
0

fρTDm (z)dwdxdydz. (A.2)

By using the probability density function of the Rayleigh
fading channels, (A.2) may be further expressed as

PI
Dm = 1−

∞∫
0

∞∫
0

∞∫
0

1

βRDmβRTβTDm
e
− x
βRDm

− y
βRT
− z
βTDm

× FρSDm (ϕ∗m (xγRφ2 + yzγRφ3 + 1)) dxdydz. (A.3)

With the aid of (A.1) and [18, Eq. (3.462.15)], (10) can be
obtained after some further mathematical manipulations.
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