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ABSTRACT

Some reactive ad hoc protocols allow the discoaad/or storage
of multiple paths to the same destination node. Jéiection of
the path to utilize is commonly based on the doterof the
minimum number of hops. However, some other stresegould
be appropriate to improve the network performaitéhis paper,
we intend to minimize the load in the network byasing the
most stable path, i.e. the path which is expectedave the
longest lifetime. With this purpose, we estimate gtability of
the path by means of the received signal strefgta.simulations
show that important improvements associated to rtavork
performance are achieved by the use of this cepssl
information.
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1. INTRODUCTION

The development of wireless technologies in cortjonowith the

production of light-weighted and advanced computiegices is
easing the ubiquitous computing. Under this newagigm,

mobile ad hoc networks (MANET) facilitate the contien of

users whenever and wherever without the demandnyfpae-

installed telecommunication infrastructure. The emoe of

infrastructure in mobile ad hoc networks requireke t
collaboration of the devices that form the netwarkorder to

ensure the communication among those terminals ahatnot

directly connected. By this cooperation, packetshem MANET

may be forwarded from the source to the destindiimst through
multiple hops or nodes. The sequence of the ndaasatiows the
communication of distant nodes determines a path.

The discovery of the potential paths as well asdégction of
their breakages could be accomplished by divergbodelogies

Permission to make digital or hard copies of alpart of this work for

personal or classroom use is granted without feeiged that copies are
not made or distributed for profit or commercialvadtage and that
copies bear this notice and the full citation oa fhist page. To copy
otherwise, or republish, to post on servers oredgistribute to lists,

requires prior specific permission and/or a fee.

MobiWAC'06, October 2, 2006, Torremolinos, Mala§pain.

Copyright 2006 ACM 1-59593-488-X/06/0010...$5.00

that differentiate the already developed routingtgeols. In a
simplified classification, ad hoc routing protocotould be
characterized as reactive, proactive or hybrid. piactive
protocols, nodes know the network topology (pdstiabr
completely) by the reception of periodic messaghfith this
information, a path is immediately available whée tdevices
have need of it. On the other hand, reactive gjieseare based on
the demand of a route that nodes perform exclusiwlen they
are going to initiate a communication. Once thehpad
discovered, the node could utilize it until it bews inoperative
due to node mobility, channel interferences or alsections of
the devices. The hybrid strategy combines the pirgascheme
used in a determined area around the source withrahctive
procedures for those nodes that are out of thaekfzone.

Some of the reactive routing protocols allow thecdiery of
multiple paths to the same destination node [1] T2le selection
of the path to utilize is commonly based on théecion of the
minimum number of hops. However, some other strasegould
be applied in order to minimize the principal digatages of this
type of protocols. These disadvantages are maisspaated to
the deterioration that the network suffers when ileatindes must
proceed to a route discovery. Usually, this proégssitiated by
the emission of a broadcast message called RowjaeRe This
message is received by all the nodes in the netwuahich will
reply to the source with a unicast message in eakaowing the
demanded route to the destination. Meanwhile, #ekgts must
be stored in internal queues and, as a consequ#reie,delay
increase. If traffic presents a significant ratee storage space
could become insufficient and losses will take plac
Additionally, the route discovery is associatedhe flooding of
control packets in the network. This operation esughe
consumption of the limited battery in nodes as veslipotential
interferences with some other packets. Therefbieeréduction of
the number of performed route discovery is expetbenprove
the network performance.

As a first step towards the diminution of the numbé route

discoveries, the conditions that trigger this prhoe should be
analyzed. Firstly, the route discovery procedunes employed
when mobile nodes do not have any route to thestimtions.
With the aim of minimizing this effect, some protd& propose
that a node learns the maximum number of routem ftbe

received packets [3]. On the other hand, it is aleoessary to
discover a route when the previous one is not alksl as the
movements of the nodes that formed it have provatsetreak.
These circumstances could be mitigated by the ts@feof more

stable paths, i.e. those that are expected to &ddoeger lifetime.
In this paper, authors propose the utilization feé stability of
routes as the criterion for selecting a route t@lesnamong the
multiple discovered paths. In this sense, the veckisignal
strength is considered an indirect measurementadit® lifetime.



The remainder of this paper is organized as folldwsSection 2,
the related work about ad hoc routing based orrdbte stability
is presented. The proposed technique for routectsate is
described in Section 3. Section 4 includes the lsitimn results
that show the comparison of conventional minimunmber of
hops criterion to the criterion based on route iktabFinally,

Section 5 draws the main conclusions of the paper.

2. RELATED WORK

ABR (Associativity Based Routing) is one of thesfiproposals to
define routes basing on the path stability. It ptizes the routes
comprised of stable links [4]. A link is considerstadble when its
lifetime has overcome a specific threshold thatedeis on the
relative speed of the mobile devices. One of itsinma
disadvantages is the requirement of periodic eonssi ‘hello’
messages in order to estimate the expected ligtnié.

On the other hand, SSA (Signal Stability Adaptiveufg)
classifies the links into strong and weak dependarg the
received signal strength measured when packetdoanarded
through them [5]. When a mobile node receives at®k&equest
as an initial operation in the route discoverieésyill process the
message only if it is received by a strong link,tlsat packets
received by weak links will be dropped. In the samay, a node
will only send information through strong links. Amg the
multiple responses that a node receives aftermtirigg the route
discovery, it will select the first one.

Some other strategies intend to support their Sefe@lgorithm

on the distances between the terminals [6]. Indhge, the mobile
devices should include a GPS terminal whose presénaot

always guaranteed in any ad hoc application dutstcost. This
restriction is overcome in the proposal of [7]. @nthis scheme,
the fragility of a route is computed as the diffase of the

received signal strengths of consecutive packetgiffig from the

same origin in order to detect if nodes are gettiloger or apart.
As a clear inconvenience, this technique needstitrage of the
learnt information. As a simplification of this tadque, we

propose the estimation of the expected residugtirie of a path
by the analysis of the minimum signal strength withich a

packet is received through the complete route.

3. ROUTING AND PATH STABILITY

One of the main techniques to reduce the numberoaofe

discoveries could be based on the selection of re@igle paths,
i.e. those paths that are expected to present gespriifetime.
Although there exist several techniques to estintla¢eresidual
lifetime of a path, the authors of this contribatipropose the
indirect measurement of the distance between nadeghis
parameter could represent the fragility of the eoulf two

consecutive nodes in a path are separated byandessimilar to
the transmission range, the link is expected tdto&en shortly
due to the high sensibility of the link to the mments of the
nodes. This behavior is referenced as the edget¢8p

Since a route becomes unavailable as soon as oite lifks is
broken, the fragility of a route is strongly depention the more
unstable link. Formally, Route Lifetim&() is expressed as:

RL= rlrEIEI(LI ) @)

where a Route is composed Nf links andL; represents the
lifetime of linki.

As an indirect measurement of the distance betweeles, the
received signal strength is employed. For a fipgtraach, authors
consider a free-space propagation model. Howes@ne other
propagation models could also be considered applytine
difference of the received signal strengths as ssgan [7]. With
this parameter, Equation 1 could be summarized as:
N N
RLO mini UOmin S @
i=1 D. i=1
where D; represents the distance for the Linkand § is the
received signal strength of the last packet thrdirdhi.

Taking into account Equation 2, the analysis of thi@imum

signal strength with which a packet is receivedotigh the
multiple hops in the route is introduced in the teodiscovery
procedure of a reactive protocol. Initially, a noidéending to

discover a route to a destination will broadca&cute Request
message in the MANET. This message will includeexina field

containing the minimum signal strength with whidtist packet
has been received. On the other hand, the nodekttoats the
route to the destination generates a Route Repgrevthis extra
field is set to the same value that this field eamd in the
corresponding Route Request. On the way back tsdbece, the
field is updated in each hop if the received sigaddwer than the
stored value.

If multiple replies are allowed in the protocoletlsource may
receive diverse Route Replies to reach the desiestination.
Each Route Reply informs about the minimum sigriegngith
associated to the route that it is offering. Baseu this
information, the source could select the path tbzatapplying
different criteria. In this paper, authors propbse criteria:

¢ Maximum/Minimum Signal Strength (MMSS). Source
selects the path linked to a maximum value in ikl fof
minimum Signal Strength. So, if source receivefRkoute
Replies, the selected pat®Hj is chosen by:

R
SP = Pi/mss(Pi) = _maxl(mss(Pi ) (3)

whereP; represents the paths learnt from all the RoutdyRep
messages andnss is the value of the minimum signal
strength contained in the corresponding Route Reply

e Minimum number of Hops and Maximum/Minimum Signal
Strength (MHMMSS). By this criterion, the sourcesfi
selects the paths with a lower number of hops. Agrtbem,
the route to employ is the one associated to a manxi
value in the minimum Signal Strength field. Formalihis
criterion is represented as:

R
H = Pi/hops(Pi) = min (hops(Pi)) (4)
i=1



L
SP = H./mss(H.)z max(mss(H . )) (5)
i i i=1 i

Firstly, a new seH (of L elements withL<R) is formed by the
paths with the minimum number of hops obtained \litahops
function. The selected path is chosen amond.telements of the
setH by analyzing the minimum signal strength extradiedn
themssfunction.

4, RESULTS

Due to the difficulty of implementing real testsxtensive

simulations have been performed to analyze therdifft behavior
of the network when the criteria shown in Sectionafe

employed. For this purpose, authors have chosersithelation

tool Network Simulator ns-2.1.9.b [9] where the responding
changes in the routing module of this tool werefqraned in

order to include the physical information. In tlsisalysis, DSR
has been selected as the ad hoc routing protocel tduits

capabilities of multi-pathing that allows the diseoy and storage
of multiple routes to the same destination nodebléal

summarizes the parameters utilized in the simuiatio

The performance of the proposed criteria has beenencally
evaluated by the estimation of the following partere

e Percentage of Lost Packets. It is defined asdtie between
the lost data packets and the data packets geddrgtthe
sources in the MANET.

« End-To-End Delay. It represents the average valuth®
time that the received data packets take to redeh t
destination from their origin. This parameter ir#s the
time the nodes stay in the internal queues,
retransmissions at the MAC level, and the forwagdin
through multiple intermediate nodes.

« Normalized Overhead. It corresponds to the ratitwéen
the total control packets and the received datkgiacEach
hop of the control packets is computed as a newralon
packet.

Table 1. Parameters of the simulations.

Simulation Area 1500 m x 300 m

Mobile nodes 50

Mobility pattern Random WayPoint
Maximum speed: [1,10] m/s.
Minimum speed =1 m/s
Pause Time : 0 seconds

10 CBR sources

Rate = 10 packets/s

Packet size=512 B

Traffic pattern

Simulation Time 1000 s
Transmission Range 250 m
Runs per point 3

Ad hoc protocol DSR

Link Layer 802.11
Propagation model Free-Space

the

Figure 1, 2 and 3 represent the obtained resutse&ch mobility
pattern, we have compared the performance of theonke when
conventional DSR is employed (based on the numiberops
exclusively) to the behavior of the network where troute
stability is utilized in the ad hoc protocol. Indttase, the MMSS
(Maximum/Minimum Signal Strength) and MHMMSS (Minim
Hops Maximum/Minimum Signal Strength) are appliebo
facilitate the understanding and to show the géneraencies of
the evaluated criteria, the results of the diffe®@mulations have
been also adjusted through a linear regressiowltirgs in the

straight lines of the figures

Figure 1 shows the percentage of Lost Packets setba
maximum speed of the mobile nodes. It can be nitibet there
exists a proportionality between these two parareets an
increment in the speed results in a higher amotibtaken links,
effect that can lead to losses. Additionally, theaikages of routes
demands the temporal storage of packets in intequaues
meanwhile the route discovery procedure is beimfppaed. The
storage is detected as an increment of the EnditbEEelay when
the speed augments. On the other hand, the rostmwdiry
procedures are associated to flooding processébeimetwork
and, therefore, the overhead is incremented as ghbwn in
Figure 3.

For the three considered parameters, the best rpefwe is
achieved when the criterion MHMMSS is applied intoe
selection algorithm of DSR. On the contrary, theclesive
utilization of the signal strength information wailtt considering
the number of hops does not guarantee any impraveorethe
network performance. This behavior is explainedtlvp main
factors. Firstly, the wireless medium is quite $ares to the
interferences produced by the neighbors. Therefbtiee number
of hops that packets must utilize is reduced, tiodability that a
packet generates a collision is decreased. As sliovdgure 3,
DSR MMSS reduces the number of route discoveriesthen
network as it selects stable routes. However, therferences
increase and then, a bigger amount of packetsts lo
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Figure 1. Percentage of Lost Packets as a funofitime
Maximum Speed.
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Figure 2. Packet Delay as a function of the Maxinipeed.
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Figure 3. Normalized Overhead as a function of\la&imum
Speed.

Another explanation for the degradation of DSR MMS8ue to
the route lifetime. The potential paths in the amt metworks
possess a lifetime which is strongly dependenthennumber of
hops that it is composed of [10]. Actually, routeish few hops
are characterized by a higher lifetime compared ptths
composed of a great number of hops. As the aithisfwork is
the reduction of the number of route discoverigs, tumber of
hops should also been considered for the seleptibay.

5. CONCLUSIONS

The ad hoc routing protocols commonly utilize themiber of
hops of the routes as the exclusive parameter neider in the

selection of the path to employ in order to forwtre packets. In
this work, we show that the estimation of the realdroute
lifetime could benefit in the performance of thewark if this

information is considered in the selection polidgowever,

simulation results expose that the criterion of inenber of hops
should be included in this technique and it shaaikb have a
significant weight on the selection procedure.
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