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ABSTRACT
Femtech entails a growing category of digital tools and services—
including mobile apps, wearables, and internet-connected devices—
designed to help women track their personal, reproductive, and
sexual health. Entrusted by millions of users to track menstrual
cycles, ovulation windows, and plan or prevent pregnancies, these
apps collect large amounts of deeply personal data. In the U.S.,
femtech—and how it collects, stores, and discloses data—is largely
unregulated, and users are left to trust the policies and promises
made by femtech providers to protect their privacy. In light of the
recent U.S. Supreme Court decision overturning the constitutional
right to abortion, many femtech users are now worried that their
personal health data could be used against them in criminal and
civil proceedings. In this poster, we provide preliminary findings
of whether user concerns over data privacy have changed since
the Dobbs decision in June 2022, through a thematic and sentiment
analysis of user reviews of femtech apps in the Apple App Store
and the Google Play Store. We then point to ways femtech plat-
forms could address such concerns through privacy-by-design and
changes to privacy policies.

CCS CONCEPTS
•Human-centered computing→ Empirical studies in ubiqui-
tous andmobile computing; • Security and privacy→ Privacy
protections.
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1 INTRODUCTION
Femtech is a growing domain of digital tools, products, services,
wearables, and software that use technology to help addresswomen’s
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health issues, including menstrual health, reproductive health, sex-
ual health, maternal health, andmenopause [21]. The global femtech
market size was valued at $5.1 billion in 2021 and is expected to
expand at a Compound Annual Growth Rate of 11.1% from 2022 to
2023 [1]. Femtech companies provide an opportunity for women to
take charge of their health and any health-related data. Yet, the digi-
tization of the reproductive body, which includes self-tracking apps
and IoT devices that collect extremely sensitive data, can also put
users at risk and harm, such as tracking abortion or infertility [3].
Mobile applications, especially in femtech, have seen unprecedented
growth and raised many privacy concerns. Almost all femtech de-
velopers collect and use highly personal and sensitive user data,
beyond the expected functionalities of the apps themselves [7]. This
increases the need for security and privacy policies even more. Al-
though mobile platforms, such as Android and iOS, provide privacy
permission interfaces to show what data/functionality each app
may use, sufficient explanations on how and why certain data is
used are absent [27]. The collected data is usually shared with third-
party data aggregators for targeted advertising which is a common
issue. However, when it comes to femtech data, the problem is
more pronounced due to its sensitive nature [7]. It is imperative to
conduct this research because users lack an understanding of the
privacy policies in mobile applications. Understanding the positive
and negative emotional aspects around engaging with self-tracking
data and activities is critical in the context of health because users’
experiences affect 1) their mental and physical health, 2) their self-
tracking practices, and 3) their commitment to self-tracking activi-
ties [5].

Understanding femtech users’ awareness and perspectives re-
garding data privacy takes on even greater importance given the
U.S. Supreme Court’s landmarkDobbs v. Jackson decision stated that
the Constitution of the United States does not confer the right to
abortion, effectively overturning Roe v. Wade. In the wake of Dobbs,
concerns quickly emerged that the data collected by femtech apps
used to track reproductive health, menstrual cycles, and fertility
could be weaponized to target women faced with the rise of newly
restrictive abortion laws in many states. Concerns about digital
tracking have grown as consumers abandon their femtech apps
for better privacy [10]. The abandonment of femtech apps is due
to the possibility of the data becoming a target for subpoenas or
court orders [4]. There are multiple ways data can be obtained by
law enforcement- it can come directly from the mobile device and
applications, through third parties, through femtech companies, or
through a breach or cyberattack. This is not just a possibility, in
January 2021, Federal Trade Commission ordered Flo Health, the
company behind the popular "Flo Period Tracker" app to notify
their users that their data was shared with marketing services like
Google and Facebook [18]. Even though there are laws such as
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Health Insurance Portability and Accountability Act (HIPAA), there
are no similar laws that protect data in any period or pregnancy
tacking app [25]. They not only can take the app’s data but also the
location of the user to link them to abortion clinics. In light of this,
"Clue," another femtech company has issued a lengthy statement
stating that it is safe under the European GDPR law that applies
special protection to user’s health data [20]. Post-Dobbs, many apps
have enabled the incognito mode but even then the information is
not secure, because it can be linked back to the user through the
app’s data [11].

Our research provides a preliminary analysis of the data privacy
concerns expressed by users of femtech. We seek to understand the
broad topics and themes that emerge in user reviews of popular
femtech apps, with particular attention to issues of data privacy
and security that might arise. Specifically, we compare user reviews
pre- and post-Dobbs to assess if any mention of data privacy differs
across those two periods. Our project is guided by the following
research questions:
RQ1: What are the overall topics expressed in femtech user re-

views, and how have these changed over time?
RQ2: What issues around data privacy are expressed in femtech

user reviews, and are these positive or negative sentiments?
RQ3: Are there any significant changes in femtech user reviews

after the Dobbs decision?
This work is part of a broader, comprehensive study of the

femtech ecosystem to assess a range of data privacy practices,
threats, and experiences of users. The results will guide recommen-
dations for the femtech community to engage in privacy-by-design
and take additional steps to engage in privacy-protecting practices.

2 RELATEDWORK
Research on app usage for tracking women’s health has been in-
creasing, including studies focused on fertility[5, 16, 24] and men-
struation tracking apps[9, 14–16, 23, 24, 26]. Recent investigations
reveal that femtech apps have misled users about their privacy poli-
cies and left users vulnerable to security threats with no consent
[22]. Other studies have explored how app developers deal with the
data collection and the information they provide to users [23]. The
results identified that apps had policies that covered the services
but sometimes had no relation to the app at all. This increases the
uncertainty of how the app works with your data. Other research
has explored the perceived advantages of fertility and menstrua-
tion tracking apps, while also making visible what data is shared
through these apps with third parties [24]. This study calls for re-
thinking tools that are meant to solve issues but are rather a market
of data that is shared without consent.

Other research has explored how user emotions correlate with
self-tracking culture, broadly suggesting users’ experiences range
from feeling positive, burned, obsessive, trapped, and abandoned
[5]. Similar studies have been conducted in mental health appli-
cations in which they found that there is a lack of attention in
these apps to offer real-time and emergency support, as well as a
lack of transparency in collecting private data from users [12]. Re-
searchers have evaluated mental health apps using several methods
to understand the shortcomings of the apps [19]. They have also
identified the users’ willingness to have their mobile phone used as

an experimental assessment tool for their mental health disorders
and give consent to share their data [6].

Specific to our methodology, research utilizing user reviews has
become an important way of understanding users’ expectations,
any advantages, and gaps that can be identified by the developers
[13].

3 METHODS
We will use a mixed-method approach to analyze user reviews
and understand user perceptions of femtech apps. In similar studies
with analysis of user reviews, researchers have used an open-source
Google Play API which granted them a large-scale dataset from
Google Play Store [8]. Another study has used the iTunes App Store
and the Google Play Store review scrapers to retrieve user reviews
[2]. Our methodology will follow the same process as the previous
study [2] with the usage of unique Python libraries.

3.1 Data Collection
We will assemble a list of femtech apps through a keyword search
on the Apple App Store and Google Play store using relevant search
terms such as "femtech", "menstrual tracking", "fertility", "ovulation
tracker", "menstrual cycle calendar", and "women’s sexual health".
The initial inclusion criteria are that the app must have an English
language interface and must have at least 1000 downloads. Custom
Python scripts will be used to scrape app details and any user re-
views that are available on the app stores. Reviews will be collected
through May 1, 2023, and only reviews of 150 characters or more
will be captured for analysis. Any identifiable information will be
removed from the data collected.

3.2 Data Analysis
Reviews will be initially categorized as negative, neutral, or positive
based on the number of star ratings for the app, and additional
automated sentiment analysis will be performed to fine-tune each
review’s overall opinion of the app. Topic modeling will then be
used to further categorize themes within reviews, whether the
text discussed functionality, usability, or data privacy. Reviews
identified with discussions of data privacy will be further analyzed
qualitatively to gain a deeper understanding of the issues brought
to light by the user.

4 POTENTIAL RESULTS
Data collection is underway and will be completed by the end of
summer 2023. Our sentiment and thematic analysis of the overall
topics expressed in femtech user reviews will be presented tempo-
rally to assess any changes that have happened over time, including
post-Dobbs. We will provide a detailed qualitative analysis of user
reviews related to data privacy, and construct recommendations for
femtech app developers to address any privacy concerns conveyed.

Overall, our findings can help generate attention and recom-
mendations on how the femtech industry can change and cater to
people in ethically-informed ways.

5 FUTUREWORK
At the conclusion of this project, we will further analyze data pri-
vacy dimensions of femtech apps through the lens of a user by using
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the "walkthrough method." The walkthrough method is a way of en-
gaging directly with an app’s interface to examine its technological
mechanisms and embedded cultural references to understand how
it guides users and shapes their experiences and understandings of
an app [17]. This future work will help us understand and analyze
how popular femtech apps frame data collection and privacy for
new users, further enhancing our ability to make policy and design
recommendations.
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