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Abstract. This paper addresses the problem of safety evatuaf complex
systems. It proposes an original and rigorous amprahat integrates safety
analysis in system engineering processes. The agpris based on system
engineering (SE) principles and uses the famousstnidl SE standard
ANSI/EIA-632. The objective is to help designersl @afety engineers in safety
management of complex systems. For an efficienigdeshe model driven
design is adopted through the definition of an linfation model. The system
languageSysML(System Modeling Language) is used to address neagents
definition and their traceability towards the sautand the Verification and
Validation (V&V) elements. This common language®l$ sharing information
between the different persons involved in the desgigoject like system
engineer and safety engineer.

Keywords: system engineering, safety, requirements, EIA-&2ML.

1 Introduction

Complex systems are systems with numerous comp&némterconnections,
interactions or interdependencies that are diffital describe, understand, predict,
manage, design, and/or change (Magee and de W@&6K).2In these systems,
change in one part may have effects on other pétte system.

Most of modern systems are inherently complex (@am, 2005). This complexity
makes the systems engineering processes (incladiggjsition and supply, technical
management, system design and technical evalugtiocesses) more critical and
difficult. So, performing of important system levptoprieties such as reliability,
safety and security (Avizienis and al, 2004) becodiféicult. Indeed, safety of
complex systems relies heavily on the emergentasti@s (Levenson, 2004), (Black
and Koopman, 2009) that result from the complegrofépendencies that exist among
the involved systems and their environments. Ithécessary to address safety
properties in an overall study, early in the desigase.



For an effective analysis, safety processes hawensider some constraints. The
most important ones, listed in (Guillerm and all@) are:

1. The emergent aspect of safety properties imptsesnsider safety not only
in the small but also in the large (at system level

2. Different persons involved in the project need wrkvwith different views
of the system (e.g. systems engineer’s view, safatyineer’'s view). It is
necessary to guaranty the consistence of the sretiff views.

3. Requirement engineering is a critical process istesy engineering. So,
safety requirements and their traceability needréiqular attention.

Taking into account these constraints allows to rowp complex system
development and to overcome the limitation and weak (Rasmussen, 1997) of the
actual safety evaluation processes.

Requirements engineering (RE) (Sommerville, 2008) a critical system
engineering process (Juristo et al, 2002). It keyaproblem area in the development
of complex systems (Brooks, 1987). A common classibn defines two types of
requirements; functional and non-functional (Rofemt and Robertson, 2006).
Functional requirements describe the services ttiatsystem should provide. Non-
functional requirements are related to emergertesygroperties (such as safety) and
cannot be attributed to a single system compongmnis shows the necessity of a
global approach for safety management, from thesirements definition to the
system verification and validation, which is fundantal for the success of the system
design project.

To deal with these different aspects, we proposglohal approach for safety
analysis. Indeed, safety must be addressed as lkalgloroperty and safety
requirements (Gotel and Finkelstein, 1994) mustoomulated not only in the small
(sub-system level) but in the large (system leveljwo aspects of requirements
engineering are considered: the requirements der@at (including elicitation
(Goguen and Linde, 1993), documentation, analysisvalidation processes), and the
requirements management (including maintainabilimanagement, changes
management and requirements traceability procéBsegiainen and al, 2004)).

A literature review shows some works that attetoddress the safety evaluation
of complex system. For example, safety standarssh@ ARP-4754) are useful to
understand activities related to safety evaluatioum, they don't define a unified
approach with the nominal conception activitiesisTineans that safety activities are
not integrated in the system engineering procesResent projects like ESACS
(Bozzano & al., 2003), ISAAC (Akerlund, 2006), ASSE (Conquet, 2008) which
deal with safety of complex systems don't providesal global approach. They are
focused on methods and tools that can be usedfétysavaluation. In other works
like those presented in (Leveson & al., 2007), ddition to the fact that safety
aspects are separated from the design activitiespitoposed methodology is clearly
oriented to software domain.

This paper presents two aspects of our work ontysafealuation of complex
system. The first part concerns the integrationsafety management in system
engineering process. The objective is to help exggm by proposing a new approach
based on system engineering best practices. lttheagcommendation of the system
engineering standard EIA-63&uillerm and al, 2010).



The second part presents an information model bas&ysMLlIanguage (Sanford
and al, 2009) to address requirements definitiod #reir traceability (Gotel and
Finkelstein, 1994), (Sahraoui, 2005) towards thkitsmm elements and the V&V
(Verification and Validation) elements. Safety rgqments are integrated on RE
activities, including management activities relat®@dnaintenance, and traceability.

The paper is structured into five sections. Th@sdcsection introduces the design
framework. The integration approach is then prexemh the third section. In the
fourth section, the information model is proposeddfficient management of safety
requirements. The last section gives some conelasand future works.

2 The systems engineering framework for complex system
development

System engineering is a methodical and discipliapgroach for the design,
realization, technical management, operations, ratidement of a system. It is a
collaborative and interdisciplinary process of teson of problems, supporting
knowledge, methods and techniques resulting froensttiences and experiment for
defining a system. System engineering conceptadegquate specifically for complex
problems; research issues undergone can bringiacso(Sahraoui and al, 2004).

In this part, we introduce some concepts of systagineering and the standard
ElA-632 which are the basis of our safety globairapch.

2.1 System engineering concepts

System engineering (SE) is the application of ddfierand engineering efforts to
transform an operational need into a design salutwith a description of system
performance parameters and system configuratitmsugh an iterative process of
definition, synthesis, analysis, design, test avauation. SE is an interdisciplinary
approaches that:

1. Encompasses the scientific and engineering effi@tgted to the development,
manufacturing, verification, deployment, operatiorssipport and disposal of
systems products and processes.

. Develops needed user training, equipment, procecand data.

. Establishes and maintains configuration managewofethe system.

. Develops work breakdown structures and statemehtsvark, and provides
information for management decision-making.

A OWN

SE is an appropriate combination of methods ant$ oo suitable methodological
process and systems management procedures.

We distinguish three levels in SE, as illustrateéigure 1.
The first level, “SE processes”, focus on high-léssues, high-level requirements
such as business needs and strategic needs anoldsieth



The second level, “SE methodologies and methodsd|sdwith all technical issues
such as systems requirements and design methodslogi

The third level, “SE tools or technologies”, covdle implementation issues
concerning the tools to be used, the required tolyies to respond to the various
assets of requirements such as reliability costgjntainability and enabling

technologies.
System Engineenng
Processes
SE Méthodologies and
Methods
SE Tools and
Technologies

Fig.1. Three levels of system engineering.

System Engineering
Team

System product or serviceunder
development

These entities, such as processes, methods arg] &wel the conceptual basis of
our approach taken from SE best practice. In thet ftep, the processes can be
identified with respect to the accumulated know-hdive second step concerns the
methods to be used. The methods can be either amdlor may be existing
methods. Implementing the process, one method tdrenchosen for its flexibility or
popularity, but only if it reflects the semanticktbe process. No taxonomy has yet
been developed for corresponding processes anddwetiihe third step concerns the
tools that do not correspond to the processes duhé¢ methods; hence in this
approach we cannot use a tool to implement a psoagthout first identifying the
associated methods.

2.2 EIA-632 standard

The beginnings of systems engineering can be trheell to the Bell Telephone
Laboratories in the 1940s (Auyang, 200fihirty years later, the first U.S. military
standard was published (MIL-STD-499A, 1969l%. is focused on systems
engineering, providing the first definition of tlseope of engineering management.
Nowadays, the standard ANSI/EIA-632 “Processegfigineering a System”, which
provides a typical systems engineering Work Breakddstructure (Valerdi and
Wheaton, 2005), is one famous standard, currestiyl in the industrial and military
fields. This standard covers the product life-cyfiem the needs capture to the
transfer to the user. The processes are well destriby the following Electronic
Industries Alliance (EIA) standard (Figure 2).dtdonstituted by 13 processes (EIA-
632, 1999) covering the management issues, thelydapguisition, design and
requirement, verification and validation processes:



1. Technical management processes (three proceskesg processes monitor the
whole process ranging from the initial idea to duig a system until the delivery
of the system.

2. Acquisition and supply processes (two processdmse processes ensure the
supply and acquisition (and are very close to logfs

3. System design processes (two processes): thesespascdeal with the elicitation
and the acquisition of requirements and their modgl the definition of the
logical design and its physical solution.

4. Product realisation processes (two processes)e tipescesses deal with the
implementation issues of the system design andsis

5. Technical evaluation processes (four processegsethprocesses deal with
verification, validation and testing issues.

r Technical Management ]

L Planning Assessment Control J
Plans, 4 g N\ Outcomes

e \. Acquisition & Supply 2
& Status Supply »| Feedbacks

<+ \_ Acquisition )\

1 Requirements

Acquisition

- ~ System
Request System Design Products
' Requirements Definition "
<+ Solution Definition -
\ J™N

; Designs

\-( Product Realization )

Implementation

* Transition to Use
\ J™N

‘ Products

¥

( Technical Evaluation

Systems Requirements  System End Products
Analysis Validation  Verification  Walidation

Fig.2. System engineering processes (source EIA-632)

In the work presented in this paper, we focus ensystem design process and the
technical evaluation process. Note that other mse® will be considered in future
works.

3 Integration approach

As said in the introduction, safety of complex sys$ relies heavily on the
emergent properties. System Engineering is an itteatework for the design of
complex systems and the need for systems engigeariose with the increasing
complexity of systems and projects.



This work for safety integration in SE processgsteam engineering approach) is
based on the assumption that the safety propertyooly be treated adequately in
their entirety, taking into account all variablescial and technical aspects (Kotovsky
and al, 1985). This basis for system engineerirgegen stated in the principle that a
system is more than the sum of its parts. Theistapoint of the work presented in
this paper is the following note provided in EIAZBStandard:

Note: Standard does not purport to address all safetypfmms associated with its
use or all applicable regulatory requirements. dtthe responsibility of the user of
this Standard to establish appropriate safety aedlth practices and to determine
the applicability of regulatory limitations befors use (EIA-632, 1999).

So, following this note, this section provides thpproach that aims to guide
designers in addressing safety problems. It desefibr each process, how the safety
must be considered.

Note that, in reference to SE chain, the propoggalaach is illustrated in term of
process, which must be defined independently tdoukst and/or tools. Other projects
are focused on methods and tools (see (Akerlundé)and (Bozzano and al, 2003)
for example).

The Safety management must follow all steps (psE®sof SE from the
requirements definition to the verification and tlaidation of the system. This paper
is focused only on:

« System Design processes which we address requirements definition

processes and the solution definition processes.

e Technical Evaluation processewith the system analysis process, the

requirements validation process and the systenficaion process.

The implementation of the approach consists intifleng and indicating how
safety must be considered for each sub-procesdele$32.

3.1 System design processes

The System Design Processa® used to convert agreed-upon requirements of the
acquirer into a set of realizable products thaisgatcquirer and other stakeholder
requirements (EIA-632, 1999). Two processes amdlvwed: the Requirements
Definition processaind theSolution Definition process he interaction between these
processes is shown in Figure 3.

3.1.1 Requirement definition process

The objective of theRequirements Definition Process to transform the
stakeholder requirements into a set of techniaglirements. For functional and non-
functional requirements, if this distinction is rmissible at the requirement elicitation
process level, an analysis may be done in ordeatigorize requirements. Two types
of requirements are defined: tB¢akeholder Requiremenasd theSystem Technical
Requirements

ConcerningStakeholder Requirementbe developer shall define a validated set of
acquirer requirements for the system, or porti@nebf.



Generally, safety requirements correspond to caim& in the system. It is
necessary to identify and collect all constraimipased by acquirer to obtain a safe
system. A hierarchical organization associates hieitp safety requirements,
following their criticality.

For Technical Requirementthe developer shall define a validated set of syste
requirements from the validated sets sthkeholder requirementsFor safety
requirements, the system technical requirementdute system performances. It
consists on defining safety attributes (Determiis& tolerability, SIL level, MTBF,
MTTR for example).

Acquirer and Other Stakeholder Requirements

L
: I ™
( 1
Requirements
—  Definition
Process
Requirement
Walidated System Conflicts & lssues
Technical Requirements |
Solution Chalzr'::?:‘tj:r?;tics
——  Definition 1 1
Process
\ ."
N = A

Specifications, Drawings, Models

Fig.3. EIA-632 System design process.

Safety requirements can be derived from differentrees. The first source is the
stakeholders.In this case classical requirements elicitation hods can be used
(Coulin and al, 2005). The second source is canetlt by standards which guide
designer to define safety requirements. For exanspliety critical systems within the
civil aerospace sector are developed subject tor¢dsemmendations outlined in
(ARP-4754, 1996) and (ARP-4761, 1996). These stalsdgive guidance on the
‘determination’ of requirements, including requirembs capture, requirements types
and derived requirements. The third source is dstptirisk analysis. The identified
hazards are evaluated in terms of likelihood an@rity by means of risk assessment.
Architectural design decisions are then made upbposing appropriate risk
mitigation strategies or actions, and safety remménts are defined in response to the
chosen mitigation mechanisms (Wu and Kelly, 2006).

When requirements are defined, it is possible flndesome attributes to facilitate
their management, for example with an expressiomeqglirements usingysML
(SysML, 2006), (Bock, 2006) otJML 2 (Friedenthal and Kobryn, 2004). It is
possible to link requirements to the design sotutithis point will be presented in the
4™ section.

3.1.2 Solution Definition Process
The Solution Definition Procesis used to generate an acceptable design solution.



For Logical Solution Representation)e developer shall define one or more
validated sets of logical solution representatidimat conform with the technical
requirements of the system. Formal or semi-formatiels ML, SysML,Petri net,
finite-state machine...) are recommended in this ggedor the solution modeling.
The use of formal methods allows the automatiomenffication and analysis. In this
processes, safety analysis techniques will be usedetermine the best logical
solution.

The Physical Solution Representationare derived from logical solution
representation and must respect all requiremerdicplarly safety requirements.
The same safety analysis may be done when the gathysilution representation is
available. The same recommendations than for lbgmation remain true. However,
when approaching the physical solution, it appéaas the semantics &ysMLdoes
not seem quite complete. So it is possible to vseitacture languages such/Aa&DL
(Aer, 2004) VHDL-AMS(Verries and al, 2008) (Vhd, 199%ystemC-AMS.

As this design process progresses, details of yseerm are obtained. So, the
hazards analysis will be refined and new hazardy mmerge. The Chosen
mitigations may themselves bring new safety probklefherefore, new risk
mitigation actions may need to be identified antetyarequirements refined. The
process evolves (see System design process) Unidleatified hazards have been
mitigated sufficiently in an acceptable manner.

3.2 Technical Evaluation Processes

TheTechnical Evaluation Processage intended to be invoked by one of the other
processes for engineering a system. Four processemvolved:Systems Analysis
Requirements ValidationSystem Verificationand End Products ValidationThe
relationship between these processes is showrgurd-4.

3.2.1 System Analysis Process

The Systems Analysis Procedssused to: (1) provide a rigorous basis for técdin
decision making, resolution of requirement condlichnd assessment of alternative
physical solutions; (2) determine progress in fatig system technical and derived
technical requirements; (3) support risk managepsamt (4) ensure that decisions are
made only after evaluating the cost, schedule,opmidnce, and risk effects on the
engineering or reengineering of the system (EIA;d3D9).

In this process safety is involved at each itendebd, (1) in the case of
requirement conflict, higher priority requiremenisust be safety ones. These
requirements are used in the assessment of alterrgltysical solutions. (2) The
designer has to determine the satisfaction of systechnical requirements and
derived technical safety requirements. The inteoéatsing semi formal model for
requirement traceability analysis becomes obvi¢BsThe risk management is used
to develop risk management strategies of the desigject. (4) Safety aspect can
generate additional cost. The designer has to ateathis cost.



Analysis Requests, Requirements, Implemented Products

/ Product \-.
{ Characteristics

Systems - System

. Verification Results = -
Analysis Verification
Pr(,(:eSS Validation Results PIOCESS
Requiremen it
Conflicts & lssues
Requirements End Products
Validation Validation
Process Process

Lr

Analytical Models & Assessments, Validated Reqguirements,
Verified System Products, Validated End Products

Fig.4. Technical evaluation processes

3.2.2 Requirements Validation Process

Requirements Validation is critical to successftdtesm product development and
implementation. Requirements are validated whes dertain that they describe the
input requirements and objectives such that theltieg system products can satisfy
them.

In this process, a great attention is given toeabdity analysis, which allows
verifying all the links amongStakeholder Requirement¥echnical and Derived
Technical Requirementsand Logical Solution RepresentatiansLike other
requirements, safety requirements must be validated

Frequently, specifications are written in natusiduage and are the base of the
design, test and validation phases. The naturgulage can be ambiguous. The
consequence is that the requirements can be diffgrénterpreted. It is thus
necessary to propose a method of progressive neéineof the requirements towards
models with known semantics allowing their formatian.

To facilitate the step of requirements validatisami-formal solutions, lik&JML
(Booch and al, 1998) d8ysML(Bock, 2006) can be used for good formulation of
requirements. Indeed, the diversity of people corext by design project can have
limited knowledge concerning the structure of thufe system, that’'s why industry-
scale requirement engineering projects are so hahdis, the UML or SysML
languages, with their different diagrams, can dpfboe

3.2.3 System Verification Process

The System Verification Process used to ascertain that the generated system
design solution is consistent with its source regents, in particular, safety
requirements.

In case of safety verification, when the agreentmitveen designers and safety
teams is obtained, a last safety analysis callesteBy Safety Assessment (SSA) is
done to consolidate the product from the safetyntpof view. Some traceability
models allow defining the procedure of verifyingfetg requirement. These
procedures are planned at the definition of safeguirement. Simulation (Zeigler
and al, 2000) is an appropriate method that camsbd to achieve system verification.
Other methods like test, virtual prototyping or rabdhecking are also used.



4 | nformation model

Requirements engineering is an important phasesiystem design. It is important
to perform it correctly for project success (Jurist al, 2002). This activity is difficult
in case of complex systems. Requirements formaizatan help the designers in
their requirements engineering activities. Theddtrction of models can be useful to
achieve the formalization task. Model-driven engiirgg, in which models are the
main artifact during system development, is an @ewr approach that tries to
address system complexity by the intensive useaxfets. In this part we present an
information model based ddysMLto properly define and manage requirements and
particularly safety requirements.

4.1 Requirements management

In complex systems engineering, an important nunalbetocuments is produced
specially during the system definition phase. Statl studies show that the success
of a project depends strongly on the definition #me management of requirements.
Requirements management allows to collect requingsneto facilitate their
expression, and to validate them. It must also renthat each requirement is properly
declined, allocated, monitored, satisfied, maddfiabte, verified and justified.

Figure 5 presents an overview of the requiremegittionships as defined in the
EIA-632 standard. The proposed information mod#bfes this pattern. We see that
other stakeholder requirementghen added to thecquirer requirementsmake up a
set of stakeholder requirements that are transfdrnmo system technical
requirements The logical and physical solution representatiorexe derived from
technical requirementsDesign solutionand specified requirementare defined by
completing thesolution definitionProcess.

ACQUIRER
REQUIREMENTS
TRACE TO | BUILDING BLOCK
OTHER TRACE TO SYSTEM
STAKEHOLDER -~ TECHNICAL —
REQUIREMENTS REQUIREMENTS ASSIGNED TO
ASSIGNED TO l
LOGICAL  ASSIGNED TO PHYSICAL
SOLUTION — m  §OLUTION
REPRESENTATIONS __—— REPRESENTATIONS
e A [
DRIVE DRIVE /" SOURCE OF
4 ASSIGNED TO v
DERIVED ____— DESIGN SOLUTION
TECHNICAL |
REQUIREMENTS SPEGIFIED BY
SPECIFIED

REQUIREMENTS

Fig.5. Requirements relationships: EIA-632 model.



4.2 Role of the information model

The information model can be considered as a ds¢abrsed to share and capitalize
knowledge. It is accessible for the persons inwblvethe design project and aims to
guide the design process. It is also used to mareqggrements changes, and then
evaluating the project progress.

When different views exist in the design team assibften the case (design
engineer’s view, safety engineer’'s view for exarppghe information model makes
the system more understandable as it is baseccommon language.

When transforming needs into system definition, eliog) can help to properly
achieve this taskindeed, during this transformation, we will gradyagjo from
abstract concepts to a rigorous definition of tyetem.

In modeling, there are 2 separate areas: the proatea and the possible solutions
area. At the beginning of the project, the repregtem of the problem area is more
important than the representation of the possiblatisns area. During the progress
of the design, representation of possible solutames will be enriched to achieve the
strict definition of the system. In parallel theeoall representation of the problem
area will be enriched to better define the expamat of the system
(needs/requirements) and will stabilize itself. Tin@nsition between the problem
domain and the solution domain is a very delicaietof system engineering. It must
be expressed by allocating requirements/propertiestraints on possible solutions.
These allocations will generate traceability linkghich are crucial for the system
verification and validation activities. We propoae information model, based on
SysMLlanguage that will be compatible with the requiesis management of the
standard EIA-632, to takes into account safetyrsskddmanagement aspects.

4.3 Systems M odeling L anguage (SysM L)

SysML is a systems modeling language that supports spa@i, analysis,
design, verification and validation of a broad raed complex systems. The language
is an evolution olUML 2.0 and is defined for systems that may includel\ware,
software, information, processes and personnel. ains to facilitate the
communication between heterogeneous teams (meehaelectrical and software
engineers for instance). The language is effeciivespecifying requirements,
architecture, and behavior. It allows the allocataf elements to models and the
definition of constraints on system propertiesupport engineering analysiSysML
allows the modeling and supports different views:

* The requirements view: using requirements diagraduse case diagram,

* The structure view: based on block diagram (intéemgernal),

* The behaviour view: usingstatechart diagram, activity diagram, and
sequence diagram,

« The constraints view: with parametric diagram.

SysML seems to be an excellent candidate for a commoguéae. It allows
sharing specifications of a complex system betwdiffarent trades, between design
engineers and safety engineers in our cagseMLallows expressing the requirements
using the requirements diagram. It also definesesoghationships that link a given



requirement to other requirements or elements of rttodel. With SysML, it is
possible to have:

A definition of hierarchy between requirements,

* requirement derivation,

* requirement satisfaction by a model element,

* requirement verification by a test ca3egtCasgor

* requirement refinement.

With SysMLwe can create traceability links between requirdmemd system
components. These links allow performing impactysis of requirements change or
modification. Thus, it is possible to assess thesequences of a requirement change
on the system safety using the links defined betwesuirements, functions and
components.

4.4 SysML Extension

The SysML language proposes basic concepts (like requiremantlocks) for
which some attributes are associated. The Semaih8gsMLis enriched through the
extension mechanism, in order to adapt it to oyreqch. We define more detailed
requirement element, several types of requirememtd, also additional traceability
links.

4.4.1 Enriched requirement

The concept of requirement is fundamental in systesign. InSysMLa specific
diagram is dedicated to requirements with a pddyilbd define traceability links for
requirements. The objective is to guide the develm (by linking needs to the
design solution) and to facilitate the verificatiand validation phase or the
management of requirements changes. Figure 6 sBgaldLstereotype requirement
definition. Requirement iSysMLis composed by two attributes: an identifier @ady
the description of the requirement (Text).

«metaclass»
UMLASysML::Class

T

«stereotype
Requirement

Text: String

Id: String

Denved: Requirement[*]
MrenvedFrom: Requirement]*]
fSatisfiedBy NamedElement[*]
RefinedBy-NamedElement]"]
MracedToNamedElement]"]
MNernfiedBy: TestCase[™]
Master: Requirement

Fig.6. The requirement stereotypeSysML.



The definition of stereotype requirement is enrithe order to adapt it for our
need. This is done by adding some new attribltas dre inspired form the RPM
profile (Requirement Profile for MeMVaTEx) (Albineand al, 2008), the
recommendation of AFIS (the French association ystesn engineering) (AFIS,
2005) and the Snow Card Volere (Roberston, 2018)shown in the Figure 7, these
attributes are:

» Category: shows if the requirement is functionahon-functional (reliability,

availability, safety, performance, cost or maingditfity...),

» Justification: description of the justification dfie requirement (why this

requirement?),

» Source: acquirer, other stakeholder, standard, latgy authorities, risk

analysis,

e Target: end product or enabling products (develagmproduction, test,

deployment, training, support or disposal produgt...)

e Maturity: to inform about the life phase (or stgtusf the requirement:

original, defined, validated or verified,

»  Criticality: low, medium or high, used to chara&erthe importance of the

requirement in terms of risk

»  Flexibility: low, medium or high,

*  Priority: low, medium or high, used to differenéad mandatory requirement

from an optional one.

= stereotype-=>=
requirement

Heading : Zharstring
Text : Charstring

= stereotype=>>
reqt

Zategory | Charstring
Justification : Zharstring

1d : Charstring Source : Charstring
Target : Charstring
Maturity : Charstring
Crikicity 1 Charstring
Flexibility : Charstring
Priority : Charstring

Fig.7. Proposed requirement model

4.4.2 New requirement Stereotypes

Stereotypes allow extending the semantic of SysWhey allow defining new
types of blocks.

We define new stereotypes for requirements (seer€&ig). These stereotypes are
based on the classification of requirements inesystngineering (particularly in the
standard EIA-632, see figure 5). So, it is possiblereate and define requirements of
“acquirerRedt, “otherStakeholderReqgt”systemTechnicalRéqor “specifiedRedt
stereotype. These new requirements stereotypdideecihe distinction between the
different types of requirements.



< stereotype:=
requirement

.

Cstereotypeix

reqgt

o

lstEreatypes.
acquirerReqt

< stereotypes
otherstakeholderReqt

= sterestypes-
systemTecnicalReqt

= sterestypes-
specifiedReqt

Fig.8. Requirements stereotypes

4.4.3 Risk stereotype

Concerning safety requirements, which can be dérik@m risk analysis, a block
risk is defined and is linked to safety requirerserfsee figure 9). In fact,
identification of risks is the starting point foramy studies about safety/reliability.
Thus, defining a blockrisk” in the information model and linking it to thefety
requirements, allows to improve the comprehensibthe presence of some safety
requirements and to justify them. The ultimate ofiye is to improve the safety
analysis of the system.

<<stereotype>>
Risk !

| <<treat>>
I

ID

L R )

Statement
Assumptions
Severity (low...high)

1
1

<<stereotype>>

SafetyReqt

Category (reliability,
maintainability,
availability, security,...)

<<stereotype>>

SystemTechnicalReqt [*

Source (risk analysis,...)

Fig.9. From risk to safety requirements

4.5 Presentation of the information model

As said previously, the information model is basadSysMLand follows the SE
process (EIA-632 standard). It is considered as'sgstem" knowledge basis of the
design project, allowing data sharing between dffeknt trades (mechanical,
hydraulic, thermal, electrical...). Therefore,stimtended to model the "system" level,
showing the interactions between the system ancertdronment and also the
connections between subsystems. The 3 basic cenadpsystem design are:
requirements, design solution and V&V (ValidationdaVerification). All these
concepts are included and represented in the iftommodel.

Safety authorities impose a separation of systesigdeconcepts (requirements,
design solution and V&V). They must be developedependently. From this



observation, the proposed approach allows the egjme of these concepts, with a
clear separation between them. However Traceabiliéchanisms are provided to
link these concepts in order to facilitate impaatslysis. We propose a way to use
SysMLthat allows structuring the elements of the degigmject with respect to the

concepts separation (see Figure 10). In other wangisapproach allows a rigorous
organization of the project design. Indeed, différeliagrams manage different

concepts.
< <ACCESS: >
Requirements [-------------------------ooo- E R

.

<Larcesssx

"
-
N

‘Design Solution”

Fig.10. Package diagram of concepts separation

In the information model (Figure 11), we can sex #il types of requirements are
represented. We see that they follow the ElIA-63haard recommendations. All
traceability links required by the EIA-632 are mes in this model, and the
distinction between logical solution (functional rf)a and physical solution
(component part) appears.

| -.'|‘.- | |

<<gcguirerRegt>> <<otherStakeholderReot=>
.| AcquirerReqt OtherStakeholderReqt “eriske>
= - | e— Risk
<<deriveRegt>> . <<geriveRegts» <ctestCasess A
v, <<deriveRegt>> “ederiveRegt>> |
. or<<copyse ! or<<copye TestCase <<treats>
, 7 T i
| (5] _ <yerifyse \ H
<<systemTechnical Regt>> - 5 <<saferyRegtss
SystemTechnicalReqt |4 SafetyReqt
<<deriveRegte> : R eesatisfy=>
. | <<satisfy=> .
i use [ TLsatisfyrr_ oo __
i
sesamisty® i | <eactivity>> 1..¥  <structure 1.7 <eactivity=>
: Function LogicalArchitecture
i
| <<alloratess> e
2% <<block=> 1..% <structure 1.% <<block=>
Component PhysicalArchitecture
1.
Z<blocks> | .
Interface | <<specify=> - e<specifys>
| <<specifiedRegt>> ) weyerify=m <<testlases>
SpecifiedReqt | TestCase

! i
<<gderiveRegt>>

Fig.11. Information model



In this model, we highlight the definition of infaces, which are components
themselves and which links several components legeThe concept of interface is
essential for a proper system design. Indeed, sproblems encountered during
development can result from a bad definition oéifaces.

The last important element included in this modgher than requirement and
solution element, is theTéstCasé These elements of V&V are included in the
model to be directly connected to the requiremehéd must be satisfied by the
TestCase

5. Conclusion

In this paper we presented a new approach for ysafetluation of complex
systems. The contribution consists of two main {®iffhe first one concerns the
integration of safety in system engineering proees3he proposed methodology is
based on EIA-632 system engineering standard and & help engineers involved
in a design project to manage the safety aspethefsystem in parallel to other
design activities. It allows an explicit considévatof safety in systems engineering
process by defining the specific activities relatedsafety. All system engineering
processes, from requirements definition procestdication and validation process,
are concerned by the integration approach. As pipecach is based on the EIA-632
standard and follows the different processes abdpsocesses of this one, it can be
incorporated easily into systems engineering cascefhis gives a framework for
safety management showing that the SE conceptsadeguate, specifically for
complex problems.

Requirements engineering is a crucial activity he tdesign of complex system.
The second contribution of the paper is the prdjmrsiand the definition of an
information model based on ttf®&/sMLlanguage. It is done by an extension of this
language by adding new stereotypes and new atsbid requirements. We also
defined new linksqpecifyandtreaf) between specified requirements and the elements
of the model.

The proposed information model allows the expressibthe handled concepts
(requirements, design solution and V&V), and theation of traceability links
between these concepts in order to facilitate hprehension and/or the impacts
analysis. The proposed approach formalizes the practice stesys engineering
through the use of models. The objective is to mwaprquality/productivity and to
reduce risk by introducing rigor, precision, and meoounications among
system/project stakeholders and managing complexity

The approach is demonstrated through an exampfa &eronautic domain and
presented in (Guillerm, 2011). However, the apphaa@eds an additional work for its
validation and application.

Future work will consist on considering other EIBZ processes. Indeed in the
present paper we considered only the processestans design and evaluation. The
consideration of processes like technical managemeacquisition and supply will
complete the integration approach.



With regard to information model, we are studyimg tinterest of using OCL
(object constraint language) in order to formatize requirements. The objective is to
integrate this possibility in the information mode\nother point concerns the
definition of some analysis from the information deg such as the generation of
traceability matrix.
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