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SUMMARY We focus on the feature transform approach as one
methodology for biometric template protection, where the template con-
sists of the features extracted from the biometric trait. This study consid-
ers some properties of the unitary (including orthogonal) transform-based
template protection in particular. It is known that the Euclidean distance
between the templates protected by a unitary transform is the same as that
between original (non-protected) ones as a property. In this study, more-
over, it is shown that it provides the same results in l2-norm minimization
problems as those of original templates. This means that there is no degra-
dation of recognition performance in authentication systems using l2-norm
minimization. Therefore, the protected templates can be reissued multiple
times without original templates. In addition, a DFT-based template protec-
tion scheme is proposed as an unitary transform-based one. The proposed
scheme enables to efficiently generate protected templates by the FFT, in
addition to the useful properties. It is also applied to face recognition ex-
periments to evaluate the effectiveness.
key words: biometrics, template protection, unitary transform, l2-norm
minimization

1. Introduction

Establishing the identity of a person is a critical task in any
management system. A surrogate representation such as
passwords and IC cards is not sufficient for reliable man-
agement systems, because it is easily shared, misplaced,
or stolen. On the other hand, biometric recognition offers
a reliable solution to the problem of user identification in
identity management systems, due to a number of desirable
properties of biometric traits. However, there are still some
issues concerning the security of biometric recognition sys-
tems. One of the most critical issues is template security, on
which we focus in this study. Therefore, a lot of researchers
have studies various kinds of biometric recognition schemes
not only to improve recognition performance but also to pro-
tect biometric templates. In addition, Security and privacy
evaluation metrics for biometric template protection are now
under standardization process as ISO/IEC WD 30136 [1].
Furthermore, it is pursued to fix the definition of metrics for
measuring irreversibility, secrecy, and unlinkability and to
devise methods for empirical evaluation of these metrics.
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The template protection schemes proposed in litera-
tures can be broadly classified into two categories, feature
transformation approach and biometric cryptosystem [2],
[3]. The former [4]–[16] has a high degree of freedom
for signal processing in the protected domain, compared
to the latter [17]–[21]. Feature transform schemes can be
further categorized as salting biometric [4]–[8] and non-
invertible [9]–[16] transforms.

The unitary transform-based template protection in this
study corresponds to a salting biometrics transformation
in the feature transformation approach. In generally, non-
invertible transforms are preferable in terms of security, but
it is difficult to guarantee no degradation of recognition per-
formance in a deterministic way. In addition, it has been
pointed out that there are some risks for estimating an origi-
nal template from the protected one, by using some state-of-
the-art techniques such as compressed sensing or non-linear
filtering [14], [22]. Also, a template protection scheme
with perfect security was proposed as a feature transform
scheme [23], [24]. However the scheme focuses on only
correlation-based matching. On the other hand, the unitary
transform-based protection provides a few good properties,
although parameters have to be securely managed as secret
keys. For example, the Euclidean distance between the pro-
tected templates is equal to that between original ones [8].

This study considers additional properties of the uni-
tary transform-based template protection. We show that the
result of solving problem of l2-norm minimization is exactly
the same as that of original templates. As a result, the pro-
tected template can be reissued multiple times by simply
repeating the protection. Besides, a DFT-based protection
scheme is proposed as one of unitary transformation ones.
In this scheme, random orthogonal matrices are easily pro-
duced and the FFT can be used to efficiently generate pro-
tected templates. Finally, the proposed scheme is also ap-
plied to face recognition experiments to verify the effective-
ness of the proposed one.

2. Preparation

2.1 Biometric Authentication System

In this study, we consider the biometric authentication sys-
tem in Fig. 1, which is using a parameter pi as a user specific
password or key. In the enrollment, a feature set fi, called
a template is extracted from each biometric training sample,
and then a transform function T(·) is applied to the template

Copyright c© 2016 The Institute of Electronics, Information and Communication Engineers
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Fig. 1 Biometric authentication system

to generate a protected template f̂=T(fi,pi). Next, only the
protected template is stored into a database. The user i re-
ceives the parameter pi from the enrollment system. On the
other hand, in the authentication, the user i gives the param-
eter pi to the system and the same transform function T(·) is
applied to a query feature yi. Finally the transformed query
T(yi,pi) is directly matched against the database.

The purpose of the study is to consider the transform
function in this system. In particular, some properties of the
unitary transform-based template protection are discussed
and a DFT-based template protection scheme is proposed as
one of unitary transform schemes.

2.2 Template Protection

An ideal biometric template protection scheme should have
the following four properties [2].

1. Performance: the biometric template protection
scheme should not degrade the recognition perfor-
mance of the biometric system.

2. Revocability: it should be possible to revoke a com-
promised template and generate a new one based on
the same biometric data.

3. Security: it must be computationally hard to obtain the
original biometric template from the secure template.

4. Diversity: the secure template must not allow cross-

matching across databases.

We will evaluate the unitary transform-based template pro-
tection regarding these properties.

3. Proposed Scheme and Its Properties

In this section, a new property of the unitary transform ap-
proach is presented and a DFT-based template protection
scheme is proposed.

3.1 Generation of Protected Templates

A. Unitary Transform-Based Template Protection

Generally, a template fi ∈ RN is protected by a unitary
matrix having randomness with a parameter pi, Qpi ∈ CN×N

as

F̂i = T (fi,pi) = Qpi fi, (1)

where F̂i is the protected template. A lot of generation
schemes of Qpi have been studied to generate unitary or
orthogonal random matrices [5], [6], [8]. For example, the
Gram-Schmidt method is applied to a pseudo-random ma-
trix to generate Qpi [8]. However, generally, the conven-
tional schemes are computationally expensive [5], [6].

B. DFT-Based Template Protection

The DFT is applied to each template fi = [ fi(0),
fi(1) . . . , fi(N − 1)]T , i = 1, 2, . . . ,K

Fi(k) =
1√
N

N−1∑
n=0

fi(n) ·Wnk
N , k = 0, 1, . . . ,N − 1 (2)

where, WN = e− j 2π
N and [·]T means the transposed operation.

When the DFT matrix is expressed as A ∈ CN×N , Eq. (2) is
given by:

Fi = Afi, (3)

where Fi = [Fi(0), Fi(1) . . . , Fi(N − 1)]. Next, N phase
values θpi (k) ∈ { 2πlL + α|l = 0, 1, . . . , L − 1, α ∈ R}, k =
0, 1, . . . ,N − 1, are randomly generated by using a pseudo
random generator [25], [26] and the phase vector θpi is used
to define a diagonal matrix Hpi :

Hpi (k, k) = e jθpi (k), k = 0, 1, . . . ,N − 1. (4)

Note that the random phase matrix Hpi satisfies

H∗pi
Hpi = I, (5)

where [·]∗ and I mean the Hermitian transpose operation and
the identity matrix respectively, and θpi corresponds to pi in
Fig. 1. Then, Hpi is multiplied to Fi as

F̂i = Hpi Fi = Hpi Afi. (6)

Comparing Eq. (6) with Eq. (1), the relation is given as,
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Qpi = Hpi A. (7)

Note that Hpi A is also a unitary matrix as well as A, where
A is a fixed unitary matrix and Hpi is a diagonal one with
randomness. Therefore, Hpi can be easily designed, com-
pared to the direct design of Qpi . In addition, the FFT is
available for the transformation. It is also possible to obtain
a protected template with real numbers by calculating the
inverse DFT:

f̂i = A−1F̂i = A−1Hpi Afi, (8)

where θpi has to satisfy the relation θpi (k) = 2π− θpi (N − k),
k = 1, . . . , �N−1

2 � if we want real values as f̂i ∈ RN . As with
Eq. (1), Eq. (8) can be also expressed by

f̂i = T (fi,pi). (9)

The random phase matrix Hpi in Eq. (4) is an example
of random unitary matrices for the DFT-based template pro-
tection. The random phase matrix remains the power spec-
trum as the original one. To avoid this situation, for exam-
ple, a random permutation matrix that permutes the order of
elements of a vector, can be used as Hpi . Equation (10) is an
example for N = 4.

Hpi =

⎛⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎝

1 0 0 0
0 0 0 1
0 0 1 0
0 1 0 0

⎞⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎠
(10)

Note that the random permutation matrix is a unitary (or-
thogonal) matrix.

The proposed protection is one of the unitary
transform-based template protection. Therefore, the pro-
tected templates have the following properties under pi =

p j [6].

Property 1 : Conservation of the Euclidean distances.

√∑
k( fi(k) − f j(k))2 =

√∑
k( f̂i(k) − f̂ j(k))2

Property 2 : Conservation of inner products.

∑
k f ∗i (k) f j(k) =

∑
k f̂ ∗i (k) f̂ j(k)

Property 3 : Conservation of correlation coefficients.

∑
k( fi(k)− f i)( f j(k)− f j)√∑

k( fi(k)− f i)2
√∑

k( f j(k)− f j)2
=

∑
k( f̂i(k)− f̂ i)( f̂ j(k)− f̂ j)√∑

k( f̂i(k)− f̂ i)2

√∑
k( f̂ j(k)− f̂ j)2

These properties may be expressed by vectors as

f∗i f j = f̂∗i f̂ j (11)

for the property 2.
The property 2 is provided by

f̂∗i f̂ j = (A−1Hpi Afi)
∗(A−1Hp j Af j)

= (f∗i AH∗pi
{A−1}∗)(A−1Hp j Af j)

= (f∗i A−1H∗pi
A)(A−1Hp j Af j) = f∗i f j. (12)

Also, the property 1 and 3 are obvious because they con-
sist of inner products. In Sect. 3.2, another property will be
given by using the property 2.

3.2 Authentication via L2-norm Minimization

We review the authentication algorithm based on Linear
combination of templates computed as an l2-norm min-
imization problem [9]–[15], and then the 4th property is
shown.

A. Authentication Algorithm

First, fi,mi is defined as the mi-th template for the i-th
person where mi = 1, 2, . . . ,Mi. For the i-th registered per-
son among K registered persons, the set of Mi training tem-
plates is given by Di = [fi,1, fi,2, . . . , fi,Mi ]. Let us assume
that y, the template of a query which belongs to the i-th per-
son, is linearly approximated solely by the training vectors
of the i-th person:

y = fi,1xi,1 + fi,2xi,2 + . . . + fi,Mi xi,Mi = Dixi, (13)

where xi, j is a coefficient value. Therefore, with all tem-
plates of K registered persons, y can be represented as

y = D10+. . .+Di−10+Dixi+Di+10+. . .+DK0 = Dx0,

(14)

where D = [D1,D2, . . . ,DK] and x0 = [0T , . . . , 0T , xT
i ,

0T , . . . , 0T ]T . To identify the i-th person, the l2-norm mini-
mization problem of Eq. (14) is carried out as

x̃0 = arg min
x
‖x‖2 subject to y = Dx. (15)

By solving Eq. (15), an approximate solution x̃0 is obtained
as x̃0 = [x̃T

1 , x̃
T
2 , . . . , x̃

T
i , . . . , x̃

T
K]T . x̃0 is used to authenticate

a person C. We define the function δi(·) that replaces the
coefficients with zeros except for those of the i-th person:

δi(x̃0) = [0T , . . . , 0T , x̃T
i , 0

T , . . . , 0T ]T . (16)

Substituting δi(x̃0) into xi in Eq. (13), the person C is esti-
mated by

ri = ‖y − Dδi(x̃0)‖2, (17)

C = arg min
i

ri, (18)

where ri is called the residual factor of the i-th person.

B. Authentication Algorithm with Protected Templates

Next, we replace original templates in the above dis-
cussion with templates protected by a common parameter pi

to show a new property. In this study, the parameter pi is
used for a templates set D or Di globally as well as the con-
ventional schemes [9], [10], [14], [15], although the entropy
of the parameter pi is reduced.

The solution of the l2-norm minimization problem is
represented as

x̃′0 = arg min
x
‖x‖2 subject to ŷ = D̂x (19)
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The square error between a protected query and training
templates is represented as

E2 = ‖ŷ − D̂x̃′0‖2. (20)

From dE2
dx̃′0
= 0, x̃′0 which provides the minimum square error

in Eq. (20), is represented by

x̃′0 = (D̂∗D̂)−1D̂∗ŷ. (21)

In addition, from the property 2 in Eq. (12), D̂∗D̂ and D̂∗ŷ
can be also given by

D̂∗D̂ = D∗D, D̂∗ŷ = D∗y. (22)

Therefore, the relation x̃0 = x̃′0 is satisfied. That is, the uni-
tary transform-based templates give the same results as in
original templates, that is the property 4

3.3 Reissue of Protected Templates

It was shown that the unitary transform-based template pro-
tection does not give any degradation of recognition perfor-
mance in l2-norm minimization problems in Sect. 3.2. This
property enables to recursively generate protected templates
without any performance degradation.

Equation (8) can be applied repeatedly with a different
unitary transform Hp′i as below.

f̂′p′i = (A−1Hp′i A)(A−1Hpi Afi)

= A−1Hp′2i
Afi, (23)

where Hp′2i
= Hp′i Hpi . The protected template f̂i can be reis-

sued as a new template f̂′p′i by simply repeating the same
protection scheme. In the authentication system, the result
of the templates f̂′p′i is also equal to that of the original tem-

plates in l2-norm minimization problems.
Figure 2 (a) shows the recursive parameter generation

where f̂pi is the protected template generated from a tem-
plate f with a parameter pi, and f̂′p′i is provided from f̂pi with
p′i as,

f̂p′i = T (f̂pi ,p
′
i) (24)

= T (f,p′2i),

where p′2i is the synthesis parameter of pi and p′i . In the case
of the DFT-based protection, from Eq. (23), the synthesis
parameter θp′2i

is given by

θp′2i
= θpi + θp′i . (25)

The unitary transform-based protection can be com-
bined with a non-invertible transform as shown in Fig. 2 (b).
In generally, the recursive use of a non-invertible transform
degrades recognition performance. On the other hand, the
proposed scheme enables to reissue templates protected by a
non-invertible transform, without any performance degrada-
tion. The recognition performance of the doubly protected
templates f̂p′i is the same as that of f̂pi .

Fig. 2 Recursive parameter generation

Finally, we introduce a distributed management system
in Fig. 2 (c). This system enables to manage a template with
a number of parameters. Each protected template with a
different parameter has the same recognition performance,
while this management can decrease the damage for the
leakage of some secret parameters.

4. Experimental Results and Evaluation

The proposed scheme is applied to face recognition exper-
iments. Furthermore, it is evaluated for the reasonabil-
ity of the security and compared with the Gram-Schmidt
method [8].

4.1 Database

We use The Extended Yale Face Database B [27] that con-
sists of 2432 frontal facial images with 192×168-pixels of
38 persons. 64 images for each person are divided into half
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Fig. 3 An example of the down-sampling method

Fig. 4 An example of the random projection method

randomly for training samples and queries.
Here, the DFT is used as an unitary transformation to

generate protected templates, where θpi ∈ { π2 ,− π2 }.

4.2 Results and Discussion

A. Face Recognition Experiment

The proposed protection is applied to templates
with 1254 dimensions generated by the down-sampling
method [10] and the random projection method [28] respec-
tively. The down-sampling method divides an image into
non-overlapped blocks and then calculates the mean value
in each block. Also, the random projection method, which
is not a unitary transformation, transforms a vector into a
dimension-reduced vector by a random matrix with a stan-
dard normal distribution.

Figures 3 and 4 show template examples and the
protected templates generated by the proposed scheme.
In Fig. 3, the protected template generated by the down-
sampling method has no visual information, while the tem-
plate is still visible. As shown in Fig. 4 (b), the template has
no visual information before applying the proposed protec-
tion to it. The protected template in Fig. 4 (c) was generated
by the proposed scheme.

In order to confirm the effectiveness of the proposed
scheme, Receiver Operating Characteristic (ROC) curves
were plotted as shown in Fig. 5, according to the relation
of a residual factor ri and a threshold value, τ:

if ri ≤ τ then accept; else reject. (26)

In Fig. 5, true positive rate is the acceptance rate of the cor-
rect person. Also, false positive rate is the acceptance rate
of people that are different from the query person. From
Fig. 5, it is shown that the use of the proposed scheme pro-
vides the same performance as that of the original templates
(non-protected templates) when a common secret parame-
ter is used for all of queries and training templates. That
is, there is no degradation of the recognition performance

Fig. 5 ROC curves (Templates with 1254 dimensions)

in solving the problem of l2-norm minimization. On the
other hand, when different secret parameters among queries
and training templates are used, the true positive rate ap-
proximately equals the false positive rate. The results mean
that the cross-matching performance is reasonable. Further-
more, when user specific parameters are used for each per-
son as Fig. 1, the recognition performance is improved due
to its better cross-matching performance than that of origi-
nal templates.

In Fig. 6, it is shown that the relation of FAR (False
Accept Rate), FRR (False Reject Rate) and a residual factor,
where FAR means the acceptance rate of the false person
and FRR is the reject rate of false person. Furthermore, the
intersection of FAR and FRR is called EER (Equal Error
Rate) and EER is used to evaluate the recognition perfor-
mance. Table 1 shows EER values of Fig. 6. The EER val-
ues for the user specific parameters is improved due to the
improvements of the cross-matching performance compared
to the use of a common parameter.

B. Comparing with the Random Projection Method

We compare the proposed scheme with the random
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Fig. 6 FAR and FRR (Templates with 1254 dimensions)

Table 1 EER

Down sampling Random projection
common parameter 7.48% 9.21%

user specific parameters 5.02% 3.04%

projection method, which is a non-invertible transformation,
in terms of the reissue of protected templates. As shown in
Sect. 3.3, the proposed scheme can reissue protected tem-
plates without any performance degradation. However, the
random projection method, which is not an unitary trans-
formation, has not the property. We repeat applying the ran-
dom projection method to confirm this point. First, to obtain
a template fi with 1254-dimensions from 32256-pixels im-
age gi, the image is multiplied by a 1254× 32256 matrix R1

which consists of random values and the Euclidean length
of each column has been normalized to unity as.

f̂i = R1gi. (27)

Then, random matrices with 1254 × 1254 size, R2 and R3

are also generated and used to generate the 2nd and the
3rd protected templates. Figure 7 shows the ROC curves
in the random projection method. From Fig. 7, it is shown
that it is different to avoid the degradation of the recognition

Fig. 7 ROC curves (the random projection method)

performance under the random projection method.

4.3 Evaluation

A. Security Analysis

Security Analysis for Brute-Force Attack
The key of the proposed scheme is a phase vector θp.

The key space of the phase vector θp depends on the di-
mension of the template, N and the number of elements,
L. If real number templates are required, θp has to meet
θp(k) = 2π− θp(N − k), k = 1, . . . , �N−1

2 �. Therefore, the key

space is L�
N−1

2 �. In the experiments, the length N of the tem-
plate becomes 1254 and the number L of elements becomes
2, e.g. θp ∈ { π2 ,− π2 }. The key space in the experiments is re-

duced to 2�
1254−1

2 � = 2626. Also, the key space of the random
permutation matrix is given as (�N−1

2 �)! when real number
templates are used. Thus, the key space in the experiments
is (� 1254−1

2 �)! = 626!. These key space are larger than the
key space of 256-bit encryption. Thus, this scheme has a
large key space enough to prevent Brute-Force Attack.

Security Analysis for Diversity

The cross-matching performance of the proposed
scheme is evaluated. Figure 8 shows the relation between
residual factor ri and the number of ri, where same classes
means that a query person is the same as one for train-
ing samples. Note that there is almost no overlap between
the red distribution and the blue one. Therefore, the pro-
posed scheme has the sufficient performance for avoiding
the cross-matching.

Security Analysis for Irreversibility

We consider irreversibility that is difficulty to recover
the original information from a protected template, in terms
of resistance against recovery from parameter, from authen-
tication result and from template respectively.



66
IEICE TRANS. INF. & SYST., VOL.E99–D, NO.1 JANUARY 2016

Fig. 8 Cross-matching evaluation of the proposed scheme with templates
extracted by the random projection method

(1) Resistance against Recovery from Parameter

We assume that an attacker accesses only the parameter
pi. The parameter pi is uniformly random and independent
from the original template fi. Thus, it is impossible to re-
cover the template fi from the parameter pi without the pro-
tected template f̂i. In addition, even if the attacker collects
two or more different parameters, he can not recover fi be-
cause the parameters does not have any information of fi.

(2) Resistance against Recovery from Authentication Result

we assume that an attacker accesses only authentication re-
sults, which include inner products in the authentication
via l2-norm minimization. In order to recover the original
template fi, the attacker regards Eq. (21) as a simultaneous
equation, where inner products of a protected query tem-
plate with dimension N and M protected training templates
with dimension N are calculated. This simultaneous equa-
tion consists of NM + N + �N−1

2 � variables and NM equa-
tions. Since the number of equations is less than the num-
ber of variables, the solution is underspecified. Therefore,
the attacker can not estimate the original template from only
authentication results.

(3) Resistance against Recovery from Template

We assume that an attacker accesses only protected
templates. As described in Sect. 4.3 A, the proposed scheme
has a large key space enough to prevent Brute-Force Attack
on a random phase matrix or a random permutation matrix.
However, the proposed scheme does not satisfy “perfect se-
curity” defined by Shannon [23], [29], as well as other pro-
tection schemes [5]–[16]. The use of schemes with perfect
security is the most secure option. In addition, the entropy
of the parameter pi is generally reduced by applying pi to
a templates set, D or Di globally. Many researchers have
been seeking a trade-off between irreversibility and recog-
nition performance as described in [30]–[32], because high
recognition performance can be achieved only when the pro-
tected biometric reference retains all the discriminatory in-
formation contained in the original template. This study

Table 2 Calculation times

Proposed scheme Gram-Schmidt method
transformation and 0.0007 1.5153

generation time [sec/template] [sec/template]
verification time 0.3774 [sec/query] 0.3872 [sec/query]

Table 3 The platform used in the experiment

Software Processor RAM
MATLAB R2015a Intel Core i7-3540M 3.00GHz 8.0GB

shows a new result, namely templates protected by a unitary
transform can provide the same recognition performance in
l2-norm minimization as that of original templates, although
the templates do not satisfy “perfect security”. As far as we
can see, any schemes with “perfect security” do not have
this recognition performance.

B. Comparing with the Gram-Schmidt Method

The proposed DFT-based protection is compared with
the Gram-Schmidt method [8] in terms of the calculation
amount of the registration which consists of the transforma-
tion and the generation of Qp. The Gram-Schmidt method
is the protection scheme that is based on an random orthog-
onal matrix generated by using the Gram-Schmidt orthogo-
nalization. Furthermore, the calculation order for generation
the orthogonal matrix from an pseudo-random matrix of the
size N × N is O(N3) at least, and the calculation order for
the product of the random orthogonal matrix and a feature
vector is O(N2). Thus, the calculation order of the protected
template generation based on the Gram-Schmidt method is
O(N3). In contrast, the procedure of the proposed scheme
consists of the FFT (IFFT) and the product of a diagonal
matrix Hpi and a template vector. The calculation order of
N point FFT (IFFT) is O(NlogN) and for the product of the
diagonal matrix of the size N × N and a vector of the length
N is O(N). Therefore, the calculation order of the proposed
scheme is O(NlogN). Thus, the protection of the proposed
scheme has lower calculation amount than that of the Gram-
Schmidt method.

On the other hand, the calculation amount of the ver-
ification is almost the same, when a verification scheme
is used in common and the dimension of templates is the
same. Table 2 is represented about the experimental pro-
cessing times of the transformation and the verification.
Also, this experiment was carried out on platform in Ta-
ble 3. It is shown that the proposed scheme is faster than
Gram-Schmidt method in the transformation and the gener-
ation time.

C. Comparing with CIRF

The proposed scheme is compared with CIRF (correlation-
invariant random filtering) [23], [24], which is based on the
number theoretic transform (NTT) and a random filter. The
similarities between both schemes are that matching oper-
ations are carried out in a transform domain and a random
matrix is used securely to protect templates. By contrast,
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the differences are that CIRF can satisfy the perfect secu-
rity condition and focuses on correlation-based matching.
In contrast, the proposed scheme has a high freedom degree
of applicable authentication algorithms, because there is no
restriction imposed by the use of a finite field. As a result, it
can provide the same results in l2-norm minimization prob-
lems as those of original templates.

5. Conclusions

This study considered some useful properties of the unitary
transform-based template protection and proposed a DFT-
based one. It was shown that the unitary transform-based
template protection does not affect not only the Euclidean
distance but also the solution of the l2-norm minimization.
The proposed scheme was also applied to face recogni-
tion experiments to verify the effectiveness of the proposed
one. We confirmed that the proposed scheme has the suf-
ficient performance for the security. Finally, we compared
the proposed scheme with the Gram-Schmidt method and
demonstrated that the proposed scheme has lower calcula-
tion amount than the Gram-Schmidt method.
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