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ABSTRACT

Anomaly detection has been a long-standing security approach with versatile applications, rang-
ing from securing server programs in critical environments, to detecting insider threats in en-
terprises, to anti-abuse detection for online social networks. Despite the seemingly diverse ap-
plication domains, anomaly detection solutions share similar technical challenges, such as how
to accurately recognize various normal patterns, how to reduce false alarms, how to adapt to
concept drifts, and how to minimize performance impact. They also share similar detection
approaches and evaluation methods, such as feature extraction, dimension reduction, and ex-
perimental evaluation.

'The main purpose of this book is to help advance the real-world adoption and deployment
anomaly detection technologies, by systematizing the body of existing knowledge on anomaly
detection. This book is focused on data-driven anomaly detection for software, systems, and net-
works against advanced exploits and attacks, but also touches on a number of applications, in-
cluding fraud detection and insider threats. We explain the key technical components in anomaly
detection workflows, give in-depth description of the state-of-the-art data-driven anomaly-
based security solutions, and more importantly, point out promising new research directions.
This book emphasizes on the need and challenges for deploying service-oriented anomaly de-
tection in practice, where clients can outsource the detection to dedicated security providers and
enjoy the protection without tending to the intricate details.
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Preface

Anomaly detection is one of the few proactive defense approaches. This book is intended to pro-
vide an introduction to anomaly-based security defense techniques with a focus on data-science
based approaches. The book summarizes the history and the landscape of anomaly detection re-
search, systematizes and contextualizes the existing solutions, explains how various components
and techniques are connected and related to each other, and more importantly, points out the
exciting and promising new research and development opportunities in data-driven anomaly
detection. The book focuses on the anomaly detection in program executions and computer
networks. It can be used as a textbook for advanced graduate courses, or undergraduate senior
elective courses.

As the need for security is becoming an integral part of the society, we intend to make
this book useful and accessible for a large audience, including cybersecurity professionals at all
levels, data scientists, usability engineers, and various application-domain experts. Achieving
cyber security depends on inter-disciplinary research and development efforts.

'The book is titled Anomaly Detection as a Serice. It is a grand and ambitious vision that
has yet to become reality. Throughout the book, we discuss how current technologies could be
extended to achieve anomaly detection as a service and the gaps to be filled. With the unprece-
dented advances on data science and growing interests from both the academia and industry on
anomaly detection, the timing for pushing for this vision could not be any better. We hope this
book can encourage and engage researchers, practitioners, and vendors in anomaly-detection
related innovations.

'The book is organized as follows. The first three chapters introduce the anomaly detection
fundamentals. The next four chapters dive into key technical areas, including program analysis,
cyber-physical systems, sensemaking, and automation. The last two chapters describe industry
development and future opportunities.

A brief summary of each chapter is as follows. In Chapter 1, we give an overview of the
field of anomaly detection with a focus on the past, present, and future of program anomaly
detection. We also describe the vision of anomaly detection as a service. In Chapter 2, we point
out the importance of defining threat models in anomaly detection, and introduce major attack
categories against programs, as well as the attacks against detection systems. In Chapter 3, we
describe basic techniques for modeling program behaviors, and explain the differences between
local anomaly detection and global anomaly detection.

In Chapter 4, we show various ways that insights from code analysis can substantially im-
prove data-driven anomaly detection, including Android malware detection. In Chapter 5, we

show how to reason about control-program semantics with respect to the physical environment,
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which is important for protecting cyber-physical systems. In Chapter 6, we describe several
network anomaly detection methods that are all based on making sense of massive amounts of
network traffic. In Chapter 7, we show the technical advances in automating n-gram based de-
tection, including automatic calibration, adjustment, and maintenance. In addition, we point out
the key requirements for conducting rigorous experimental evaluation of data-driven anomaly
detection.

In Chapter 8, we give an overview of anomaly detection technologies in the security in-
dustry and point out the anomaly-detection components in various commercial products. In the
last Chapter 9, we point out several exciting new research and development opportunities that
will help realize the vision of the anomaly detection as a service.

Danfeng (Daphne) Yao, Xiaokui Shu, Long Cheng, and Salvatore J. Stolfo
October 2017
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