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Page 830. The original article contains an inaccurate description of the algorithm CheckTrace.
The correct algorithm CheckTrace should be as follows:

The original article can be found online at
https://doi.org/10.3103/S0146411621070233

Algorithm 1. CheckTrace
Initial parameters: (1) sequence  (P(I)) of type (1) and length nI (I ∉ (P)),

(2) profile (P) of type (5) and profile (P, l) of type (6),
(3) threshold T of detecting untypical execution.

Result: Message about a not typical or typical sequences of API calls
1 result = typical, counter = 0
2 execute cycle k = 1, …, nI

3 if k ≥ l and (  ∉ (P, l), then
4 result = not typical
5 Exit cycle
6 End of condition
7 if k ≤ nI – 1, then
8 

9 if d ∈ , then
10 if d ∉ , then

11 counter = counter + 1
12 if counter ≥ T + 1, then
13 result = not typical
14 Exit cycle
15 End of condition
16 End of condition
17 End of condition
18 Otherwise
19  result = not typical
20 Exit cycle
21 End of condition
22 End of condition
23 End of cycle
24 return result
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