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Abstract—Mobile Inter-vehicular communication network is an ad hoc net-
work that allows peer vehicles to share and receive data. The existing inter-ve-
hicular communication approach uses data from a limited number of data sources 
located in distant areas. This leads to high latency caused by the short-range an-
tennas used to connect the peers. Inter-vehicular networks are dynamic and self-
organized networks that do not use any external infrastructure to send and receive 
data. Currently, inter-vehicular networks only exist as part of a hybrid system and 
hence there is a need for a faster inter-vehicular network which can function in-
dependently. In this study, we developed a model which uses the gossip algorithm 
to send and receive data. The results show that over time, in a peer-to-peer net-
work, the distance to be covered and the delay time are reduced. In the current 
models, however, the delay and distance covered remain constant. The results 
show that a peer-to-peer model is faster. 

Keywords—Inter-vehicular networks, Autonomous, Gossip algorithm, Mobile 
Inter-Vehicular communication system. 

1 Introduction 

The future is ultimately enigmatic but planning requires predictions of imminent 
conditions and needs, especially in the modern digital era of autonomous vehicles. Such 
technology might influence future driving behaviors, travelling activities, parking space 
due to the advent of digital cameras, smartphones, smart computers, smart communities 
and smart cities, thus, making autonomous vehicles to be soon realistic and sufficiently 
reliable. Therefore, the existence of autonomous could soon replace human drivers and 
probably lead to huge savings and reduction of human driving errors because world-
wide traffic safety is a major concern. Thus, giving special attention to autonomous 
vehicles, especially inter-vehicle communication (IVC) and vehicle to road communi-
cation (VRC) to reduce the number and severity of road events. The existence of auto-
mated cars relies on a good supply of data at all times and modern inter-vehicular net-
works are developed to address this issue amongst others. Good connection devices 
with an antenna range of up to 1000 meters have been developed for inter-vehicular 
communication systems but current communication protocols or strategies have high 
latency making it hard to use or impractical [1]. Core data failures that make 
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autonomous vehicles a challenge is; unavailability of sufficient data and sensor mal-
functions. Autonomous cars make decisions which adhere to the provided data. In the 
case of sensor malfunctions, a wrong result may be obtained and the need for real-time 
information update. The CEO of Google stated that their car collects and processes 
about 4000 Gigabytes of data per hour. All this data ought to be received and processed 
in real-time to provide real-time updates of the virtual environment [2][26]. 

An inter-vehicular communication network is an ad hoc network that allows peer 
vehicles to share and receive data. An ad hoc network is a very dynamic self-organized 
network that does not need infrastructure to operate; such a network developed for cars 
is known as a vehicle ad hoc network (VANET) [3]. Of late, however, a majority of ad 
hoc networks are used in conjunction with land-based infrastructure to allow connec-
tion to the internet and increase the bandwidth and reliability [4][24]. 

Currently, VANET prototypes are used for accident detection, provision of driver 
assistance especially at road intersections and traffic management a problem that costs 
Europe 50 billion Euros per year. Inter-Vehicular communication is considered to be a 
branch of Intelligent Transportation Systems (ITS) which also falls under the Internet 
of Things (IoT) [5][25]. This technology is still at its infancy and numerous institutions 
are still working on its development in the field of autonomous vehicles. 

The first autonomous car was introduced to the public in 1926 in New York by Hou-
dini. It used radio signals to allow cars in front of it to control its movement. Modern 
models are more data-oriented and inter-vehicular communication is one major pillar 
of their existence. A fully autonomous car is a vehicle that can perform all its functions 
without human intervention. It collects data of the local environment through sensors 
and from peers in-vehicle data sharing networks and uses deep learning algorithms and 
software to maneuver [6]. 

These vehicles use various sensors and cameras to collect data and use it to create a 
virtual environment. There are two major autonomous car design approaches, one uses 
image segmentation and is currently used by the Tesla Model S. This model uses data 
collected from cameras, it has one in the back, one on each side and multiple in the 
front, there are also ultrasonic sensors surrounding the car and radar to measure speeds. 
The second model used by Waymo fuses data from various sensors, radar, ultrasonic 
sensors and light detection and ranging sensors (LIDAR) to create the virtual environ-
ment. Both models have onboard computing hardware to process this data [7]. 

United States National Highway and Traffic Safety Administration classify autono-
mous vehicles into six main levels [8]. 

• Zero automation (level 0): At this level, the car is fully controlled by the driver. 
• Driver assistance (level 1): The car at this level is controlled by the driver but it has 

built-in assistance features such as internally controlled braking. 
• Partial automation (level 2): The car at this level has numerous built-in systems 

controlling the breaks, steering and acceleration, however, all other tasks are per-
formed by the driver. 

• Conditional automation (level 3): The car systems have full control of the car if 
certain criteria are met. The driver can assist in certain cases or regain full control of 
the car. 
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• High automation (level 4): At this level, the car systems have full control of the car 
if certain criteria are met but, in this case, the driver does not need to pay attention 
to the car [9]. The car can allow the driver to take over if the criteria are not met or 
if the driver does not take over it stops safely. 

• Full automation (level 5): At this level, the car has full control in all possible cir-
cumstances. It can operate even if there is no one on board. 

One key algorithm to use in the proposed model is the gossip algorithm which dis-
seminates information amongst peer vehicles. It allows peers to share information, each 
peer distributes all the information it has to adjacent peers immediately a connection is 
established [10]. This algorithm allows cars to share data even in areas with low con-
nectivity. It is highly influenced by the geographical location of each node since con-
nections are affected by the proximity of each node [10]. 

The current existing inter-vehicular networks have huge challenges with obtaining 
data from remote areas and thus, are forced to get assistance from land-based structures. 
This causes autonomous cars to be possible only in smart cities. 

The remainder of the paper is organized as follows: In section 2.0, we review previ-
ous literature on different vehicle communication systems while methodology is pre-
sented in section 3.0. The implementation and results analysis are presented in section 
4.0, while some conclusions and recommendations are drawn in section 5.0. 

2 Review of Related Work 

A lot of research has been conducted in-vehicle communication systems with differ-
ent approaches and technology being used. These approaches include, amongst others, 
land to vehicle communication systems, hybrid-vehicular communication and inter-ve-
hicular communication systems [11]. 

2.1 Land to vehicle communication system 

Land to vehicle communication systems allows vehicles to broadcast signals to other 
vehicles only through land-based infrastructure [11]. Some models using this approach 
have been conceptualized, some operate through cellular networks. One system used 
telephones installed in vehicles to convey information using cellular networks to tele-
phones in peer vehicles covering both short and long-range distances [12]. An alterna-
tive design, also using cellular communication, uses onboard devices to transmit data 
to peer vehicles. This system covered both long and short communication distances as 
well [13]. Experiments have also been conducted in cases where the roadside infra-
structure was built just for vehicle communication use only [14]. Another research was 
conducted using onboard equipment as well and the communicating infrastructures 
were satellite-based networks [14]. The biggest challenge with these concepts is that 
they are very expensive to develop especially when covering large areas. 
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2.2 Inter-vehicular communication systems 

These are systems where the vehicle to vehicle information sharing is conducted 
without any land-based infrastructure [11]. It was first conceived in Japan in the 1980s 
by the Association of Electronic Technology for Automobile, its main purpose at the 
time was to achieve car platooning (enabling cars that follow each other to synchronize 
their actions, thus performing as a single unit). This system aided in accident reduction 
and with the dealing of traffic congestion [15]. The United States and Europe were 
suffering from similar problems. They quickly gained interest, and a number of con-
cepts have been released from then to date. In 1987 in San Diego a demonstration was 
made, the demonstration involved eight cars connected through a 9000MHz local area 
network. In this concept, the maximum space between cars achieved was 6.3 meters 
travelling at speeds up to 96 kilometers per hour and the data transmission rate was 122 
kbps [16]. This model, however, had a data transmission rate and distance between cars 
that was too small. 

The Program for Europe Traffic with Highest Efficiency (PETHE) which existed 
from 1987 to 1994 also created an early model which used a 57GHz band to establish 
a full connection within a number of cars [16]. Another European based concept was 
done by The Europe Chauffer Project where a truck platooning network was created. 
This system only sent speed changes between trucks, acceleration and deceleration. The 
system used 2.4GHz frequency band and later 5.8GHz bands and was able to transmit 
data at a rate of up to 230kbps covering distances up to 40 meters [17]. However, the 
system was also perceived not to be good enough in real-life operation. 

The Association of Electronic Technology for Automobile in 1997 conducted exper-
imental tests whereby they used infrared signals to transmit data between cars. The 
infrared transmitting instruments were pinned on vehicle tops and transmissions be-
tween peers were done by triangulation. This concept allowed vehicles to measure the 
distance between each other [18]. Later models used the Geographical Positioning Sys-
tem, mainly, D-GPS to locate transmitting peers. The downfall with this approach was 
that infrared transmits in a straight line thus it could not transmit through corners and 
had a short-range. 

Various universities and researchers have experimented with 5.8GHz Dedicated 
Short Range Communication to make geolocation-based networks using GPS. Infor-
mation is shared using beacon messages which are messages that contain information 
such as current acceleration, speed, direction, the position of the car. This technology 
was well designed but failed to accommodate peers that did not form part of the network 
and always kept them in danger [19]. 

The main disadvantage with inter-vehicular systems is that cars make clusters which 
may not be connected if there is low traffic flow. This challenge also makes it hard to 
deploy it since a large number of vehicles need to use it in order for it to function and 
create a network [14]. 
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2.3 Hybrid-vehicular communication system 

The systems discussed in 2.1 and 2.2 have numerous advantages and disadvantages 
on their own, over the years but new models have been created which combine the 
advantages of both approaches to create hybrid systems. These systems are designed to 
solve the problem of clusters formed by inter-vehicular communication networks whilst 
avoiding the high cost incurred when developing large numbers of infrastructure [14]. 

One concept created to implement such a hybrid system used satellites as infrastruc-
ture mainly to transmit data over long distances and dedicated short-range communica-
tion is used for vehicle to vehicle communication. The system used between 2GHz and 
4GHz band to transmit the data [14]. It allowed communication to extend to rural areas, 
facilitating good data flow even at low traffic and it was quick and easy to deploy 
providing full coverage on launch. 

Another concept, developed, used roadside infrastructure to complement inter-vehi-
cle communication. It was developed such that it provided no distinction between the 
vehicle to vehicle or infrastructure network but allowed the two technologies to com-
plement each other creating a very dynamic network topology [20]. 

2.4 Autonomous inter-vehicular communication systems 

The growing research in autonomous cars and their increasing presumed benefits, 
has led to the research on vehicle communication systems shifting to accommodate 
autonomous cars. Autonomous cars, however, have their own unique challenges unlike 
normal vehicle driver assistance-based vehicles; they require the transfer of huge 
amounts of data at a very high speed. Research has been done in various data transfer 
technologies and they all seem to have limitations which outweigh their benefits. Li-Fi 
and infrared failed due to the requirement of transfer in straight lines and have a very 
short range [8]. Wi-Fi has high data transfer capabilities but has poor mobility support 
and Bluetooth has a variety of connectivity platforms but its maximum range of 100 
meters is too small. 

One concept that was created did not have much emphasis on cars which had a large 
gap in between them, instead, it focused on neighboring peers. It used Dedicated Short-
Range Communication to allow peer cars to enlarge their environment by sharing their 
sensors and cameras. This system also shared data on hazards on roads and peer vehi-
cles shared data on their routes a feature which enabled peer vehicles to predict its 
movements in advance and all this data was shared in the 5.9GHz band. This concept 
also concluded that for long-range communication, cellular networks could be used to 
transfer some data like weather conditions but due to latency data cannot be shared in 
real-time [13]. The grand concept of the vehicle communication system is that of the 
vehicle communication network (VCN). This model combines different technologies, 
the vehicle to vehicle communication (V2V), vehicle to infrastructure (V2I), vehicle to 
the cloud (V2C), vehicle to road signs (V2RS) and vehicle to roadside units (V2RSU). 
This model uses 5.8GHz band for Dedicated Short-Range Communication and the Wi-
Fi 802.11p for long-range communication. A cellular communication option is also 
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designed and based on the LTE standard and 3GPP. The cellular model uses enhanced 
mobile broadband for broadcast and is ultra-reliable and has low latency [21]. 

Uses of the network: 

1. Individual driving intelligence – this network allows vehicles to share data eradi-
cating the limit of short-range sensing. One problem solved by such a system is that 
autonomous cars’ software and onboard computers have limited capabilities. VCN 
can also be used by autonomous cars to download pieces of high definition road 
maps which can help increase performance since fully downloaded maps take a lot 
of space, about 5GB per kilometer. It also allows vehicles to share data required to 
make decisions in advance such as free parking locations [21]. 

2. Cooperate swarm intelligence – Communicating vehicles over time create an in-
telligent swarm. This is the capability of peer cars to use data shared in the network 
to predict the actions by other vehicles in the network. VCN can also replace struc-
tures such as traffic light allowing traffic flow to be determined by the amount of 
traffic at a particular time. 

3. Friendly service intelligence – Since autonomous cars will render everyone a pas-
senger at some point in time, then the network also provides users with full internet 
access. This extends to the provision of entertainment and other daily updates such 
as weather and news [21]. 

3 Methodology 

3.1 Software development life cycle (SDLC) 

A software development life cycle (SDLC) model was adopted to develop a mobile 
Inter-vehicular communication system based on gossip algorithms. The system was di-
vided into phases. These phases enable proper planning and flow of task execution. In 
our case, however, only the system analysis, feasibility analysis and system design were 
coved required. 

System analysis: 

1. Existing model: The main challenge with the current inter-vehicular communication 
model is latency. This latency is a result of limited sources of data and the existence 
of gaps between vehicles beyond the antenna range currently at 1000 meters per 
vehicle. This means for all data required a source must first be located and the data 
must then be retrieved and returned. For every gap encountered on either destination, 
the process has to pause until a connection is made. This problem is rapid when there 
is a small number of registered peers and when traffic is low like during late hours. 
The alternative, hybrid inter-vehicular communication model uses land infrastruc-
ture which is expensive to set up and hence to the user. This latter approach is also 
not practical in remote areas and less developed countries. 

2. The proposed solution: The proposed model of a decentralized peer-to-peer net-
work where every peer vehicle acts as a client, transmitter (or antenna) and server 
creating a decentralized cloud. The model separates the data into different sections 
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based on area coverage such as international, continental or local. It lets vehicles 
share data and data updates on contact using it immediately and storing some in 
databases. The occurrence is such that it simulates the spread of diseases (airborne 
diseases) and is known as the gossip algorithm through the Susceptible Infectious 
and Removed (SIR) model. 

Each piece of data in each and every vehicle is treated independently from all other 
data. A peer is categorized as the susceptible state, infectious state or removed state for 
each piece of data. The states are defined as follows: 

a) Susceptible state: A peer is considered susceptible if it has the ability to receive 
data and data updates. A number of factors contribute to peers having different states 
whilst in each other’s vicinity. An example is incomplete update transfer of data Y 
from car B make’s car A to be in the susceptible state and car B be an infectious 
state. However, data X which is completely updated make’s both cars to be in the 
infectious state. 

b) Infectious state: A peer is considered in an infectious state pertaining to specific 
data if it has that data to share. If a nearby peer does not have that data but also is 
not susceptible based on the group it falls under, then the peer with the data is not 
considered infectious. An example of a new car recently shipped from Canada may 
have a Canadian map, but no car will be susceptible to it in South Africa. 

c) Removed state: These are peers which are in neither susceptible state nor infectious 
state. These are mostly vehicles that do not have the ability to connect to the net-
work. Vehicles that are not autonomous are not in the removed state by default since 
they can connect to the network but only use a limited amount of available data. 

The number of peers in each particular state is highly dynamic for every piece of 
data. The number of peers in the network also keeps changing in time. Contributing 
factors to the changes include vehicles disconnecting from the network, peers register-
ing in the network and vehicles being manufactured. 

A more detailed illustration of how the gossip algorithm operates is depicted in fig-
ures 1, 2 and 3 respectively. The first peer obtains specific data; this is the point of 
origin and sends it to all directly linked peers. The peers with data forward it to their 
directly linked peers excluding the peer they received the data from and the process 
continues. 

Another possible scenario in the model is the existence of more than one point of 
origin for the same data. An example is two cars outside of each other’s vicinity but, 
within another car’s vicinity can independently detect a pothole. Thus, the points of 
origin can be different and data can make different sub-networks and propagate as 
shown in fig. 4. The red circles show infected peers whilst the other circles show sus-
ceptible peers. 
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Fig. 1. First Peer 

 
Fig. 2. Second Peer 

 

Fig. 3. Third Peer 

 
Fig. 4. SIR model 
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As stated earlier sharing the model segments the data and data update into area cov-
erage groups. Some data sharing can be done with all vehicles, that is, to global reaches 
whilst some only local. The model specifies data pertaining to the vehicle’s current 
actions such as current vehicle speed and vehicle location not to be saved in the data-
base. All other data can be shared based on filters influenced factors such as data size, 
time, location and etc. 

The SIR model can be described as a mathematical model defined by the set of 
ODE’s shown in equation 1, 2, 3, 4 and 5.  

 				𝑆!(𝑡) = 	−𝛽𝐼𝑆 (1) 

 𝐼!(𝑡) = 	𝛽𝐼𝑆 − 𝛼𝐼 (2) 

 			𝑅!(𝑡) = 	𝛼𝐼 (3) 

 𝑀 = 𝑆 − 𝑅 − 𝐼 (4) 

𝑇𝑜𝑡𝑎𝑙	𝑑𝑒𝑙𝑎𝑦	 = 𝑀(𝑡𝑟𝑎𝑛𝑠𝑚𝑖𝑠𝑠𝑖𝑜𝑛	𝑑𝑒𝑙𝑎𝑦 + 𝑝𝑟𝑜𝑝𝑎𝑔𝑎𝑡𝑖𝑜𝑛	𝑑𝑒𝑙𝑎𝑦) 

+(𝑀 − 1)(𝑞𝑢𝑒𝑖𝑛𝑔	𝑑𝑒𝑙𝑎𝑦 + 𝑝𝑟𝑜𝑐𝑒𝑠𝑠𝑖𝑛𝑔	𝑑𝑒𝑙𝑎𝑦) + 

(𝑁 − 1)(𝑇𝑟𝑎𝑛𝑠𝑚𝑖𝑠𝑠𝑖𝑜𝑛	𝑑𝑒𝑙𝑎𝑦) (5) 

Where: α is the recovery rate of peers; 𝐼 is the number of infected peers, and 𝑆 is the 
number of susceptible peers; 𝛽 the transmission rate constant; 𝑀 the number of hops, 
and 𝑁 is the number of packets sent. From equation 1, the number of susceptible peers 
reduces in relation to the number of infected peers at the transmission rate. In equation 
2, the infected peers increase at equation 1 rate and decrease by the number of removed 
peers. In equation 2 we notice the increase of removed peers. 

Feasibility analysis: This section highlights the strengths and weakness of the pro-
posed model. It covers the weakness and strengths of the prototype we propose to build. 

Technology and System Feasibility 

• The proposed model is based on existing vehicle antennas and data storage systems, 
so, it doesn’t require the development of new technology. 

• The proposed system always shares data through stores data in multiple vehicles thus 
having a highly backed up system. 

• The system always sends data through the shortest path similar to flooding. 
• The proposed system, however, has a weakness of producing many duplicates. 
• As much as vehicles use existing technology, the data storage capacity needs im-

provement to make a more efficient network. 
• The proposed system can suffer from extensive security threats. 

Prototype feasibility 
Due to limited devices available to connect and test the delay in information, sharing 

will use the mathematical model described by equations 1, 2, and 3. 
System design: To demonstrate the proposed model we aim to send data between 

two model autonomous vehicles. The shared data between peers will allow vehicles 
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without sensors to manoeuvre using only the data received from its peer. To make the 
prototype model the key components will be an Arduino smart car kit, an Android 
smartphone with Wi-Fi Direct and USB On-The-Go (OTG) capabilities. Android 
smartphone uses a mobile application to perform its part. The Wi-Fi Direct version that 
allows file sharing between peers has a maximum range of 200 meters and a maximum 
bandwidth of 250 megabytes/second [8]. Since it covers a short-range, it has no regu-
lations and hence it is free. OTG capability is the ability of a host machine to send and 
receive data to USB devices example is the ability of smartphones to support flash 
drives. 

An Arduino is a hardware programmable microcontroller board. In the smart car kit, 
an Arduino board with a number of other component devices, an ultrasonic sensor and 
a sensor shield allows the board to interpret inputs from the sensor. It also has motors 
to move and control the wheels and the sensor. A motor controller controls the signals 
the Arduino board sends to the motors. 

Connection setup 

 
Fig. 5. Proposed Model 

The connection of the network is as shown in figure 5. A single car will contain a 
fully assembled Arduino smart car connected to an android smartphone by an OTG 
cable. The smartphone will be on a moving platform that will allow the smartphone to 
move left, right and center in relation to the front sensor movements. This will allow 
the smart phone’s acceleratory sensors to detect signals and they will correspond with 
the car’s direction. Since the Arduino Uno cannot send information back to the 
smartphone without an Arduino USB shield that we do not have. 

The smartphone runs an android application that allows it to connect to its peers 
through Wi-Fi directly. The application gets input from other peers and also form ac-
celeratory sensor updates. All inputs are taken to the database where it is either updated 
if it’s an update of existing information or inserted if its new data. The data retrieved 
from the database is processed and proper commands generated for the Arduino. Other 
data shared to peers on contact, or for updates made as shown in fig. 6. 

The Arduino smart car takes input commands from the smartphones and from the 
front ultrasonic sensor. The first input is the ultrasonic sensor that uses sound waves 
differential to detect objects located in front and on the sides. If it detects an obstacle 
then the sensor uses a motor to switch directions checking if the left and right are clear. 
The motor also tilts towards the direction of the platform on which the smartphone is 
located and the data kept the database. If the sensor of the car does not work, it takes 
data from the database received from peers. 

 

       

Arduino 
Smart  
Car 

 

Arduino 
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Car 

OTG 
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Fig. 6. Data Flow Diagram for Arduino 

4 Implementation 

4.1 Hardware requirements 

The prototype model of the proposed system consists of various hardware compo-
nents. The key components are Arduino smart car kits and android smartphones. The 
connection between these two components will be through a Universal Serial Bus 
(USB) and a USB on-the-go (OTG) cables. 

Arduino kit: An Arduino board is a programmable microcontroller introduced in 
2005. It was developed as a tool for professionals and students to develop devices that 
can interact with the environment. It has the ability to store and execute small size soft-
ware programs. Actuators and sensors are used to allow the Arduino to interact with the 
environment. To send and receive data from these actuators and sensors the Arduino 
uses shields [22]. The Arduino kit used in this study has an Arduino Uno board, three 
motors, an ultrasonic sensor, a sensor shield and a motor shield. 

Android smartphones: This study employs two Android smartphones with at least 
one supporting OTG. Android is an open-source Linux based operating system (OS) 
developed from as early as 2004 and initially launched in 2008. It was originally devel-
oped for smartphones but has since migrated to tablets, car systems, computers, laptops 
and smart watches [23]. 

4.2 Software requirement 

The implementation of Arduino Smart car model was developed using C, Java and 
SQLite. The Arduino board are developed using C. Java is used for the Android studio 
and the SQLite is for the databases.   
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4.3 Implemented prototype system 

Due to limited resources, the sender and receiving vehicles are not similar only run-
ning the same software. Fig. 7 and Fig. 8 show the receiving and sender vehicles re-
spectively. 

 
Fig. 7. Sender Arduino smart car 

 
Fig. 8. Receiver Arduino smart car 
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The application requires that Wi-Fi be turned on before launch.  On launch the first 
activity initiates a connection service searching for all open devices available. To con-
firm that Wi-Fi was turned on, a message at the bottom of the screen read that a con-
nection service was initiated else the initiation failed. If peers are available their names 
are listed where they are then selected. The screen also gets a notification asking per-
mission to connect to a USB device. This happens to the receiver car which connects 
to the Arduino smart car. As shown in fig. 9, 10 and 11. 

 

 
Fig. 9. Android application 

connection initiation 
screen 

 
Fig. 10. Android application 

available peers list 
screen 

 
Fig. 11. Android application 

USB connection re-
quest screen 

When a peer is selected notification is given as a permission request to establish a 
connection with it as shown in fig. 12. These permissions are not much of a requirement 
for this study but are protocols which have been established by Android as security 
measures. 

When a connection is established a launch, button is available to initiate the sending 
of data as shown in fig. 13. The sent data is shown on the screen as it is being sent and 
received as shown in fig. 14 and fig. 15. 
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Fig. 12. Android application screen for a con-

nection request 

 
Fig. 13. Android application connect devices 

launch screen 

 
Fig. 14. Android application data sent screen 

 
Fig. 15. Android application data received 

screen 
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4.4 The mathematical model results 

The mathematical set of equations stated earlier to model the SIR model was used to 
show the change in latency over time as data is sent. These equations were used to 
compare the existing model to the proposed model. The key difference between the two 
models is the number of nodes 𝑁 data should pass through to complete single data 
transmission. The old model states that all peers that have received the data 𝐼 and those 
that can receive should be passed through only excluding all unavailable peers	𝑁 = 𝑆 +
𝐼 − 𝑅. The proposed model, however, states   𝑁 = 𝑆 − 𝐼 − 𝑅	. 

  

 

Fig. 16. Proposed and Old Model 

Figure 16 shows that for the proposed model, as the data keeps getting spread out 
the time taken to complete a transmission reduces. Whilst in the older model the time 
remains constant. 

5 Conclusion 

Autonomous vehicles are safer than vehicles driven by humans. The road is pre-
dicted to be going to be safest when only autonomous vehicles occupy the roads. The 
use of these cars requires the ability to send large size data such as maps. This requires 
the development of vehicle data sharing networks and current networks require expen-
sive infrastructure to work. This makes the existence of autonomous cars to be imprac-
tical in developing countries and remote areas. 
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There are two main cases of data sharing tested in this study, sharing of data to be 
executed immediately and the sharing of data to be stored for future use. The developed 
prototype showed the viability of the model to distribute data for both cases. The math-
ematical model used to model the spread of data over the network showed that over 
time the delay decreases such that the vehicle even gets the data before it needs it in 
particular cases. When the time delay becomes negative it means peers on the opposite 
side of the car in relation to the point of the data origin also have the data. The data can 
be retrieved from either side if for some reason the vehicle loses it. 

The increase in the number of possible sources of data in combination with the re-
duction of the distance to the data sources reduces the possibilities and number of an-
tenna range gaps. All these factors show that this model clearly reduces the overall 
delay of data transmission. This means the transmission of data in the network is faster. 
The other more appealing factor is that the design does not require the development of 
new devices. It can be implemented using the existing devices only with the addition 
of memory space for optimization purposes. The existing model showed unnecessary 
duplication and security vulnerability but our model was developed to reduce the du-
plication. However further research can be carried out on possible ways to reduce du-
plications by balancing the data in the entire network using machine learning algo-
rithms. The SIR model did not accommodate the random distribution of the vehicles. 
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