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Preface

A series of open workshops devoted to modern cryptology began in Santa Barbara,
California in 1981 and was followed in 1982 by a European counterpart in Burg
Feuerstein, Germany. The series has been maintained with summer meetings in
Santa Barbara and spring meetings somewhere in Europe. At the 1983 meeting in
Santa Barbara the International Association for Cryptologic Research was launched
and it now sponsors all the meetings of the series.

Eurocrypt '92 in Hungary was a special meeting in many ways. For the first time, it
was held in an Eastern European country, Our charming Hungarian hosts turned
the conference into an unforgettable experience for all of us. Also for the first time,
the General Chair and the Program Chair were based in different countries. The
Program Committee was selected very internationally, which implied that joint
meetings were impossible in the course of setting the program. It was encouraging
to see how swiftly disputes could be resolved by electronic mail. To ease its
burden, the official Program Committee of Eurocrypt '92 obtained help from many
renowned researchers and scientists. Here is the final list of all those people (that I
know of) who helped during the refereeing phase.

Brandt, Brickell, Charpin, Crépeau, Csirmaz, Damgdrd, Denes, Desmedt,
Feigenbaum, Fell, Fujioka, Girault, Golic, Helleseth, Itoh, Joux, Kenyon,
Koyama, Kurosawa, Landrock, Matsui, Matsumoto, McCurley, Merritt,
Miyaguchi, Miyaji, Morain, Morita, Nemetz, Odlyzko, Ohta, Okamoto,
Quisquater, Rueppel, Sako, Sakurai, Santha, Seberry, Shamir, Simmons,
Staffelbach, Stern, Tanaka, Vajda, Valle, Yang, Yung.

The Rump Session, this time held more in the spirit of a recent results session, was
chaired by Laszlo Csirmaz. Some of the presentations, after a simplified review
procedure, were selected for publication in these proceedings. They can be found
at the end of this volume.

For the first time, a panel discussion was organized, entitled "The Eurocrypt '92
Controversial Issue: Trapdoor Primes and Moduli". The topic was mainly
motivated by the public debate on the draft standard on digital signatures
proposed by NIST. The panel members produced an interesting report which is
included in this volume.

Following the tradition of the series, the authors produced full papers after the
meeting, in some cases with revisions. These papers form the main part of the



\

present volume. They are placed in the same order that they took at the meeting
and under the same headings, for ease of reference by those who attended.

My thanks go to the "extended" Program Committee, to the General Chair Tibor
Nemetz, to the Organizing Committee, and last but not least to the authors who
contributed their recent results. They all have invested their time and effort to
make Eurocrypt '92 a success.

Zurich, October 1992 Rainer A. Rueppel
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