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Preface

This volume contains the papers presented at the 11th International Symposium on
Foundations and Practice of Security (FPS 2018), which was held at Gina Cody School
of Engineering and Computer Science, Concordia University, Montreal, Quebec,
Canada, during November 13-15, 2018. The Symposium received 51 submissions,
from countries all over the world. Each paper was reviewed by at least three committee
members. The Program Committee selected 16 full papers for presentation. The pro-
gram was completed with one short paper and one position paper, and three excellent
invited talks given by Guang Gong (University of Waterloo), Sanjay Goel (University
at Albany, SUNY) and Sébastien Gambs (Université du Québec a Montréal, UQAM).
At least three reviews were given for each submitted paper. The decision on acceptance
or rejection in the review process was completed after intensive discussions over a
period of one week.

Many people contributed to the success of FPS 2018. First, we would like to thank
all the authors who submitted their research results. The selection was a challenging
task and we sincerely thank all the Program Committee members, as well as the
external reviewers, who volunteer to read and discuss the papers. We greatly thank the
general chair, Frédéric Cuppens (IMT Atlantique); the organization chair, Amr Youssef
(Concordia University, Canada); the local organization chairs, Paria Shirani (Concordia
University, Canada) and Jun Yan (Concordia University, Canada); and the publications
and publicity chairs, Arash Mohammadi (Concordia University, Canada) and Joaquin
Garcia-Alfaro (IMT, Paris-Saclay, France). We also want to express our gratitude to all
the attendees and volunteers. Last but, by no means least, we want to thank all the
sponsors for making the event possible.

We hope the articles contained in this proceedings volume will be valuable for your
professional activities in the area.

February 2019 Nur Zincir-Heywood
Guillaume Bonfante
Mourad Debbabi
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