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Preface

The International Conference on Cryptography and Coding is the biennial conference
of the Institute of Mathematics and its Applications (IMA) on cryptography and coding
theory. The conference series has been running for more than three decades and the
17th edition was held December 16–18, 2019, at St Anne’s College, University of
Oxford.

The Program Committee selected 17 submissions for presentation at the conference
and inclusion in these proceedings. The review process was double-blind and rigorous.
Each submission was reviewed independently by at least two reviewers in an individual
review phase, and subsequently considered by the Program Committee in a discussion
phase. Feedback from the reviews and discussions was given to the authors and their
revised submissions are included in the proceedings.

In addition to the presentations of accepted papers, the conference also featured four
keynote talks by internationally leading scientists on their research. I am grateful to Cas
Cremers, Nadia Henninger, Clémentine Maurice, and Francesca Musiani for accepting
our invitation and sharing the insights gathered from their exciting research. Finally,
the conference featured several contributed presentations. However, these were not
finalised by the time this preface went to print.

Running a conference like IMACC requires the effort of many people and many
thanks are due. I would like to thank the Steering Committee for their trust and support.
I thank the authors for their submissions and the Program Committee and the external
reviewers for their effort in selecting the scientific program. Thanks also goes to the
IACR for their cooperation. Finally, I am thankful to the conferences team – Maya
Everson, Cerys Thompson, Pamela Bye, and colleagues – at the Institute of
Mathematics and its Applications for handling all the practical matters of the
conference.

September 2019 Martin Albrecht
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