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Preface

The 17th Theory of Cryptography Conference (TCC 2019) was held during December
1–5, 2019, at the DB Museum in Nuremberg, Germany. It was sponsored by the
International Association for Cryptologic Research (IACR). The general chair of the
conference was Dominique Schröder.

The conference received 147 submissions, of which the Program Committee
(PC) selected 43 for presentation. Each submission was reviewed by at least three PC
members, often more. The 35 PC members (including PC chairs), all top researchers in
our field, were helped by 171 external reviewers, who were consulted when appro-
priate. These proceedings consist of the revised version of the 43 accepted papers. The
revisions were not reviewed, and the authors bear full responsibility for the content
of their papers.

As in previous years, we used Shai Halevi’s excellent Web-review software, and are
extremely grateful to him for writing it, and for providing fast and reliable technical
support whenever we had any questions. We made extensive use of the interaction
feature supported by the review software, where PC members could anonymously
interact with authors. This was used to ask specific technical questions, such as sus-
pected bugs. We felt this approach helped us prevent potential misunderstandings and
improved the quality of the review process.

This year’s TCC was extended from three to four days of talks, and the lengths
of the presentations were accordingly extended from 20 to 25 minutes.

This was the sixth year that TCC presented the Test of Time Award to an out-
standing paper that was published at TCC at least eight years ago, making a significant
contribution to the theory of cryptography, preferably with influence also in other areas
of cryptography, theory, and beyond. This year the Test of Time Award Committee
selected the following paper, published at TCC 2008: “Incrementally Verifiable
Computation or Proofs of Knowledge Imply Time/Space Efficiency” by Paul Valiant.
This paper was selected for demonstrating the power of recursive composition of
proofs of knowledge and enabling the development of efficiently verifiable proofs of
correctness for complex computations. The authors were invited to deliver a talk at
TCC 2019. The conference also featured two other invited talks, by Rachel Lin and by
Omer Reingold.

A Best Young Researcher Paper Award was given to Henry Corrigan-Gibbs and
Dmitry Kogan for their paper “The Function-Inversion Problem: Barriers and
Opportunities.”

We are greatly indebted to many people who were involved in making TCC 2019 a
success. First of all, a big thanks to the most important contributors: all the authors who
submitted papers to the conference. Next, we would like to thank the PC members for
their hard work, dedication, and diligence in reviewing the papers, verifying the cor-
rectness, and in-depth discussion. We are also thankful to the external reviewers for
their volunteered hard work and investment in reviewing papers and answering



questions, often under time pressure. For running the conference itself, we are very
grateful to the general chair, Dominique Schröder. We appreciate the sponsorship from
the IACR, Deloitte, Siemens, Syss, and HGS. We also wish to thank
Friedrich-Alexander-Universität Erlangen-Nürnberg and Nuremberg Campus of
Technology for their support. Finally, we are thankful to the TCC Steering Committee
as well as the entire thriving and vibrant TCC community.

October 2019 Dennis Hofheinz
Alon Rosen
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