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Preface

The 6th Conference on Security Standardisation Research (SSR 2020) was held as an
online conference during November 30 – December 1, 2020. The main purpose of this
conference was to discuss the many research problems deriving from studies of existing
standards, the development of revisions to existing standards, and the exploration of
completely new areas of standardization. Additionally, as in previous years, SSR 2020
aimed to be a platform for exchanging knowledge between academia and industry, with
the goal of improving the security of standardized systems.

Overall, there were 20 submissions to SSR 2020, of which 7 were accepted. Apart
from a couple of papers rejected because they did not obey the submission instructions,
all submissions were reviewed by at least three Program Committee members. The
accepted papers cover a range of topics in the field of security standardization research,
including analysis, evaluation, and comparison of standards and their implementations,
standards development, improving existing standards, and potential future areas of
standardization.

As an innovation, this year we encouraged submissions in the area of legal aspects
of data protection and privacy. The focus on privacy was reflected in a number of our
submissions and accepted papers. In addition to regular research papers, we also
encouraged the submission of Systematization of Knowledge (SoK) papers relating to
security standardization as well as Vision papers. The vision track was intended to
report on work in progress or concrete ideas for work that has yet to begin. The
diversity in types of submissions was well received by the authors. The set of accepted
papers is made up of five research papers, one SoK paper, and one vision paper.

The SSR 2020 program included two invited keynote addresses to shed light on
security standardization from both industrial and academic perspectives.

– Professor Liqun Chen, University of Surrey, UK
– Nick Sullivan, Cloudflare, USA

We would like to thank all the people who contributed to the success of SSR 2020.
First, we thank the authors for submitting their work to our conference. We heartily
thank the Program Committee for their careful and thorough reviews. Thanks must also
go to the shepherds for their expert guidance and helpful advice on improving papers.
We are grateful to all the people at Mozilla, who supported hosting SSR 2020 as a
virtual conference. Finally, we thank all the attendees of SSR 2020.

October 2020 Maryam Mehrnezhad
Thyla van der Merwe

Chris Mitchell
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