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Preface

On behalf of the Program Committee, it is our pleasure to present the proceedings of
the 24th Information Security Conference (ISC 2021). ISC is an annual international
conference covering research in theory and applications of information security. Both
academic research with high relevance to real-world problems and developments in
industrial and technical frontiers fall within the scope of the conference.

The 24th edition of ISC was organized by the Petra Christian University, Surabaya,
Indonesia, and was held entirely online (due to the COVID-19 pandemic) during
November 10–12, 2021. Willy Susilo (University of Wollongong, Australia) and
Rolly Intan (Petra Christian University, Indonesia) served as the general chairs, whilst
we—Joseph Liu (Monash University, Australia) and Sokratis K. Katsikas (Norwegian
University of Science and Technology, Norway)—served as the program co-chairs. The
Program Committee comprised 54 members from top institutions around the world. Out
of 87 submissions, theProgramCommittee eventually selected 21papers for presentation
at the conference and publication in the proceedings, resulting in an acceptance rate
of 24.1%. The review process was double-blind, and it was organized and managed
through the EasyChair online reviewing system, with all papers receiving at least three
reviews. The final program was quite balanced in terms of topics, containing both
theoretical/cryptography papers and more practical/systems security papers.

A successful conference is the result of the joint effort ofmany people.Wewould like
to express our appreciation to the Program Committee members and external reviewers
for the time spent reviewing papers and participating in the online discussion.We deeply
thank our invited speakers for theirwillingness to participate in the conference, especially
during the difficult times in the middle of the global pandemic. Further, we express our
appreciation toWeizhi Meng (Technical University of Denmark, Denmark), who served
as the publication chair. Finally, we thank Springer for publishing these proceedings as
part of their LNCS series, and the ISC Steering Committee for their continuous support
and assistance.

ISC 2021would not have been possiblewithout the authorswho submitted their work
and presented their contributions, as well as the attendees who joined the conference
sessions. We would like to thank them all, and we look forward to their future
contributions to ISC.

October 2021 Joseph Liu
Sokratis Katsikas
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