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Preface

This volume contains the refereed papers presented at the 28th Australasian Conference
on Information Security and Privacy (ACISP 2023). The conference was held on 5–7
July 2023, in Brisbane, Australia and hosted by Queensland University of Technology,
who provided excellent facilities and support.

The ACISP conference has been an annual event since 1996, and brings together
security researchers and practitioners from academia, industry and government orga-
nizations for presentation of current developments and challenges in the domain of
information security and privacy. After several years of virtual and hybrid conferences
due to the COVID pandemic restrictions, 2023 marked a return to a physical confer-
ence, with opportunities to network and socialize in addition to the formal program of
presentations.

For ACISP 2023, we made use of the EasyChair submission and reviewing software.
The Program Committee selected 27 research papers from the 87 submissions received,
following a double-blind reviewing process. Each submission received at least three
reviews, and the reviewer feedback was provided to all submitting authors. We thank
all authors of submitted papers - the high quality of the submissions made the task of
selecting a program difficult.

This volume contains the revised versions of the 27 accepted papers. We express
our thanks to Springer for their continued support of ACISP, and for their help with the
conference proceedings production.

We are grateful for the efforts of the Program Committee members and external
reviewers, who applied their knowledge and expertise in reviewing submissions, par-
ticipating in discussions to determine which papers would be selected and providing
feedback to the authors. Our deepest thanks for your efforts. The ACISP-2023 Pro-
gram Committee represents both geographic and gender diversity: members were from
18 nations, and almost 35% of the committee were female. We hope future ACISP
committees will continue to progress towards gender equality.

In addition to the selected research papers, the ACISP-2023 program included four
invited talks on aspects of information security and privacy practice and research. QUT’s
Vice President (Administration) and Registrar, Leanne Harvey, spoke on the December
2022 cyber-attack on QUT. The Cyber Security CRC Research Director, Helge Janicke,
discussed security research collaboration between academia, government and industry.
The historical development of communications security capabilities in government was
outlined, and Lennon Chang (Deakin University) talked about cultural aspects of pri-
vacy. Details of their presentations do not appear in these proceedings. However, we
thank all these speakers for sharing their insight and inspiring continuing research in the
information security and privacy domains.

We acknowledge the contribution of our local organizing committee members: QUT
staff and research students in the Information Security discipline, whose efforts enabled
the smooth running of the conference.Wemake specialmention of a former longstanding
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QUTstaffmember,EdDawson.Edhad a long involvementwithACISP, andwas involved
in the planning forACISP2023. Sadly, he passed away earlier this year.Hewill be greatly
missed.

July 2023 Leonie Simpson
Mir Ali Rezazadeh Baee
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