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Foreword from the DPM 2016 Program Chairs

This volume contains the proceedings of the 11th International Workshop on Data
Privacy Management (DPM 2016), held in Heraklion, Crete, Greece, on September
26–27, 2016, in conjunction with the 21st European Symposium On Research In
Computer Security (ESORICS 2016). The DPM series started in 2005 when the first
workshop took place in Tokyo (Japan). Since then, the event has been held every year
in different venues: Atlanta, USA (2006), Istanbul, Turkey (2007), Saint Malo, France
(2009), Athens, Greece (2010), Leuven, Belgium (2011), Pisa, Italy (2012), Egham,
UK (2013), Wroclaw, Poland (2014), and Vienna, Austria (2015).

The aim of DPM is to promote and stimulate international collaboration and
research exchange in areas related to the management of privacy-sensitive information.
This is a very critical and important issue for organizations and end-users. It poses
several challenging problems, such as translation of high-level business goals into
system-level privacy policies, administration of sensitive identifiers, data integration
and privacy engineering, among others.

In response to the call for papers of this edition, 24 submissions were received and
each of them was evaluated on the basis of significance, novelty, and technical quality.
The Program Committee, comprising 39 members, performed an excellent task and
with the help of additional reviewers all submissions went through a careful anony-
mous review process (three or more reviews per submission). The Program Commit-
tee’s work was carried out electronically, yielding intensive discussions. Of the
submitted papers, the Program Committee accepted nine full papers (resulting in an
acceptance rate of 37.5 %) and four short papers for presentation at the workshop.

The success of DPM 2016 depends on the volunteering effort of many individuals,
and there is a long list of people who deserve special thanks. We would like to thank all
the members of the Program Committee and all the external reviewers, for all their hard
work in evaluating the papers in a short time window, and for their active participation
in the discussion and selection process. We would like to express our gratitude to the
ESORICS 2016 organizers for their support in the organization of the workshop. Our
gratitude goes to Pierangela Samarati, Steering Committee chair of the ESORICS
Symposium, for all her arrangements that made possible the satellite events, and Javier
Lopez, the workshops chair of ESORICS 2016. We would also like to thank the
keynote speakers for accepting our invitation and for their enlightening talks.

Last but certainly not least, our thanks goes to all the authors who submitted papers
and to all the attendees of the workshop. We hope you find the program of DPM 2016
interesting, stimulating, and inspiring for your future research.

September 2016 Giovanni Livraga
Vicenç Torra
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Foreword from the QASA 2016 Program Chairs

This proceedings volume contains the papers presented at QASA 2016: the 5th
International Workshop in Quantitative Aspects in Security Assurance, held during
September 26–27, 2016 in Heraklion, as an affiliated event of ESORICS 2016, and in
cooperation with DPM.

The QASA workshop series responds to the increasing demand for techniques to
deal with quantitative aspects of security assurance at several levels of the development
life-cycle of systems and services, from requirements elicitation to run-time operation
and maintenance. The aim of QASA is to bring together researchers and practitioners
interested in these research topics with a particular emphasis on the techniques for
service-oriented architectures. The scope of the workshop is intended to be broad,
including aspects as dependability, privacy, risk, and trust.

QASA 2016 received eight submissions, each one reviewed by at least three
Program Committee members. The committee decided to accept three full papers and
one short one for the proceedings.

The presentations and the discussions during the workshop showed that the area of
quantitative security, in its many facets, is an active and interesting field of research.

We would like to thank the authors of submitted papers, the members of the
Program Committee, the external reviewers, and the sponsors, namely, the EU projects
NeCS and the IFIP WG 11.14 (NESSoS) on Secure Engineering. We are also grateful
for the use of the EasyChair platform, which offered an effective and clear way of
managing the entire review process as well as the proceedings production. Finally, we
are also grateful to the ESORICS 2016 organization team for providing the venue for
QASA2016.

September 2016 Alessandro Aldini
Fabio Martinelli

Neeraj Suri
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