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Preface

This volume contains the papers selected for presentation at the 13th International
Workshop on Security and Trust Management (STM 2017), held in Oslo, Norway, on
September 14–15, 2017, in conjunction with the 22th European Symposium On
Research In Computer Security (ESORICS 2017).

In response to the call for papers, 33 papers were submitted, and all submissions
were evaluated on the basis of their significance, novelty, and technical quality. The
Program Committee, comprising 30 members, performed an excellent task and with the
help of additional reviewers all submissions went through a careful anonymous review
process (three or more reviews per submission). As in previous years, reviewing was
double-blind, that is, the identities of reviewers were not revealed to the authors of the
papers and identities of authors were not revealed to the reviewers. The Program
Committee’s work was carried out electronically, yielding intensive discussions over a
period of one week. Of the submitted papers, the Program Committee accepted ten full
papers and six short papers for presentation at the workshop. Besides the technical
program including the papers collated in these proceedings, the workshop featured an
invited talk by the winner of the ERCIM STM WG 2017 Award for the best PhD thesis
on security and trust management.

The credit for the success of STM 2017 belongs to a number of people, who devoted
their time and energy to put together the workshop and deserve acknowledgment. We
would like to thank all the members of the Program Committee and all the external
reviewers, for their hard work in evaluating all the papers in a short time window, and
for their active participation in the discussion and selection process. We are very
grateful to everyone who gave assistance and ensured a smooth organization process:
the ERCIM STM Steering Committee, and in particular its chair, Pierangela Samarati,
for their guidance and support in the organization of the workshop; Angelo Genovese,
for taking care of publicity; Sokratis Katsikas (ESORICS Workshop Chair), Einar
Snekkenes (ESORICS General Chair), and Laura Georg (ESORICS Organization
Chair), for their support in the workshop organization and logistics.

Last but certainly not least, thanks to all the authors who submitted papers and to all
the workshop attendees. We hope you find the proceedings of STM 2017 interesting
and an inspiration for your future research.

August 2017 Giovanni Livraga
Chris Mitchell
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