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Preface

The 12th Australasian Conference on Information Security and Privacy—
ACISP2007—was held in Townsville, Queensland, July 2-4, 2007. This was the
first conference to be organized outside the traditional three venues: Brisbane
and Gold Coast, Melbourne, and Sydney and Wollongong. The conference was
sponsored by James Cook University, Center for Advanced Computing — Algo-
rithm and Cryptography at Macquarie University, Information Security Institute
at Queensland University of Technology, and the Research Network for Secure
Australia. We would like to thank Matthieu Finiasz and Thomas Baigneres from
EPFL, LASEC, Switzerland for letting us use their iChair software that facili-
tated the submission and revision processes.

Out of 132 submissions, the Program Committee (PC) selected 33 papers
after a rigorous review process. Each paper got assigned to at least three referees.
Papers submitted by members of the PC got assigned to five referees. In the first
stage of the review process, the submitted papers were read and evaluated by the
PC members and then in the second stage, the papers were scrutinized during
a three-week-long discussion. We would like to thank the authors of all papers
(both accepted and rejected) for submitting their papers to the conference. A
special thanks go to the members of the PC and the external referees who gave
their time, expertise and enthusiasm in order to select the best collection of
papers.

As in previous years, we held a competition for the “best student paper.”
To be eligible, a paper had to be co-authored by a postgraduate student whose
contribution was more than 50%. Eight papers entered the competition. The
winner was Norbert Pramstaller from Graz University of Technology, Austria, for
the paper “Second Preimages for Iterated Hash Functions and Their Implications
on MACs.”

This year we had only one invited talk, which was given by Andreas Enge.
The title of the talk was “Contributions Cryptographic Curves.”

We would like to express our thanks to Springer and in particular, to Al-
fred Hofmann and Ronan Nugent for their continuing support of the ACISP
conference and for help in the conference proceeding production. Further, we
thank Michelle Kang, who helped us with the setting up and maintenance of the
ACISP Web site, Vijayakrishnan Pasupathinathan, who took care of the iChair
server and ACISP mailbox, Adam Shah for installation of the iChair server and
Elizabeth Hansford for assisting with conference organization.

July 2007 Josef Pieprzyk
Hossein Ghodosi
Ed Dawson
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