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Preface

The sixth International Conference on Cryptology and Network Security (CANS
2007) was held at the Grand Plaza Park Hotel, Singapore, 8-10 December 2007.
The conference was sponsored by Nanyang Technological University and the Lee
Foundation, Singapore.

The goal of CANS is to promote research on all aspects of cryptology and
network security, as well as to build a bridge between research on cryptography
and network security. The first International Conference on Cryptology and Net-
work Security was held in Taipei, Taiwan, in 2001. The second one was held in
San Francisco, California, USA, on September 26-28, 2002, the third in Miami,
Florida, USA, on September 24-26, 2003, the fourth in Xiamen, Fujian, China,
on December 14-16, 2005 and the fifth in Suzhou, Jiangsu, China, on December
8-10, 2006.

The program committee accepted 17 papers from 68 submissions. The re-
viewing process took nine weeks, each paper was carefully evaluated by at least
three members of the program committee. We appreciate the hard work of the
members of the program committee and the external referees who gave many
hours of their valuable time.

In addition to the contributed papers, there were six invited talks:

Artur Ekert: Quantum Cryptography

— Christian Kurtsiefer: Aspects of Practical Quantum Key Distribution

Schemes

Keith Martin: A Bird’s-Eye View of Recent Research in Secret Sharing

— Mitsuru Matsui: The State-of-the-Art Software Optimization of Block
Ciphers and Hash Functions

— Josef Pieprzyk: Analysis of Modern Stream Ciphers

— David Pointcheval: Adaptive Security for Password-Based Authenticated Key

Ezxchange in the Universal-Composability Framework.

We would like to thank all the people involved in organising this conference.
In particular, we would like to thank the organising committee for their time
and efforts, and Krystian Matusiewicz for his help with IXTEX.

December 2007 Feng Bao
San Ling
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Huaxiong Wang

Chaoping Xing
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