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Preface

On behalf of the Program Committee, it is our pleasure to present the proceed-
ings of the 14th International Symposium on Recent Advances in Intrusion De-
tection Systems (RAID 2011), which took place in Menlo Park, California, during
September 20-21, 2011. As in the past, the symposium brought together leading
researchers and practitioners from academia, government, and industry to dis-
cuss intrusion detection research and practice. There were eight technical sessions
presenting full research papers on application security, malware, anomaly detec-
tion, network security, Web security and social networks, and sandboxing and
embededed environments. Furthermore, there was a panel discussion on open-
source network intrusion detection systems as well as a poster session presenting
emerging research areas and case studies.

The RAID 2011 Program Committee received 87 full paper submissions from
all over the world. All submissions were carefully reviewed by independent re-
viewers on the basis of technical quality, topic, space, and overall balance. The
final decision took place at a Program Committee meeting on May 26 in Berke-
ley, California, where 20 papers were eventually selected for presentation at the
conference and publication in the proceedings.

The success of RAID 2011 depended on the joint effort of many people. We
would like to thank all the authors of submitted papers and posters. We would
also like to thank the Program Committee members and additional reviewers,
who volunteered their time to carefully evaluate all the submissions. Further-
more, we would like to thank the General Chair, Alfonso Valdes, for handling
the conference arrangements; Gregor Maier for handling the publication pro-
cess; Guofei Gu for publicizing the conference; the Communications Research
Centre Canada for maintaining the conference website; and SRI International
for hosting the conference.

September 2011 Robin Sommer
Davide Balzarotti
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