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Preface

The Nordsec workshops started in 1996 with the aim of bringing together
computer security researchers and practitioners from the Nordic countries. The
event focuses on applied IT security and, from the beginning, its goal has been to
encourage interaction between academic and industrial research. Over the years,
Nordsec has developed into an international conference that takes place in the
Nordic countries on a round-robin basis. It has also become a key meeting venue
for Nordic university teachers and students with an interest in security research.

The 15th Nordic Conference in Secure IT Systems took place at Aalto Uni-
versity in Finland during October 27–29, 2010. The program of this year’s con-
ference was a cross-section of the security research at Nordic universities and
industrial research centers with some contributions from around Europe. The
themes ranged from the enforcement of security policies to security monitoring
and network security. There were also papers on privacy, cryptography, and secu-
rity protocol implementation. The conference received 37 submissions, of which
13 were accepted for presentation as full papers and three as short papers. In
the original workshop spirit, the authors were able to revise their papers based
on discussions at the conference.

The keynote talk at Nordsec was given by Erka Koivunen from CERT-FI
with the title “Why Wasn’t I Notified?”: Information Security Incident Handling
Demystified. An invited paper based on the talk is included in the proceedings.
Furthermore, a large number of students presented their work at a poster session
and competition.

The proceedings also include three selected papers from the OWASP AppSec
Research 2010 conference, which focuses on Web application security. These
papers were originally presented in Stockholm during June 21–24, 2010. The
authors of the selected papers were invited to submit revised papers for a joint
conference publication and to give talks at Nordsec.

We would like to thank the authors, members of the Program Committee,
reviewers, students presenting posters, the Organizing Committee, and all con-
ference attendees for coming together and making Nordsec 2010 a successful
scientific and social event for both security researchers and practitioners.

October 2011 Tuomas Aura
Kimmo Järvinen

Kaisa Nyberg
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Simone Fischer-Hübner Karlstad University, Sweden
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