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Preface

This book contains the proceedings of the 8th European Workshop on Public
Key Infrastructures, Services, and Applications (EuroPKI 2011), held in Leuven,
Belgium, during September 15–16, 2011.

The aim of the EuroPKI workshop series is to stimulate and promote in-
ternational research and collaboration on all aspects of public key services,
applications and infrastructures, including innovative applications of public key
cryptography. The workshop is intended for security researchers and practition-
ers as well as for participants from industry that are active in the field of public
key services, applications, infrastructures and, in general, information security.
This year’s workshop was co-located with the 16th European Symposium on
Research in Computer Security (ESORICS) and took place at the Katholieke
Universiteit Leuven. Previous events were held in Samos (EuroPKI 2004), Kent
(EuroPKI 2005), Turin (EuroPKI 2006), Mallorca (EuroPKI 2007), Trondheim
(EuroPKI 2008), Pisa (EuroPKI 2009), and Athens (EuroPKI 2010).

This volume holds ten refereed papers and the presentation papers by the
invited speakers, Chris J. Mitchell, Peter Gutmann, and Olivier Pereira. In re-
sponse to the EuroPKI 2011 call for papers, 27 submissions were received. Each
submission was subjected to a thorough review by at least three Program Com-
mittee members and external reviewers, resulting in a stringent selection and
careful revision of the accepted papers. After the workshop, authors revised
their papers again and provided improved versions for inclusion in this volume.

We wish to thank everyone who contributed toward the success of the work-
shop: the authors of submitted contributions, the Program Chairs and the Pro-
gram Committee for their efforts in reviewing and discussing the submission
under tight time constraints. Many thanks also to Christian Broser for his pub-
licity work and to Michael Weber for collecting the papers and his help editing
this book. We are grateful to our sponsor LSEC, and to Ulrich Seldeslachts
for organizing a special session with speakers from the security industry dur-
ing the event, as well as for moderating the lively discussions between work-
shop attendees and speakers. Special thanks go to the local organizers including,
among many others, Saartje Verheyen for dealing with a host of administrative
and bookkeeping issues; Sebastiaan Indesteege for his help with the EuroPKI
2011 website; Roel Peeters for managing electronic workshop registrations and
payments; and Bart Preneel for his general support.

September 2011 Svetla Nikova
Andreas Pashalidis

Günther Pernul
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