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Preface

These proceedings contain the full papers presented at NordSec 2012, the 17th
Nordic Conference on Secure IT Systems, held at Blekinge Institute of Technol-
ogy in Karlskrona, Sweden, during 31 October – 2 November 2012.

NordSec was initially started in 1996 as a workshop series with the aim of
bringing together researchers and practitioners working on computer security
in the Nordic countries, thereby establishing a forum for discussions and co-
operation between universities, industry, and computer societies. Since then, the
workshop has developed into a fully fledged international information security
conference, held in the Nordic countries on a round robin basis.

NordSec 2012 sollicited contributions in the form of full papers presenting
mature work, short papers presenting ongoing work, and student posters. We
received a total of 32 valid submissions of full papers, each of which was reviewed
by at least three Program Committee members. Out of the submitted full papers,
16 were accepted for presentation at the conference. Also, some submitted full
papers were accepted as short papers published in locally printed proceedings.

Since 2008, Nordsec has welcomed the participation of 2nd-year students of
the international Erasmus Mundus Masters programme “NordSecMob”, as well
as other master’s students in IT security, to present posters that show work
done as part of their master’s studies. The students’ fresh and often radical
ideas stimulate very interesting discussions among NordSec participants.

The combined effort of many people was needed for the organization of
NordSec 2012, and we would like to give recognition to all who contributed to
making the conference a success. We thank the Program Committee for review-
ing the papers and discussing them, thereby creating the best possible program
for the conference. We thank the subreviewers for the extra help they gave us
with the reviews. We also thank the Poster Chair for helping the students to
produce high-quality posters for the conference, and the invited speakers for
agreeing to share their insights. Most importantly we are thankful to all the
authors who submitted their papers to NordSec 2012, and to the conference
attendees who took part in the discussions during the conference. Many other
people also contributed in some way to the organization of NordSec 2012. We
are also grateful to Blekinge Institute of Technology for allowing the conference
to use its facilities, and to NetPort Karlshamn for sponsoring the welcome re-
ception. As a result of your great efforts and contributions, NordSec continues
to be a valuable meeting place for the information security community.

October 2012 Bengt Carlsson
Audun Jøsang
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