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IFIP – The International Federation for Information Processing

IFIP was founded in 1960 under the auspices of UNESCO, following the First World Computer
Congress held in Paris the previous year. An umbrella organization for societies working in
information processing, IFIP’s aim is two-fold: to support information processing within its
member countries and to encourage technology transfer to developing nations. As its mission
statement clearly states,

IFIP’s mission is to be the leading, truly international, apolitical organization
which encourages and assists in the development, exploitation and application of
information technology for the benefit of all people.

IFIP is a non-profitmaking organization, run almost solely by 2500 volunteers. It operates through
a number of technical committees, which organize events and publications. IFIP’s events range
from an international congress to local seminars, but the most important are:

The IFIP World Computer Congress, held every second year;
Open conferences;
Working conferences.

The flagship event is the IFIP World Computer Congress, at which both invited and contributed
papers are presented. Contributed papers are rigorously refereed and the rejection rate is high.

As with the Congress, participation in the open conferences is open to all and papers may be
invited or submitted. Again, submitted papers are stringently refereed.

The working conferences are structured differently. They are usually run by a working group and
attendance is small and by invitation only. Their purpose is to create an atmosphere conducive to
innovation and development. Refereeing is less rigorous and papers are subjected to extensive
group discussion.

Publications arising from IFIP events vary. The papers presented at the IFIP World Computer
Congress and at open conferences are published as conference proceedings, while the results of
the working conferences are often published as collections of selected and edited papers.

Any national society whose primary activity is in information may apply to become a full member
of IFIP, although full membership is restricted to one society per country. Full members are
entitled to vote at the annual General Assembly, National societies preferring a less committed
involvement may apply for associate or corresponding membership. Associate members enjoy the
same benefits as full members, but without voting rights. Corresponding members are not
represented in IFIP bodies. Affiliated membership is open to non-national societies, and
individual and honorary membership schemes are also offered.
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PREFACE

The development and integration of integrity and internal control
mechanisms into information system infrastructures is a challenge for
researchers, IT personnel and auditors. Since its beginning in 1997, the IICIS
international working conference has focused on the following questions:

what precisely do business managers need in order to have confidence in
the integrity of their information systems and their data and what are the
challenges IT industry is facing in ensuring this integrity;
what are the status and directions of research and development in the area
of integrity and internal control;
where are the gaps between business needs on the one hand and research /
development on the other; what needs to be done to bridge these gaps.

This sixth volume of IICIS papers, like the previous ones, contains
interesting and valuable contributions to finding the answers to the above
questions. We want to recommend this book to security specialists, IT
auditors and researchers who want to learn more about the business concerns
related to integrity. Those same security specialists, IT auditors and
researchers will also value this book for the papers presenting research into
new techniques and methods for obtaining the desired level of integrity.

It is the hope of all who contributed to IICIS 2003 that these proceedings
will inspire readers to join the organizers for the next conference on integrity
and internal control in information systems. You are invited to take the
opportunity to contribute to next year’s debate with colleagues and submit a
paper or attend the working conference. Check the websites given below
regularly for the latest information.

We thank all those who have helped to develop these proceedings and the
conference. First of all, we thank all the authors who submitted papers as
well as the keynote and invited speakers, and those who presented papers
and participated in the panel. Finally, we would like to thank all conference
participants, IFIP and the sponsors and supporters of this conference.

January 2004

Sushil Jajodia
Leon Strous
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