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1  Introduction and motivation

The applications related to ultra-low power wearables like 
internet of things, robotics, intrusion detection, and image 
security have become a major computing paradigm and the 
latest disruptive technology after artificial intelligence. Abil-
ity of ultra-low power wearables to connect with other sys-
tems and applications from low to high level has prompted 
unprecedented array of applications in all fields of human 
activity from science, engineering, health, leisure and eve-
ryday life, etc. The technological growth in ultra-low power 
wearables is going hand-by-hand with enormous research 
efforts by an ever increasing community in a fascinating 
multidisciplinary field.

The motivation of this special issue is to offer an essential 
guide to the readers on the applications: internet of things 
security, wireless sensor network, image processing, intru-
sion detection, antenna, optimization, and cryptography. The 
accepted manuscripts are used as a reference text for gradu-
ate and undergraduate studies. Hence, the manuscripts are 
written in plain and easy to follow language and explain 
every main concept the first time it appears, helping readers 
with no prior background in the field. It is a “must-read” 
guide to the subject matter.

This special issue intends to provide a platform for 
researchers to share innovative work in many applications 
like internet of things security, wireless sensor network, 

image processing, intrusion detection, antenna, optimiza-
tion, and cryptography. After a double-blinded peer-review 
procedure, 14 papers have been accepted and included in 
this special issue, which contains different methods to solve 
different kinds of complex problems.

2  Submission and summary of contributions

In this issue, 14 manuscripts were accepted, and we believe 
that the works presented here will help researchers to do 
further analysis on the applications: internet of things 
security, wireless sensor network, image processing, intru-
sion detection, optimization, cryptography, and antenna. 
Firstly, we have a series of articles related to internet of 
things; Zhong et al. [1] introduced a new internet-based tel-
emedicine system that assists patients to get health advice 
from doctors at home. The developed system significantly 
improves the throughput and avoids the repeated usage of 
the similar nodes compared to the traditional systems. In 
this manuscript, a more comprehensive telemedicine system 
was introduced, which effectively improves doctor’s work 
efficiency and enables doctors and patients to communicate 
in real time. Xu and Wang [2] utilized a rapid search ran-
dom tree method to remove obstacles in motion planning of 
the manipulator. The manipulator replaces human work in 
harsh environment such as radioactive, high pressure, flam-
mable, high temperature, and explosive. The proposed rapid 
search random tree method significantly avoids collisions 
and quickly plans a non-collision path. This work is mainly 
used in the handling scenarios of robotic arms. Swamy and 
Alex [3] implemented a new reconfigurable filter bank using 
a parallel structure for reducing the delay in hearing aid 
applications with internet of things. The developed struc-
ture was validated with five dissimilar audiograms having 
mild conductive hearing loss, mild hearing loss at a middle 
frequency, mild hearing loss at high frequency, mild hear-
ing loss at low frequency, and moderate hearing loss at high 
frequency. The experimental results showed that the devel-
oped structure achieved better matching between frequency 
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response and audiogram of hearing. In this manuscript, the 
internet of things was utilized to select the sub-bands and 
to communicate the gain values to the hearing aid through a 
mobile application. Kalpana and Annadurai [4] introduced 
a new energy-efficient system of internet of things enabled 
body area networks. In this manuscript, an extreme learning 
machine was combined with the fog nodes to achieve low 
power network with high performance.

A few manuscripts related to “optimization” are sum-
marized as follows: Kumar and Rajkumar [5] developed an 
optimized fuzzy logic social spider optimization algorithm 
for improving energy-efficient management to find software 
requirement prioritization. The recommendation of quality 
software development makes better device driven support 
in smart devices. Abid et al. [6] presented an optimized 
homomorphic encryption Chinese remainder theorem with a 
Rivest-Shamir-Adleman algorithm for an efficient and secure 
communication in the current digital world. Correspond-
ingly, the seventh article “Achieving generalization of deep 
learning models in a quick way by adapting T-HTR learning 
rate scheduler” by Vidyabharathi et al. [7] implemented a 
new HTR learning rate scheduler (toggle between hyperbolic 
tangent decay and triangular mode with restarts) in order to 
identify an optimal learning rate in deep neural network. 
Compared to the traditional methods, the proposed learn-
ing rate scheduler consumed minimal time for every epoch 
in many cases. Further, a couple of manuscripts related to 
the topic “intrusion detection” are summarized as follows: 
Jothi and Pushpalatha [8] presented a whale integrated long 
short-term memory network for an effective intrusion detec-
tion. The developed network exhibited effective performance 
in differentiating the malicious nodes from the internet of 
things network and in detecting the network attacks. Though 
the simulation result showed that the developed network 
achieved accurate intrusion detection with limited predict-
ing time, Sivanantham et al. [9] presented a rule precision 
index classifier to classify attack and non-attack internet of 
things network. The developed rule precision index classifier 
was built in WEKA tool, and its performance was evaluated 
on several intrusion datasets.

A manuscript on a topic “Communication antenna” is 
summarized as follows: Subramani et  al. [10] analyzed 
antenna S11 variation (AS11V) with harmonic suppression 
for improving the communication process in medical appli-
cations. In this manuscript, an optimized recurrent neural 
network was used for processing the wearable antenna-
based collected devices. The eleventh paper “Feature-based 
autonomous target recognition and grasping of industrial 
robots” by Ruan et al. [11] analyzed the autonomous target 
recognition and grasping of industrial robot-based machine 
vision and deep learning techniques. Aruna and Usha [12] 
introduced a new dynamic substitution boxes, which were 
developed based on hybrid logistic Henon map with the 

deoxyribonucleic acid coding systems for improving the 
image security against the side channel attacks. The intro-
duced system uses the 3D hybrid chaotic maps for increasing 
the key space and uses the deoxyribonucleic acid pattern of 
operation for enduring more security during transmission. 
Lastly, a couple of papers on the application “wireless sen-
sor network” are summarized as follows: Sankayya et al. 
[13] have developed a novel protocol for minimizing the 
delay and maximizing the spectrum allocation. The devel-
oped protocol was implemented in real-time traffic monitor-
ing application by using network simulator for estimating 
the quality of service. Yan et al. [14] simulated experiment 
with 30 drivers using a driving simulator for collecting the 
multi-sensor data of vehicle, human, and road condition. The 
driving risk status was classified into three states such as 
incident, near crash, and crash based on the playback system 
of the driving simulator.
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